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The Industrialization of Hacking  
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Threat Landscape Demands more than Application Control 
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The Pervasiveness of Malicious Traffic 
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The Silver Bullet Does Not Exist 
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GSSO focuses on the totality of defending against threats 
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GSSO – Global Security Sales Organization 
A New Way to Solve Real World Security Issues 

 

Dedicated Security 

sales force – GSSO  

Aligned with Cisco’s 

Services, Partner 
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Selling market 

leading technology, 

services and 

solutions across the 

entire attack 

continuum 

+ 

Unmatched differentiation  

Market credibility that will amplify loyalty 

Stronger solutions across all architectures  

= 

Cisco Confidential 7 ©2014 Cisco and/or its affiliates. All rights reserved. 



Cisco Confidential 8 © 2013-2014  Cisco and/or its affiliates. All rights reserved. 

Visibility: See More – Protect More 
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Cyber Security Advanced Model  
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Strategic Imperatives 

Visibility-Driven Threat-Focused Platform-Based 

Network Endpoint Mobile Virtual Cloud 
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Cloud  
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Platform-Based Security Architecture 
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