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The Purpose of This Guide

The Purpose of This Guide 

This guide provides step-by-step instructions for configuring Cisco Unified 
Communications Manager and Cisco UnityConnection in the Cisc SBA for 
Midsize Agencies.

This guide is a companion document to the Cisco SBA for Midsize 
Agencies—Borderless Networks Foundation Design Overview and 
Foundation Deployment Guide. 

Who Should Read This Guide

This guide is intended for the reader who:

•	 Will	be	configuring	and	deploying	Cisco	Collaboration	solutions	at	
customer locations 

•	 Wants	to	reduce	cost	by	optimizing	connectivity	solutions	and	improve	
employee productivity 

•	 Has	100–1000	connected	employees	

•	 Has	some	technical	background	with	Cisco	Unified	Communications	
Manager and Cisco UnityConnection®. 
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1SBA Overview

SBA Overview

The Cisco® Smart Business Architecture (SBA) for Government is a com-
prehensive	design	for	networks	with	up	to	1000	users.	This	out-of-the-box	
design is simple, fast, affordable, scalable, and flexible. 

The	Cisco	SBA	for	Midsize	Agencies	incorporates	LAN,	WAN,	wireless,	
security,	WAN	optimization,	and	unified	communication	technologies	tested	
together as a solution. This solution-level approach simplifies the system 
integration normally associated with multiple technologies, allowing you to 
select the modules that solve your agency’s problems rather than worrying 
about the technical details. 

We	have	designed	the	Cisco	SBA	to	be	easy	to	configure,	deploy,	and	man-
age. This architecture: 

•	 Provides	a	solid	network	foundation	

•	 Makes	deployment	fast	and	easy	

•	 Accelerates	ability	to	easily	deploy	additional	services	

•	 Avoids	the	need	for	re-engineering	of	the	core	network	

By deploying the Cisco SBA, your agency can gain: 

•	 A	standardized	design,	tested	and	supported	by	Cisco	

•	 Optimized	architecture	for	midsize	agencies	with	up	to	1000	users	and	
up to 20 remote sites 

•	 Flexible	architecture	to	help	ensure	easy	migration	as	the	agency	grows	

•	 Seamless	support	for	quick	deployment	of	wired	and	wireless	network	
access	for	data,	voice,	teleworker,	and	wireless	guest	

•	 Security	and	high	availability	for	agency	information	resources,	servers,	
and Internet-facing applications 

•	 Improved	WAN	performance	and	cost	reduction	through	the	use	of	WAN	
optimization 

•	 Simplified	deployment	and	operation	by	IT	workers	with	CCNA® certifica-
tion	or	equivalent	experience	

•	 Cisco	enterprise-class	reliability	in	products	designed	for	midsize	
agencies 

Guiding Principles

We	divided	the	deployment	process	into	modules	according	to	the	following	
principles: 

•	 Ease of use:	A	top	requirement	of	Cisco	SBA	was	to	develop	a	design	
that could be deployed with the minimal amount of configuration and 
day-two management. 

•	 Cost-effective: Another	critical	requirement	as	we	selected	products	
was to meet the budget guidelines for midsize agencies. 

•	 Flexibility and scalability: As the agency grows, so too must its infra-
structure. Products selected must have the ability to grow or be repur-
posed within the architecture. 

•	 Reuse: We	strived,	when	possible,	to	reuse	the	same	products	through-
out	the	various	modules	to	minimize	the	number	of	products	required	for	
spares. 

User
Services   

Network
Services   

Network
Foundation   

Voice,
Video,

Web Meetings

Security, 
WAN Optimization,

Guest Access

Routing, Switching,
Wireless, and Internet

The	Cisco	SBA	can	be	broken	down	into	the	following	three	primary,	modu-
lar yet interdependent components for the midsize agency.

•	 Network Foundation: A	network	that	supports	the	architecture

•	 Network Services:	Features	that	operate	in	the	background	to	improve	
and enable the user experience without direct user awareness

•	 User Services: Applications with which a user interacts directly
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Introduction

Unified Communications (UC) Rapid Deployment Method (RDM) is a 
procedural method for installing, configuring, and deploying UC for basic 
telephony	and	simple	voice	messaging.	This	turnkey	solution	is	constructed	
to	be	easy	and	quick	while	providing	a	solid	foundation	for	further	configura-
tion and deployment of advanced UC features without the need to redesign 
or reengineer when a new feature or service is added. 

RDM	is	part	of	the	SBA	for	Midsize	Agencies	(100–1000	connected	users),	
which utilizes Cisco Unified Communications Manager cluster for call 
processing and a Cisco Unity® Connection for voice messaging. 

The	UC	module	of	SBA	consists	of	a	headquarters	and	up	to	twenty	remote	
sites. The two Unified Communications Manager appliances and the Cisco 
Unity Connection appliance are placed at the main site to handle all of the 
call processing for up to 1000 telephony users with voice messaging. Each 
remote	site	takes	advantage	of	the	Integrated	Service	Router	(ISR)	that	
was	deployed	as	part	of	the	WAN	module,	and	is	configured	for	Survivable	
Remote Site Telephony in the event of service interruptions. 

The RDM includes:

•	 Two	Unified	Communication	Manager	appliances	configured	for	1:1	call	
processing redundancy 

•	 One	Unity	Connection	server	configured	for	simple	voice	messaging	

•	 One	headquarters	Site	and	up	to	20	remote	sites	

The Cisco SBA for Midsize Agencies is a prescriptive architecture that 
delivers	an	easy-to-use,	flexible	and	scalable	network	with	wired,	wireless,	
security,	WAN	optimization,	and	unified	communication	components.	It	
eliminates	the	challenges	of	integrating	the	various	network	components	
by using a standardized design that is reliable with comprehensive support 
offerings. 

The Cisco SBA for Midsize Agencies is designed to address the basic dial 
tone	and	simple	voice	messaging	requirements	of	agencies	with	100	to	
1000 employees. 

 Certain information such as IP addresses, usernames, passwords, and 
specific command responses are used for example only and may not 
be appropriate for your specific deployment. 

The	products	and	priorities	for	this	design	were	based	on	requirements	from	
customers, partners, and Cisco field personnel. The specific end-customer 
agency	requirements	may	be	different	from	those	in	this	guide,	in	which	
case, the product selection may not exactly match your needs. Please con-
tact an authorized Cisco partner or representative to validate any changes to 
this design that you plan to deploy.

Tech Tip
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Figure 1 illustrates the complete SBA foundation design with all of the modules deployed.

Figure 1 .  Network	Architecture	Baseline			
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Rapid Deployment 
Method Overview

The Rapid Deployment Method (RDM) includes step-by-step instructions for 
installing, configuring and deploying Unified Communications (UC) for basic 
telephony and simple voice messaging, including: 

•	 Platform	Installation	

•	 Server	and	Site	Configuration	

•	 User	and	Device	Configuration	

•	 Unity	Connection	Deployment	

•	 IP	Phone	Deployment	

RDM:

•	 Uses	auto-registration	for	quick	and	easy	deployment	of	phones	

•	 Uses	the	Active	Directory	integration	feature	in	both	Unified	
Communications Manager and Unity Connection for deployments that 
require	a	single	source	for	User	Management.	

•	 Is	provisioned	to	utilize	the	Device	Mobility	feature,	which	enables	
Unified Communications Manager to determine the physical locations of 
devices. Unified Communications Manager uses the device’s IP subnet 
to determine the exact location of the IP phone. By enabling device 
mobility within a cluster, mobile users, such as those on wireless, can 
roam	from	one	site	to	another,	thus	acquiring	the	site-specific	settings.	
Unified Communications Manager then uses these dynamically allocated 
settings for call routing, codec section, media resource selection, and so 
forth. 

•	 Is	provisioned	to	use	the	Cisco	Extension	Mobility	(EM)	feature,	which	
enables users to assign a Cisco Unified IP phone as their own. The EM 
feature dynamically configures a phone according to the authenticated 
user’s device profile. Allowing a user to log into a phone alleviates the 
need for device-to-user association during user provisioning. 

•	 Provisions	individual	media	resources	for	every	sit.	

•	 Provisions	Session	Initiation	Protocol	(SIP)	gateways	for	all	sites.	

•	 Automatically	provisions	the	Unified	Communications	Manager	for	Voice	
Messaging integration and the procedure within RDM documents the 
Unity Connection configuration 

•	 Uses	Endpoint	Addressing	that	consists	of	a	uniform	on-net	dial	plan	
containing an access code, site codes, and 4-digit extensions

•	 Automatically	configures	a	North	American	Dial	Plan	as	part	of	the	path	
selection	for	public	switched	telephone	network	(PSTN)	destinations	

Auto-Registration 

Auto-registration allows Unified Communications Manager to automatically 
assign a directory number to new phones as they are deployed in your 
network.	In	UC	RDM,	auto-registration	is	enabled	by	default	to	allow	for	quick	
and easy deployment of phones. Once the phones are registered and the 
RDM Deployment Guide has been followed completely, users configured in 
the system can log into the auto-registered phones with Extension Mobility. 

By default, auto-registered phones in RDM are able to dial any on-net direc-
tory number as well as off-net emergency 911 calls. They are not, however, 
able to dial any other off-net numbers other than emergency dialing. 

	 Leaving	auto-registration	enabled	carries	a	security	risk	in	that	“rogue”	
phones can automatically register with Cisco Unified CM. You should 
only allow auto-registration for brief periods when you want to perform 
bulk	phone	adds	during	phone	deployment.		

Tech Tip
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Active Directory Integration 

Active Directory integration allows you to provision users automatically from 
the agency directory into the Unified Communications Manager database, 
which	makes	it	possible	to	maintain	a	single	directory	as	opposed	to	sepa-
rate directories. Therefore, you don’t have to add, remove, or modify core 
user information manually in Unified Communications Manager each time 
a change occurs in the agency directory. The other advantage is that end 
users are able to authenticate to Unified Communications Manager and 
Unity Connections using the same credentials in Active Directory, which 
reduces	the	number	of	passwords	across	the	network	because	the	applica-
tions share a common directory. 

Figure 2 .  Directory Integration

Dial Plan 

The	dial	plan	is	one	of	the	key	elements	of	an	IP	Telephony	system,	and	an	
integral part of all call processing agents. Generally, the dial plan is respon-
sible for instructing the call processing agent on how to route calls. UC 
RDM configures a North American Dial Plan as part of the path selection for 
PSTN destinations. You can modify this to meet your specific needs, but 
by default, it is configured with the North American Numbering Plan and 
contains the following patterns:

Figure 3 .  Dial Plan

For Local, National, and International route patterns, there are two config-
ured, one to route di¬aled digits of that specific length and one configured 
similarly with a pound (octothorpe) to allow users to bypass interdigit 
timeout. 

With	regards	to	Endpoint	Addressing,	the	recommendation	for	UC	RDM	
deployments for less than 1000 users is to use a uniform on-net dial plan 
containing an access code, a site code, and a 4-digit extension. The use of 
access and site codes enables the on-net dial plan to differentiate between 
extensions that could otherwise overlap if a uniform abbreviated dial plan 
were implemented. 

RDM consists of: 

•	 One	digit	as	an	intersite	access	code	

•	 Two	digits	for	the	site	code	to	accommodate	the	20	sites	

•	 Four	digits	for	the	sites	extension	

•	 As	such,	UC	RDM	requires	a	format	of	8	+	SS	+	XXXX,	where	8	is	the	
on-net	access	code,	SS	is	a	two-digit	site	code,	and	XXXX	is	a	four-digit	
extension number, giving a total of seven digits. 

Figure 4 .  Digit	Breakdown
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Class of Service 

Class of Service is configured in Unified Communications Manager utilizing 
Calling Search Spaces and Partitions. There are four classes of service and 
they relate to providing PSTN access for emergency, local (7-digit), national, 
and international dialing. 

Figure 5 .  Relationship of Calling Search Spaces to Partitions 

With	RDM,	all	of	the	devices	are	configured	with	the	CSS_Base	Calling	
Search Space through auto-registration. This allows all devices to dial both 
on-net and emergency off-net numbers. 

The remaining Calling Search Spaces are configured on the User Device 
Profile Directory Number and provide local 7-digit, national, and international 
dialing capabilities.

Figure 6 .  Calling Search Space

For	example:	If	a	user	requires	international	dialing	capability,	their	direc-
tory	number	would	be	assigned	the	CSS_internationalPSTN	calling	search	
space, which includes dialing accessibility to all PSTN route patterns as well 
as national, local, emergency and all on-net numbers.

Local Route Groups 

The Local Route Group feature in Unified Com¬munications Manager 
provides decoupling of the PSTN gateway location from the route patterns 
that	are	used	to	access	the	gateway.	This	allows	a	“Local	Route	Group”	to	
be bound to a provisioned route group differently based on the Local Route 
Group device pool setting of the originating device. Therefore, devices 
such as phones from different locales can use identical route lists and route 
patterns, but Cisco Unified Communications Manager selects the correct 
gateway(s) for their local end. 

UC RDM uses this feature to assign a specific route group to each device 
pool of each site such that each site is configured with a single SIP Gateway 
that is configured in a Route Group (one for each site). The Route Group 
is then associated with the Device Pool (one for each site) via the Local 
Route Group setting. This simplifies the process of provisioning where a 
single	set	of	route	patterns	are	configured	all	pointing	to	the	“Local	Route	
Group,”	which	instead	of	using	a	specific	route	group,	redi¬rects	Unified	
Communications Manager to use the Local Route Group setting from the 
Device	Pool	of	the	calling	device.	When	a	call	is	made	from	a	device	that	
matches the route pattern, Unified Communications Manager uses the Local 
Route Group device pool to set that device to determine the actual route 
group, and this will always select the local SIP Gateway by default.

Figure 7 .  Route Assignment

Survivable Remote Site Telephony (SRST) 

In a centralized Cisco Unified Communications Manager environment, when 
IP phones lose connectivity to Cisco Unified Communications Manager 
because	the	WAN	is	down	or	the	application	is	unreachable,	IP	phones	in	
remote	branch	offices	or	teleworker	homes	lose	call-processing	capabilities.	
The	SRST	feature	provides	basic	IP	telephony	backup	services	so	that	IP	
phones	can	fall	back	to	the	local	router	at	the	remote	site	when	connectiv-
ity	is	lost	to	make	calls	within	the	site	and	out	the	local	IOS	gateway	to	the	
PSTN. 

In	UC	RDM,	Survivable	Remote	Site	Telephony	(SRST)	is	used	to	backup	the	
remote	sites	in	case	of	WAN	outage.	



7Cisco	Web	Conferencing	Overview

Device Mobility 

UC RDM uses a feature called Device Mobility which allows Unified 
Communications Manager to determine if the IP phone is at its home or 
a roaming location. Unified Communications Manager uses the device’s 
IP subnet to determine the physical location of the IP phone. By enabling 
device mobility within a cluster, mobile users can roam from one site to 
another,	thus	acquiring	the	site-specific	settings.	Unified	Communications	
Manager then uses these dynamically allocated settings for call routing, 
codec section, media resource selection, and so forth.

In RDM, this feature is used primarily to reduce the configuration on the 
devices	themselves	by	not	requiring	device-specific	configuration	of	many	
parameters that are instead configured at a site level and dynamically 
applied based on the subnet the device is attached to. This allows for a 
quick	and	less	error-prone	deployment	because	the	Administrator	does	not	
have to configure each phone individually based on their site/location or 
ensure the phone is at the correct location. 

Extension Mobility 

RDM is provisioned utilizing the Cisco Extension Mobility (EM) feature, 
enabling users to configure a Cisco Unified IP phone as their own, either 
temporarily	or	permanently	based	on	the	agency	requirements.	The	EM	
feature dynamically configures a phone according to the authenticated 
user’s device profile. The Rapid Deployment Method provisions users with 
User Device Profiles that are part of EM enablement. Users then log into 
an IP phone using their username and PIN and their profile gets uploaded 
to the IP phone. Allowing a user to log into a phone alleviates the need for 
device-to-user association during user provisioning. This saves time in user 
provisioning and deployment while simultaneously allowing the benefit of 
Extension Mobility. 

Extension Mobility can be enabled in such a way that it allows users to log 
into IP phones, but does not allow them to log out. This can be enabled so 
that	EM	is	used	uniquely	for	IP	phone	deployment,	but	not	as	a	feature	to	be	
used in the deployment. By default, the RDM configuration allows for users 
to log out of the IP phone, which enables EM for both IP phone deployment 
and user feature functionality.

Media Resources 

Media Resources have been provisioned as part of the procedure for every 
site to ensure branch sites utilize their local conference bridges and avoid 
unnecessary	voice	traffic	over	the	WAN	circuit.	The	naming	of	the	confer-
ence bridges within the ISR needs to match those provisioned by RDM. 

Unified CM Reference Architecture

The Unified CM architecture includes:

•	 Two	Unified	Communications	Manager	appliances	configured	for	1:1	
call processing redundancy allowing a single Unified Communications 
Manager to assume the call processing load in case of a Unified 
Communication Manager appliance failure or system maintenance. 

•	 One	Unity	Connection	server	configured	for	simple	voice	messaging	
without redundancy. Another Unity Connection server can be configured 
for voice messaging application redundancy as an added advanced 
feature; however, this is not part of the Rapid Deployment Method 
architecture. 

Call Admission Control 

The	default	design	is	provisioned	for	a	hub-and-spoke	topology	where	each	
remote site is connected to the HQ over a bandwidth-constrained wide-
area	network.	The	RDM	design	has	been	set	to	use	locations-based	Call	
Admission Control and each site (or location) is configured to allow for up to 
two calls to or from the remote site. Between sites, devices are configured to 
use g.729 as the default voice codec running at 24 KB per call and each site 
(location)	will	allow	up	to	two	such	intersite	calls	(48	KB	total)	to/from	remote	
each site. Call Admission Control is not calculated for calls to/from the 
central	site	(HQ).	It’s	expected	that	as	long	as	the	spokes	are	provisioned	for	
Call Admission Control, the hub will not be oversubscribed. This is the case 
for	hub-and-spoke	topologies;	however,	for	MPLS-based	networks,	the	HQ	
site configuration will need to be modified to provide correct Call Admission 
Control. 

	 Intrasite	calls	are	configured	to	use	g.722	(80	Kbps)	and	are	configured	
to allow an unlimited number of calls within the site (location). 

 Please see www.cisco.com for further information on Unity Connection 
Active/Active High Availability. 

 Further details can be found in the Unified Communications SRNDs on 
www.cisco.com.  

Tech Tip

http://www.cisco.com
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The Rapid Deployment 
Method 

The following procedures allow for the parallel installation of both Cisco 
Unified Communications Manager nodes and Cisco Unity Connection. 

Please note, however, that at certain points of the installation process, some 
steps must occur prior to proceeding with others. In order to save time, the 
software installation can also proceed in parallel with running the Rapid 
Deployment Method Customization Tool (RDMCT) but certain RDMCT steps 
require	access	to	the	CUCM	admin.	

   Process

   Configuring the Cisco Unified Communications Manager

1. Install the Platform

2. Configure the Server and the Site

3. Configure User and Device Profiles

4. Deploy Unity Connection

5. Deploy Phones

Before	you	begin	the	configuration	procedures,	make	sure	you	meet	the	
following	prerequisites:

•	 Configure	the	Cisco	Unified	Communications	Manager	and	Cisco	
Unity Connection host names (cucm1, cucm2, and cuc1) in DNS prior to 
installation. 

•	 Obtain	License	Files	from	the	licensing	system	prior	to	installation	of	
Cisco Unified Communications Manager and Cisco Unity Connection. 

•	 Obtain	the	associated	files	for	this	installation	method.	

•	 Lightweight	Directory	Access	Protocol	(LDAP)	integration	with	Microsoft’s	
Active Directory. 

•	 Manager	Distinguished	Name	(Read	Access	required)

•	 Password	

•	 User	Search	Base	(for	example:	Us¬er’s	Container	in	Domain	cisco.com	
is cn=users,dc=cisco,dc=com) 

•	 Host	Name	or	IP	address	and	port	number

•	 When	users	are	created	in	Active	Directory,	either	the	telephone	Number	
or the ip Phone attribute is mandatory. Otherwise, the users cannot be 
imported into Cisco Unity Connection. 

•	 Install	an	archive	program	for	tar	files	on	the	PC	used	for	administration.	

•	 DHCP	option	150	in	the	DHCP	Scopes	have	been	defined	to	use	the	IP	
addresses of cucm1 (primary) and cucm2 (secondary), or conversely, for 
redundancy and load balancing. 

 Please see www.cisco.com for further information on Unity Connection 
Active/Active High Availability. 

 Further details can be found in the Unified Communications SRNDs on 
www.cisco.com.  

The	user-provisioning	capabilities	of	this	guide	require	an	IP	phone	that	sup-
ports IP phone services. All users imported will have the default PIN ‘12345’

   Procedure 1 Install the Platform

Step 1: Physically	install	the	server	and	attach	the	monitor,	keyboard,	and	
network.	

Step 2: Insert Cisco DVD into the DVD drive. 

Step 3: Power the server ON and it will boot from DVD. 

Step 4: The	option	for	Media	Check	will	be	presented,	press	OK if this is the 
first time this DVD has been used or to ensure its integrity. 

Step 5:	After	the	Media	Check	has	completed	and	it	passes,	it	will	allow	you	
to select OK to continue installation. If not, it will prompt for another DVD. 

Step 6: Setup	will	ask	to	Continue	installation,	select	Continue. 

Step 7: The license agreement is displayed. If you agree to the terms, select 
Agree to continue installation. 

Tech Tip
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Step 8: Depending on the MCS platform, two or three products are 
presented for deployment. Choose the first option for both Cisco Unified 
Communications Managers servers and select OK .

Step 9: Select Yes to proceed with installation on the Proceed with Install page. 

Step 10: Select Proceed	on	the	Platform	Installation	Wizard	page.	

Step 11: Select No on the Apply Patch page. 

Step 12: Select No	on	the	Import	Windows	Data	page.	

Step 13: Select Continue on the Basic Install page. 

Step 14: Select the time zone in which the appliance is installed and select OK.

Step 15: Select Yes on the Auto Negotiation Configuration page to enable 
Auto NIC speed and duplex. 

Step 16: Select No	on	the	MTU	Configuration	unless	specifically	required	to	
change. 

Step 17: Select No on the DHCP Configuration page. 
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Step 18: Enter	the	required	host	name,	IP	address,	IP	mask,	and	GW	
address	on	the	Static	Network	Configuration	page.	

•	 CUCM1	for	the	First	Node	(Publisher)

•	 CUCM2	for	the	Second	Node	(Subscriber)

Step 19: Select Yes on the DNS Client Configuration page. 

Step 20: Enter the primary and optional secondary DNS server IP 
addresses and the domain, then select OK .

Step 21: Enter the username and password that will be used for the Platform 
Administration account on the Administrator Login Configuration page and 
then select OK . 

 The password must start with an alphabetic character, be at least 6 
characters long, and contain alphanumeric characters, hyphens, or 
underscores.

Tech Tip
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Step 22: Complete the details on the Certificate Information page that will 
be used to generate the certificate used for secure communications, then 
select OK .

Step 23: If this is the first node (Publisher) installation, select Yes on the First 
Node	Configuration	page	and	skip	to	Step	28.	

Step 24: For the second node (Subscriber) installation, select No on the 
First Node Configuration page. 

 Ensure the Publisher has finished installing and the subscriber has 
been added using the Cisco Unified Communications Administration 
Interface before proceeding.

Step 25: Select OK on the First Node Configuration warning page to 
acknowledge	this	as	the	second	node	installation.	

Step 26: Select Yes	on	the	Network	Connectivity	Test	Configuration	page.	

Step 27: Enter the host name, IP address, and security password details 
(entered previously on the Database Access Security Configuration page) 
for the first node (Publisher) installation and select OK .

Step 28: On	the	Network	Time	Protocol	Client	Configuration	page,	select	
either: 

•	 Yes, and then enter the IP address or host names for up to 5 NTP servers 
and select OK . NTP is the recommended option or 

•	 No,	and	set	the	Hardware	Clock	Configuration	to	the	correct	time	and	
date, then select OK . 

Step 29: If this is the first node (Publisher), enter a security password in the 
Database Access Security Configuration page, then select OK . This pass-
word will be used during the second node installation process. If this is the 
second	node	(Subscriber),	this	step	will	be	skipped.	

Step 30: Select No on the SMTP Host Configuration page. Mail notifications 
can be configured at a later stage if desired. 

Tech Tip
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Step 31 . Enter the username and password you wish to use for the Cisco 
Unified Communications Manager Administration account on the Application 
User Configuration page, and then select OK . For example: CUCMAdmin 

 The Application User Name is case sensitive when authenticating 
against the Cisco Unified Communications Manager Administration 
pages.

Step 32: Select OK on the Platform Configuration Confirmation page to 
install the software. 

Step 33: After the software has finished loading, the following screen will 
appear: 

If	this	is	the	second	node	installation,	skip	to	Step	45.	

Step 34: Using another computer, access the Cisco Unified 
Communications Manager Administration Interface at http://cucm1. Select 
the Cisco Unified Communications Manager Administration	link	in	the	
center of the page. 

Step 35: Enter the username and password you entered for the Application 
User Configuration earlier and select the Login button. 

 You may receive a warning about the website’s security certificate, 
ignore and continue to the page.

Step 36: Select System > Licensing > License File Upload.

Tech Tip
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Step 37: Select the Upload License File button, browse to the license file 
obtained prior to installation, then select the Upload	button.	This	may	take	a	
few minutes to complete. 

Step 38: Log in to the Cisco Unified Serviceability Interface using the 
Navigation drop-down list and select the Go button. 

Step 39: Select Tools > Service Activation. 

Step 40: Select CUCM1	from	the	drop-down	list	and	click	the	Go button. 

Step 41: Select	the	check	box	Check All Services and select Save. Select 
OK	on	any	warning	pop-up.	Activating	services	may	take	a	few	minutes	to	
complete. 

 You may safely disable the following services if they are not planned 
for utilization: 

•	 Cisco	Messaging	Interface	

•	 Cisco	DHCP	Monitor	Service	

•	 Cisco	TAPS	Service	

•	 Cisco	Dialed	Number	Analyzer

Tech Tip
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Step 42: Log in to the Cisco Unified CM Administration using the Navigation 
drop-down list and select Go.

Step 43: Select System > Server and select Add New.

Step 44: Enter the host name (CUCM2) of the Subscriber and select Save. 
When	the	Subscriber	has	been	added,	continue	the	second	node	installa-
tion from Step 24.

Step 45: After the second node (Subscriber) has completed the software 
installation, log in to the Cisco Unified Serviceability Interface using the 
Navigation drop-down list and select the Go button. 

Step 46: Select Tools > Service Activation. 

Step 47: Select CUCM2	from	the	drop-down	list	and	click	the	Go button. 

Step 48: Select	the	checkbox	Check All Services and select Save. Select 
OK	on	any	warning	pop-up.	Activating	services	may	take	a	few	minutes	to	
complete. 

 You may safely disable the following services if they are not planned 
for utilization: 

•	 Cisco	Messaging	Interface	

•	 Cisco	DHCP	Monitor	Service	

•	 Cisco	AXL	Web	Service	

•	 Cisco	UXL	Web	Service	

•	 Cisco	Dialed	Number	Analyzer

Tech Tip
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   Procedure 2 Configure the Server and the Site

Step 1: Unzip	RDMCT	Package	to	a	folder	and	double	click	on	RDMCT 
(RDMCT.exe)	provided	as	part	of	this	package.	

Step 2: If you agree to the Terms of Use, select Accept to move ahead. 
Otherwise, select Cancel to exit. 

Step 3: Are you configuring for Cisco Unified CM Business Edition? Select No. 

Step 4:	In	“Select	the	configuration	phases	you	would	like	to	perform”	sec-
tion,	uncheck	the	configuration	phase	you	would	like	to	skip	and	select	Next. 

Step 5: Enter the server name of the Publisher and Subscriber configured 
during the installation. 

•	 CUCM1	for	the	first	node	(Publisher)	

•	 CUCM2	for	the	second	node	(Subscriber)	

 Server names need to be exactly the same (including case) as config-
ured during installation without the domain name. 

Step 6:	Enter	the	name	of	the	headquarter/central	site	(up	to	6	alphanumeric	
characters) where all the servers are hosted. 

Step 7: Enter the number of remote sites that you will have in your deploy-
ment (between 0 and 20). 
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Step 8: Check	the	Active Directory	check	box	and	select	Next. 

Step 9: To change the site name, highlight the Site Name cell and type 
in the desired name (up to 6 alphanumeric characters). Enter the subnet 
information for each site along with the IP Address of the SIP gateway, which 
is connected to the PSTN and select Next. 

Step 10: Enter the LDAP Directory Configuration and then select Next. 

•	 LDAP	Manager	Distinguished	Name	Example:	Administrator@cisco.com	

•	 LDAP	User	Search	Base	Example:	cn=users,dc=cisco,dc=com	

•	 Select	an	attribute	from	the	Phone	Number	drop-down	list

•	 Host	name	or	IP	address	for	server	of	the	LDAP	server	

•	 In	the	case	where	a	backup	of	the	LDAP	server	is	required,	add	up	to	2	
servers or IP addresses.

 If configured, the phone number field populates the user’s Telephone 
Number field in the Unified CM directory. This field is synchronized 
from Active Directory from either the ipPhone attribute or the telepho-
neNumber attribute, whichever is selected. Typically the telephone-
Number attribute contains the user’s E.164 formatted number while the 
ipPhone attribute contains the user’s extension. It is recommended to 
use the ipPhone attribute provided that it is configured with the user’s 
correct extension.

Step 11: Select	the	check	box	next	to	Use LDAP Directory Configuration 
to use the same settings for LDAP authentication as provided in the LDAP 
Directory configuration screen and select Next. This will enable the authen-
tication of users through LDA.P

 Once the import operation is complete you must configure the 
password in the CUCM admin page (System > LDAP > LDAP 
Authentication). This is performed in Step 30 of this process.

Step 12: In the Unified CM Dial-Plan screen leave the default settings, and 
select Next. 

Step 13: The Overview page will provide a summary of all inputs entered 
into RDMCT up to this point. If all information shown is correct select 
Configure, otherwise, select Back to correct the information 

Step 14: After Configure is selected a popup message confirming the cre-
ation of the CUCM user device profile configuration files will be displayed, 
select OK . 

Tech Tip
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Step 15: The Server and Site Configuration Phase Complete page will 
provide path details to the location of configuration files. 

The CUCM Server and Site Configuration Phase of RDMCT is now complete 
and	if	you	have	selected	the	Show	Configuration	Files	check	box,	RDMCT	
will open the output directory where the output files are stored. The proce-
dure will continue with importing these configuration files into CUCM.

Step 16: Go to http://cucm1.yourdomain.com/ccmadmin (substituting your-
domain. com) and log into Cisco Unified CM Administration on the Publisher 
using the Navigation drop-down. Select Go.

Step 17: Select Bulk Administration > Upload/Download Files.

Step 18: Select Add New. 

Step 19: Browse to the Output folder in the directory where RDMCT is 
located	and	select	ConfigurationExport_date	and	time.tar	(Do	not	extract	the	
tar file). 

•	 Set	Select	the	Target	as	Import/Export. 

•	 Set	Select	Transaction	Type	as	Import Configuration. 

•	 Select	Overwrite File	check	box,	if	it	exists.

•	 Select	Save. 
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Step 20: Select Bulk Administration > Import/Export > Import. 

Step 21: Select the file uploaded in step 19 from the File Name drop-down 
list and select Next.

Step 22: Select Select All and select the Override the existing configura-
tion	check	box	and	the	Run Immediately radio button. Then select Submit. 

Step 23: Select Bulk Administration > Job Scheduler.

Step 24: Select Find	to	list	the	status	of	the	scheduled	jobs.	When	the	status	
is	Completed,	select	the	Job	Id	link	to	check	details.	

•	 Refresh	the	page	if	the	job	is	still	running	and	not	yet	complete.	

•	 The	Job	Result	Status	should	be	Success	for	all.	Once	the	Status	dis-
plays as Completed go to the next step. 

Step 25: Select System > Server and select Find. 
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Step 26: Select CUCM1 and change the host name/IP address from the 
hostname to the IP address and select Save. 

Step 27: Select CUCM2 and change the host name/IP address from the 
hostname to the IP address and select Save.

Step 28: Select System > LDAP > LDAP Directory	and	click	Find. Select 
the active directory configured, modify the LDAP password and confirm 
password, then select Save.

Step 29: Select Perform Full Sync Now to start the user import process 
from	the	directory.	Click	OK on the Pop-up warning window. 

Note: Go to User Management > End User and select Find to confirm that 
all	users	have	been	synced	from	active	directory.	This	process	may	take	a	
few minutes to complete depending on the number of users synchronized. 

Step 30: Select System > LDAP > LDAP Authentication, modify the LDAP 
password and confirm password, then select Save.

   Procedure 3 Configure User and Device Profiles

Step 1: Select Bulk Administration > Import/Export > Export. 

Step 2: Enter a tar file name such as DirectoryUsers and select the End User 
check	box	within	the	User	Data	section.	

Step 3: Select the Run Immediately button and select Submit and OK on 
any warning pop-up window. 

Step 4: Select Bulk Administration > Job Scheduler	and	check	the	status	
of the export job submitted. 

Step 5: After the Job Status indicates successful completion, select Bulk 
Administration > Upload/Download Files.

Step 6: Select	the	exported	file	name	(DirectoryUsers_date	and	time.tar)	
created by the export operation and then select Download Selected. Save 
the file.

Step 7: Open the downloaded tar file using an archive program that sup-
ports tar format and extract the enduser.csv file for use later. 
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Step 8: Select Bulk Administration > User Device Profiles > UDP Template 
and select Add New. 

There are 2 options for deploying User Device Profiles. You can either: 

•	 Create	a	single	User	Device	Profile	Template	such	as	a	7975	to	deploy	
for all User Device Profiles. 

•	 Create	a	User	Device	Profile	Template	for	each	device	type	(phone	
model) deployed. 

 Refer to the following documentation describing the phone behavior 
for a user logging into a device with a User Device Profile that does not 
match the device type: http://www.cisco.com/en/US/docs/voice_ip_	
comm/cucm/admin/7_1_2/ccmfeat/fsem.html#wp1146344. 

Step 9: Select the correct phone model from the Device Profile Type drop-
down box and select Next.

Step 10: Select the Device Protocol as SCCP if the Device Protocol drop-
down is presented. 

Step 11: Enter a User Device Profile Template Name (i.e. 7975 Standard 
Template), select a Phone Button Template from the drop-down and select 
Save. 

Step 12: Select Line [1] - Add a New DN. 

Step 13: Enter a name in the Line Template Name field (i.e. Default Line 
Template) and for Route Partition select PAR_Base.	Also	check	the	Voice 
Mail	check	boxes	for	the	items	in	the	following	figure,	to	enable	forwarding	
to voice mail correctly, and then select Save.

Step 14: Select the Go button to return to the UDP Template Configuration 
page, then select Save.

•	 The	procedure	will	now	return	to	the	RDMCT	to	continue	with	the	
configuration. 

Step 15: From	the	RDMCT,	check	only	User and Device Profile 
Configuration Phase	and	click	Next. 
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Step 16: Assign	one	or	more	extension	ranges	to	the	headquarters	site	and	
each remote site. Enter a 4 digit starting extension in Reserved Extension 
Range Start and a 4 digit ending extension in Reserved Extension Range 
End.	Click	+	to	add	additional	start/end	extension	ranges	or	click – to 
remove	the	unwanted	extension	ranges.	Click	Next when complete.

Step 17:	Click	Browse	to	locate	endusers.csv	extracted	in	step	7.

Step 18: For each User Device Profile (UDP), populate the Directory 
Number,	External	Phone	Number	Mask,	Line	CSS,	and	Line	Text	Label.	Click	
Configure.

Step 19: After Configure is selected the system will display a confirmation 
dialog	box,	click	OK to generate the list of files that will be used for the rest 
of the procedure. 

 There are user ID’s exported as part of the list which may not need to 
be configured for User Device Profiles, select those UserIDs from the 
list	and	click	Remove Users to remove them from the list.

	 Directory	Number	is	made	up	of	the	number	8	followed	by	a	two-digit	
site	code,	followed	by	a	4-digit	extension	(for	example,	8001000	pr	
8[site]	[extension],	where	00	is	the	site	code	and	1000	is	the	extension).	

	 External	Phone	Number	Mask	is	the	direct	inward	dialing	(DID)	number	
for	the	user	or	a	Main	Office	Number,	This	will	also	appear	on	the	Black	
Stripe at the top of the IP phones display. Enter the phone number 
mask	(eg.	408555XXXX)	into	the	text	box	and	select	Set Phone Mask . 

	 If	you	specify	a	mask	of	408555XXXX,	an	external	call	from	extension	
8001234	displays	a	caller	ID	number	of	4085551234.

 Line CSS defines the Class of Restriction or type of numbers the user 
is allowed to call. The Calling Sear Spaces (CSS) defined during the 
import process can be viewed under Call Routing > Class of Control > 
Calling Search Space in the Cisco Unified CM. Administration. Select 
the	Line	CSS	from	the	drop-down	and	click	Set Line CSS. 

 Line Text Label is the label that will be displayed on the phone and 
although it can be any alphanumeric string, it is recommended to have 
FirstName, LastName, and extension number in parentheses. Select 
a	text	label	option	from	the	drop-down	and	click	Set Line Text. The 
default is: Description (DirectoryNumber), see below. 

 Select device type, which is the phone model type (eg. 7975) that will be 
associated	with	UDP	from	the	drop-down	and	click	Set Device Type. 

 For each phone model type, there will be a UserDeviceProfiles-xxxx. 
csv created. For example: UserDeviceProfiles-7975.csv will contain all 
UDP that use 7975 phones. For UDP that don’t have any device type 
set, they will be put into UserDeviceProfiles.csv. 

Tech Tip
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Step 20:	Click	Finish to close the RDMCT. 

•	 CUCM	User	and	Device	Profile	Configuration	Phase	is	now	completed	
with RDMCT. If you select Show Configuration Files, RDMCT will open the 
output folder where the files are stored. Select Finish to exit from RDMCT 
application.

Step 21: Go to http://cucm1.yourdomain.com/ccmadmin (substituting 
yourdomain.com). Log into the Cisco Unified CM Administration page. 

Step 22: Select Bulk Administration > Upload/Download Files and select 
Add New. 

Step 23: Repeat for each UserDeviceProfiles.csv file created by RDMCT: 

•	 Browse	to	the	Output	folder	in	the	directory	where	RDMCT	is	located	and	
select the corresponding UserDeviceProfiles.csv. Set Select The Target 
to UDP and Select Transaction Type	to	Insert	UDP	–	Specific	Details.	
Select Overwrite File	check	box,	if	it	exists.	Then	select	Save. 

Step 24: Repeat	for	each	UDP	Template	created	in	step	8.	

•	 Select	Bulk Administration > User Device Profiles > Insert UDP. 

•	 Select	Insert User Device Profiles Specific Details and in the File 
Name drop-down, select the file name uploaded in step 23 and the user 
device profiles template name previously created and matching the 
phone type of the users being imported. 

Step 25: Select Run Immediately and then select Submit. 

Step 26: Verify	the	import	completes	successfully	without	errors	using	Bulk	
Administration > Job Scheduler. 

Step 27: Select Bulk Administration > Upload/Download Files. 

•	 Select	Add New. 

•	 Browse	to	the	Output	folder	in	the	directory	where	RDMCT	is	located	and	
select AddUsersToStdCCMGroup .csv. 

•	 Set	Select the Target as Users. 

•	 Set	Select Transaction Type as Update Users - Custom File. 

•	 Select	Overwrite File check	box,	if	it	exists.	

•	 Select	Save. 

Step 28: Select Bulk Administration > Users > User Template. 

•	 Select	Add New. 

•	 For	User	Template	Name,	provide	a	name	(eg.	UserTemplate).	

•	 For	User	Group,	select	Standard CCM End Users from drop-down list. 

•	 Select	Save. 

Step 29: Select Bulk Administration > Users > Update Users.

•	 Select	the	file	uploaded	in	step	27	for	File	Name.	

•	 Select	the	user	template	created	in	step	28	for	User	Template	Name.	

•	 Select	the	Run Immediately	radio	button	and	click	Submit.

Step 30: After some time (time might vary depending number of users 
updating), select Bulk Administration > Job Scheduler. 

Step 31: Select Find to list the status of the scheduled jobs. 

•	 When	the	Status	is	Completed,	select	the	Job	Id	link	to	check	details.	

•	 The	Job	Result	Status	should	be	Success.	

Step 32: Select User Management > End User and select a few users to 
verify that they have the correct Groups Permission Information (Standard 
CCM End Users). 
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Step 33: Select System > Application Server. 

•	 Select Add New. 

•	 Set	Application Server Type as Cisco Unity Connection. 

•	 Select	Next. 

•	 In	the	Name	field	enter	the	name	of	the	Cisco	Unity	Connection	Server	
(ex: CUC1). 

•	 In	the	IP	address	field	enter	the	IP	address	of	the	Cisco	Unity	Connection	
Server. 

•	 Select	the	Application	User	Account	that	you	created	during	installa-
tion of the Unified CM (eg. CUCMAdmin) and move the account from 
Available Application Users to Selected Application Users using the v 
character. 

•	 Save.

   Procedure 4 Deploy Unity Connection

Step 1:	Physically	install	the	server	and	attach	the	monitor	and	keyboard.	

Step 2: Insert the Cisco DVD into the DVD drive. 

Step 3: Power the server ON and it will boot from the DVD. 

Step 4: The	option	for	Media	Check	will	be	presented,	select	OK if this is the 
first time this DVD has been used or to ensure its integrity. 

Step 5: After	the	Media	Check	has	completed	and	it	passes,	it	will	allow	you	
to select OK to continue installation. If not, it will prompt for another DVD. 

Step 6:	Setup	will	ask	to	continue	installation,	select	Continue. 

Step 7: The license agreement is displayed. If you agree to the terms, select 
Agree to continue installation. 

Step 8: Depending on the MCS platform, two or three products are 
presented for deployment. Choose the second option for the Cisco Unity 
Connection, then select OK .

Step 9: Select Yes to proceed with installation on the Proceed with Install 
page. 

Step 10: Select Proceed	on	the	Platform	Installation	Wizard	page.	

Step 11: Select No on the Apply Patch page. 

Step 12: Select No	on	the	Import	Windows	Data	page.	

Step 13: Select Continue on the Basic Install page. 
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Step 14: Select the time zone in which the appliance is installed and select 
OK .

Step 15: Select Yes on the Auto Negotiation Configuration page to enable 
Auto NIC speed and duplex. 

Step 16: Select No	on	the	MTU	Configuration	unless	specifically	required	to	
change. 

Step 17: Select No on the DHCP Configuration page.

Step 18: Enter	the	required	host	name,	IP	address,	IP	mask	and	GW	address	
on	the	Static	Network	Configuration	page.	

•	 Select	cuc1 for the Unity Connection Server.

Step 19: Select Yes on the DNS Client Configuration page. 
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Step 20:  Enter the primary and optional secondary DNS server IP 
addresses and the domain, and then select OK .

Step 21: Enter the username and password that will be used for the Platform 
Administration account on the Administrator Login Configuration page and 
then select OK . 

 The password must start with an alphabetic character, be at least 6 
characters long, and contain alphanumeric characters, hyphens, and 
underscores.

Step 22: Complete the details on the Certificate Information page that will 
be used to generate the certificate used for secure communications, then 
select OK .

Step 23: If this is the first node that is being installed, select Yes. 

Step 24:	On	the	Network	Time	Protocol	Client	Configuration	page	select:	

•	 The	recommended	option	is	to	select	Yes and then enter the IP address 
or host names for up to 5 NTP servers and select OK . 

•	 No	and	set	the	Hardware	Clock	Configuration	to	the	correct	time	and	
date, then select OK . 

Step 25: Enter a security password in the Database Access Security 
Configuration page, and then select OK . 

•	 Keep	this	password	safe	for	the	future	should	another	Cisco	Unity	
Connection node be added to this first to form a cluster. 
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Step 26: Select No on the SMTP Host Configuration page. You can config-
ure mail notifications at a later stage if desired.

Step 27: Enter the username and password you wish to use for the 
Cisco Unity Connection Administration account on the Application User 
Configuration page, select OK . For example: CUCAdmin.

Step 28: Select OK on the Platform Configuration Confirmation page to 
install the software.

Step 29: After the software has finished loading, the following screen will 
appear: 

Step 30: Using another computer, access the Cisco Unity Connection 
Administration Interface. Navigate to http://cuc1.yourdomain.com in a 
browser (substituting yourdomain.com). Select the Cisco Unity Connection 
Administration	link	in	the	center	of	the	page.	

Step 31: Enter the username and password you entered for the Application 
User Configuration earlier and select the Login button. 

 You may receive a warning about the website’s security certificate, 
ignore and continue to the page.

Step 32: Select System Settings > Licenses and select Add New.

Step 33: Using the Browse button, locate the license file obtained prior to 
installation and select Add. 
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Step 34: Select	the	check	box	next	to	the	loaded	license	file,	uncheck	the	
CUCdemo .lic license, and select Install Selected. Close the confirmation 
pop-up window. 

Log in to the Cisco Unified Serviceability Interface using the Navigation 
drop-down list and select the Go button.

Step 35: Select Tools > Service Activation. 

Step 36: Select the Check All Services check	box	and	select	Save. Select 
OK on any warning pop-up. 

Step 37: Select Cisco Unity Connection Administration from the Navigation 
drop-down list and select the Go button. 

Step 38: Select Unity Connection > Telephony Integrations > Phone 
System.

Step 39: Select the default available phone system—PhoneSystem. 

Step 40: Select the Go	button	on	the	Related	Links	to	Add	Port	Group	for	
phone system.

Step 41: In the New Port Group page, enter the following information, then 
select Save. 

•	 Device	Name	Prefix	field	=	CiscoUM1-VI	

•	 MWI	On	Extension	=	8009999	

•	 MWI	Off	Extension	=	8009998	

•	 IP	Address	or	Host	Name	=	IP	Address	or	Host	Name	of	the	Subscriber	
(CUCM2) 

Step 42: Select Edit > Servers.
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Step 43: Select Add in the Cisco Unified Communications Manager Servers 
section to add a new row. Enter the following information: 

•	 Order	=	1	

•	 IP	Address	or	Host	Name	=	cucm1.cisco.com

Step 44: Select Add in the TFTP Servers section to add a new line. Enter the 
following information: 

•	 Order	=	0	

•	 IP	Address	or	Host	Name	=	Publishers	IP	address	or	host	name	(cucm1)	

•	 Change	the	existing	entry	to	Order	=	1	

Step 45: Select Save.

Step 46: Select Edit > Codec Advertising and move iLBC from 
Unadvertised Codecs to Advertised Codecs using ^.

Step 47: Select Save. 

Step 48: Select Telephony Integrations > Port. Select Add New. 
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Step 49: Enter the licensed number of ports in Number of Ports and select 
Save.

Step 50: Select Telephony Integrations > Port Group and select 
PhoneSystem-1. 

Step 51:	If	Reset	Status	is	Reset	Required,	select	Reset. 

Step 52: Select Templates > User Templates and select the  
voicemailusertemplate template. 

Step 53: Select Edit > Change Password and select Voice Mail in the 
Choose Password drop-down. Enter a default PIN for accessing voice mail in 
password and confirm password, then select Save. 

Step 54: Select System Settings > LDAP > LDAP Setup, select the Enable 
Synchronizing from LDAP Server	check	box,	and	select	Save.

Step 55: Select System Settings > LDAP > LDAP Directory Configuration, 
and then select Add New. 

•	 LDAP	Configuration	Name	(for	example:	Active	Directory)	

•	 LDAP	Manager	Distinguished	Name	

•	 LDAP	Password	

•	 LDAP	User	Search	Base	

•	 Host	Name	or	IP	Address	for	Server	and	LDAP	Port	of	the	LDAP	server	

 Ensure the attribute selected from the Phone Number drop-down list 
matches the attribute selected from the Phone Number drop-down list 
inside RDMCT as in step 10 of the Server and Site Configuration Phase. 

Step 56: Select Save. 
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Step 57: Select Perform Full Sync Now and select OK on the pop-up 
window.

Step 58: Select System Settings > LDAP > LDAP Authentication. 

Step 59: Select Use LDAP Authentication for End User	check	box,	and	
then enter: 

•	 LDAP	Manager	Distinguished	Name	

•	 LDAP	Password	

•	 LDAP	User	Search	Base	

•	 Host	Name	or	IP	Address	for	Server	and	LDAP	Port	of	the	LDAP	server.	

Step 60: Select Save.

Step 61: Select Tools > Import Users and select LDAP Directory in the 
Find End Users In drop-down list. 

Step 62: Select Find.

Step 63: Select voicemailusertemplate in the Based on Template drop-
down list. 
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Step 64: Select	the	users	that	require	a	voice	messaging	mailbox,	and	then	
select Import Selected. Do not use Import All.

Step 65: . Go to Tools > Bulk Administration Tool. 

Step 66: In the right hand pane under Select Operation, select the Update 
radio button. 

Step 67: Under Select Object Type, select the Users with Mailbox radio 
button. 

Step 68: Under Select File, CSV File*, browse to the Output folder in the 
directory where RDMCT is located and select from the User and Device 
Profile Configuration Phase.

Step 69: Under Failed Objects Filename, add a filename (for example: failed.
txt) and select Submit. 

Step 70:	Check	the	status	box	to	ensure	all	users	are	updated	successfully	
and no failure.

   Procedure 5 Deploy Phones

Step 1: Connect	the	IP	Phone	to	the	network	

 DHCP option 150 will instruct the IP Phone to connect to the Unified 
Com-munications manager TFTP server and auto-register. Once all IP 
Phones have registered proceed to the next step, which can only be 
accomplished once the phones have registered at least once to Cisco 
Unified Communications Manager. 

Step 2: Select Bulk Administration > Phones > Update Phones > Query 
and then select Find. 

Step 3: Scroll to the end of the list and select Next. 

Step 4: Select the Reset Phones radio button at the top of the page.

Step 5: Scroll down to the Extension Information section and select both the 
check	boxes	next	to	Enable	Extension	Mobility.

Step 6: At the bottom of the page select Run Immediately and then select 
Submit.

Step 7: Allow a few minutes for the phones to reset and reregister with Cisco 
Unified Communications Manager.

System Installation is now complete.
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Appendix A: Configuration Notes

Configuration Notes

Cisco Unified Communications Managers

Timezone 	 ________________________________________________________________________________________________________________________________

cucm1 IP address 	_________________________________________________________________________________________________________________________

cucm1	IP	Mask		____________________________________________________________________________________________________________________________

cucm1 IP Gateway address 	_________________________________________________________________________________________________________________

cucm2 IP address 	_________________________________________________________________________________________________________________________

cucm2	IP	Mask		____________________________________________________________________________________________________________________________

cucm2 IP Gateway address 	_________________________________________________________________________________________________________________

Primary DNS 	 _____________________________________________________________________________________________________________________________

Secondary DNS 	___________________________________________________________________________________________________________________________

Domain (DNS) 	_____________________________________________________________________________________________________________________________

Platform Administrator Username 	 ___________________________________________________________________________________________________________

Platform Administrator Password 	____________________________________________________________________________________________________________

Security Certificate Organization 	____________________________________________________________________________________________________________

Security Certificate Unit 	____________________________________________________________________________________________________________________

Security Certificate Location ________________________________________________________________________________________________________________

Security Certificate State 	 __________________________________________________________________________________________________________________

Security Certificate Country 	________________________________________________________________________________________________________________

DB Security Password 	 _____________________________________________________________________________________________________________________

NTP Server IP or Hostname 	_________________________________________________________________________________________________________________

Application User Username 	_________________________________________________________________________________________________________________

Application User Password 	_________________________________________________________________________________________________________________
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Configuration Notes

LDAP Directory Manager Distinguished Name 	 ________________________________________________________________________________________________

LDAP Directory Manager Password 	__________________________________________________________________________________________________________

LDAP Directory User Search Base 	___________________________________________________________________________________________________________

LDAP Directory Hostname or IP Address 	_____________________________________________________________________________________________________

LDAP Authentication Manager Distinguished Name 	____________________________________________________________________________________________

LDAP Authentication Manager Password 	_____________________________________________________________________________________________________

LDAP Authentication User Search Base 	 ______________________________________________________________________________________________________

LDAP Authentication Hostname or IP Address 	_________________________________________________________________________________________________

Cisco Unity Connection 

Timezone 	 ________________________________________________________________________________________________________________________________

IP Address 	 _______________________________________________________________________________________________________________________________

IP	Mask		__________________________________________________________________________________________________________________________________

IP Gateway Address 	_______________________________________________________________________________________________________________________

Primary DNS 	 _____________________________________________________________________________________________________________________________

Secondary DNS 	___________________________________________________________________________________________________________________________

Domain (DNS) 	_____________________________________________________________________________________________________________________________

Platform Administrator Username 	 ___________________________________________________________________________________________________________

Platform Administrator Password 	____________________________________________________________________________________________________________

Security Certificate Organization 	____________________________________________________________________________________________________________

Security Certificate Unit 	____________________________________________________________________________________________________________________

Security Certificate Location ________________________________________________________________________________________________________________

Security Certificate State 	 __________________________________________________________________________________________________________________

Security Certificate Country 	________________________________________________________________________________________________________________

NTP Server IP or Hostname 	_________________________________________________________________________________________________________________

Application User Username 	_________________________________________________________________________________________________________________

Application User Password 	_________________________________________________________________________________________________________________
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Configuration Notes

LDAP Directory Manager Distinguished Name 	 ________________________________________________________________________________________________

LDAP Directory Manager Password 	__________________________________________________________________________________________________________

LDAP Directory User Search Base 	___________________________________________________________________________________________________________

LDAP Directory Hostname or IP Address 	_____________________________________________________________________________________________________

LDAP Authentication Manager Distinguished Name 	____________________________________________________________________________________________

LDAP Authentication Manager Password 	_____________________________________________________________________________________________________

LDAP Authentication User Search Base 	 ______________________________________________________________________________________________________

LDAP Authentication Hostname or IP Address 	_________________________________________________________________________________________________
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Appendix B: 
SBA for Midsize Agencies Document System

Help Desk    
Deployment Guide

UC Rapid   
Deployment Guide

Web Meeting
Design Overview  

Design Guides Deployment Guides
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