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Application Note

Avaya S8500 Rel. 5.2.1 using SIP via Cisco Unified
Communications Manager—Session Manager Edition 8.5(1) to
Cisco Unified Communications Manager 8.5(1) and Cisco Unified

Border Element (Enterprise Edition) Release 8 on ASR to
Service Provider
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Introduction

e  This application note describes the necessary steps and configurations for connectivity between Avaya S8500 release 5.2.1, and a Cisco
Unified Communications Manager (Cisco UCM) version 8.5(1) with Cisco Unified Communications Manager-Session Management
Edition (Cisco UCM-SME) Version 8.5(1).

e  The network topology diagram (Figures 1) shows the test setup for end-to-end interoperability between Cisco Unified Communications
Manager (Cisco UCM) Release 8.5(1) connected to the Avaya S8500 PBX via a Cisco UCM-SME using SIP trunks (between Cisco
UCM-SME and Avaya PBX) and SIP trunks (between the Cisco UCM-SME and Cisco UCM). Features tested are basic call, 3-way (ad-
hoc) conference, call transfer (attended and unattended), call forward (all, busy and no answer), hold/resume, fax transmission, and
DTMF interworking. This test setup also includes a connection to a Service Provider (AT&T IP Flexible Reach), using SIP trunks. Cisco
Unified Border Element (Cisco UBE) on ASR is used as a session border controller (SBC), providing demarcation, security, and
interworking services between the customer’s private network and the service provider’s SIP network.

e During testing, a Cisco ASR1002 voice gateway was used to run the Cisco Unified Border Element features set. However other Cisco
voice gateways can be used. The decision to choose the Cisco gateway model is left to the customer. The customer should choose a
Cisco 10S gateway model based on the capabilities and the capacity that will be required based on the planned network deployment.

Here is a list of Cisco 10S products capable of running Cisco UBE.

e  Cisco 3900 Series Integrated Services Routers

e  Cisco 2900 Series Integrated Services Routers

e  Cisco 2800 Series Integrated Services Routers

e  Cisco 3800 Series Integrated Services Routers

e  Cisco AS5350XM Universal Gateway

e  Cisco AS5400XM Universal Gateway

e  Cisco ASR 1000 Series Aggregation Services Routers

e If additional guidance on the Cisco UBE is needed, please refer to the Cisco UBE section on the Cisco Interoperability Portal
(www.cisco.com/go/interoperability).

e  This configuration was tested using AT&T IP Flexible Reach SIP trunk service as the Service Provider. Results may vary based on
Service Provider being used.
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Network Topology

Figure 1. Basic Call Setup
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Capabilities

e  Voice/fax calls including supplementary services can be successfully established between endpoints controlled by the Avaya PBX and

endpoints controlled by the Cisco Unified Communications Manager.

e Voice/fax calls including supplementary services can be successfully established between endpoints controlled by the Avaya PBX and

the PSTN, using Cisco UBE on ASR as a session border controller.

Limitations

Avaya PBX

Centralized Avaya voicemail using QSIG integration to the Avaya PBX is not supported. SIP-to-QSIG interworking on the Avaya does
not provide diversion information over the QSIG call leg. Centralized voicemail using Cisco Unity/Unity Connection integrated to Cisco
UCM is supported, so long as Diversion header is passed to Cisco Unified Communications Manager. This can be achieved by enabling
support of Diversion Header on the Avaya Communication Manager 5.0 SIP trunk group configuration form, or by using a SIP

Normalization Script converting History-info headers into Diversion headers.

Cisco UBE (Enterprise Edition)

e  Call scenarios involving inbound PSTN calls over SIP trunk, which are then early-attended transferred back out over the same SIP trunk
to the PSTN, do not provide ringback tone to the caller. During testing, it was observed that Cisco UBE does not extend a 18X message

N

Cisco UCM
Rel. 8.5(1)

FAX PBX3

i

Phone C1

Phone C2

towards the PSTN upon receiving it. Talk path is correctly established after the transfer target station is answered.
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e  Cisco ASR platforms currently do not officially support voice class codec configuration. Official support of that feature will be
introduced with Cisco UBE Release 10.

Cisco UCM

e  Cisco UCM does not natively support History-info headers. A SIP Normalization script must be applied to SIP trunk(s) to Avaya PBX in
order to convert History-info (supported the Avaya PBX) to Diversion header (Cisco UCM-supported). This is required whenever a
Cisco UCM-hosted centralized voicemail platforms (such as Unity Connection) is used.

System Components

Hardware Requirements

e  Cisco MCS 7800 Unified Communications Manager Appliance

2 Cisco Unified IP phone 7960 configured as SCCP phones
e 2 Cisco Unified IP phone 7970 configured as SIP phones
e  Avaya S8500 PBX
e Avaya digital and IP stations
e  TN799DP C-LAN Circuit Pack
e TN2302AP Med-Pro Circuit Pack
e  Cisco ASR 1000 (Cisco UBE-Enterprise)
Software Requirements
The following software is required:
e  Cisco Unified Communications Manager Release 8.5(1) - Session Manager Edition
e  Cisco Unified Communications Manager Release 8.5(1) — Cisco UCM
e  Cisco I0S-XE Release 15.1(1)S (ASR 1000 used as Cisco UBE-Enterprise)
e  Avaya Aura Communication Manager Release 5.2.1
e  Avaya 9600 Series H.323 IP Phone firmware version 3.1.1
e  Avaya TN799DP Firmware Vintage 39
e  Avaya TN2302AP Firmware Vintage 121

Features

This section lists supported and unsupported features.
Features Supported
e  Basic calls
e  CLIP-Calling line (Number) identification presentation
e  CLIR-Calling line (Number) identification restriction
e COLP-Connected line (Number) identification presentation

e  COLR- Connected line (Number) identification restriction
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e  CNIP-Calling name identification presentation
e  CNIR-Calling name identification restriction
e  CONP-Connected name identification presentation
e  CONR- Connected name identification restriction
e  Consultation transfer — Local and Network/External
e  Early Attended transfer — Local and Network/External
e  Call forward Local — Unconditional, Busy and No reply (See Limitations section for details.)
e  Call forward Network/External — Unconditional, Busy and No reply (See Limitations section for details.)
e  DTMF interworking (using RFC 2833 DTMF relay)
e  Fax transmissions (T.38 and G.711 pass-through)
Features Not Supported
e  Centralized QSIG Voicemail hosted by Avaya PBX.

Configuration

This section contains configuration menus and commands and describes configuration sequences and tasks.
Configuring the Avaya S8500 PBX

Configure node-name IP table to include Cisco UCM-SME as a valid IP node.
Configure the ip-network-region to assign to the SIP trunk.

Configure the ip-codec-set to assign to ip-network-region used by the SIP trunk.
Add the new signaling group.

Add the new trunk group.

Add the new route pattern.

Configure AAR/ARS Table entries.

Configure Uniform Dialing Plan.

Configure ISDN Public/Unknown Numbering Table entry.

LN~ WNE
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Configuration Menus and Commands for Avaya S8500 PBX

Software/Firmware Versions

list configuration software-versions

SOFTHARE VERSION
Hemory Resident:
Disk Resident:

TRANSLATION DATE
HMemory Resident:
Disk Resident:
Disk Second Copy:

SOFTHRRE UERSTONS

RB15x.@2.1.0816.4
RB15x.@2.1.016.4
18:88 pm TUE SEP 1

18: 80 pm TUE SEP 1
good

B
@

B

I
18

4, 2
4, 2

list configuration carrier la

Board

Number

B1ABA
@1AA1
@1AB2

Board Type

POWER SUPPLY
IP SERUER INTFC
CONTROL-LAN

A1AB3

B1AB4 DIGITAL LINE

@1Ad? ANALOG LINE

IP MEDIA PROCESSOR

SYSTEM CONFIGURATION

Assigned Ports
u=unassigned t=tti p=psa

Code

635A
TN23128P HWAE FUASH
TN7330P HW@A1 FW@39

Uintage

=
n
cCcC®=
La
CcCC®=

=

CC®X

TN23B2AP HWE@ FU121
TN2224B8 BbBRd12

Ba
Ba

ar
U6 B7 08

13 u u u

U u u u
@5 @6 B7 u

u u u u

BC @EE—C C
o——-
C EC —&
N =
CEC —E6
—LJCd
-+

TN746B BBAGBEZ2

wa
C &=C —X=
=

c
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System Parameters IP Options

display system—-parameters ip-options
[P-OPTIONS SYSTEM PARAMETERS

IP HEDIA PACKET PERFORMANCE THRESHOLDS
Roundtrip Propagation Delay (ms) High: 8080 Low: 408
Packet Loss (%) High: 48 Low: 15
Ping Test Interval (sec): 20
Number of Pings Per Measurement Interval: 18
Enable Uoice/Network Stats? n
RTCP MONITOR SERUER
Default Server IP Address: .
Default Server Port: 5B@5
Default RTCP Report Period{secs): 5

AUTOMATIC TRACE ROUTE ON
Link Failure? y

H.248 MEDIA GATEHAY H.323 IP ENDPOINT
Link Loss Delay Timer {min): 5 Link Loss Delay Timer {min):
Primary Search Time {sec):
Periodic Registration Timer {(min):

display system—-parameters ip-options Page 2 of 3
IP-0PTIONS SYSTEM PARAMETERS

Always use G.711 (3Bms, no 55) for intra-switch Husic-On-Hold? n
Force Phones and Gateways to Active LS5Ps? n

IP DTMF TRANSHMISSION MODE
Intra-System IP DTHMF Transmission Mode: rtp-payload
Inter-System IP OTHF: See Signaling Group Forms

HYPERACTIUE MEDIA GATEWAY REGISTRATIONS
Enable Detection and Alarms? n
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display system-parameters ip-options
IP-0OPTIONS SYSTEM PARAMETERS

SHMP PARAMETERS
Download Flag? n
Community String:

SOURCE ADDRESSES

SERVICES DIAL PAD PARAMETERS

Download Flag? n
Password: *

IP Nodes

list node-names all
NODE WAMES

Name [P Address
ACHE-5BC 172.20.110. 185
ATT CUBE_ASR 172.20. 110, 154
CCHd 1 172.20.231. 254
CH-EUROPA 172.20.236. 254
CH-NEPTUNE 172.20.236.2
CH-POLARIS .2@.236.50
CH-TITAN .20.236. 252
CH-UANLABB1 .2@.178. 254
CME_bench_8 .c@.236.249
CUCHExpress .c8.228. 254
Carole_SHE .cl. 158, 141
Ceci lyGH .28. 1,30
GatewayB@1 .cl.212.1
Mubarik UCH . A
Nortel CS184 .3@.11.180
Sarath_CUBE .c@. 109,203
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Name [P Address
TACIPIPGH 172.16.243.218
TFTP 172.20.2. 181
TonyB-CUBE 172.20.8.163
TonyBGH .2@.8.
UERTZON_SBC .20. . 152
VERIZON SBC ASR .20. . 151

avayasipl .28. .20y
clanl .20, . 293
claniserverb .20, . 253
default .0.0.

medprol .28. . 25¢
procr .28. .cha
sarat_sess_mgr .20, . 252

IP Network Region

display ip-network-region |
[P NETHORK REGION
Region: 1
Location: | Authoritative Domain: lab.com
Name: CiscolAB
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 3 Inter-region IP-IP Direct Audio: ves
UDP Port Min: 2848 IP Audio Hairpinning? y
UDP Port Max: 3829
DIFFSERU/TOS PARAMETERS RTCP Reporting Enabled? vy
Call Control PHB VUalue: 34 RTCP MONITOR SERVER PARAMETERS

Audio PHB Value: 4B Use Default Server Parameters? y

Uideo PHB Value: 26
802. 1P/Q PARAMETERS
Call Control B@2.1p Priorvity: 7

Audio B@2.1p Priority: B

Uideo 8B2.1p Priority: 5 AUDIO RESOURCE RESERUATION PARAMETERS
H.323 IP ENDPOINTS RSUP Enabled? n

H.323 Link Bounce Recovery? y
Idle Traffic Interval Esec ' e
Keep-Alive Interval {sec): 5
-Alive Count: 5

@
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display ip-network-region |
IP NETHORK REGION

INTER-GATEKAY ALTERNATE ROUTING / DIAL PLAN TRAWSPARENCY
Incoming LON Extension:

Conversion To Full Public Humber - Delete: Insert:
Haximum Number of Trunks to Use for IGAR:

Dial Plan Transparency in Survivable Mode? n

BACKUP SERVERS{ IN PRIORITY ORDER) H.323 SECURITY PROFILES
é chal lenge

3
J

Allow SIP URI Conversion? y
TCP SIGNALING LINK ESTABLISHHMENT FOR AUAYA H.323 ENDPOINTS
Near End Establishes TCP Signaling Socket? y

Hear End TCP Port Min: B1dd@
Near End TCP Port Max: G1ddd

display ip-network-region 1 Page 3 of 19

Source Region: 1 Inter Network Region Connection Hanagement]]

dst codec direct HAN-BH-limits Uideo Intervening Oyn
rgn get HAN Units Total Norm Prio Shr Regions CAC

HoLimit

——t ettt e (0 OO =~ D O S LI M —
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IP Codec Set

display ip-codec-set 3
IP Codec Set
Codec Set: 3
Codes el FZE"‘E& E?ggf,ﬁs)

G.728A n
G. 711MU n 2 20

Media Encryption
none

display ip-codec-set 3

IP Codec Setll

Allow Direct-IP Mul timedia? n

Hode Redundancy
FAX t.38-standard
Hodem off
TDO/TTY off

Clear—channel n

Note: The ip-codec-set configuration above is assigned to SIP trunk(s) using codecs G.729a, G.711Mulaw, and T.38 fax relay. If the
Service Provider does not support T.38 fax relay, a trunk using G.711 codec is required, with FAX Mode set to “off”.
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Signaling Group

display signal ing-group 445
SIGNALING GROUP

Group Number: 445 Group Type: sip
Transport Method: tcp

IMS Enabled? n

Near-end Node Hame: clanl Far-end Node Name: CH-TITAN
Mear-end Listen Port: SB68 Far-end Listen Port: 5068
Far-end Network Region: 1
Far-end Domain:

Bypass If IP Threshold Exceeded?

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise?
OTHF over IP: rttp-payload Direct IP-IP Audio Connections?

Session Establishment Timer(min): 3 IP Audio Hairpinning?
Enable Layer 3 Test? n Direct IP-IP Early Media?

H.323 Station Outgoing Ditect Media? n Al ternate Aoute Timer({sec}:

Trunk Group

display trunk-group 445 Page | of @21
TRUNK GROUP

Group Humber: 445 Group Type: sip COR Reports: y
Group Name: SIP trunk to CH-TITAN COR: 1 TN: 1 TAC: 817
Direction: two-way Outgoing Display? n

Dial Access? n Night Service:

fueue Length: @

Service Type: public-nturk Auth Code? n

Signaling Group: 445

Humber of Members: i

© 2008 Cisco Systems, Inc. All rights reserved.
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display trunk-group 445 Page @2 of 21
Group Type: Hip

TRUNK PARAMETERS
Unicode Name: auto

Reditect On OPTIM Failure: 5000

SCCAN? n Digital Loss Group: 1B
Preferred Hinimum Session Refresh Interval{sec): G0@

display trunk-group 445 Page 3 of ¢2I
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Numbering Format: public
UUI Treatment: service-provider

Replace Restricted Humbers? y
Replace Unavailable Numbers? y

Show ANSHERED BY on Display? n
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display trunk-group 4d5 Page 4 of 21
PROTOCOL UARIATIONS

~ Mark Users as Phone?
Prepend '+ to Calling Number?
Send Transferring Party Information?

Send Diversion Header?
Support Bequest History?
Telephone Event Payload Type:

display trunk-group 4d5 Page 5 of @21
TRUNK GROUP

Administered Members {(min/max): 1/4
GROUP MEMBER RSSIGNMENTS Total Administered Members: o

P Name

SIP trunk
S5IP trunk
SIP trunk
SIP trunk

nNF-Luu—muooo-dJomon F~oJn) —
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Route Pattern

nattern 445
Pattern Number: 445 Pattern Name:

SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll Ho. Inserted I¥C
No Mrk Lmt List Del Digits
Dgts

5 1 3 user

: user
user
user
user
user

BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARH HNo. Mumbering LAR
B12MHdH Request Dgts Format
Subaddress

rest

rest

rest

rest

rest

rest

Note: The Route Pattern configuration above is assigned to AAR code 217, used to route calls to Cisco UCM’s 4-digit extensions. As you
can notice, route pattern 445 “strips” the first 3 digits of the routing number (AAR code 217) before the INVITE message is transmitted
over the SIP trunk.

nattern 44b
Pattern Humber: 446 Pattern Hame:
SCCAN? n Secure S5IP? n
Grp FAL NPA Pfx Hop Toll No. Inserted IXC
No Mrk Lmt List Del Digits
Dgts

:dd5 | ] user

: user
user
user
user
user

BCC VUALUE TSC CA-TSC ITC BCIE Service/Feature PARM HNo. Numbering LAR

B12MdH Request Dgts Format
Subaddress

test
Test
Test
rest
Test
Test
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Note: The Route Pattern configuration above is assigned to ARS analysis table entry 1408, used to route calls to the SP using 1+10-digit
dialing. As you can notice, route pattern 446 does not perform any “digit stripping” before the INVITE message is transmitted over the
SIP trunk, thus using all 11 digits.

AAR/ARS Analysis

display aar analysis 217 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full:

Total Route Call HNode ANI
Min Max Pattern Type Hum Reqd
445 aar n

aar
aar
aar
aar
aar
aar
aar
aar
aar
aar
aar
aar
aar
aar

7
7
7
7
7
7
J
7
7
7
7
7
7
7
7

= = = =] =0 = =] =] ] =] = = = =
2 3333333333333

Note: AAR code 217 is used to route calls to Cisco UCM extensions over Route Pattern 445. This code will be used in the Uniform
Dialplan table, and will be prefixed onto the 4-digit numbers assigned to Cisco UCM stations. As stated previously, Route Pattern 445
will “strip” the AAR code, leaving only the dialed 4-digit number in the outbound INVITE message.
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display ars analysis 14068 Page 1 of @2
ARS DIGIT AMALYSIS TABLE
Location: all Percent Ful|:

Total Route Call HNode ANI
in Max Pattern Type HNum Reqd
Jdb natl n
111 natl
natl
HERM
HER
fnpa
natl
natl
HERM
fnpa
HER
fnpa
fnpa
frpa
fnpa

—_—— e =
3333333333333 3

Note: Dial String 1408 is used to route calls to the SP. After dialing 9 (ARS access code) plus 1408-nxx-xxxx, all 11 digits are included in
the outbound INVITE message (parameter “Call Type” must be set to “natl”) and the call is routed over Route Pattern 446. This Route

Pattern is configured not to “strip” any leading digits.

Uniform Dialing Plan

display uniform-dialplan 5813 Page | of @2
R

ol ol o o o o 0
0
= = L0 OO
]
]
-
wlon ool o o o R o B
O - 0
[ [
[ [

=
=

Il
=
L)
=l

1
=
[T=l=:l=sl=sl=al==l=pl=pldn

dmfmnfid
= &)
0
0

=

=
=
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ISDN Public/Unknown Numbering Plan

pub | i e-unknown-numbering 1
NUMBERING - PUBLIC/UMKNOWN FORHMAT
Total
Trk CPH CPH
Len Code Grp(s) Prefix Len
Total Administered: 17
HMaximum Entries: 89999

n o ol

[d]

g
J
il
J
il
J
il
J
il
J
il
J
il
il
il

-l
[ — = ] = ]

~unnn——mes

J
J
J
J
J
J
1
1
1
1
1
1
1
1
1

O —
—_— — o P ——

n-F=n—rn+—

DR RDERERER

Note: The table above is used to define numbering plans to be used on ISDN/SIP calls. In the example above, 4-digit extensions in the
5XXX range are used on Cisco UCM, while 4-digit extensions in the 4XXX range are used by the Avaya PBX. Also note the digit
transformation performed for extensions 4114 and 4124: when calls are sent over trunk group 445 (trunk group used to connect the
PBX to Cisco UCM-SME), ext. 4124 is “transformed” into phone number 732-320-4084 (AT&T IP Flexible Reach DID number).
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Station Configuration

display station 4124
STATION

Extension: 4124
Type: 9630
Port: 508629
Name: 9630 test phone

STATION DPTIDNS

Lock Messages? n

Security Code: *
Coverage Path 1:
Coverage Path 2:
Hunt-to Station:

Time of Day Lock Table:
Personalized Ringing Pattern: 1
Message Lamp Ext: 4124
Mute Button Enabled? y
Button Modules: @

Loss Group: 19

Speakerphone: 2-way
Display Language: english
Survivable GK Node Name:
Survivable COR: internal
Survivable Trunk Dest? y

Media Complex Ext:
[P SoftPhone? n

Customizable Labels?

display station 4124 Page 2of 5

STATION

FEATURE OPTIONS
LHC Reception:
LHC Activation?
LHC Log External Calls?
COR Privacy?

Auto Select Any Idle Appearance? n
Coverage Msg Retrieval? y

Auto Answer: none
Data Restriction? n

Reditect Notification?

Per Button Ring Control?
Bridged Call Alerting?

Active Station Ringing: single

H.328 Conversion? n
Service Link Mode: as-needed
Hultimedia HMode: enhanced
HMHI Served User Type:
AUDIX Wame:

Emergency Location Ext:

Idle Appearance Preference?
Bridged Idle Line Preference?
Restrict Last Appearance?

EMU Login Al lowed?

Per Station CPN - Send Calling Number?

EC50@ State: disabled
Audible Message Haiting?
Display Client Reditection?
Select Last Used Appearance?
Coverage After Forwarding?
Multimedia Early Answer?
Oirect IP-IP Audio Connections? y

Always Use? n IP Audio Hairpinning? y

© 2008 Cisco Systems, Inc. All rights reserved.
Important notices, privacy statements, and trademarks of Cisco Systems, Inc. can be found on cisco.com

Page 19 of 68



T
CISCO.

display station 4124 Page 3 of 5
STATION

Conf/Trans on Primary Appearance? n
Bridged Appearance Origination Restriction? n

Call Appearance Display Format: disp-param-default
IP Phone Group 1D:

ENHANCED CALL FORWARDING
Forwarded Destination

Unconditional For Internal Calls
External Calls

Busy For Internal Calls

External Calls

No Reply For Internal Calls
External Calls

SAC/CF Override: n

display station 4124 Page d4 of 65

STATION
SITE DATA
Room: Headset? n
Jack: Speaker? n
Cable: Mounting: d
Floor: Cord Length: B
Building: Set Color:

ABBREVIATED DIALING
Listl: List3:

BUTTON ASSIGNMENTS
1: call-appr i auto-cback
: call-appr : call-park
. call-fud Ext: :
: cfwd-bsyda Ext:

voice-mail Humber:
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Configuring the Cisco Unified Communications Manager — Session Manager Edition

Cisco Session Manager Version

Device Pool and Region mapping configuration

SIP profile (used by SIP trunks) configuration

SIP Normalization Script (used by SIP trunk to Avaya PBX) configuration
SIP trunk configuration to SP

SIP trunk configuration to Avaya PBX

SIP Trunk configuration to Cisco UCM

Route Pattern configuration to Avaya PBX

Route Pattern configuration to Cisco UCM

0. Route Pattern configuration to SP

SO~ wdE

Cisco Unified Communications Manager — Session Manager Edition software version

allin  Cisco Unified CM Administration

€IS€Q  ry; Cisco Unified Communications Solutions

About Logout

System + Call Rouwting =  Medis Resources = Advanced Festures «  Device = Application ~  User Management = Bulk Administration +  Help +

System version: 8.5.1.10000-26

Last Successful Logon: Jan 26, 2011 &:48:02 AM

Copyright @ 1999 - 2011 Cisco Systems, Inc,
All rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use, Delivery of Cisco cryptographic products
does not imply third-party authority to impart, export, distribute or use encryption. Irnparters, exporters, distributars and users are responsible for compliance with U.S. and local country
laws. By using this product you agree to comply with applicable laws and regulations. If you are unable to comply with U.5. and local laws, return this product immediately.

A summary of U, laws governing Cisco cryptographic products may be found at our Export Complisnce Product Report web site,

For information about Cisco Unified Communications Manager please visit our Unified Communications System Documentation web site.

For Cisco Technical Support please visit our Technical Support web site,
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Configuration of Device Pool to Region mapping
Navigation Path: System = Region

almln  Cisco Unified CM Administration M il Cisco Unifisd CM Administration - || G0
cisco

For Cisco Unified Communications Solutions ccmadministrator | Search Documentation | About | Logout

System =  CallRoutng +  Media Resources - Advanced Festures +  Device »  Applicstion »  User Management »  Bulk Administrstion = Help »

Region Configurati CEETCHRET S Back To Find/List d
Lg Save x Delete %' Reset _ﬁ Apply Config EII} Acld Bewy

Region Information
*
’7Name IDEfauIt

— Region Relati hip
Region Max Audio Bit Rate Max Wideo Call Bit Rate (Includes Audio) Link Loss Type
Default 64 kbps (G722, 5.711) 364 Use Systern Default
MOTE: Regions(s) not displayed Use Systern Default Use Systemn Default Use Systemn Default

— Modify Relati hip to other
Regions Max Audio Bit Rate Max ¥Wideo Call Bit Rate (Includes Audio) Link Loss Type
Default IKEED Current Setting ;I ol Keep Current Satting Im
 Use Systermn Default
 Mane

i I lcbps

—  Save Delete | Reset I Apply Config Add New

Configuration of SIP Profile used by SIP trunks
Navigation Path: Device - Device Settings = SIP Profile

alialn Cisco Unified CM Administration SEMRERL) Cisco Unified CM Administration =
cisco

For Cisco Unified Communications Solutions ccmadministrator

rch Documentation About Logo

System = CallRouting »  Media Resources - Advanced Festures = Device = Applicstion «  User Menagemert = Bulk Administretion = Help -

SIP Profile Configuration \EH Back To Find/fList -
lB Save XDelete Copy %’Resa £ Apply Config Ell} Aol Mesw

— Status

@ Status: Ready

@ All SIP devices using this profile must be restarted before any changes will take affect.

— SIP Profile Information

* " -
Mame |Early Media and OPTIONS SIP Profile

Bescriphion [s1F Profile with Early Media and OPTIONS Enabled
Default MTP Telephany Event Payload Type |101

Resource Priority Namespace List |< Mone =

=l
Early Offer for G.Clear Calls* |Disab|ed ;l
[~ Redirect by Applicatian
¥ Disable Early Media on 160
[ Gutgoing T.38 INVITE include audio mline
7 Enable AMAT

(| Require SDP Inactive Exchange for Mid-Call Media Change

© 2008 Cisco Systems, Inc. All rights reserved.
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—Parameters used in Phone

Timer Invite Expires {seconds)™® |1gg
Timer Register Delta (seconds)* |5
Timer Register Expires {seconds)® |3500
Tirmer TL (msec)® [500
Tirmer T2 (msec)® [4o00
Retry INVITE® 3
Retry Mon-INVITE* [10
Start Media Port*® |15354
Stop Media Port* |327¢¢

! *
Call Pickup URI Ix-cwscn-sarviceur\-pickup

* - -
Call Pickup Group Other URI Ix-cwscu-sarwceur\-uplckup

; * - -
Call Pickup Group LIRT |x-cwsco-sar’wceur\-gplckup

. * -
Meet Me Service URI |-cisco-serviceuri-meetme

User Info™® [nane =l
DTMF DB Level* |Marminal El
Call Hold Ring Back™ |off ;I
anonyrnous Call Block* [off =l
Caller ID Blocking® |of—f ;I
Do Mot Disturb Control® |user |
Telnet Level for 7940 and 7960% |Disabled |
Timer Keep alive Expires (secands)® Ilzg

Timer Subscribe Expires (seconds)™ Ilzn

Timer Subscribe Delta (secands)® |5

Maximurn Redirections* Im

Off Hook To First Digit Timer {milliseconds)* Ilsggg

*
Call Forward URL |x-cisco-serviceuri-chudall

*
Speed Dial {Abbreviated Dial) URI Ix-cwscu-sarviceur\-abbrdial

¥ Conference Join Enabled
[V RFC 2543 Hold

¥ semi attended Transfer
I Enable vaD

™ stutter Message Waiting

—Trunk Specific Configuration

Reroute Incoming Request to new Trunk based on* |Never

L] 1

RSWP Over SIP* [Local RsvP

[# Fall back to local RSWP
SIP Rell®x Options* IDisahIed

™ Deliver Conference Bridge Identifier
¥ Early Offer support for voice and videao calls {insert MTP if needed)
¥ Send send-raceive SDF in mid-call INVITE

SIP OPTIONS Ping

¥ Enable OPTICNS Ping to monitor destination status for Trunks with Service Type "None {Default)”
Ping Interval for In-service and Partially In-service Trunks {seconds)® IE‘D

Ping Interval for Out-of-service Trunks (seconds)™ |12I]

Ping Retry Timer {milliseconds)® ISDD

Ping Retry Count® |6
— Save Delete I Copy I Resetl Apply Config Add New I
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Configuration of SIP Normalization Script (used by SIP trunk to Avaya PBX)
Navigation Path: Device > Device Settings = SIP Normalization Script

Cisco Unified CM Administration i

For Cisco Unified Communications Solutions

Tl Cisco Unified CM Administration [+ || Go

cisco

ccmadministrator arch Docurnentation About Logout

Advanced Features »  Device - Uszer Management +  Bulk Administrstion +  Help -

O ML Back To FindfList  »

System = Call Routing = Media Resowrces + Application -

SIP Mormalization Script Configuration

LB Save x Delete % Reset EEE Al Mewy gg' Import File

— Status

® Status: Ready

— SIP Normalization Script Info

*
Mame |Avayaiscrlpt

Description IScript to change Histary-info into Diversion header
Content®

M= {} ﬂ

M.allowHeaders = {"Histary-Info"}
trace.enable()

function M.outbound_INYITE{msg)
local callid = msg:getHeader("Call-1D")

trace format{"M.outbound_INYITE: callid is "%s", callid)

local di_= msg:getHeader{"Diversion")

if not di
tha:eturn LI
Script Execution Error Recovery Action™® IDIsabIe Seript ;I
Systermn Resource Error Recovery Action™® |Disab|e Script ;I
Mernary Threshold™® |5El kilobytes
Lua Instruction Threshald* |IDDD instructions
— Savel Delete I Resetl Add MNew | Impart File |

Note: Avaya supports SIP History-Info header when providing call forward (diversion) information over SIP trunks. Cisco Unified
Communications Manager normally uses Diversion header. Because of this, a SIP Normalization script is required in order to convert
History-Info headers into Diversion headers. This is useful whenever Cisco Unity/Unity Connection centralized voicemail (integrated
with Cisco Unified Communications Manager) is used to support both Avaya and Cisco end users. The full content of the SIP
Normalization Script is captured below:

M={}
M.allowHeaders = {"History-Info"}
trace.enable()

function M.outbound_INVITE(msg)
local callid = msg:getHeader("Call-ID")

trace.format("M.outbound_INVITE: callid is '%s", callid)
local di = msg:getHeader("Diversion™)
if not di
then

return
end
msg:convertDiversionToHI()
msg:removeHeader("Diversion”)
local historylnfos = msg:getHeaderValues("History-Info")
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msg:removeHeader("History-Info")

local newHi =

for i, hi in ipairs(historyInfos)

do
local main_header = string.match(hi, '(.*)?") or string.match(hi, "(.*)>;index=(.*)")
local embed_header = string.match (hi, "?Reason=sip(.*)>")
local index = string.match(hi, >;index=(.*)")

local hiNext = historyInfos[i + 1]
local indexNext = string.match(hiNext or ", '>;index=(.*)")

trace.format("main_header is '%s", main_header or "nil")

ifi ==

then
local firstHi = string.format("%s>;index=%s", main_header, index)
firstHi = string.gsub(firstHi, "@(.*):%d+", "@%1")
msg:addHeader("History-Info", firstHi)

end

if embed_header
then
trace.format("embed_header is '%s"™, embed_header)
embed_header = string.gsub(embed_header, "unconditional”, "Moved Temporarily")
embed_header = string.gsub(embed_header, ";", "%%3B")
embed_header = string.gsub(embed_header , "=", "%%3D")
embed_header = string.gsub(embed_header, "\"", "%%22")
embed_header = string.gsub(embed_header, " ", "%%20")

embed_header = string.format("?Reason=SIP%s%s", embed_header, "&Reason=Redirection%3Bcause%3DCFI")
end

-- Get rid of the port number
main_header = string.gsub(main_header, "@(.*):%d+", "@%1")

if not indexNext
then
local left, right = string.match(index, "(%d+)%.(%d+)")
indexNext = string.format("%s.%s", left + 1, right)
end

hi = string.format("%s%s>;index=%s", main_header, embed_header or ", indexNext)
msg:addHeader("History-Info", hi)
end
end

local HiCauseToDiversion = { }
HiCauseToDiversion['302"] = "unconditional”
HiCauseToDiversion['486"] = "user-busy"
HiCauseToDiversion['408"] = "no-answer"
HiCauseToDiversion['480"] = "deflection"
HiCauseToDiversion['487"] = "deflection"
HiCauseToDiversion["'503"] = "unavailable"
HiCauseToDiversion['404"] = "unknown"

function convertHIToDiversion(msg)
local historylnfos = msg:getHeaderValues("History-Info")
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for i, hi in ipairs(historylnfos)

do
hi = string.gsub(hi, "%%3B", ";")
hi = string.gsub(hi, "%%3D", "=")
hi = string.gsub(hi, "%%22", "\"")
hi = string.gsub(hi, "%%20", " ")

-- Reason=SIP;cause=302;text="Moved Temporarily"
local uri, reason, cause, text = string.match(hi, "<(sip:.*@.*)?Reason=(SIP);cause=(%d+);text=(\".*\")")
trace.format("hi: uri '%s', reason '%s', cause '%s', text '%s", uri or "nil", reason or "nil", cause or "nil", text or "nil")

if reason == "SIP"
then
local dReason = HiCauseToDiversion[cause] or "unknown"

local diversion = string.format("<%s>;reason=\"%s\"", uri, dReason)
msg:addHeader("Diversion", diversion)
end
end
end

function M.inbound_INVITE(msg)
local callid = msg:getHeader("Call-ID")

trace.format("M.inbound_INVITE: callid is '%s", callid)

local hist = msg:getHeader("History-Info")
local di = msg:getHeader("Diversion™)

if hist
then
local context = msg:getContext()
if context
then
context["History-Info"] = hist
end

if not di
then
convertHIToDiversion(msg)
end
end

local di = msg:getHeader("Diversion")

if di

then
trace.format(" -- found Diversion header")
msg:removeHeader("History-Info")
-- replace unknown to unconditional
di = string.gsub(di, "unknown", "unconditional")
msg:modifyHeader("Diversion", di)

end

end

-l
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function M.outbound_ANY_INVITE(msQ)
local context = msg:getContext()
if context
then
msg:addHeader("History-Info", context["History-Info"])
end
end

-l

return M

Configuration of SIP trunks to PSTN
Navigation Path: Device - Trunk

il Cisco Unified CM Administration WEWILELTGE <isco Unified CM Administration =
cisco

For Cisco Unified Communications Solutions

ccmadministrator rch Documentation About Logau

Systemn = CallRouting ~  Media Resources = &dvanced Festures »  Device v Application ~  User Management = Bulk Adiministrstion +  Help -

iguration Related Links:

B Save x Delete % Reset lfl} Al Hewy

—Device Information

Product: SIP Trunk

Device Protocal: SIF

Trunk Service Type None{Default)

Device Name* |ATT_SIP_Trunk_to_PSTH

Description |A'I‘I' SIP trunk

Device Pool* |Default ;I
Carnmon Device Configuration |< Mone = ;I
Call Classification® |Use Systemn Default ;I
Media Resource Group List |< Mone > ;I
Location® |Hub7NDne ;I
AAR Group |< Mone = ;I
Tunneled Protocal * INUne =l
QSIG Yariant* |No Changes ;I
ASN.1 ROSE OID Encoding® |Nn Changes ;I
Packet Capture Mode* |None ;I
Packet Capture Duration ID

™ Media Termination Paint Required

2 Retry Wideo Call as Audio

I~ Path Replacement Support

I Transmit UTF-8 for Calling Party Mame
™ Transmit UTF-8 Names in Q516 APDU
™ unattended Port

™ sRTF Allawed - When this flag is checked, Encrypted TLS needs to be configured in the network to provide end to end security. Failure to do so will expose keys and other
information.

Consider Traffic on This Trunk Secure® |Whan using both sRTP and TLS ;I
Route Class Signaling Enabled* IDefauIt ;I
Use Trusted Relay Point™ |Default ;I

[# PETH Acoess

[~ run On &l active Unified CM Nodes
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— Intercompany Media Engine {IME)
E.164 Transformation Profile |< Mone = ;I

—Multilevel Precedence and Preemption {MLPP) Information
MLPF Comain |< HNone = ;I

—cCall Routing Information
¥ Remote-Party-1d

¥ asserted-Identity

Assertad-Type*ngfault =]
SIP Privacy™® | Defautt =
—Inb d calls

Significant Digits™® [all

Connected Line ID Presentation® |Default

Connected Mame Presentation® IDefault

[N ENEN

Calling Search Space |< Mone =
AAR Calling Search Space |< MNane =

Prefix DN |

¥ Redirecting Diversion Header Delivery - Inbound

—Incoming Calling Party Settings
If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting {DevicePool/Service Parameter). Otherwize, the value
configured is used as the prefix unless the field is ernpty in which case there is no prefix assigned.

Clear Prefix Settings Default Prefix Settings I
Number Type Prefix Strip Digits Calling Search Space Use Device Pool £S5
Incoming Mumber [Default Jo [= Mane = =1 I
—Connected Party Settings
Connected Party Transformation CES |< None = =1

¥ Use Device Pool Connected Party Transformation CSS

— Outbound Calls
Called Party Transformation C58 |< Mone =

L+

W Use Device Poal Called Party Transformation ©S5
Calling Party Transformation CSS |< Mone =

L]

¥ Use Device Poal Calling Party Transformation C55

Calling Party Selection® |Originator’ ;l
Calling Line ID Presentation™® IDefauIt ;I
Calling Mare Presentation® IDefauIt ;I

Caller ID DN I

Caller Name I

M Redirecting Diversion Header Delivery - Outbound

—SIP Information

r—Destination
™ Destination addrass is an SR

Destination Address Destination Address IPv6 Destination Port
*
1* [17z.z0.110.154 [s080 Bl =
MTF Preferred Originating Codec® |?11u\aw
Presence Group™® IStandard Presence group
SIP Trunk Security Profile® INmn Secure SIP Trunk Profile
Rerouting Calling Search Space |< Mone =

Cut-Of-Dialog Refer Calling Search Space |< Mone =

K N R S N RN g

SUBSCRIBE Calling Search Space |< Mone =
SIP Profile® |Early Media and OPTIONS SIP Profile
DTMF Signaling Method* |RFC 2533

Normalization Script
Mormalization Script|< Mone = ;l

™ Enable Trace
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Configuration of SIP trunk to Avaya PBX
Navigation Path: Device > Trunk

alal, Cisco Unified CM Administration
cisco

For Cisco Unified Communications Solutions

About Logaoul

System = CallRouting = Media Resources = Advanced Features ~  Device = Application »  User Managemert ~  Bulk Acdministration ~  Help »

nfiguration Related

B Save x Delete %' Reset q‘} add Mewy

—Device Information

Froduct: SIP Trunk

Device Protocaol: sIP

Trunk Service Type Mone{Default)

Device Narme® |Avaya_SIP1_diract_SIP

Description ISIP trunk to Avaya SIP1

Device Pool® |Defau|t =l
Common Device Configuration |< Mone = ;I
Call Classification™® |Use System Default ;I
Media Resource Group List |< Mone = ;I
Location® |Huh_Nnna ;I
ARR Group |< Mone = ;I
Tunneled Protocol * |None ;I
QSIG Variant® |NU Changes ;I
ASN.1 ROSE OID Encoding* [te changes =
Packet Capture Mode® |Nnne ;I
Packet Capture Duration IU

™ Media Termination Paint Required

¥ Retry Video Call as Audio

™ Path Replacement Suppart

™ Transmit UTF-8 far Calling Party Name
I™ Transmit UTF-8 Names in QSIG APDU
" Unattended Fort

™ SRTP Allawed - When this flag is checked, Encrypted TLS needs ta be configured in the netwark to provide end to end security. Failure to do so will expose keys and ather
information,

Consider Traffic on This Trunk Secure™ |When using both sRTP and TLS ;I
Route Class Signaling Enabled* |Defau|t ;I
Use Trusted Relay Point™ |Default ;I

¥ PSTH Arcess

™ Run On &ll Active Unified M Modes
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Intercompany Media Engine {IME)
’7E.164 Transformation Profile | < None = =1

Multilevel Precedence and Preemption (MLPP) Information
FMLPP Daormain |< Mone =1

— Call Routing Information
M Remote-Party-1d
W asserted-1dentity
Asserted-Type™® |Default =l
SIP Privacy® IDefau|t |

—Inb d Calls
Significant Digits* |,q||

Connected Line ID Presentation® IDefauIt

Connected Name Presentation™® IDefaL”t

L bt e e e

Calling Search Space |« Nane =
AAR Calling Search Space |< Mone =

Frefix DN |

72 Redirecting Diversion Header Delivery - Inbound

— Incoming Calling Party Settings
If the administrator sets the prefix ta Default this indicates call processing will use prefix at the next level setting (DevicePoal/Service Parameter). Otherwise, the value
canfigured is used as the prefix unless the field is empty in which case there is no prefix assigned.

Clear Prefix Settings I Default Prefix Settings I
Number Type Prefix Strip Digits Calling Search Space Use Device Pool C55
Incoming Number IDefau|t [i] |< Mane > ;I v
— Connected Party Settings
Connected Party Transformation CSS |< Mone = ;I

W Use Device Pool Connected Party Transformation CE5
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—Outbound Calls

Called Party Transformation CSS |< Naone = ;I
¥ Use Device Paal Called Party Transformation CS%
Calling Party Transformation S5 | < Nane > ;I
¥ Use Device Pool Calling Party Transformation CSS
Calling Party Selection® |Originatnr =l
Calling Line ID Presentation® |Defau|t ;I
Calling Name Presentation™ IDefauIt ;I
Caller ID DN I
Caller Name |
7 Redirecting Diversion Header Delivery - Qutbound
—SIP Information
—Destination
™ Destination Address is an SRY
Destination Address Destination Address IPv6 Destination Port
®
1% Ji7z.20.212.253 | |s060 = =]
MTP Preferred Originating Codec® |?11u|aw ;I
Fresence GT’DUD* IStandard Presence group ;I
SIP Trunk Security Profile® INnn Secure SIP Trunk Profile =l
Rerouting Calling Search Space |< Mone = ;I
Out-Of-Dialog Refer Calling Search Space |< Mone = ;I
SUBSCRIBE Calling Search Space [ Hone = =l
SIP Profile™® [Early Media and OPTIONS SIP Profile =l
DTMF Signaling Method * |No Preference ;I
Mormalization Script
Mormalization Scriptlnvaya_script ;I
¥ Enable Trace
Parameter Name Parameter ¥alue

L | & =
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Configuration of SIP trunk to Cisco UCM
Navigation Path: Device > Trunk

Cisco Unified CM Administration

For Cisco Unified Communications Solutions

System = Call Routing ~  Media Resouwrces = Advanced Festures = Device = Application = User Management = Bulk Administration =  Help -

nfiguration

B Save x Delete %’ Reset I:I'}: Add Mevwy

—Device Information

Product: SIP Trunk

Device Protocol: SIP

Trunk Service Type Mone{Default)

Device Name™® [cm_PoLarIs_s1P

Description |3IP Trunk to CM-Palaris

Device Pool® |Dafau\t =l
Carnmon Device Configuration |< Mone = ;I
Call Classification™® |Use Systern Default ;I
Media Resource Group List |< None = ;I
Location™® IHub_NUne LI
AAR Group |< Mone = ;I
Tunneled Protocol® INnne ;I
QSIG Variant® |No Changes ;I
ASN.1 ROSE OID Encoding™® Mo Changes =
Packet Capture Mode® |NUr|e LI
Packet Capture Duration |0

" Media Termination Paint Required

¥ Retry Wideo Call as Audio

™ Path Replacement Support

™ Transmit UTF-5 for Calling Party Name
I™ Transmit UTF-& Names in QSIG APDU
™ Unsttended Port

™ SRTP allowed - When this flag is checked, Encrypted TLS needs to be configured in the network to provide end to end security. Failure to do so will expose keys and other
information,

Consider Traffic on This Trunk Secure® |When using both sRTP and TLS ;I
Route Class Signaling Enabled* |Dafau\t ;I
Use Trusted Relay Paint® |Dafau\t ;I

¥ PSTH Access

™ Run On ANl Active Unifisd CM Modes
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Intercompany Media Engine {IME}
FE.164 Transformation Profile |< MNone = ;I

Multilevel Precedence and Preemption (MLPP) Information
FMLPP Dnmain|< None = ;I

—Call Routing Information

¥ Remote-Party-1d

¥ asserted-Identity

Asserted-Type™® | Default =l
SIP Privacy™® IDefauh: ;l
—Inb d calls

Significant Digits* |,q||

Connected Line 1D Presentation™ |Defau\t

Connected Mame Presentation® IDefau\t

KN ER JEANER O EN

Calling Search Space |< Mone =
AAR Calling Search Space |< Mone =
Prefix DM |

¥ Redirecting Diversion Header Delivery - Inbound

— Incoming Calling Party Settings
If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DevicePool/Service Parameter). Otherwise, the value
configured is used as the prefix unless the field is empty in which case there is no prefix assigned.

Clear Prefix Settings Default Prefix Settings I
Number Type Prafix Sheip Digits Calling Search Space Use Device Pool CSS
Incoming Murmnber |Dafau|t |g < Mone = ;l I~
—Connected Party Settings
Connected Party Transformation CE5 [ 2 yone = =

¥ Use Device Pool Connected Party Transfarmation CSS
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—Outbound calls

Called Party Transformation CE5 |< Mone = ;l
¥ Use Device Paol Called Party Transformation CE5
Calling Party Transformation CSE | < None = ;I
¥ Use Device Pool Calling Party Transformation CS%
Calling Party Selection™® [criginator =l
Calling Line ID Presentation® |Defau|t ;l
Calling Name Presentation® |Defau|t ;I
Caller ID DN I
Caller Name I
I Redirecting Diversion Header Delivery - Qutbound
—SIP Information
—Destination
™ Destination Address is an SRY
Destination Address Destination Address IPv6 Destination Port
*

1% i7z.z0.236 50 | |soe0 = =
MTP Preferred Originating Codec™® |711u|aw =
Presence Group™® IStandard Presence group LI
SIP Trunk Security Profile™® [ron Secure SIP Trunk Frafile =l
Rerouting Calling Search Space |< Mone > ;I
Cut-Of-Dialog Refer Calling Search Space |< Mone > ;I
SUBSCRIBE Calling Search Space |< Mone > =1
SIP Profile™® [Early Media and GPTIONS SIP Profile =l
DTMF Signaling Method* |RFC 2833 B3|

Normalization Script
Mormalization Seript [+ none > =l
I~ Enable Trace
Parameter Name Parameter ¥alue

L | Bl =
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Configuration of Route Patterns — To Avaya PBX
Navigation Path: Call Routing = Route/Hunt - Route Pattern

alli, Cisco Unified CM Administration

cisco For Cisco Unified Communications Solutions

M Ciseno Unified CM Administratinn;l G

ccmadministrator urne

System »  CallRouting +  Media Resources »  Advanced Features +  Device = Application +  User Menagement = Bulk Administration +  Help «

Route Pattern Configuration CEREGNR S Back To Find/List =
B Save x Celete Copy EII} Acid Mewy
—Pattern Defi
Route Pattern™® |4><)<><
Route Partition |< HNone = ;I
Description |Ruute to Avaya SIPL via CM-Polaris
Nurnbering Plan |__ Mot Selected -- =1
Route Filter |< Mone = ;I
MLPP Precedence® |Defau|t ;I
Resource Priority Narmespace Network Dornain |< None = |
Route Class® IDefau|t ;I
Gateway/Route List* [avaya_sip1_direct_sip =] (Edit)
Route Option # Route this pattern
" Block this pattern | Mo Error =
Call Classification® |OnNet =~
I Allow Device Override || Provide Outside Dial Tone [ &llow Overlap Sending I Urgent Priority
™ Require Forced Authorization Code
authorization Level* IU
r Require Client Matter Code
—Calling Party Transformations
™ use Calling Party's External Phone Number Mask
Calling Party Transform Mask I
Prefix Digits {Outgoing Calls) I
Calling Line 1D Presentation® IDefau|t =~
Calling Name Presentation™® IDefau|t ;I
Calling Party Number Type* [ciseo callManager 3|
Calling Party Murnbering Plan* |Cisco CallManager =~
—Connected Party Transformations
Connected Line 1D Presentation™® IDefau\t ;I
Connected Name Presentation™® IDefau\t |
—Called Party Transformations
Discard Digits |< Mone = ;I
Called Party Transform Mask I
Prefix Digits {Qutgaing Calls) I
Called Party Humber Type® | Cisca CallManager |
Called Party Numbering Plan® IClsco CallManager ;I
—ISDN Network-Specific Facilities Information El
Network Service Protocol |__ Not Selected -- =
Carrier Identification Code I
Network Service Service Pararneter Marme sService Parameter Yalue
I-- Mot Selected -- ;I |< Mot Exist = I
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dllie  Cisco Unified CM Administration

€I5€0  Eur cisco Unified Communications Solutions

System +  CallRouting +  Media Resources +  Advanced Festures + Device +  Application +  User Management = Bulk Administration +  Help «

| Back To Find/List =

Route Pattern

B Save x Delete

Related

Copy E|‘} Al Mewy

—Status
@ Status: Ready
r—Pattern Definition
Route Pattern™® |?32320408><
Route Partition |< None = ;I
Descriptian [To aTT DID's on Avaya sIP1
Numbering Plan |__ Mot Selected -- =l
Route Filter |< None = =1
MLPP Precedence*® IDEfaL”t ;I
Resource Priority Narnespace Metwork Dornain |< None = 3|
Route Class* IDEfau\t ;I
Gateway/Route List* [avaya_s1P1_direct_SIP | (Edity
Route Option @ Route this pattern
© Block this pattern | Mo Error ;I
Call Classification® |OnNet ;I
[~ allow Device Override [ Pravide Outside Dial Tone [ allow Overlap Sending r Urgent Priarity
r Fequire Forced Authorization Code
Authorization Level* IU
[~ Require Client Matter Code
—Calling Party Transformations
[T use Calling Party's External Phone Number Mask
Calling Party Transform Mask I
Prefix Digits (Outgoing Calls) I
Calling Line 1D Presentation™ IDefau|t ;l
Calling Marne Presentation® IDEfaL”t ;I
Calling Party Mumber Type™® | Ciseo CallManager =
Calling Party Humbering Plan® |Cisco CallManager ;I
—Connected Party Transformations
Connectzd Line [D Presentation® IDefau|t =~
Connectad Name Presentation™® IDefau|t ;I
—Called Party Transformations
Discard Digits |< Wone = =1
Called Party Transform Mask I
Prefix Digits (Cutgoing Calls) I
Called Party Number Type* [Ciseo CallManager =l
Called Party Nurnbering Plan® |Cisco CallManager |
—ISDMN Network-Specific Facilities Information El
Network Service Protocol | Mot Selected -- ;I
Carrier Identification Code I
Network Service Service Parameter Name Service Parameter Walue
|-- Not Selected -- ;I |< Mot Exist = I
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Configuration of Route Patterns — To Cisco UCM
Navigation Path: Call Routing = Route/Hunt - Route Pattern

alln  Cisco Unified CM Administration

cisco i ifi T f
For Cisco Unified Communications Solutions EETreR T e

ch Docurnents about Loga

System =  CallRouting »  Media Resources »  Advanced Festures = Device = ASpplication = User Mansgemert ~  Bulk Sdministration »  Help =

Route Pattern Configuration Related Link:

B Save x Delete Copy Ell} Aol Mewy

—Pattern Definition

Route Pattern® |SD><)<
Route Partition |< None = ;I
Crescription |Route to CM-Polaris
Numbering Plan |-- Mot Selected -- ;I
Route Filter |< MNone = ;I
MLPP Precedence® [Default =l
Resource Priority Mamespace Netwark Domain |< Mone = ;I
Route Class™® IDefau\t ;I
Gateway/Route List* |CM7POLAR1378[P =] (Edity
Route Option @ Route this pattern

 Block this pattern | Mo Error ;I

Call Classification™® IOnNat =l
[ allow Device Override [ Provide Qutside Dial Tone [ allow overlap Sending [ Urgent Priority

[~ Require Forced Authorization Cade

Authorization Level® ID

r Require Client Matter Code

—Calling Party Transformations

[T Use Calling Party's External Phone Mumber Mask

Calling Party Transform Mask I

Prefix Digits (Outgoing Calls) I

Calling Line ID Presentation™® IDefauh:

Calling Narne Presentation® IDefauh:

=
=l
Calling Party Number Type® |Ciscn CallManager ;I
=l

Calling Party Numbering Plan® |Ciscn CallManager

— Connected Party Transformations
Connected Line ID Presentation™ IDBfaL”t 2|

Connected Name Presentation® |Dafault ;I

— Called Party Transformations
Discard Digits | = Mone = =

Called Party Transform Mask I

Prefix Digits (Qutgoing Calls) I

Called Party Number Type™® [Cisen CalManager =l
Called Party Numbering Plan* | Cisco CallManager ;l
—ISDN Network-Specific Facilities Information El
Metwork Service Protocol |__ Mot Selected -- =
Carrier Identification Code I
Metwork Service Service Parameter Mame Service Parameter Value

I-- Mot Selected -- ;I |< Mot Exist = I
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alil,  Cisco Unified CM Administration

CIS€0  rur Cisco Unified Communications Solutions | About Logar

System »  Call Routing »  Media Resources +  Advanced Features = Device = Application = User Management = Bulk Administration +  Help =

Route Pattern Configuration I RELRRT S Back To Find/List =

B Save x Delete Copy EII]: el My

— Status
® Status: Ready
—Pattern Definition
Route Pattern® |732320408%
Route Partition |< None = ;I
Description [To ATT DID's on CM-Polaris
Mumbering Plan |-- Mot Selected --
Route Filter |< MNone =
MLPP Precedence® |Defau\t

Resource Priority Mamespace Network Domain | = None =

(K E N W ER BN

Route Class* |Defau\t
Gateway/Route List* [cM_PoLARIS_SIP [Edity
Route Option # Route this pattern

L

' Black this pattern INO Error

Call Classification® |OnNet ;I
[~ allow Device Override [ Pravide Cutside Dial Tone [ Allow Overlap Sending (| Urgent Priority

(| Require Forced Authorization Code

Authorization Level® IU

[~ Require Client Matter Code

— Calling Party Transformations
[T use Calling Party's External Phone Number Mask
Calling Party Transform Mask I

Prefix Digits (Outgoing Calls) I

Calling Line ID Presentation® IDafau|t

Calling Marne Presentation™® IDgfault

Calling Party Number Type® |C\sco CallManager

(K JER RNy

Calling Party Numbering Plan™® IC\sco CallManager

—Connected Party Transformations
Connected Line ID Presentation™ IDEfaL”t

Ll 1«

Connected Mame Presentation* |Dafault

—Called Party Transformations
Discard Digits |< Mone = ;I

Called Party Transform Mask I

Prefix Digits (Outgoing Calls) I

Called Party Number Type®  [Cisco CallManager

L 1<

Called Party Numbering Plan™® |Ciscn CallManager

— ISDN Network-Specific Facilities Information El
Metwork Service Protocaol |,, Mot Selected -- ;I

Carrier Identification Code I

Metwork Service Service Parameter Mame Service Parameter Yalue

|-- Mot Selected -- ;I |< Mat Exist = |
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Configuration of Route Patterns — To PSTN
Navigation Path: Call Routing = Route/Hunt - Route Pattern

Cisco Unified CM Administration

For Cisco Uni

ed Communications Solutions

System = CallRouting «  Media Resources «  Advenced Festures = Device = &pplicstion ~  User Managemert ~  Bulk &dministration = Help =

Related Link:

—Pattern Definition

Route Pattern® [Line
Route Partition |< None = ;I
Description |Raute to PSTH
Mumbering Plan |-- Mot Selected -- ;I
Route Filter |< None = ;I
MLPP Precedence™® IDefauIt ;I
Resource Priority Namespace Metwork Domain |< Mone = ;I
Route Class® IDefauIt LI
Gateway/Route List* [&TT_stP_Trunk_to_PsTH -] (Edit)
Route Option @ Raoute this pattern

 Block this pattern | Mo Error ;l

Call Classification™® IoffNet |
[ allow Device Override ¥ Provide Outside Dial Tone [ allow Overlap Sending [ Urgent Priority

r Require Forced Authorization Code

Authorization Level® IU

" Require Client Matter Code

— Calling Party Transformations
M use Calling Party's External Phone Number Mask
Calling Party Transform Mask I

Prefix Digits (Outgoing Calls) I

Calling Line 1D Presentation® |Default ;I

Calling Narme Presentation® |Defau|t LI

Calling Party Number Type* |C|sco CallManager =l

Calling Party Numbering Plan* |Ci5cu callManager ;I
—Connected Party Transformations

Connected Line ID Presentation® |Defau|t ;I

Connectad Name Presentation® |Defau|t ;I

—Called Party Transformations
Discard Digits |< None = =l
Called Party Transform Mask I

Prefix Digits {Outgoing Calls) I

Called Party Number Type*  [Cisco CallManager =1
Called Party Numnbering Plan® ICisco CallManager ;I
—ISDN Network-Specific Facilities Information El
Network Service Protocol |__ Not Selected -- ;I
Carrier Identification Code I
Network Service Service Parameter Name Service Parameter Value

I-- Mot Selected -- ;I |< Mot Exist = I
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Configuring the Cisco Unified Communications Manager

Cisco Unified Communications Manager Version
Service Parameters configuration

Device pool and Region mapping configuration
Conference Bridge configuration

Media Resource Group configuration

Media Resource Group List configuration

SIP Profile configuration

SIP Trunk to SME configuration

9. Route Pattern configuration to SP

10. Route Pattern configuration to Avaya

11. Cisco IP Phone 7960 SCCP Configuration

12. Cisco IP Phone 7960 SIP Configuration

13. MGCP Fax gateway configuration

NN E

Cisco Unified Communications Manager version

alln  Cisco Unified CM Administration

cisco i ifi icati i
For Cisco Unified Communications Solutions e e

System » Call Routing +  Media Resowrces «  Advanced Festures »  Device = Application User Management = Bulk Administration +  Help =

Cisco Unified CM Administration

System version: 8.5.1.10000-26

Last Successful Lagon: Jan 26, 2011 &§:48:02 AM

Copyright 1999 - 2011 Cisco Systemns, Inc.
all rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, expaort, transfer and use. Delivery of Cisco cryptographic products
does not irnply third-party authaority to import, export, distribute or use encryption. Importers, exporters, distributors and users are responsible for compliance with U.S, and local country
laws, By using this product you agree to comply with applicable laws and regulations, If you are unable to comply with U2, and local laws, return this product immediately,

A sumrmary of U.S, laws governing Cisco cryptographic products may be found at our Export Compliance Product Report web site,

For information about Cisco Unified Communications Manager please visit our Unified Comrunications Systern Documentation web site,

For Cisco Technical Suppart please visit our Technical Support web site.
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Configuration of Service Parameters — Cisco CallManager
Navigation Path: System - Service Parameters

—Clusterwide Parameters {Service}
Default Network Hold MOH Audio Source 1D ¥ Il 1
Default User Hold MOH Audio Source ID * |1 1
Duplex Streaming Enabled * ITrue ;l Falze
Media Exchange Interface Capability Tirmer * |8 a
Send Multicast MOH in H.245 OLC Messags * |True ;I True
Media Exchange Timer * |12 1z
Media Exchanae Stop Strearning Timer * IB g
Open Wideo Channel Response Timer for SIP Interop * |5I]D 500
Port Received Timer After Call Connection * [500 500
Media Resource dllocation Timer * |12 1z
MTP and Transcoder Resource Throttling Percentage * IgS a5
Intercluster Capabilities Mismatch Timer * [1000 1000
Silence Suppression * |Fa|se =] False
Silence Suppression for Gateways * |Fa|se =] False
Strip G.729 Annex B {Silence Suppression) from Capabilities [Fglse =] False

Note: Service Parameter “Duplex Streaming Enabled” must be set to “True” in order to successfully provide MoH/Ringback to Avaya
IP phones (H.323) and outside (PSTN) callers when calls are placed on hold and/or transferred from Cisco UCM stations.

Configuration of Device Pool to Region mapping
Navigation Path: System - Region

Cisca Unifisd CM Administration = || Go

alil  Cisco Unified CM Administration
cisco

For Cisco Unified Communications Solutions e it About Logaut

System «  CallRouting «  Media Resources = “oice Mail = Device = Application «  User Management = Bulk Administration = Help -

TG BT S| Back To Find/List -

Region Configuration

B Save x Delete % Reset _ﬁ Apply Config EEZ Add Mewy

— Region Information
*
Marne |befau|t

MNOTE: Regions(s) not displayed

Use System Default

Use System Default

— Region Relati hip
Region Audio Codec ¥ideo Call Bandwidth Link Loss Type
Default G.729 a00 Use Systern Default
G711_Reqgian G.711 364 Use Systern Default

Use Systemn Default

— Modify Relationship to other

Regions Audio Codac video Call Bandwidth Link Loss Type
Default Keep Current Setting 'I Gl Kesp Current Setting IKaep Current Setting 'I
G711_Region
" Use Systern Default
" Wane
& I kbps
— Save Delete | Reset | Apply Config Add MNew
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alln Cisco Unified CM Administration

€IS€O .. Cisco Unified Communications Solutions

System =  CallRouting «  Media Resources »  Voice Mail ~  Device = Application »  User Management = Bulk Administration = Help -

O RGN R Back To Find/fList

B Save x Delete %l Reset _£ Apply Config E:} Addd Mewy

Region Information
*
’7’\'3”’9 Ib?ll_Region

— Regi Relati hi
Region Audio Codec video Call Bandwidth Link Loss Type
Default G.711 364 Use Systern Default
G711_Region G711 384 Use Systemn Default
MOTE: Regions{s) not displayed Use System Default Use System Default Use Systemn Default

— Modify Relati hip to other Regi

Regions Audio Codec video Call Bandwridth Link Loss Type
Default keep Current Setting = ¥ iceep Current Setting IKeep Current Setting vl
G711_Region
© Use System Default
 NMane

“ I kbps

— Savel Delete | Resetl Apply Config | Add MNew

Configuration of Conference Bridge
Navigation Path: Media Resources = Conference Bridge

alimln Cisco Unified CM Administration
cisco

Cisco Unified CM Adrninistration

For Cisco Unified Communications Solutions RN stratar About

System + Call Routing +  hiedia Resources »  Soice Mail » Device +  Applicstion +  User Mansgemert +  Bulk Administrstion =  Help =

RN 98 B ack To Find,/List

nference Bridge Config

Lg Save xDa\eie Copy %lﬁesei £ Apply Config Ell} Acdd Mewy

—Status

@ Status: Ready

— Conference Bridge Information
Conference Bridge | CFB112233445566 [Conference Bridge on 10S DSP Farm)
Registration Registered with Cisco Unified Communications Manager CM-Polaris
IPv4 address 172.20.236.101

— 105 Conference Bridge Info

Conference Bridge Type™ Cisco 105 Enhanced Conference Bridge
Device is trusted

Conference Bridge Name™* ItF5112233445555

Descriptian |Conference Bridge on 105 DSP Farm
Device Pool* IDefau\t

Common Device Configuration |< MNone =

[ N

Location® |Hub_None
Device Security Mode™® |Non Secure Conference Bridge
Use Trusted Relay Point* [Default
—  Save Delete I Copy | Resetl apply Config Add Mew
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Conference Bridge 10S configuration:

sccp local GigabitEthernet0/0
scep cem 172.20.236.50 identifier 1 version 7.0
sccp

]

sccp ccm group 1

bind interface GigabitEthernet0/0

associate ccm 1

priority 1

associate profile 98 register cfb112233445566
]

dspfarm profile 98 conference
codec g729r8

codec g711lulaw

maximum sessions 8
associate application SCCP

Configuration of Media Resource Group
Navigation Path: Media Resources - Media Resource Group

alimln Cisco Unified CM Administration

cisco 5 ifi icati i
For Cisco Unified Communications Solutions e it

System = Call Routing »  Media Resources = Advanced Festures = Device = Spplicstion = User Mansgement = Bulk Sdministration +  Help -

Media Resource Group Configuration L ELn B 5 Back To FindfList -

B Save x Delete Copy E:} Add Blewy

Status
’7 Status: Ready

Media Resource Group Status
FMedia Resource Group: MRG_Polaris {used by 125 devices)

—Media Resource Group Information
* -
Mame |NRG_PoIarls

Description |MRG_PUIari5

— Devices for this Group
fvailable Media Resources** [Coz00L15C 286880

CFBOO0LCODI3ATD
CFE_Z
MTP_2

A

Selected Media Resources* BNN_Z (ANN)
CFB112233445566 {CFB)
MOH_Z (MOH
MTPOOLSF000970 (XCODE)

™ Use Multi-cast far MOH Audia (If at least one multi-cast MOH resource is available)
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Configuration of Media Resource Group List
Navigation Path: Media Resources - Media Resource Group List

UEMEEVENE Cisco Unified CM Administration;l Go

alial,  Cisco Unified CM Administration

cisco f ro I -
For Cisco Unified Communications Solutions cemadministrator about et

System -« CallRouting +  Media Resources »  Woice Mail ~  Device »  Rpplication »  User Management ~  Bulk Administration = Help -

Media Resource Group List Configuration RGN G Back To Find/List =

LB Save x Delete Copy Iﬂl} Bidl Mew

—Status

@ Status: Ready

Media Resource Group List Status
FMedla Resource Group List: MRGL_Polaris {used by 115 devices)

—Media Resource Group List Information

*
Hame |MRGL_PoIar|s

—Media Resource Groups for this List
Available Media Resource Groups

v A

Selected Media Resource Groups [MRG_Polaris

<

—  Save Delatel Copyl Add Mew

© 2008 Cisco Systems, Inc. All rights reserved.
Important notices, privacy statements, and trademarks of Cisco Systems, Inc. can be found on cisco.com
Page 44 of 68



atfean]e
CISCO.

Configuration of SIP Profile
Navigation Path: Device - Device Settings > SIP Profile

alialn Cisco Unified CM Administration
cisco

Cisco Unified CM adrninistration = || €

For Cisco Unified Communications Solutions ccmadministrator

rch Documnentation About

Logaol

System = CallRouting = Media Resources - Advanced Festures = Device = Applicstion «  User Managemert = Bulk Administretion = Help -

SIP Profile Configuration

lB Save x Delete Copy %’ Reset _£ Apply Config Ell} Al Mesw

— SIP Profile Information

L& Back To Find/List -

Hame™® IEarIy Media and Options SIF Profile
Description |Default SIP Profile
Default MTP Telephony Event Payload Type® |101
Resource Priority Namespace List |< Mone = ;I
Early Offer for G.Clear Calls* |Disab|ed ;I
[~ Redirect by Application
¥ Disable Early Media on 180
[ Gutgeing T.38 INVITE include audio mline
7 Enable AMAT
(| Require SDP Inactive Exchange for Mid-Call Media Change
—Parameters used in Phone
Timner Invite Expires (seconds)® |1ﬁn
Timer Register Delta (seconds)® |5
Timer Register Expires (seconds)® |3500
Timer TL {msec)* |5gg
Timer T2 (msec)® |4[||]|]
Retry INVITE* I3
Retry Non-INYITE® [10
Start Media Port™ [16384
Stop Media Port® |32766
Call Pickup URT* |x-ciscu-sarviceuri-pickup
Call Pickup Group Other URT* |x-cisco-sarviceuri-opickup
Call Pickup Group URT* |x-c:isco-sarviceuri-gpickup
Meet Me Service URI® |x-cisco-serviceuri-meetrme
User Info* |NUr|a LI
DTMF DB Level® |Nom|na| =l
Call Hold Ring Back™® |of-f =l
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Do Mot Disturb Contral* |Usar ;I
Telnet Level for 7940 and 7960* [ Disabled -l
Timer Keep alive Expires (secondsi® |120
Timer Subscribe Expires (seconds)™ |12IJ
Timer Subscribe Delta (seconds)® |5
Maximum Redirections™® Im
Off Hook To First Digit Tirmer {milliseconds)® |15DD|J
Call Forward URIT* |x-cisco-serviceuri-cfwdall
Speed Dial (Abbreviated Dial) URT* |x-cisco-serviceur\-abbrd\al
¥ Conference Jain Enabled
W RFC 2543 Hold
¥ semi attended Transfer
" Enable vap
™ Stutter Message Waiting
— Trunk Specific Configuration
Reroute Incoming Request to new Trunk based on® |Never ;I
RSVP Over SIP¥ [Cocal RwE =

¥ Fall back to local REWP
SIP Rel1X® Options* IDisabIBd

™ Deliver Conference Bridge Identifier
¥ Early Offer support far voice and video calls (insert MTP if needed)

¥ =end send-receive SDP in mid-call INWITE

SIP DPTIONS Ping

¥ Enable OPTIONS Ping to monitor destination status for Trunks with Service Type "None (Default)”
Ping Interval for In-service and Partially In-service Trunks (seconds)™ |6D

Ping Interval for Out-of-service Trunks (seconds) ¥

|120
Ping Retry Timer (milliseconds)™® |5IJIJ
Ping Retry Count® |6
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Configuration of SIP Trunk to SME
Navigation Path: Device > Trunk

il Cisco Unified CM Administration GOl Cisco Unified CM Administration =
cisco

For Cisco Unified Communications Solutions

ccmadministrator Search Docurnentation about Logat

System = Cal Routing ~  Media Resources = Sdvanced Festures »  Device v Application «  User Management «  Bulk Administration = Help +

Related

B Save x Delete % Reset E} A0 Mew

—Device Information

Product: SIP Trunk

Device Protocol: SIF

Trunk Service Type None{Default)

Device Marne* |CM TITAN_SIP

Description |S1P Trunk to CM-Titan

Device Pool* IG?ll_PooI ;I
Caommon Device Configuration |< Mone > ;I
Call Classification® |Use Systern Default ;I
Media Resource Group List |MRGL7PUIaris ;I
Location ® IHub_NDne ;I
AAR Group |< Mone = ;I
Tunneled Protocol® INone ;I
QSIG Yariant® INU Changes ;I
ASN.1 ROSE 0ID Encoding* |Ma Changes =l
Packet Capture Mode™ [rane =l
Paclket Capture Duration ID

[ Media Termination Paint Required

72 Retry Wideo Call as Audio

I~ path Replacement Support

[ Transmit UTF-& for Calling Party Mame
I~ Transmit UTF-8 Names in QEIG APDU
I Unattended Port

[ SRTP allawed - When this flag is checked, Encrypted TLS needs ta be configured in the netwark to provide end ta end security. Failure ta dao so will expose keys and ather
information.

Consider Traffic on This Trunk Secure™® IWhen using hoth sRTP and TLS ;I
Route Class Signaling Enabled* |Default ;I
Use Trusted Relay Point* IDefauIt ;I

W PSTH Access

7 Run Gn All Active Unified M Nodes
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Intercompany Media Engine {IME)
’7E.164 Transformation Profile |< Mone = ;I

Multilevel Precedence and Preemption (MLPP) Information
FMLPP Darmain |< None = =1

— Call Routing Information
¥ Remote-Party-1d

2 Asserted-Identity

Asserted-Type™® | Default

[ JEN

SIF Privacy * [Default

—Inb d calls
Significant Digits * |,q||

Connected Line ID Presentation® |Defau|t

Connected Name Presentation® |Defau|t

[ JERNE NER O

Calling Search Space Itp phones_rp
AAR Calling Search Space |< Mone =

Frefix DN I

2 Redirecting Diversion Header Delivery - Inbound

—Incoming Calling Party Settings

If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DevicePool/Service Parameter). Otherwise, the value
configured is used as the prefix unless the field is empty in which case there is no prefix assigned.

Clear Prefix Settings Default Prefix Settings |

Number Type Prefix Strip Digits Calling Search Space Use Device Pool C55

Incoming Humber IDefau|t [i] < Mane = ;I W

—Connected Party Settings
Connected Party Transformation CSS | = None = =1

¥ Use Device Pool Connected Party Transformation CSS
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—Outbound Calls

Called Party Transformation C53 |< Mone = ;I
¥ Use Device Poal Called Party Transformation CS5
Calling Party Transformation CSS |< Mone = LI
¥ Use Device Paol Calling Party Transformation CS%
Calling Party Selection® |Or|g|nator =l
Calling Line ID Presentation™® |Default ;I
Calling Mame Presentation® IDefauIt ;I
Caller ID DN I
Caller Name I
¥ Redirecting Diversion Header Delivery - Outbound
—SIP Information
—Destination
[ Destination Address is an SR
Destination Address Destination Address IPv6 Destination Port
*

1% |i72.20.236.252 | |s0e0 El El
MTP Preferred Originating Codec® |711u|aw =l
Presence Group® |Standard Presence group ;I
SIP Trunk Security Profile® [51P Trunks 1|
Rerouting Calling Search Space |< Mone > ;I
Out-Of-Dialog Refer Calling Search Space |< Mone = ;I
SUBSCRIBE Calling Search Space [= one = =l
SIF Profile* IEar\y Media and Options SIP Praofile ;I
DTMF Signaling Method* |RFC 26533 ;I

Normalization Script

Normalization Scr\pt|< None = =l
I Enable Trace
Parameter Name Parameter Value

L | Bl =
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Configuration of Route Pattern to SP through SME
Navigation Path: Call Routing = Route/Hunt - Route Pattern

Cisco Unified CM Administration

For Cisco Unified Communications Solutions

ccmadministrator About Logoul

Systemn w»  CallRouting «  Mecia Resources = Advanced Festures -  Device = Application »  User Management »  Bulk Administration = Help «

B G B E Back To Find/List =

LB Save x Delete . Copy EII} Ao Meswe

—Pattern Definition

Route Pattern® [a Lot
Route Partition |route_p ;I
Description |Out to PSTH
Murnbering Plan |-- Mot Selected -- ;I
Route Filter |< Mone = ;I
MLPP Precedence® |Default ;I
Resaurce Priarity Marnespace Metwaork Domain |< Mone = ;I
Routs Class* |Default ;I
Gateway/Route List* |c|v|_TITAN_SIP ;I (Edit)
Route Option ¥ Route this pattern

" Black this pattern IND Error ;I

Call Classification™® Iof-fNet =1
I allow Device Override M Provide Outside Dial Tone [ Allow Overlap Sending [ Urgent Priority

r Require Forced Authorization Code

Authorization Level* IU

I Require Client Matter Cade

—Calling Party Transformations
" Use Calling Party's External Phone Mumber Mask
Calling Party Transform Mask I

Prefix Digits {Outgaing Calls) I

Calling Line ID Presentation® |Dafault ;I

Calling Narne Presentation® IDefault ;I

Calling Party Number Type® |C\sco CallManager ;I

Calling Party Numbering Plan™® |C‘5EU CallManager ;I
—Connected Party Transformations

Connected Line ID Presentation® |Dgfau\t ;I

Connected Mame Presentation™ |Defau\t ;I

—Called Party Transformations
Discard Digits IPreDUt =l
Called Party Transform Maslk |

Prefix Digits {Qutgoing Calls) I

Called Party Number Type® [ciseo CallManager =
Called Party Numbering Plan® |Cisco CallManager =
—IsSDN Metwork-Specific Facilities Information EI
Metwork Service Protocol |__ Mot Selected -- =1
Carrier Identification Code I
Metwork Service Service Pararmneter Name Service Parameter Value

-- Mot Selected -- ;I |< Mot Exist = I
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Configuration of Route Pattern to Avaya PBX through SME
Navigation Path: Call Routing = Route/Hunt - Route Pattern

alal Cisco Unified CM Administration
cisco

For Cisco Unified Communications Solutions

ccmadministrator ti About Logou|

System = CallRouting = Media Resources = Advanced Festures = Device = Applicstion = User Managemert = Bulk Administration = Help -

nfiguration Related Link:

B Save x Delete Copy Ell} Aol Mewy

— Pattern Definition

Route Pattern* [
Route Partition Irouta_p LI
Description ITU Avaya 58500 SIPL
Mumbering Plan |—— Mot Selected -- ;I
Route Filter |< MNone = LI
MLPP Precedence™® |Default ;I
Resource Priority Namespace Metwork Domain |< MNone = ;I
Route Class® |Default =l
Gateway/Route List* |CrM_TITAN_SIP x| (Edit)
Route Option ' Raute this pattern

" Block this pattern | No Error ;I

Call Classification™® [onnet =
™ allow Device Override [ Provide Outside Dial Torne [ Allow Overlap Sending r Urgent Priority

- Require Forced Authorization Code

Authorization Level* IU

™ Require Client Matter Cade

— Calling Party Transformations
™ use Calling Party's External Phone Number Mask
Calling Party Transform Mask I

Prefix Digits (Qutgoing Calls) I

Calling Line 1D Presentation® IDEfault ;I

Calling Name Presentation* |Default ;I

Calling Party Number Type® |Cism CallManager =l

Calling Party Numbering Plan® |Cisco CallManager ;I
—Connected Party Transformations

Connected Line 1D Presentation® |Default ;I

Connected Mame Presentation™ |Defau|t ;I

—Called Party Transformations
Discard Digits |< Mone = =l
Called Party Transform Mask I

Prefix Digits (Outgoing Calls) I

Called Party Humber Type* | Cisca CallManager =l
Called Party Numnbering Plan® ICiscn CallManager ;I
—ISDN Metwork-Specific Fac es Information El t
Metwork Service Protocaol |__ Mot Selected -- ;I
Carrier Identification Code |
Metwork Service Service Parameter Mame Service Parameter Value

-- Mot Selected -- ;I |< Mot Exist = |
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Configuration of Cisco SCCP 7970 Phone
Navigation Path: Device - Phone

alial,  Cisco Unified CM Administration d Cisco Unified CM administration » || G0
cisco

For Cisco Unified Communications Solutions

ccmadministrator About Logout

System = CallRouting +  bedia Resources «  Vaoice Mal +  Device »  Application +  User Management - Bulk Administration +  Help «

Related Link:

Back To Find/List

LB SEvE x Delete

Status

@ Status: Ready

—Association Information —Phone Type
Modify Button Ttems | Product Type: Cisco 7970

Device Protocol: SCCP
1 D Line [1] - 5045 in phones
2 mIn Line [#] - Add a new DM — Device Information

Copy %Resa .\Z Apply Config Ell} Aol Mewy

Registration Registered with Cisco Unified Communications Manager CM-Folaris
3 Ggdddancw s IP Address 172.20.236.32
a 4dd & new SO Active Load ID SCCP70.8-5-25
¥ 15 Active
5 Add 5 new S0 &
o MAC Address [oonEs39C1543
& Add 5 new SD L
Description [Cisco 7970 SCCP - Bench & (5005)
7 Uy add & new SD
Device Pool* |Dafault ;l Wiew Details
g Y5 add & new SD Common Device Canfiguration |M\gratedCommonDavicaConfigl | view Details
---------- Unassigned Associated Items ---------- Phone Button Template™® |Standard 970 SCCP =
q Add 5 new S0 Softkey Template |Q;‘g Custom ;I
10 %, Add 53 new SURL Commeon Phone Profile* IStandard Cormon Phone Profile ;I
11 G5 addanewslFsp Calling Search Space Itp_phnnes_rp ;I
e .
&aR Calling Search Space tp_phones_ry =
1z ez add 5 new BLF Directed Call Park X I PP —_— _I
e Media Resource Group List |MRGL_PoIar|s =1
13 callBack User Hold MOH Audio Source |1—Samp|enud\08ource =
¥ el Metwork Hold MOH sudio Source |1—Samp|eAud\oSource =1
15  Call Pickup Laation®
ocation B
16 Conference List |Hub7NDne —I
AAR Grou -~
17 Conference i |< Mone = =
18 Do Not Disturb User Locale | < mane > =2l
19 End Call Metwork Locale |< None > ;I
z0  Forward All Built In Bridge® [Default =
21 Group Call Pickup Privacy * |Dafault =
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22 Hold Device Mohility Mode * |Dafau|t ;I View Current Devics
23 Hunt Group Logout Mobility Settings
24 mmaIntercom [1]- 4dd a new Intercom Owner User ID |tenacity =
25  Malicious Call Identification e Pereme et | Default =l
26 Meet Me Conference Sertzes Prosderig IBDth ;I
27 Mability Phone Load Mame I
26  Mew Call Single Button Barge IDafauh: ;I
29 Other Pickup Join Across Lines | Default =
30 Guality Reporting Tool Use Trusted Relay Point* [Defaule =
31 Redial BLF D’A“udihle alert Setting {Fhone IDBfauh: ;I
32  Remove Last Participant Idle) . )
a8 | TrersEr gtiyﬂsg‘dlble Alert setting (Phone |Dafault ;I
34 Wideo Made &lways Use Prime Line® |Dgfau|t =]
35 Privacy Always U’fa Prime Line for Yoice IDEfault =]
36 Maone Message
Calling Party Transformation C33 |< Mone = =1
Geo Location |< Hone > ;I

¥ Use Device Pool Calling Party Transformation ©55
¥ Retry Video Call as Audin

r Ignore Presentation Indicators {internal calls only)
¥ Allaw Control of Devies fram CT1

¥ Logged Into Hunt Group

[ Remote Device

[ Protected Device* *¥**
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—Protocol Specific Information =
Packet Capture Mode® INone ;I
Packet Capture Duration |60
Presence Group™ |Standard Fresence group =l
Device Security Profile® |Cisco 7970 - Standard SCCP Secure Profile ;I
SUBSCRIBE Calling Search Space | = Mone = ;I

[ Unattended Port
I Require DTMF Reception

7 rFcz833 Disabled

—Certification Authority Prory Function {CAPF}) Information
Certificats Operation ™ IND Pending Operation

L 1l

Authentication Mode* [By Null String

Authentication String I

Generate String

Key Size (Bits)* |1024 =1

Operation Completes By [Fana [i1 [i5 | [12 | prvrrimm:po:HH)

Certificate Operation Status: None
MNote: Security Profile Contains Addition CAPF Settings.

—Expansion Module Information
Module 1 |< Mone = -

Module 1 Load Marmne I

Module 2 | < Mone = =l

Module 2 Load Marmne I

—External Data Locations Information {Leave blank to use default)
Information I

Directary I

Messages I

Services I

Authentication Server | 4]
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Proxy Server I d
Idle I
Idle Timer {seconds) I

—Extension Information
™ Enable Extension Muobility
Log Out Profile |- Use Current Device Settings -- =
Log in Time < Mone =
Log out Time < Mone =

—MLPP Information
MLPP Domain |< Mone = =l
MLPF Indication® [Cefaule =1
MLPP Preemption® IDefaL”t ;I

—Do Not Disturb
™ Do Mot Disturd
DND Option® |Usa Common Phone Profile Setting =
DND Incoming Call mert|< Mone = ;l

—Secure Shell Information
Secure Shell User I
Secure Shell Password I

—Product Specific Configuration Layout =

?
[ Disable Speakerphone
[ Disable Speakerphons and Headsst
Forwarding Delay* |Disab|ad ;I
PC Port * |Enabled =l
Settings Access® |Enab|ed ;I
Gratuitous ARP¥ |Enab|ed ;I
PC Voice VLAN Access™ |Enab|ed ;I
Video Capabilities* |Enab|ed ;I
Auto Line Select® |Disab|ad ;I
Web Access™® |Enab|ed ;I
Days Display Mot Active -
Tossiay =l

Display On Time |D7:30
Display On Duration |1n:3n
Display Idle Timeout |c|1:uc|
Spanto PC Port* |Enab|ed ;I
Logaing Display* |PC Controlled ;I
Load Server |
recaording Tone* |Disab|ad ;I
Rrecording Tone Local Wolume* |]_gg
Recording Tone Remote Yolume * |SD
Recording Tone Duration I
Display On When Incoming Call* |D|sab|ad =l
RTCR* [Disabled =l
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Save

Delete | Copy | Resetl

Apply Config

"more" Soft Key Timer

auto Call Select®

Log Server

advertise 5.722 Codec*®

wideband Headset UL Contral®

wideband Handset UL Control®

wideband Headset®

wideband Handset*

Peer Firmware Sharing™®

Cisco Discovery Protocol {CDPY: Switch Port™
Cisoo Discovery Protocal (CDPY: PC Port™

Link Layer Discovery Protocol - Media Endpoint Discover
{LLDP-MED): Switch Port*

Link Layer Discovery Protocol (LLDP): PC Port®
LLDP Asset ID

LLDP Pawer Priority *

IPvE Load Server

IPvE Log Server

§02.1x Authentication®

Detect Unified CM Connection Failure®
Minimum Ring Yolume*

Headset Sidetone Level®

[s

| Enabled

| Disabled

I Enabled

I Enabled

| Enshbled

| Use Phone Default

o 8

[Disabled

|Enah|ed

|Enab|ed

|Enab|ed

|Enab|ed

|

|Unknuwn =
|

|

|User Controlled =~
|Norrna| =~
| 0-silent |
|Use Phone Default =~

Add New
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© 2008 Cisco Systems, Inc. All rights reserved.

Page 56 of 68




atfean]e
CISCO.

Configuration of Cisco SIP 7961 Phone
Navigation Path: Device - Phone

Cisco Unified CM Administration;l Go

Cisco Unified CM Administration

For Cisco Unified Communications Solutions

ccmadministrator About Logout

System =  Call Routing +  Media Resources «  Woice Mail v Device = Spplicstion = User Management ~  Bulk Administration = Help +

Back To Find/List

Copy %Reset n£ Apply Config Ell} Al Mewy

Status
’7 Status: Ready

—Association Information

Modify Button Items |
1 =me Line [17 - 5013 in phones
2 wmiline [2]- Add a new DM

3 %5 Add s new 5D

4 @ﬁ\ Add 5 new 50
5 @@! Add 3 new S0

& Add 53 new 50

- -- Unassigned Associated Items -
7 Add 5 new SD

8 % Add 5 new SURL

9 Yy Add 5 new BLF SD
i

10 wme Add 5 new BLF Directed Call Park

11 =™z Intercom [11- Add & new Intercom

12 Do Mot Disturh

13 call Park

14 Call Pickup

15 CallBack

16 Confersnce List
17 Conference

13 End Call

19 Forward All

z0  Group Call Pickup
21 Hold

2z Hunt Group Logout
23 Malicious Call Identification

24 Meet Me Conference

—Phone Type
Product Type: Cisco 7961
Device Protocol: SIP

—Device Information
Registration
IPv4 Address
Active Load ID

Device is Active

Device is trusted
MAC Address™®

Description

Device Pool®

Common Device Configuration
Phone Button Termplate *
Softkey Template

Common Phone Profile
Calling Search Space

AAR Calling Search Space
Media Resource Group List
User Hold MOH Audio Source
Networl: Hold MOH Audio Source
Location®

AAR Group

User Locale

Network Locale

Built In Bridge®

Privacy™®

Device Mobility Mode®

Unregistered
172.20.236.24
Unknawn

|oo15zB340DC4

|S1P Phone - 5003

|G711_Fool

;I Wiew Details

|< MNone =

;l Wiew Details

| standard 7961 SI1P

|Standard Manager

|Standard Cornrnon Phone Profile

|tp_phones_rp

=l

&l

=]

=]
|< Mone > ;I
IMRGL_PnIar\s ;I
|< Mong = ;I
|< MNone = ;l
|Hub7Nona ;l
|< MNone = ;l
|< MNone = ;l
|< None = ;I
|Dafau|t ;I
IDafauIt ;I
IDafauIt _I

Mobility Settings

x| Wiew Current Device
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25
26
27
28
29
30
31
32
33

Maobility

New Call

Cther Pickup

Quality Reporting Tool
Redial

Rernove Last Participant
Transfer

Privacy

Mone

Important notices, privacy statements, and trademarks of Cisco Systems, Inc. can be found on cisco.com

owner User 1D | < Mone = =l -
Phone Suite® | Default =l
Services Provisioning® |Default ;I
Fhone Load Name |SIP41.8-5-28
Single Button Barge IDefault =l
Join Across Lines [Default JEd |
Use Trusted Relay Point® [Default JEd |
ELF A*udib\e Alert Setting (Phone |Default ;I
Idle}
BLF Audible alert Setting (Fhone |Default ;I
Busy)
Always Use Prime Line* |Default =l
Always U:e Frime Line for Woice |Default ;I
Message
Calling Party Transformation CSS |< Mone = ;I
Gealocation | < Mone = =l
¥ Use Device Poal Calling Party Transformation CS5
(| Ignore Presentation Indicatars {internal calls only)
[ allow Control of Devies fram CT1
¥ Logged Into Hunt Group
[ remote Device
[ protected Device * ***

— Protocol Specific Information
Packet Capture Mode* |None E3
Packet Capture Duration IU
Presence GTD'—'D* |Standard Presence group ;I
SIP Dial Rules | < Mone = =l
MTP Preferred Originating Codec* |711u|aw ;I
Device Security Profile* |Cisco 7961 - Standard SIP Non-Secure Profile ;I
Rerouting Calling Search Space |< Mone = ;I
SUBSCRIBE Calling Sesarch Space |< Mone = ;l
SIP Profile |Standard SIP Profile =l
Digest User |< Mone = ;I

™ Media Termination Paint Required
[ Unattended Port

r Require DTMF Reception

— Certification Authority Proxy Function {CAPF) Information
Certificate Operation™ |NU Fending Operation JE3
Authentication Mode * |By Null String ;I

Authentication String I
Generate String
Key Size (Bits)* |1024 =1

Operation Completes By zo0s | [11 20 iz orvrvimmoD:Rm)

Certificate Operation Status: None
Mote: Security Profile Contains Addition CAPF Settings.

— Expansion Module Information

Module 1 [< mone > =l
Module 1 Load Namel
Module 2 |< Mone = 3|

Module 2 Load Namel
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— External Data Locations Information {Leave blank to use default)

Information I

Directory I

Messages I

Services I

Authentication Serverl

Proxy Server I

Idle I

Idle Tirner {seconds) I

—Extension Information
™ Enable Extension Mohility
Log Out Profile |- Use Current Device Settings -- =l

Log in Tirne < MNone =

Log out Time = Mone =

MLPP Information
’7MLPP Dornain |< None > =

— Do Not Disturb
™ o Mot Disturb

* - -
DND Option |Use Comrmon Phane Frofile Setting

DND Incorning Call Aler't|< None =

—Secure Shell Information

Secure Shell User |phonaadmin

secure Shell Password Iw*w
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—Product Specific Configuration Layout

™ Disable Speakerphone

I Disable Speakerphone and Headset
PC Port *

Settings Access®

Gratuitous ARP*

PC Wolce VLAN Access®

Auto Line Select®

ek pccess®

Span ta PC Port¥®

Logging Display™®

Load Server

Recording Tone™

Recording Tone Local Yolume™®
recording Tone Remote Yolume*
Recording Tone Duration

RTCP*

"more" Soft Key Timer

Auto Call select®

Log Server

fdvertise G.722 Codec*
Wideband Headset UL Cantrol®
Wideband Handset UL Cantrol®
Wideband Headset®

Wideband Handset*

Peer Firmware Sharing™

Cisco Discovery Protocol (CDPY: Switch Port®
Cisco Discovery Protocal (COPY: PC Port™

Link Layer Discovery Protocol - Media Endpoint Discover

(LLDP-MED): Switch Port™*

Link Layer Discovery Protocol (LLDF): PC Port™

LLDP &sset ID

LLDP Power Priority *

Display Refresh Rats™

IPvé Load Server

IPv6 Log Server

802 1x Authentication®

Detect Unified CM Cannection Failure®
Minimum Ring Yolume®

Headset Sidetone Level*

Enbloc Dialing*

|Enab|ed -~
|Enab|ed -~
| Disabled |
|Enab|ed =
| Disabled |
|Enab|ed =
| Disabled |
|PC Controlled 1
|

[Disabled |
J100

|50

|

|D|sab|ed ;I
|s

|Enab|ed =l
|

|Use Systern Default ;I
IEnabIed ;I
IEnabIed ;I
IEnabIed ;I
IUse Phone Default ;I
|D|sab|ed ;I
IEnabIed ;I
|Enab|ed ;I
|Enab|ed ;I
|Enab|ad ;I
|

|Unl<nown ;I
|Norma| ;I
|

|

|User Controlled ;I
INormaI ;I
[o-silent =l
|Llse Phone Default ;I
|Enab|ad =l
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Configuration of MGCP FAX Gateway
Navigation Path: Device - Gateway

Cisco Unified CM Administration

For Cisco Unified Communications Solutions ccmadministrator about et

Cisco Unified CM Administration;l Go

System -+ CallRouting ~  Media Resources = Woice Mail ~  Device = Application ~  User Management = Bulk Administretion »  Help -«

Related Links: EEESERE=NNESAS

LB Save x Delete % Reset n£ Apply Config Ell} Al Mew

-
—Status
@ Status: Ready
—Gateway Details
Product Cisco 3825
Gateway 38250 %Pfarm.pbxlab.org
Protocal MGCP
. *
Domain Mame |3825DSPfarm.pbx|ab.org
Description |3825 - Bench & - 172.20.236.101
Cisco Unified Cormmunications Manager Group * |D5fau|t ;'
—Configured Slots, ¥ICs and Endpoints
Module in Slot 0 |NM-4UWIC-MBRD ;I
Subunit 0 R - 3
[vicz-2Fx0 Moo ® o1 @
Subunit 1 R = 7
[Vicz-zres Hoo @ o1 @
Subunit 2 |< Mone » ;l
Subunit 3 |< Mane = ;I
Module in Slot 1 |< Naone = |
Module in Slot 2 |NM*HD\.-' |
Subunit 0 B = = 7
[wwic-zmrT-T1 oo 201 @

— Product Specific Configuration Layout
Global ISDM Switch Type |4ESS =l
Switchback Timing™® | Graceful JE3
Switchback uptime-delay {min) Im
Switchback schedule (hhimm) |12:gg
Type OF DTMF Relay™* |Current GW Config =l
Modern Passthrough® |Enable |
Cisco Fax Relay® | Disable |
T38 Fax Relay* [Enable e
RTP Package Capability™® |Enab\e ;I
MT Package Capability™® |Disab|e ;I
RES Package Capability® |Disab|e ;I
PRE Package Capability® |Enab\g ;I
SST Package Capability ® |Enab\g ;I
RTP Unreachable onof* |Enable JE3|
RTP Unreachable tirmeout (ms)* I]_Dgg
RTCF Report Interval (secs)® IU
zimple sOP¥ |Enab\e ;I
— Save Delete I Reset I Apply Config Add MNew
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Configuration of MGCP FAX Gateway Analog Endpoint
Navigation Path: Device - Gateway

aliil, Cisco Unified CM Administration
cisco

Cisco Unified CM Administration;l Go

For Cisco Unified Communications Solutions cemadministrator about ek

System =  Call Routing +  Media Resources «  Woice Mail v Device = Spplicstion = User Management ~  Bulk Administration = Help +

Back to MGCP Configuration =

B Save x Delete % Reset _Z Apply Config EEE Add Mew

-
Status
’7 Status: Ready
Directory Number Information——— —Device Information
iz Line [1] - 5014 in phones Product Cisco MGCP FXS Part
Gateway 38250SPfarm.pbxlab.org
Device Protocol Analog Access
Registration Registered with Cisco Unified Cornrnunications Manager CM-Polaris
1P address 172.20.236.101
End-Paoint Name * AALN/S0/SUL/0@3825DSPfarm.pbxlab.org
Drescription [aALN/S0/501/0@3825D5Ffarm . phxlab org
Device Pool® |G7117p00| =
Cormrmon Device Configuration |< Hone > =
Media Resource Group List |MRGL_PoIar|s ;I
Packet Capture Mode* INDne ;I
Packet Capture Duration IU
Calling Search Space |tp_phones_rp ;I
AAR Calling Search Space |< HNone > ;I
Location® IHub_NDne ;I
AAR Group [« mone > =l
Network Locale |< None > = i
Use Trusted Relay Point™® |Defau|t =
Geo Location |< None = =~
™ Transmit UTF-& far Calling Party Mame
Calling Party Transformation CS5 |< Mone > ;I
¥ Use Device Pool Calling Party Transformation CE5
—Multilevel Precedence and Preemption {(MLPP) Information
MLPP Dromain |< Mone = ;|
MLPP Indication Mot available on this device
MLPP Preemption Mot available on this device
—Port Information {Loop Start)
Port Direction® | Bothways =
Attendant DN* [5p15
¥ Unattended Port
—Product Specific Configuration Layout
Hookflash Timer (50-1550ms)* |SD
Inter-digit Duration Timer (50-500 ms)™ IlUU
Input Gain (-6..14 dh)* [o
Output Attenuation (-6..14 db)* |3
Echo Cancellation Enable® |Enab|e ;I
Echo Cancellation Coverage (msi* |64 ;I
Ring Nurnber* IDefau|t ;I
Impedance® [Default Gw config =l
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Configuring the Cisco UBE - Enterprise

CUBE-ASR1K_ATT#sho version

Cisco 10S Software, 10S-XE Software (PPC_LINUX_IOSD-ADVENTERPRISEK9-M), Version
15.1(1)S, RELEASE SOFTWARE (fcl)

Technical Support: http://www.cisco.com/techsupport

Copyright (c) 1986-2010 by Cisco Systems, Inc.

Compiled Mon 22-Nov-10 12:18 by mcpre

ROM: 10S-XE ROMMON

CUBE-ASR1K_ATT uptime is 4 weeks, 19 hours, 10 minutes

Uptime for this control processor is 4 weeks, 19 hours, 12 minutes

System returned to ROM by reload

System image file is "bootflash:asr1000rp1-adventerprisek9.03.02.00.S.151-1.S.bin”

cisco ASR1002 (2RU) processor with 1710464K/6147K bytes of memory.
4 Gigabit Ethernet interfaces

32768K bytes of non-volatile configuration memory.

4194304K bhytes of physical memory.

7798783K bytes of eUSB flash at bootflash:.

Configuration register is 0x2102

CUBE-ASR1K_ATT#show running
Building configuration...

Current configuration : 8661 bytes
I

I Last configuration change at 17:18:57 UTC Tue Feb 1 2011
!

version 15.1

service timestamps debug datetime msec

service timestamps log datetime msec

no platform punt-keepalive disable-kernel-core

I

hostname CUBE-ASR1IK_ATT
!

boot-start-marker

boot system bootflash:asr1000rp1-adventerprisek9.03.02.00.S.151-1.S.bin
boot-end-marker

!

!
vrf definition Mgmt-intf

!

address-family ipv4
exit-address-family

!

address-family ipv6
exit-address-family

!

logging buffered 300000000
enable password cisco

!

no aaa new-model

!

!
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1
ip source-route

1

1

1

no ip domain lookup

multilink bundle-name authenticated
|
voice service voip
address-hiding
allow-connections sip to sip
redirect ip2ip
no supplementary-service sip refer
fax protocol t38 version 0 Is-redundancy 0 hs-redundancy 0 fallback none
h323
sip
header-passing error-passthru
early-offer forced
asserted-id pai?
midcall-signaling passthru
9729 annexb-all
1

1

i
voice class codec 1°
codec preference 1 g729r8 bytes 20
codec preference 2 g711ulaw bytes 160
|

|

!

redundancy

mode none

|

!

interface GigabitEthernet0/0/0
description Inside Interface

ip address 172.20.110.154 255.255.255.0
negotiation auto

|

interface GigabitEthernet0/0/1
description connection to ATT Network
ip address 70.xxX.Xxx.xxx 255.255.255.248
negotiation auto

|

interface GigabitEthernet0/0/2

no ip address

negotiation auto

! This command enables router to perform T.38 fax relay. To change fax protocol to pass-through using G.711mulaw, the command has to be
changed to “fax protocol pass-through g711ulaw”

2 This command enables router to send P-Asserted ID within the SIP Message Header. Alternatively, this command can also be applied to
individual dial-peers (voice-class sip asserted-id pai)

® This command configures the codec preference to be assigned to dial-peers. Alternatively, single codec’s can be configured into individual
dial-peers
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1
interface GigabitEthernet0/0/3

no ip address

negotiation auto

I

interface GigabitEthernet0

vrf forwarding Mgmt-intf

no ip address

negotiation auto

1

1

no ip http server

no ip http secure-server

ip route 172.20.0.0 255.255.0.0 172.20.110.1

ip route 207.XXX.XXX.XXX 255.255.255.255 70.XXX.XXX.XXX
ip route vrf Mgmt-intf 0.0.0.0 0.0.0.0 172.20.110.1

1

control-plane
1
1
!
dial-peer voice 100 voip
description outgoing to AT&T Flexible Reach
destination-pattern 1T
session protocol sipv2
session target ipv4:XXX.XXX.XXX.XXX
voice-class codec 1
dtmf-relay rtp-nte*
fax-relay sg3-to-g3
fax protocol t38 version 0 Is-redundancy 0 hs-redundancy 0 fallback none*
1
dial-peer voice 101 voip
description incoming from AT&T to SME
destination-pattern 732320408[45]
session protocol sipv2
session target ipv4:172.20.236.252
incoming called-number 732320408[45]
voice-class codec 1
voice-class sip asymmetric payload dtmf®
dtmf-relay rtp-nte
fax-relay sg3-to-g3
fax protocol t38 version 0 Is-redundancy 0 hs-redundancy 0 fallback none*
1
I
1
sip-ua
|
1
line con 0
stopbits 1
line aux 0
stopbits 1
linevty 04
exec-timeout 50
password cisco

4 This command enables DTMF digit passing using RTP NTE (RFC2833) to calls matching this dial-peer
° This command enables the dial-peer to support asymmetric payload types for DTMF interworking
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login
1

exception data-corruption buffer truncate

end

Acronyms

Acronym Definitions

ANF-PR Additional Network Feature Path Replacement

AOC Advice-of-charge. Information element is sent with the connection setup information for
incoming Euro-ISDN connections. The AOC IE is used for call charge calculation.

Cisco UCM Cisco Unified Communications Manager

CCBS Call Completion to Busy Subscriber

CCNR Call Completion on No Reply

CFB Call Forwarding on Busy

CFNR Call Forwarding No Reply

CFU Call Forwarding Unconditional

CLIP Calling Line (Number) Identification Presentation

CLIR Calling Line (Number) Identification Restriction

CNIP Calling Name Identification Presentation

CNIR Calling Name Identification Restriction

COLP Connected Line (Number) Identification Presentation

COLR Connected Line (Number) Identification Restriction

CONP Connected Name ldentification Presentation

CONR Connected Name ldentification Restriction

CT Call Transfer

MWI Message Waiting Indicator

PSTN Public Switched Telephone Network

SP Service Provider
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Important Information

THE SPECIFICATIONS AND INFORMATION REGARDING THE PRODUCTS IN THIS MANUAL ARE SUBJECT TO CHANGE
WITHOUT NOTICE. ALL STATEMENTS, INFORMATION, AND RECOMMENDATIONS IN THIS MANUAL ARE BELIEVED TO
BE ACCURATE BUT ARE PRESENTED WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED. USERS MUST TAKE
FULL RESPONSIBILITY FOR THEIR APPLICATION OF ANY PRODUCTS.

IN NO EVENT SHALL CISCO OR ITS SUPPLIERS BE LIABLE FOR ANY INDIRECT, SPECIAL, CONSEQUENTIAL, OR
INCIDENTAL DAMAGES, INCLUDING, WITHOUT LIMITATION, LOST PROFITS OR LOSS OR DAMAGE TO DATA
ARISING OUT OF THE USE OR INABILITY TO USE THIS MANUAL, EVEN IF CISCO OR ITS SUPPLIERS HAVE BEEN

ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

© 2008 Cisco Systems, Inc. All rights reserved.
Important notices, privacy statements, and trademarks of Cisco Systems, Inc. can be found on cisco.com
Page 67 of 68



T
CISCO.

T
CISCO.

Corporate European Americas Asia Pacific
Headquarters Headquarters Headquarters Headquarters
Cisco Systems, Inc. Cisco Systems International Cisco Systems, Inc. Cisco Systems, Inc.
170 West Tasman Drive BV 170 West Tasman Drive Capital Tower
San Jose, CA 95134-1706 Haarlerbergpark San Jose, CA 95134-1706 168 Robinson Road
USA Haarlerbergweg 13-19 USA #22-01 to #29-01
WWW.CiSco.com 1101 CH Amsterdam WWW.Cisco.com Singapore 068912
Tel: 408 526-4000 The Netherlands Tel: 408 526-7660 WWW.CiSc0.com
800 553-NETS (6387) WWW-europe.cisco.com Fax: 408 527-0883 Tel: +65 317 7777
Fax: 408 526-4100 Tel: 310 20 357 1000 Fax: +65 317 7799

Fax: 31 0 20 357 1100
Cisco Systems has more than 200 offices in the following countries and regions. Addresses, phone numbers, and fax numbers are listed on
the Cisco Web site at www.cisco.com/go/offices.

Argentina * Australia « Austria * Belgium ¢ Brazil « Bulgaria « Canada * Chile * China PRC ¢ Colombia ¢ Costa Rica * Croatia * Czech
Republic * Denmark ¢ Dubai, UAE ¢ Finland ¢ France * Germany * Greece « Hong Kong SAR « Hungary ¢ India « Indonesia ¢ Ireland «
Israel « Italy * Japan ¢ Korea « Luxembourg * Malaysia * Mexico ¢ The Netherlands * New Zealand * Norway * Peru ¢ Philippines ¢
Poland  Portugal « Puerto Rico * Romania * Russia * Saudi Arabia * Scotland * Singapore ¢ Slovakia « Slovenia * South Africa ¢ Spain ¢

Sweden ¢ Switzerland ¢ Taiwan ¢ Thailand ¢ Turkey Ukraine ¢ United Kingdom ¢ United States * Venezuela ¢ Vietnam ¢ Zimbabwe
© 2008 Cisco Systems, Inc. All rights reserved.

CCENT, Cisco Lumin, Cisco Nexus, Cisco TelePresence, the Cisco logo and the Cisco Square Bridge logo are trademarks of Cisco Systems, Inc.; Ciso
Store and Changing the Way We Work, Live, Play, and Learn are service marks of Cisco Systems, Inc.; and Access Registrar, Aironet, BPX, Catalyst,
CCDA, CCDP, CCVP, CCIE, CCIP, CCNA, CCNP, CCSP, Cisco, the Cisco Certified Internetwork Expert logo, Cisco 10S, Cisco Press, Cisco Systems,
Cisco Systems Capital, the Cisco Systems logo, Cisco Unity, EtherFast, EtherSwitch, Fast Step, Follow Me Browsing, FormShare, GigaDrive,
HomeLink, Internet Quotient, 10S, iPhone, iQ Expertise, the iQ logo, iQ Net Readiness Scorecard, iQuick Study, LightStream, Linksys, MeetingPlace,
MeetingPlace Chime Sound, MGX, Networking Academy, Network Registrar, Packet, P1X, ProConnect, ScriptShare, SMARTnet, StackWise, The
Fastest Way to Increase Your Internet Quotient, and TransPath are registered trademarks of Cisco Systems, Inc. and/or its affiliates in the United States
and certain other countries.

All other trademarks mentioned in this document or Website are the property of their respective owners. The use of the word partner does not imply a
partnership relationship between Cisco and any other company. (0705R)

Printed in the USA

© 2008 Cisco Systems, Inc. All rights reserved.
Important notices, privacy statements, and trademarks of Cisco Systems, Inc. can be found on cisco.com
Page 68 of 68


http://www.cisco.com/go/offices

