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Introduction

This application note describes the necessary steps and configurations for connectivity between Cisco Unified Communications
Manager-Session Manager Edition (Cisco UCM-SME) 9.0 via Direct SIP to Microsoft Lync 2010 server using Microsoft Mediation
Server, and via SIP connection to a Cisco Unified Communications Manager (Cisco UCM) 9.0, and SIP connection to simulated Service
Provider (SP) using Cisco Unified Border Element (Cisco UBE) 1.4. The network topology diagram (Figure 1) shows the test setup for
end-to-end interoperability between the different leaf nodes (Microsoft Lync 2010, Cisco UCM and Cisco UBE/SP) via the Cisco UCM-
SME.

Features tested are basic call, 3-way (ad-hoc) conference, call transfer (attended and unattended), call forward (all, busy and no answer),
hold/resume, DTMF inter-working and voice mail. This test setup also includes a connection to a simulated service provider using SIP
trunks. Cisco UBE is used as a session border controller (SBC), providing demarcation, security, and inter-working services between the
customer’s private network and the service provider’s SIP network. Voice mail was tested for Cisco UCM users with mailboxes
registered to Unity Connection via a Direct SIP trunk from Cisco UCM-SME. Fax could not be tested (see limitations section).

During testing, a Cisco ASR 1002 router was used as Cisco UBE, however other Cisco voice gateways can be used and the decision to
choose what Cisco gateway model to use is left to the customer. The customer should choose a Cisco 10S gateway model based on the
capabilities and the capacity that will be required based on the planned network deployment. Here is a list of Cisco 10S products capable

of running Cisco UBE.

Cisco ASR 1001 Aggregated Services Router

Cisco ASR 1004 Aqggregated Services Router with Route Processor-2
Cisco ASR 1006 Aqggregated Services Router with Route Processor-2
Cisco 3900 Series Integrated Services Routers

Cisco 2900 Series Integrated Services Routers

Cisco AS5350XM Universal Gateway

Cisco AS5400XM Universal Gateway

Cisco 1861 Integrated Services Router

Cisco 881 Integrated Services Router

Cisco 888 Integrated Services Router

Cisco IAD880 Series Integrated Access Devices

Cisco IAD2430 Integrated Access Device

If additional guidance on the Cisco UBE is needed, please refer to the Cisco UBE section on the Cisco Interoperability Portal
(www.cisco.com/go/interoperability).

This configuration was tested to simulated service provider. Results may vary based on service provider being used.
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Network Topology
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Figure 1. Basic Call Setup

Note: As of Cisco UCM-SME Rel. 8.5, for SIP trunk connection requiring Early Offer function, configuration is made under the SIP
Profile configuration associated with the SIP trunk. Prior to Release 8.5, network administrators were forced to configure SIP
trunks on Cisco UCM-SME to send early offer by using/allocating Media Termination Point. In Cisco UCM-SME Rel. 8.5 and later,
the Media Termination Point (MTP) checkbox under the SIP Trunk configuration page no longer needs to be checked to implement
early offer function.

Capabilities

e Voice calls including supplementary services can be successfully established between endpoints controlled by the Microsoft Lync 2010
and endpoints controlled by the Cisco UCM.

e Voice calls including supplementary services can be successfully established between endpoints controlled by the Microsoft Lync 2010
and the PSTN, using Cisco UBE as a session border controller.

e |0OS MTPs and transcoders registered to the Cisco UCM-SME can be employed to offer G729 as originating codec option.

e  Cisco UCM now supports the use of the Audio Codec Preference and it uses them to select codec or prioritize codec’s in the list. System
now allows configuring customized Codec Preference List changing the order of codec’s of any existing lists (Lossy and Low-L0ss) as
needed. System also allows the Admin to control if the received preference order of codec for SIP device can be honored by configuring
“Accept Audio Codec Preferences in Received Offer” in SIP Profile or Service Parameter.

e  Cisco UCM supports URI dialing but with certain new model of IP Phones and other endpoints only.
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Limitations
These are the known limitations, caveats, or integration issues.

Microsoft Lync does not support sending or receiving calling and connected name in certain scenarios (like call forward and call-
transfer). Cisco UCM sends its calling name and number to Microsoft Lync Mediation Server, but the Lync only displays the calling
number and no name is displayed.

e  Microsoft Lync 2010 does not provide music on hold (MoH) capability by default except on Microsoft Attendant Console. MoH needs
to be enabled using CLI through the Lync Management Shell.

e  Microsoft Lync 2010 displays presence information in the Enterprise Voice client only for other Enterprise voice users configured in
the Active Directory and Enterprise voice enabled.

e  For Microsoft Lync 2010, the Enterprise Voice client cannot be configured for Call Forward Busy. As an option the Enterprise Voice
client allows the user to receive a notification of an incoming call during an active call and “redirect” the incoming call to a
destination of the user’s choice.

e  Calling and connected number updates during call-forward and call-transfer scenarios are not fully supported due to SIP UPDATE
messages not being interoperable between the systems. For e.g. when a Lync user transfers a PBX call to another PBX user, the local
PBX phone will still show connected to the first Lync user.

e  Cisco SIP Phones do not send out Comfort Noise payload 13 in the m line of the SDP to indicate support for Comfort Noise as per
RFC 3389 and as a result Microsoft doesn't send out SID frames when call is muted on Microsoft side.

e  Microsoft Lync 2010 sends its SIP URI @domain in the INVITE, while setting up a conference call, as a result the caller ID will not
be displayed properly on the far end.

o  When the Enterprise Voice client, initiates a conference call, the conference call does not end when the initiator hangs up, but only
after all parties hang up. Additionally for the Enterprise Voice users on the conference call, the session is not dropped and they can
rejoin the conference, unless they close the window pop-up for the call, referred to as the toast.

e  The Media Bypass capability introduced in Microsoft Lync 2010 requires all media through a SIP trunk integration to originate on a
single IP address. For this Microsoft requirement in a Lync to Cisco UCM inter-working, media termination point is required on the
SIP trunk for Media Bypass to work.

. Media Bypass is a mandatory requirement if customers want to collocate the Mediation Server role with the Front-End server role.
Important: According to the Microsoft Lync Planning Tool collocation should only be used if the IP-PBX and/or the voice gateways
support Media Bypass and Enterprise voice is not considered mission critical to the organization.

1
Define Mew Front End Pool

Select collocated server roles

The &V Conferencing Service and Madiation Server can be collocated on a Front End poal. Collocation requires
fewer computers, but in larger deployments a standalone A/V Conferancing pocl and/or Madiation Server pool can
provide better voice quality and graater scalability. For a Standard Editicn Front End Server, the AV Conferencing
sarvice is always collocated.

Select which server roles and servicss you would liks to collocate on this Front End poal.

-

We recommend collocation if you plan to home fewer than 10,000 users on this pool and Af\ conferencing is
not mission-critical.

[ Collocate Mediation Ssrver
You can collocate the Mediation Server on the Front End Server if your PSTN media gateway or your IP-PBX
supports media bypass and if Enterpriss Voice is not mission-critical for your organization.

¢  Media Bypass works as long as an MTP is required on the SIP trunk. The need for an MTP is due to the following:

1. Lync supports Media Bypass with early offer, but does not support re-invite without SDP
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2. Lync doesn’t support Media Bypass with delayed offer
3. Because of #1, hold/resume, transfer, forward, etc won’t work without an MTP.

RFC 3261 sections 13.2.1 and 14.1 make a strong case that Lync’s behavior (#1 above) isn’t compliant with MUST aspects
of the SIP standard. Including the MTP enables standards-compliant interoperability in light of the Lync implementation.

Microsoft Lync 2010 only supports TCP transport to carry SIP messages. If UDP is required CUBE can be used to perform the
conversion.

Microsoft Lync 2010 only supports G711 ulaw or alaw on the outside interface. If G729 is required CUBE or transcoder registered to
SME can perform the transcoding function.

Microsoft Lync 2010 does not support G711 Fax Passthrough, so the Fax is not tested on Lync.
Fax T.38 to Service provider is not tested. Service Provider used for this test does not support Fax T.38 switchover.

On Lync Mediation Server, RTCP is set to disabled, as RTCP is an end point specific configuration and not all Cisco phones support
RTCP. Phones like 7970, 7962, and 9971 have this support and this can be enabled under Phone Configuration — Product Specific
Configuration Layout.

Features Supported

Basic calls

Digits Translation

Intra-site call conferencing

Call Transfer-Attended and Unattended (See Limitations section for details)
Hold and resume

Call forward — Unconditional, Busy and No reply (See Limitations section for details.)
Simultaneous calls

Inbound/Outbound Basic calls (G711 u-law and a-law) (RFC 3261)

Call Forward (RFC 3261)

Conference calls

DTMF (RFC 2833)

Options Testing

Reliable 1XX Provisional Response or PRACK (RFC 3262)

Early Media (RFC 3261)

Call hold and resume using Offer/Answer Model (RFC 3264)

ISDN Mapping

URI Dialing

Features Not Supported and Not Tested

T.38 FAX Relay was not tested. - The Service provider used for this test does not support T.38 FAX.

G.711 fax pass-through was not tested as Microsoft Lync does not support it.

Blind call transfers

© 2012 Cisco Systems, Inc. All rights reserved.
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e  Comfort noise is not supported

e  Decline a call (CUCM phones divert calls to voicemail, instead of declining the call)

System Components
Hardware Requirements

The following hardware is required:
e  Cisco MCS 7835 Unified Communications Manager
e  Cisco MCS 7835 Session Manager Edition
e  Cisco 3825 voice gateway
e  Cisco ASRI1K router
e One Cisco Unified IP phone 7961 configured as SCCP phone
e One Cisco Unified IP phone 7971 configured as SCCP phone
e  One Cisco Unified IP phone 9971 configured as SIP phone (Supports URI Dialing)
e  Two DELL notebooks running LYNC clients
e  One DELL notebook running LYNC 2010 Attendant Console

Software Requirements
The following software is required:
e  Cisco Unified Communications Manager Release 9.0
e  Cisco UCM-Session Manager Edition Release 9.0
e Microsoft Lync Server 2010 Standard Edition, Windows Server 2008 R2 SP1 x64 Enterprise Edition OS
e  Windows Active Directory/DNS/Cert Server, Windows Server 2008 R2 SP1 x64 Enterprise Edition OS
e  Backend Database: Windows SQL Server 2008 Enterprise Edition, Windows Server 2008 R2 SP1 x64 Enterprise Edition OS
e Microsoft Lync 2010 (build 4.0.7577.4)
e  Cisco ASR1K router Release 3.4.2.S

IMPORTANT:

Microsoft Lync Server, Mediation Server and Lync Communicator all need to run through the Microsoft Update website to have the latest
updates installed for this integration to work correctly.

© 2012 Cisco Systems, Inc. All rights reserved.
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System Configuration

This section contains configuration menus and commands and describes configuration sequences and tasks.

Configuring the Microsoft LYNC 2010 Server Standard Edition

The look and feel between Lync and the previous versions are different (refer to the captured screenshots) and tools like Lync planning tool,
Topology builder, Lync Server Control Panel, Lync Management Shell are added. The main differences were seen during the deployment of the
Lync environment itself and how its own components connected to each other. Those differences include, the use of 64-bit servers for each
component (refer to Software Requirements section), the need for an interface module (automatically downloaded during installation) on the
Front End Servers to enable communication with SQL 2008 (refer to the Microsoft deployment and installation guides for more information,
links included below), and finally the configuration of the certificate authority server (refer to the Microsoft deployment and installation guides
for more information, links included below).

For Cisco documentation guides including release notes, data sheet, compatibility matrix, deployment, installation guides etc, go to:

http://www.cisco.com/en/US/prod/collateral/voicesw/ps6788/vcallcon/ps556/ps12515/data_sheet ¢78-710875.html

http://www.cisco.com/en/US/docs/voice ip_comm/cucm/docquide/9 0 1/CUCM BK CEDBAAG6F 00 cucm-documentation-guide-90.html

http://www.cisco.com/en/US/docs/voice_ip_comm/cucm/compat/ccmcompmatrl.pdf

http://www.cisco.com/en/US/docs/voice ip_comm/cucm/rel_notes/9 0 1/CUCM BK RF912712 00 cucm-release-notes-90.html

For Microsoft deployment and installation guides, go to:
http://technet.microsoft.com/en-us/library/gg293124.aspx
http://technet.microsoft.com/en-us/library/qg398616.aspx
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Configuration Steps:

1. Domain Name System Configuration
2. Front End Server/Pool Configuration
3. Mediation Server Configuration

4. User Configuration

5. Microsoft Lync 2010 Configuration

Please refer to the Microsoft Lync Standard Edition Server deployment guide for setup details. Only interoperability related configurations are
included in this document.

Domain Name System Configuration

Start > Administrative Tools > DNS

Forward Lookup Zone

[ s Manager R R
File Action \‘iew Help
e *7@IX=BEE 60
f D_NS Mame: | Type I Data  ~ I Timestamp
B F LYNC2010AD-RTM " _msdcs
[= || Forward Lookup Zones 1 _sites
[ -] _msdcs.lync2010rtm.com | :tcp
[ |2 lync2010rtm.com 7 _udp
Ef £ _rv?sdcs _ DomainDnsZones
B _ts;)es _| ForestDnsZones
® ~ _u i = MedServer34
ke i ﬂL\‘NCZUlDCLIENTZ Host (&) 172,20.109.170 7127{2011 4:00:00
& | DomainDnsZones -
[ (] ForestDnsZones ﬂCUP-DUCATI Host (&) 172.20.109.251 static
5 5] Medservera4 £l em-TeLuGy Host (4) 172.20.109.254 static
= _tep ﬂUCCLIENTlZ Host (&) 172.20.109.54 7{22{2011 3:00:00
B [ Reverse Lookup Zones HLab-rc-3 Host (&) 172.20.109.56 7/25(2011 3:00:00
1 109.20.172.in-addr.arpa ﬂ(same as parent folder) Host (&) 172.20.117.120 §/19/2011 8:00:00
- 117.20.172.in-addr.arpa a ync2010ad-rtm Host (&) 0 0 static
~| 85.20.172.in-addr.arpa g OMEDPRTM ) T 0.117.130 00
] Conditional Forwarders g_]MedServerS Host (&) 172,20.117.131 8/16/2011 5:00:00
&1 [§] Global Logs | Medserverd Host () 172.20.117.132 44112011 2:00:00
1] DNS Events C 17.152 3 011 00
Host (4) 172.20.117.203 5/29/2011 7:00:00
LYNC2010CLIENT3 Host (&) 172.20.201.169 8{21/2011 3:00:00
LYNC2010CLIENT4 Host (&) 172.20.201.171 8/16{2011 2:00:00
| lyncpel-PC Host (&) 172.20.8.141 8/17/2011 3:00:00
:— lyncpe2-PC Host (&) 172.20.8.142 8{17/2011 3:00:00
lynepea-pC Host () 172,20.8.143 8/18/2011 11:00:01
;— CUBE Host (&) 172.20.85.101 static
:— CUCM-ExUM10 Host (&) 172.20.85.110 static
Slcucmt Host (A) 172.20.85.110 static
S cucmz Host (A) 172.20.85.110 static
ﬁ (same as parent folder) Start of Authority (SOA) [562], lync2010ad-rtm.lync2010rtm.com., hostmaster.lync...  static
'— ({same as parent folder) MName Server (NS) lync2010ad-rtm,lync2010rtm. com. static
< | =
| [ [
[7start % s = | -~ 2 [§ 1 s 372?‘;2':0';'1 =

Host A records added for Lync Front End server, Active Directory/DNS and Mediation Server.
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Reverse Lookup Zones Configuration

& DNS Manager

[_[=5]x]
File Action View Help
e FmIX=EBEEED
2 ons Name [ Type [Data_~ | Timestamp
[E 5 LYNC2010AD-RTM F] (same as parent folder) Start of Authority (SOA) [33], lync2010ad-rtm.lync2010rtm.com., hostmaster lync2...  static
= || Forward Lookup Zones i |(same as parent folder) MName Server (NS) lync2010ad-rtm.lync2010rts static
[# - _msdcs.lync2010rtm,.com
= - lync2010rtm.com
® (2] _msdcs 3
g 3 _:ltes = lync2010medprtm.lync2010rtm.com. static
&
& — _U;I; :_I172.2C|.117‘131 Painter (PTR) medserver3.lync2010rtm.com, static
@ [ DomainDnsZones ﬂ172.20.117.132 Painter (PTR) medserverd.lync2010rtm.com. static
& | ForestDnsZones
# || MedServer34
= Reverse Lookup Zones
= 109.20.172.in-addr . arpa
| 117.20.172.in-addr.arpa
[+ .| 85.20.172.in-addr.arpa
P Conditional Forwarders
(=l 4] Global Logs
{4] DNS Events
< | |

1 |

[
I,.'Startl ?,& E —~ @ A s 37;32?2|;T1 =

PTR Records added for the Lync server and Active Directory.
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SRV Records Configuration

é‘ DNS Manager

File Action View Help

HEIE

es2EIXEHE 80

[ | Forward Lookup Zones
_msdcs.lync2010rtm,com
= ync2010rtm.com

[ (2] msdes

[ stes

G

| DomainDnsZones

_ ForestDnsZones
[ | MedServer34

[ | Reverse Lookup Zones
= 109.20.172.invaddr arpa
=) 117.20.172,invaddr arpa
- 85.20.172.in-addr.arpa

| Conditional Forwarders

& ({1] Global Logs

@ DNS Events

=

il

Service Location (SRY,
Service Location (SRY,

Service Location (SRY,

) [0{100](3268] lync2010ad-ttm.lync2010rtm.com. 8/19/2011 8:00:00
) [0)(100](389] lync2010ad-rtm.lync201 Ortm,com, 8/19/2011 8:00:00

Service Location (SRY) [0)[100][464] lync2010ad-rtm.lync201Orten,com, 8/19/2011 8:00:00
)

[0)[100](88] lync2010ad-rtm.lync2010rtm,com, /19/2011 8:00:00

i“"J 35 B j’z

B
\ [

o o RPN
A5 szt =

SRV Record added for SIP domain service offered by the Lync pool (for Automatic Client Sign-in).

Important notices, privacy statements, and trademarks of Cisco Systems, Inc. can be found on cisco.com
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s DNS Manager
File Action View Help

e 2mX0 = @ml§00

<

2 DN | Type [ Data =~ | Timestamp
=] a LYNC2010AD-RTM Service Location (SRY) [0][0][S061] lync2010Fe1-rtm.lync2010rtm.com. static
= | FQTWBVd Lookup Zones Service Location (SRY) [0][0][5068] lync2010fe1-rtm.lync2010rtm.com. static
(=] _msdes.lync2010rtm.com Service Location (SRY) [0][100][3268] lync2010ad-rtm.lync2010rtm.com. /19/2011 8:00:00
B & ync2010rtm. com Service Lacation (SRY) [0][100][389] lync2010ad-rtm.lync2010rtm. com. 8/19/2011 8:00:00
msdcs Service Location (SRY) [0][100][464] lync2010ad-rtm.lync2010rtm.com. 8/19/2011 8:00:00
| sites Service | acatinn (SRAN I 100][88] lync2010ad-rtm. lync2010rtm.com. 8/19/2011 8:00:00
*_‘ tep _sip Properties Bm
| _udp
_ | DomainDnsZones Service Location [SRY] I Seculity]
__| ForestDnsZones
| MedServer34 Domain: IlyncZDWrtmmm
[= || Reverse Lookup Zones
(2 109.20.172.in-addr.arpa i e |
117.20.172.in-addr.arpa
] 85.20.172.in-addr.arpa Protocal: [ten |
| Conditional Forwarders
& () Global Logs Friority: 0
DNS Events s h
Port number: 5068
Host offering this service:
lync2010fe1-rtm.lync201 Ortn. com.
0K I Cancel Apply Help

ol B B 5 7 M[E

[ [
= 4:34 PM
A [ W s 8j22/2011
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& DNS Manager I ES |
File Action ‘iew Help
e 7w XEBc=|Bmld @6
£, DNS | Type | Data_= | Timestamp
= F LYNC2010AD-RTM

[ ] Forward Lookup Zones | (same as parent folder) Host (&) 172.20.117.130 static

= | _msdcs.lync2010rtm. com ] (same as parent Folder) Host (A) 172,20.117.131 static
lync2010rtm. com
_msdcs

_sites.

DomainDnsZones
ForestDnsZones
e 4

[=l | Reverse Lookup Zones
- | 109.20.172.in-addr.arpa
117.20.172.in-addr.arpa
- 85.20.172.in-addr.arpa
| Conditional Forwarders
& (2] Global Logs
DNS Events

<

| 2
I |
ﬂl = > N illg

A [@@ T 4:51 PM =

8f22{2011
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Lync Server 2010 Site Topology Overview

"7:'(: Lync Server 2010, Topology Builder M=l I
File Action Miew Help
ol Al ]|
| Actions
e i —
! ! Mew »
5l LYNlCZ[Jl[lJII:El—RTM lync2010rtm.com T LyncRTM
[ Enterprise Edition Front End pools Edit Properties
[ Director paols Description: LyncRTM
3 AV Conferencing pools Ciky: San Jose Topalogy ’
[ 5QL stores _ .
StatefProvince: CA '
[ File stores el nee e g
=1 B3 Mediatinn nanle Country/Region Code: USA K Delete
LYMNC20 10FE 1-RTM. lync 20 10rtm. com
Help

S, MedServer34,lync2010rtm. com
S, MedServer4.lync2010rtm. com
= [ PSTM gateways
+ CUCM-ExUM10.lync2010rtm. com
172,20,201.254
172,20,85.110
CIUCM1.lync20 10rtm. com
CUCM2.lync2010rtm. com
172,20,85.101
172,20.8.41
T 172.20.201.169
| 172.20.109.254 |
[ Monitoring Servers
3 Archiving Servers
[l Edge poaols
[ Trusted application servers
[ Branch sites

FFEHEEEEE

Call Admission Control Setting

Call Admission Control: LYMNC2010FEL-RTM.lync2010rtm.com

Site federation route assignment

Federation: Disabled

© 2012 Cisco Systems, Inc. All rights reserved.

Important notices, privacy statements, and trademarks of Cisco Systems, Inc. can be found on cisco.com

Page 14 of 152



atfean]e
CISCO.

v 172.20.8.41
0,201,169
cw 172,20.109,254
[ Monitoring Servers
[ Archiving Servers
[ Edge pools
[ Trusted application servers
.3 Branch sites

Monitoring Server:
Edge pool (for media):

Not assodated

Not assodated

Mote: To view the federation route, use the site property page.

Resiliency
Associated backup Not configured
Registrar pool:
Failover and Failback: Disabled

Web services

L U U ST

Lync Server 2010, Topology Builder H=]
File Action View Help
G| 25
L@ Lync Server 2010 = | Actions
B LyncR eral LYNC2010FE1-RTM lync2010rt.. 4
[=1 [ Standard Edition Front End Servers “
|j LYMC2010FE1-RTM. lync2010rtm.com Edit Properties...
. DN: LYNC2010FEL-RTM.lync2010rtm.
L3 Enterprise Edition Front End pools i iy com Tonal »
|_1 Director pools 1P addresses: Use all configured opalogy
.3 AV Conferencing pools Wiew 4
[ SGL stores Features and functionality % e
y Delete
[ File stores Instant messaging and Enabled =
= [ Mediation pools presence: Help
. LYNC2010FE1-RTM. lync2010rtm.com Conferencing: Enabled
S, MedServer 34.lync2010rtm. com .
S, MedServer4.lync2010rtm.com PSTN conferencing: Enabled
= [ PSTN gateways Enterprise Voice: Enabled
» CUCM-ExUM10.lync2010rtm. com
172,20.201.254 Associations
172.20.85.110 SQL store: LYNC2010FE1-RTM.lync2010rtm.comirtc
CUCM1.lync2010rtm.com
CUCM2.lync20 10rtm, com File store: V\LYNC2010FEL-RTM.lync2010rtm.com\share |
172,20.85.101 Archiving Server: Not assodated

© 2012 Cisco Systems, Inc. All rights reserved.
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§ Lync Server 2010, Topology Builder

Fle Acton View Help

=] ES|

€9 | zmHE

Lé Lync Server 2010
Bl 6] LyncRTM
[ A Standard Edition Front End Servers

[l Enterprise Edition Front End pools
L1 Director poals
3 A/V Conferending pools
[ SQL stores
[ File stores

|j LYNC2010FE 1-RTM.lync2010rtm. com

Mediation pools
7. LYNC2010FE 1-RTM.lync20 10rtm. com |

1, MedServer34.lync2010rtm. com
G, MedServer4.lync2010rtm.com
[= [ PSTN gateways
;'3 CUCM-ExUM10.lync20 10rtm. com
% 172.20.201.254
& 172.20.85.110
&, CUCMLlync2010rtm. com
% CUCM2.lync2010rtm. com
172,20.85.101
172.20.8.41
172.20.201. 169
1 Monitoring Servers
[ Archiving Servers
[ Edge pools
3 Trusted application servers
3 Branch sites

HFHEFEEF

Internal web services
Ports:

External web services

HTTP: HTTPS:
Listening: 80 443

FQDN LYNC2010FE1-RTM.lync2010rtm.com
Ports: HTTP: HTTPS:
Listening: 8080 4443
Conferencing

Instant Messaging Enabled

Conferencing service:

Web Conferencing service:  Enabled

Application Sharing Enabled

sernvice:

AV Conferencing service: Enabled

Mediation Server

Collocated Mediation Enabled

Server:

TLS listening port: 5067

TCP li ing port: 5068

P5TN Gateways: Default Gateway Site
CUCM-ExUM10.lync2010rtm.com LyncRTM
172.20.201.254 LyncRTM
172.20.85.110 LyncRTM
172.20.85.101 LyncRTM
172.20.8.41 LyncRTM
172.20.201.169 LyncRTM

,‘ 172.20.109.254 LyncRTM

=1 [Actions
Edit Properties...
Topology »
View »
K Delete
Help

SME must be added in Topology Builder as a PSTN gateway. PSTN gateway is the generic term to refer to IP-PBX and other gateway devices.

The topology must be published to Central Management store. After the PSTN gateway (that is, SME) is added to the topology, it appears in the

Lync Server Control Panel. The first thing to do is to add a trunk to the IP-PBX (that is, SME)

© 2012 Cisco Systems, Inc. All rights reserved.
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Lync Front End server configuration with FQDN and PSTN Gateway associated with the Mediation Pool

[= [ Mediation pools
E[I L YMC20 10FE1-RTM. Iy

2010rtm. com

|

FEEEEEE®LE

PSTM gateways
CUCM-ExUM10.lync2010rtm.com
172,20,201. 254
172,20.85.110
CUCM1.lync20 10r tm. com
CUCMZ.lync20 10r tm, com
172.20.85.101
172.20.8.41
172.20,201. 169
172.20,109.254

[ Monitoring Servers

3 Archiving Servers

_1 Edge pools

[ Trusted application servers
[ Branch sites

172.20.85.110
172.20.85.101
172.20.8.11
172,20.201.169
172.20.109.254

T& Lync Server 2010, Topology B M= E3|
Eile Action \iew Help
e A RN 7|
[é Lync Server 2010 I Actions
: Mediation Server PSTM gateway
B L Lynm " | LYNC2010FE1-RTM.lync2010rt... -
[= [3 Standard Edition Front End Servers
|j LYMNC2010FE1-RTM.lync20 10rtm. com TLS listening port: 5067 Edit Properties...
_1 Enterprise Edition Front End pools TCP listening port: 5068 Topology »
[l Director pools T ;
[ AV Conferencing pools aleways: Default Gateway View »
[ SQL stores CUCM-ExUM10.lync2010rtm. com
[ File stores 172.20.201.254 Help
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| 5o, LYNC2010FE1-RTM.lync20 10rtm. com |

= [ PSTN gateways

T 172.20.8.41

HEFHEBKBEE

[ Archiving Servers
L3 Edge poals

L3 Branch sites

Listening port of the

S, MedServer34.lync2010rtm.com
Ep. MedServer4.lync2010rtm.com

;'\ CUCM-ExUM10.lync2010rtm. com
B 172.20.201.254

P 172.20.85.110

B CUCML.lync2010rtm. com

% CUCM2.lync2010rtm. com

% 172.20.85.101

[ Monitoring Servers

3 Trusted application servers

Mediation Server

LYNC2010FE1-RTM.lync2010rtm.com (LyncRTM)

SME is left to default 5060.

© 2012 Cisco Systems, Inc. All rights reserved.
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File Acton WView Help
ks At 0]
Lé Lync Server 2010 | Actions
= (] LyncRM FOLEE 172.20.109.254 -
= [ Standard Edition Front End Servers
LYMC20 10FE 1-RTM.lync20 10rtm, Edit Properties...
d ynesn . com Gateway FQDN or IP 172.20.109.254 P
niterprise Editon Front End pools e Topology »
[ Director pools o
3 AV Conferencing pools EETnEE <020 View 4
[ SQL stores SIP Transport Protocol: TCP x Delete
) ele
[ File _5t°_"35 Alternate media IP Not configured
[=] [ Mediation pools address: Help
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Active Directory User Configuration
Create users from Front End Server by accessing the Active Directory Users and Computers window

Active ctory Users and Computers

File Action Yiew Help

e 2zl 48 XE s

|HE| 3 aEvah

| Active Directory Users and Comput | Mame | Type = | Description |
| Saved Queries *, Administrator User Built-in account for admin. .
B 3 lyncaotortm.com 2, Clientn1 RTM User
| Buitin 2, client03 RTM User
| Computers 2, client0s RTM User
= Domtaln Contr.ol\er.s X a_. Guest User Built-in account For guest ..,
= o LyncO4 RTM User
- Delegate Contral... cel Pool2 User
Find... cc2 Pool2 User
3 Pl Iser
Camputer User
All Tasks 3 Conkact User
View > roup User
- InetOrgPerson User
Refresh mslmaging-P5Ps Security Group ... Members of this group ca...
Export List... MSMQ Queue Alias Security Group ... Members of this group ca...
E— Printer Security Group ... Members of this group ca...
[ — N Security Group ... Members of this group ha...
Help Shared Falder Security Group ... Members of this group ca...
SﬂCSServerAdministratDr Security Group ... Members of this group ca...
S'LCSUserAdministrator Security Group ... Members of this group ca...
S'?JCSViewOnIyAdministrator Security Group ... Members of this group ca...
SI?JCSVUiceAdministrator Security Group ... Members of this group ca...
E&Enterprise Admins Security Group ... Designated administrators, ..
S&Enterprise Read-only Darn... Security Group ... Members of this group are. ..
S&RTCComponentUniversaIS. .. Security Group ... Members can be used as ...
ﬁiRTCHSUniversaISarwces Security Group ... Members can be used as ...
5'\1RTCPronyniversaISerwces Security Group ... Members can be used as ...
ﬁRTCSBAUnNersaISerwces Security Group ... Members have read acces...
S'LRTCUniversaIConFigRep\ic... Security Group ... Members can participate i...
S'?JRTCUniversaIGIobaIReadO... Security Group ... Members have read acces...
SI?JRTCUniversaIGIobaIWriteG... Security Group ... Members have write acce. .,
ﬁRTCUniversalReadOnlyAd... Security Group ... Members can only read R...
5‘&RTCLIniversalSBATechnicians Security Group ... Members have read acces. ..
5‘&RTCUniversaIServerAdmins Security Group ... Members can manage all a...
SZRTCUniversaIServerRead. .. Security Group ...  Members have read acces...
ﬁRTCUniversalUsemdmins Security Group ... Members can manage RT...
iﬂRTCUnlversalUserReadOn. .. Security Group ... Members have read acces. ..
S'LSchema Admins Security Group ... Designated administrators, ..
S'?JDnsUpdateProxy Security Group ... DNS clients who are permi...
Sl\lDomain Admins Security Group ... Designated administrators, ..
Sl\?JDomain Camputers Security Group ... All workstations and serve. ..
Slanmain Cantrollers Security Group ... Al domain contrallers in th...
SI&Domain Guests Security Group ... Al domain quests
Slf?JDomain Users Security Group ... Al domain users
Sl\_tGrUup Policy Creator Own...  Security Group ... Members in this group can...
S'FJRead-onIy Domain Conkral,..  Security Group ... Members of this group are...
S'L.Qllowed RODC Password .., Security Group ... Members in this group can...
S'FJCert Publishers Security Group ... Members of this group are...
SI?JDenied RODC Password R, Security Group ... Members in this group can...
o 1 cal as - - - “ . ——_—— e e -
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Active Directory Users and Computers
Eile Acton View Help

ISI=1 E3

I EE =R

: Active Directory Users and Computers [LYNC2C
| Saved Queries
Bl 5 lync2010rtm.com

| Builtin

| Computers

.| Domain Controllers

~| ForeignSecurityPrincipals

~| Managed Service Accounts

| Users

< | ol

LY ynco4rTm
a_, Recl Pool2

a_, Rec2 Pool2

a_, Recc3 Pooll

a_, Userl Pooll

a_, User2 Pool1

52, cSadministrator

82, CarchivingAdministrator

QCSHEIpDesk
82, csLocationAdministrator

.9_3;CSResponseGroupAdministrabJr

82, csserverAdministrator
QCSUserAdminish’ab:r

82, CsviewOnlyAdministrator

52, CSVoiceAdministrator
iiEnterprise Admins

B2, RTCHSURiversalServices

3.3;RTCF‘ronyni\rersalServices
SERTCSBAUniversaIServices
3.3;RTCUni\tersaIConﬁgRepIicab:r
35RTCUniversalGIobalReadOnIyGroup Security Group ...
2, RTCUniversalGlobalWriteGroup
35RTCUniversalReadOnIyAdmins
2, RTCUniversalSBATechnidans
3_{RTCUniversaISewerAdmins
3_3;RTCUni\tersaISer\rerReadOnIyGroup Security Group ...
SiRTCUniversaIUserAdmins
3_3;RTCUni\tersalUserReadOnl\,rGroup Security Group ...

#2 2rhema Admine

User

User
User
User
User

Security Group ...
Security Group ...
Security Group ...
Security Group ...
Security Group ...
Security Group ...
Security Group ...
Security Group ...
Security Group ...
Security Group ...
SEEnterprise Read-only Domain Con... Security Group ...
3.3;RTCComponentl.lni\rersalSer\tices Security Group ...
Security Group ...
Security Group ...
Security Group ...
Security Group ...

Security Group ...
Security Group ...
Security Group ...
Security Group ...

Security Group ...

Saririty Graon

T 2R
Mame Type = | Description =
?ﬁdministrab:r User Built-in account for admini...
2 Cliento1RTM User
2 Cliento3 RTM User
2 Clientos RTM User
?; Guest User Builtn account for guest ...

Members of this group ca...

Members of this group ca...
Members of this group ca...
Members of this group ha. ..
Members of this group ca...
Members of this group ca...
Members of this group ca...
Members of this group ca...
Members of this group ca...

Designated administrators. ..
Members of this group are...

Members can be used as ...
Members can be used as ...
Members can be used as ...

Members have read acces. ..

Members can participate i...

Members have read acces. ..

Members have write acce. ..
Members can only read R...

Members have read acces. ..
Members can manage all a...
Members have read acces. ..

Members can manage RT...

Members have read acces. ..

Necinnated adminictratare

Important notices, privacy statements, and trademarks of Cisco Systems, Inc. can be found on cisco.com
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- Active Directory Users and Computers
File  Action \View Help

=13

MY EIEERE EEE EEY R

: Active Directory Users and Computers [LYNC2C | Name | Type - I Description | -
|| 5aved Queries § Administrator User Built-in account for admin...
= 53 lync2010rtm. com 2, cliento1RTM User
(] Buitin 2, Clientn3 RTM User
5 Computers L Clientos RTM Liser
=] Domain Controllers E‘ Guest Lync04 RTM Properties [ 2] =]
|| ForeignSecurityPrindpals E) LyncPC1 i
[ "] Managed Service Accounts 3) Lync PC2 Dial-n I Environment I Sessions | Remote control
|| Users 11_) Lync02 RTM Remote Desktop Services Profile I Personal Vitual Desktop I COM+ |
& Lync04 RTM General | Address  Account | Profile I Telephones I COrganization I Member Of
3—) Reel Pool2 User logon name:
2 Rec2 Poolz
E) Rec3 Pooli I@IyncZDM‘tm.com ﬂ
3_; Userl Pooll User logon name (pre-Windows 2000):
L, User2 Poal1 |LYNC2010RTMY JLymc04
2, csadministrator
%Csmﬁivingﬁ.dminish’amr Logon Hours... | Log On To... |
2, CSHelpDesk
2, C5LocationAdministrator
9@,CSRespcnseGroupAdministrator I™ Unlock account
2, CsServerAdministrator
2, CsUser Administrator Accourt options:
%CSWe-anlyéc.lminish'atcr [~ User must change password at next logon ﬂ
52, CSVoiceAdministrator ¥ User cannot change password
:E‘Enterprise Admins )
) i [V Password never expires
%Enterpnse Read-only Domain Ct s ol i il .
%RTCComponenﬂJniversaIServioe L S EErErL ll
2, RTCHSUniversalservices — Account expires
%RTCPronynwersalSerwces & Never -
2 RTCSBAUniversalServices .
%RTCUI"INEI’SBEOFIﬁgREp"GtOI’ End of: Sunday |, November 25, 2012 j
3&RTCUni\tersalGIobaIReaanlyGn
52, RTCUniversalGlobalwriteGroup
..‘E,RTCUniversaIReadOnlyndmins
#,RTCUniversalSBATechnicians oK | Cancel S
%RTCUHiversalServerAdmins

%RTCUHi\tersalUserAdmins

%2 arhema Admine

%RTCUni\-'ersaIServerReadOnlyGroup Security Group ...

9&RTCUniversaIUserReadOnIyGrcup

Members have read acces. ..
Members can manage RT...
Members have read acces...
Mecinnaterd adminictratnre

Security Group ...
Security Group ...

Sarrity Groon
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Computers on the Active Directory running LYNC clients

Active Directory Users and Computers
File Acton WView Help
e |7Flo0Bc HRE A a5 Ta%
| Active Directory Users and Computers [LYNC2C | Name Type ~ Description |
| Saved Queries 1A LAB-PC-3 Computer
E 54 lync2010rtm.com L YNC2010CLIENT 1 Computer
| Builtin i LYNC2010CLIENT2 Computer
| Computers A | YNC20 10CLIENT3 Computer
5 Domain Controllers i LYNC2010CLIENTS Computer
| ForagnSecurlt.yPrlnapals T YNC20T0FE1RTH Computer
| L‘Ianaged Service Accounts {85 LYNC20 10MEDPRTM Computer
RIS 1l LYNCPC1-PC Computer
1Al YNCPC2-PC Computer
1 LYNCPC3PC Computer
1A MEDSERVER 3 Computer
1A MEDSERVER 4 Computer
1Al C-CLIENT2 Computer
1A UCCLIENT 12 Computer
1] | |
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Lync Server 2010 Configuration

Lync Server configuration can be done in a couple of ways—through the Microsoft Lync Server Control Panel or through Lync Server
Management Shell. For the purposes of configuring a direct SIP connection with CUCM, we will illustrate the configuration by using the Lync
Server Control Panel and Topology Builder.

User Configuration from Control Panel

Start > All Programs > Microsoft Lync Server 2010 > Lync Server Control Panel

To add users got to Home > Enable users for Lync Server and then go to Users > Add and then do a find as shown below.

!F,, Microsoft Lync Server 2010 Control Panel =l

Micrasoft® ydm Sign out
- LyncServer2o10
f;“ Home I
32 Users
(*) Search  (_) LDAP search
¥4 Topology
name or clicking Add filter x =4 H + Add filter ¥
& IM and Presence
) ) . Search Its: 12
&S Voice Routing saren resy
) _ Fienable users v 7 Edit ¥  Action ¥ (7]
%, Voice Features
Display name 2 Enabled SIP address Registrar pool Telephony
2 R Gri
o) HE s e Clientd1 RTM v sipClient01@lync2010rtm.com  LYNC2O10FEL-RTM.lync2010rtm.com  Enterprise Voice
Conferencing Clientd3 RTM v sipClient03@lync2010rtm.com  LYNC2O10FEL-RTM.lync2010rtm.com  Enterprise Voice
[E Clients Client0s RTM v sip:Client05@Iync2010rim.com  LYNCZ010FEL-RTM.ync2010rtm.com  Enterprise Voice
T External User Lync PC1 J siplyncPCL@lync2010rtm.com  LYNC2Z010FEL-RTM.lync2010rtm.com  Enterprise Voice
=,
Access
Lync PC2 J sipilynePC2@lync2010rtm.com  LYNC2010FEL-RTM.lync2010rtm.com  Enterprise Voice
Monitoring :
= . 23 Lyned2 RTM J sipilyncd2 @lync2010rtm.com LYMC2010FEL-RTM. lync2010rtm.com  Enterprise Vaice
and Archiving
% Securit Lyncd4 RTM J sip:ilyncl4@|lync2010rtm.com LYNC2010FEL-RTM.lync2010rtm.com  Enterprise Voice
= curity
Net K Recl Pool2 J sip:RoclP2@lync2010rtm.com LYMNC2010FEL-RTM.lync2010rtm.com  Remote call control
e etwor
= (o nfiguration Rec2 Poal2 J sipRcc2P2@Iync2010rtm.com  LYNC2010FEL-RTM.lync2010rtm.com  Remote call control
Recs Pooll J siptRec3pl@hymc2010rtm.com LYMC2010FEL-RTM. ync2010rtm.com  Remote call control
Userl Pooll J sip:lserlPl@iync2010rtm.com  LYMC2Z010FEL-RTM.ync2010rtm.com  Remaote call control
User2 Pooll J sipilser2Pl@lync2010rtrmcom  LYMC2010FEL-RTM.lync2010rtm.com  Remate call control
4| | 3
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ES Microsoft Lync Server 2010 Control Panel H=

Microsoft: Adminis Sign out
- LyncServer2010 P
& Home I _
R Users
24 Topology Edit Lync Server User - LyncO4 RTM
& IM and Presence kel commit | X cancer @
- . . Display name: E
%S Voice Routing
4 RTM
%, Voice Features
|+| Enabled for Lync Server
73, Response Groups SIP address:*
Conferencing sip:lyncd4 @ | lync2010rtm.com v
@ Clients Registrar pool:
-~ LYNC2ZD10FEL-R i
s, External User
= Access Telephony:
L Enterprise Voice v s
= Monitoring l
—  and Archiving Line URL:
% Security tel+14152221014 ? }
Dial plai licy:
o Metwork e /j
*  Configuration <Automatic> v || View. “
Voice policy: ’
<Automatics hd WieW...

Conferencing policy:

<Automatics v WieW...

Client version policy:

Tl

w
Y

L\ D

<Automatic> A Wiew...

PIN policy:

-
-

<Automaticx hd Wiew...

ANV B

TN

S

External access policy:

<Automatic= v View..

RRRERNNA

Archiving policy:

A

<Automatic= v View..

N

LAY

Location policy:

-
LN

LUAD

<Automaticx hd View..

Client policy:

-
LN

<Automatic> v L

PIN policy:
a Metwork poley:
= £ i <Automatics v View..
Configuration

1ALV
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In Lync Server, best practice is to use a dial plan that is based on the E.164 standard. This allows easier routing and troubleshooting as well as a
scalable model for growth. It is best practices to represent numbers in an E.164 format (External DIDs as well as internal extensions).

Voice Routing Configuration

ES Microsoft Lync Server 2010 Control Panel =] &

Microsoft* Administrator | Sign out

- LyncServer2010
Dial Plan Voice Policy Route PSTN Usage Trunk Configuration Test Vioice Routing
25\ Home
;& Users reate voice routing test case information
4 Topology
1 IM and Presence ad
42 Vaice Routing > -
— 9 New ¥  Edit ¥ Action ¥ Commit ¥ (7]
%, Voice Features Name 4 Scope State Normalization rules Description
B Response Groups €)cloba Global  Committed 1 used to dial to Aparna CUCM
. . 2 i
Conferencing 22 SME_172_20_109_254 DP User Committed 1 SWE_172_20_109_254 DP
. ?ﬁSME_DiaIP an User Committed 2 Use to Dial to SME

[F Clients

_ ?ﬁ. UserDialPlan User Committed & Dial Plan for CUCM-ExUM10
-, [External User
= Access

Maonitoring I

and Archiving
4 Security

@ \Ie'.'\-u.'ork .
Configuration

MO

AN

NN

\ /\
LU INVEMY

ANV R

Click on the dial plan “SME 172 20 109 254 DP” in the above figure.
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ES Microsoft Lync Server 2010 Control Panel M=l E
Microsoft: Administrator | Sign out
- LyncServer2o1o
Dial Plan Voice Policy Route P5TN Usage Trunk Configuration Test Voice Routing
£ Home
;} sars Create voice routing test case information
5 U
Id Topology
) IM and Presence Edit Dial Plan - SME_172_20_109_254_DF
@ Voice Routing of ok | X cancel @
-
&, Voice Features Scope: User |
Name:*
73, Response Groups SME_172_20_109_254 DP
Conferencing Simple name=*
Clients SME_172_20_109_254_DP
=, [External User Description:
=
Access SME_172_20_105 254 DP
= Monitoring l Dial-in conferencing region:
— and Archiving 7
Security
% ¥ External access prefix: /
= 7
@ \Ie.w,.ork . ? ’
Configuration [ X
Associated Normalization Rules &
& New E3copy “—select... ,/ Show details... Remove ?é
Mormalization rule State Pattern to match Translation pattern j%
7
SME_172_20 109 254 NR Committed  APd{TRs 140841 :ﬁa
?I
| -
=
=4
ra

NLUAR

ANV R

Lync Server normalizes all outbound calls as E.164. This allows uniform routing that scales globally across the Lync Server deployment. Phone
numbers are normalized to E.164 by normalization rules in this case the rule “SME_172 20 109 254 NR”. Normalization rules are added in
the Dial Plan tab.

Click on the Normalization Rule “SME 172 20 109 254 NR” in the above figure.
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H[=] E3

E& Microsoft Lync Server 2010 Control Panel

Microsoft* Administrator | Sign out
Lync Server2o10

=5 Home

;)3 Users reate voice routing test case information

¥4 Topology

) IM and Presence Edit Mormalization Rule - SME_172_20_109_254_NR

92 Voice Routing o OK | X Cancel @

n Mame:* 1

% Voice Features

3 —
73 Response Groups

Conferencing
@Y Clients
E External User
=
= Access
Maonitoring l

and Archiving
84 Ssecurity

Network
Configuration

lSME_LTZ_Z-&_lDQ_Z 54_NR
Description:
SME_172_20_109_254_MR

Build a Normalization Rule

Fill in the fields that you want to use, or create the rule manually by
clicking Edit.

Starting digits:

Length:
Exactly v ||7 &

Digits to remowve:
.:’ =
Digits to add:

+1408

Pattern to match:*

Translation rule:*

+140831

Edit ?

|| Internal extension 7
Dialed number to test:

Go
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ES Microsoft Lync Server 2010 Control Panel M=l E
Microsofts Administrator | Sign out
Lync Server2010 P

& Im . I Usage frunkConadrfion Testoice fouting _
i Home
B Users Create voice routing test case information ¥
4 Topology
& IM and Presence Edit Voice Policy - SME_172_20_109_254 VP
02 Voice Routing o oK | X Cancel (7]
N
%, Voice Features Scope: User b
MName:*
33 Response Groups SME_172_20_109_254 VP
Conferencing Description:
@ Clients SME_172_20_109_254_ VP
— External User w Calling Features
e Access
T || Enable call forwarding |+| Enable team call
Manitoring l [+] Enable delegation [/] Enable PSTN reroute
and Archiving [+/] Enable call transfer [_| Enable bandwidth policy override
% Security |_| Enable call park |__| Enable malicious call tracing /
Metwaork |+| Enable simultaneous ringing of phones 4
@ q
Configuration Associated PSTN Usages ?
o Mew “—Select. ://é
2
PSTN usage record Associated routes 2//
4
. SME_172 20 109 254 PSTN  SME_172_20 109 254 CR *\+1408 f/,f
7
=
-

WA
!
w
-

N

ANV

PSTN usage is associated on the VVoice Policy. Calling features are selected in Voice policy tab. New user policy is created to dial to the SME.
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EE Microsoft Lync Server 2010 Control Panel M=l
Microsoft* Administrator | Sign out
- LyncServer2010
i Im e S frcentatEen TGS RO _
o | nome
;} Users Create voice routing test case information
&% Use
d Topology
& IM and Presence Edit Voice Route - SME_172_20_109_254 CR
&  Voice Routing VoK | X Cancel L2
) ) Mame:* -
%, Voice Features
SME_172_20_109 254 CR
73 Response Groups
Description:
Conferencing SME_172_20_109_254 CR
@ Clients Build a Pattern to Match
_ External User Add the starting digits that you want this route to handle, or create
E- . the expression manually by dicking Edit.
Access
o Starting digits for numbers that you want to allow:
Manitoring I - —
and Archiving Type a valid number and then click Add Add
% Security +1408 Exceptions /
Remove
/)

W Network 1
Configuration

S

N\

AN\

Match this pattern:*

+
I|
~
D
AN

N

1 /ANCVINVY

|_| Suppress caller 1D

Alternate caller ID:
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B8 Microsoft Lync Server 2010 Control Panel (1ol
Microscit Administrator | Sign out
~ Lync Server2o10 R
;';.: IUsers reate voice routing test case information
¥4 Topology
& M and Presence Edit Voice Route - SME_172_20_109_2534_CR
%2 Voice Routing Jox | X cancel (7]

. Suppress caller 1D
L, Voice Features L Supp
Alternate caller 1D:

72 Response Groups

Conferencing

Associated gateways:
@ Clients PstnGateway:172.20.109.254 Add..
s, External User femove
= Access
Monitoring :
and Archiving
Associated PSTN Usages
= Security T
4 / 7= Select...
ﬂ._‘lr \Je_'l"“.lﬂrk ) P5THN usage record Associated woice policies i
Configuration i
SME_172_20_109_254 PSTN 22, SME_172_20_109_254. VP
1
/
o
H
i
Translated number to test: H
L]
Go :
| ]
- (]
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Route to SME s associated with the PSTN gateway(SME in our case) here.

After the trunk is configured, routes can be configured to route CUCM extensions to the trunk to SME. If PSTN connectivity is configured
through SME, calls to PSTN from Lync 2010 can be routed to SME through the trunk.

%’3 Microsoft Lync Server 2010 Control Panel =]
Microsoft: Administrator | Sign out
~ LyncServer2010 R
2 Im I Beaae . festoiceRodting _
i Home
2 Users Create voice routing test case information ¥
3} Use
24 Topology
& M and Presence Edit Trunk Configuration - PstnGateway:172.20.109.254
12 Voice Routing o ok | X cancel (7]
%, Voice Features Scope: Pool
Mame:
72 Response Groups PstnGatew
Conferencing Maximum early dialogs supported:
& Clients 20 &=
= External User Encryption support level:
= Access Optional v
Monitoring I |_| Enable media bypass
and Archiving

|+| Centralized media processing

4 Security [ | Enable refer support }
& \Ie'.'vj,.'ork . Associated Translation Rules P(i
Configuration % new B3 P 9‘!
Translation rule State Pattern to match Translation pattern //‘é

to SME Commitied  ADd{7}E +140851 gg

Z

WAV
W

L ANCVUNVINN
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Lync 2010 Server Management Shell Commands

Lync 2010 Server draining mode
Stop-CsWindowsService -Graceful rtcmedsrv

Lync2010 - enable music on hold:
set-csclientpolicy -EnableClientMusicOnHold $TRUE

Some Lync2010 useful commands
Get-CsTrunkConfiguration
Set-CsTrunkConfiguration
Get-CsMediaConfiguration
Set-CsMediaConfiguration
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Microsoft Lync 2010 Enterprise Voice Client Configuration

Navigation: Choose Tools - Options and enter the sign-in information.

V[E Microsoft Lync - - E@lﬂ

|

& v

Microsoft* I

Lync 2010

Sign-in address:
{ lyncpd @lync2010rtm.com

Signinas: # Available ~

Signin

=a.Office
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T— E
Lync - Options ‘ S — — ﬂ

General My account
Sign-in address: lyncpc1@lync2010rtm. com

Audic Devi
udio Levice Automatically start Lync when I log on to Windows

Video Device
Show Lyncin foreground when it starts
Personal information manager
Microsoft Exchange or Microsoft Outlook
Update my presence based on my calendar information
Show meeting subject and location to contacts in my Workgroup privacy relationship |

Display my Out of Office information to contacts in my Friends and Family, Workgroup, and
Colleagues privacy relationships

Save instant message conversations in my email Conversation History folder
Save call logs in my email Conversation History folder

Save my Lync contacts in my personal contacts folder on the Exchange server

Location

Share my location information with other programs I use

Display photo
Show photos of contacts
Clear this to turn off photos everywhere in Lync.

Activity Feed
Show all my updates in Activity Feed

To show only your current personal and out-of-office notes, dear this chedk box.

ok || cancel || hep

Click Advanced button to select the Advanced Connection Settings.
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P —
Lync - Options

Advanced Connection Settngs.

Sedact tha method you want 1o use to corfigure your Connection settings.
Advanced.
© Automatic configuration
) Manual corfigurstion
tsnaf secyver nine ¢ 201000 1 am hne2010tm com
201 0fe 1 ém hync2010tm com
Tce & LS
Lok ] [Cmod | [ e | troup privacy relstonsho
- T7] Deglay my Out of Office nformation to contacts n my Friends and Famiy, Workgroup, and
Coleagues privacy relationships
[V Save instant message Inmy emal C " Mistory folder

[V Save call logs in my emal Corversation History folder
Save my Lync contacts in my personal contacts folder on the Exchange server

Lecation
1l Share my location Information with other programs § use
Display photo
[¥] Show photes of contacts
Clear this to tum off photos everywhere inLync.
Actiity Feed
[¥] Show all my updates in Actvity Feed
To show only your current personal and cut-of-office notes, dear this chedk box.

oc ] [ema ][

If there are DNS entries for this Microsoft Lync, automatic configuration can be used if not select manual configuration.
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After signing add contacts

- ™
| L] Microsoft Lync i E‘éu

| yncpc1 & -

Busy -
Set Your Location -
L

| ® P
¢
Find a contact or dial a number p
Groups Status Relationship 8: -

4 Frequent Contacts

+1 (408) 425-6800

+1 (408) 525-6800

+1(650) 700-1001

Matt Damon

CISCO SYSTEMS

Leonardo Dicapric

EEEEEE

Lync PC2- Cffline & days

han
Vo

4 All Contacts (0/0)

To add contacts, drag from another group or add from search,

Cg- % - Call forwarding is off
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Personal Options and Audio Settings

- B
Lync - Options ‘ M

General My account
Sign-n address:  lynepe1@lync2010rtm. com
Stati
2 u.s Automatically start Lync when I log on to Windows
My Picture
Phones Show Lync in foreground when it starts
Allerts Personal information manager
Ringtones and Sounds
Audio Device [Microsof"t Exchange or Microsoft Outlook -
Video Device Update my presence based on my calendar information I
Call Forwarding ) . ) : ; S
Show meeting subject and location to contacts in my Workgroup privacy relationship
File Savin
g Display my Out of Office information to contacts in my Friends and Family, Workgroup, and
Colleagues privacy relationships
Save instant message conversations in my email Conversation History folder
Save call logs in my email Conversation History folder
Save my Lync contacts in my personal contacts folder on the Exchange server
Location
are my location information with other programs I use
=] 5h, location information with oth I
Display photo
Show photos of contacts
Clear this to turn off photos everywhere in Lync.
Activity Feed
Show all my updates in Activity Feed
To show only your current personal and out-of-office notes, dear this check box.
[ [o]4 ] [ Cancel ] [ Help
Lync - Options - - 1

General Audio device
Personal Select the device you want to use for audio calls: Learn More

PC Mic and Speakers
Your computer's default setup

Audio Device

Video Device

Customize your device

[]:HD) Speaker [Speakers (High Definition Audio Device) v]
° D

ﬁ Microphone [Micmphune (High Definition Audio Device) v]
0 —

]

é Ringer Speakers (High Definition Audio Device)

T

Secondary ringer
Also ring:

Unmute when my phone rings

[ oK ][ Cancel ][ Help
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LYNC Dialpad

=
|£| Microsoft Lync - - @Elg

‘What's happening today?

Lync PC1 & - I
Busy -
Set Your Location -
'Ff*‘ e B ‘
§e)
| 1 2 ABC 3 DEF |
4 GHI 5 JKL 6 MNo I
7 PORS 8 Tuv g Wxvz
* ot #
REDIAL CALL

HIPIN | RY Check

g~ @ - Callforwarding is off
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Call Forwarding Configurations

r ] R
Lync - Options ‘ @
S ——
General Call forwarding
Personal % @ Turn off call forwarding Learn Maore
Status Calls will ring you at work and not be forwarded.
My Picture %’ ) Forward my calls to: CISCO SYSTEMS
Phones -
Alerts Calls will be forwarded immediately and not ring your work number.
Ringtones and Sounds %" ) Simultaneously ring: CISCO SYSTEMS
Audio Device Calls will ring you at work and alsa ring another phone or person.

Video Device
Call Forwarding
File Saving

Your current call forwarding settings:
Calls will ring you at work +1 {408) 933-3473.

Unanswered calls will go to: Lync PC2in 30 seconds

These settings will apply: All ot the time

Edit my team-call group members
Edit my delegate members

QK ][ Cancel ][ Help

All call forward settings are selected in this tab. You can turn on/off the call forwarding settings and also select for phones to simultaneously
ring.
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Cisco Unified Communications Manager- Session Manager Edition Configurations

UC deployments using Unified CM Session Manager Edition are a variation on the Multi-site Distributed Call Processing deployment model
and are typically used where large numbers of UC end systems need to be interconnected via a single UC system - i.e. The Unified CM Session
Manager. A deployment using Cisco Unified CM Session Manager Edition is essentially a Unified CM cluster with trunk interfaces only
(although IP endpoints are also allowed if required). It allows aggregation of multiple Unified Communications systems, referred to as leaf
systems. UC SME is deployed to create and manager centralized dialplan, provide centralized PSTN access, aggregate PBX trunks, interconnect
and interoperate across different protocols, load balance inbound and outbound calls.

Note: Cisco Session Manager Edition is set to manage dialplan as a best practice. The Cisco Unified Border Element — Enterprise edition passes
all the digits over to the Session Manager Edition and the Session Manager routes the calls to the leaf nodes i.e., Cisco Unified Communications
Manager and Microsoft LYNC 2010 Server.

Cisco Unified Communications Manager-SME Software release

aliil,  Cisco Unified CM Administration

cisco For Cisco Unified Communications Solutions

umentation Abou

System » Call Routing ~ Media Resources ~  Advanced Features ~ Device = A ion +  User M t +  Bulk Admi ation + Help =

Cisco Unified CM Administration

System version: 9.0.1.10000-37

Last Successful Logon: Thursday, October 18, 2012 12:46:23 PM PDT

Copyright @ 1999 - 2011 Cisco Systems, Inc.
All rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing impert, export, transfer and use. Delivery of Cisco cryptographic products does not imply third-part
import, export, distribute or use encryption. Importers, exporters, distributors and users are responsible for compliance with U.5. and local country laws. By using this product you agree to comply with applicat
regulaticns. If you are unable to comply with U.5. and lecal laws, return this product immediately.

A summary of U.S. laws governing Cisco cryptegraphic products may be found at our Export Compliance Product Repert web site.

For information about Cisco Unified Communications Manager please visit our Unified Communications System Documentation web site.

For Cisco Technical Support please visit our Technical Support web site.
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Cisco Unified Communications Manager-SME Region Configuration

WEWTRERLTY Cisco Unified CM Administrs

alialn  Cisco Unified CM Administration

cisco 5 ifi Frsit :
For Cisco Unified Communications Solutions About|

Search Documentation

CCMAdministrator

Advanced Featurezs = Device = Application =  User Management ~  Bulk Administration =+ Help «

System + CallRouting +  Media Resources
Region Configuration TR TN I 'O Back To Find/List

E Save x Delete %’ Reset ‘Z Appty Config E:]i Add New

Region Information
* -
’7"‘5”75 Region_SME_G711 |

— Region Relati hip
Region Audio Codec Preference List Maximum Audio Bit Rate Maximum Session Bit Rate for Video Calls
| Region SME G711 Custom Codec List G711 64 kbps (G.722, G.711) 384
Region_SME_G72% Customn Codec List G711 64 kbps (G.722, G.711) 384
MOTE: Regions not displayed Uze System Default Use System Default Use System Default

— Modify Relationship to other Regi
Maximum Session Bit Rate for Video ¢

Regions Audio Codec Preference List Maximum Audio Bit Rate
ATT_ASR Keep Current Setting v Keep Current Setting v @ Keep Current Setting
E:;?oullt_SME_G?l 1 O Use System Default
O None

Region_SME_G72%
O Jubps

= [Delete] [Reset] [ Apply Config ] [ Add New

@ *_ indicates required item.

Region configurations are used to determine the codecs used by the endpoint within the region and across the region.
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Cisco Unified Communications Manager-SME Device Pool Configuration

alialn  Cisco Unified CM Administration EEECTal Cisco Unified CM Administr:

cisco i ifi icati i
For Cisco Unified Communications Solutions ccMAdministrator

Search Documentation About

System -+ CallRouting + Media Resourcez ~ Advanced Features = Device = A w User + Bulk ation = Help =

Find and List Device Pools
E|‘} Add New @ Select All @ Clear All % Delete Selected

— Status

@ 4 records found

|DevicePooI (1-40ofd) |

Rows per Pag
| |
Find Device Pool where | Device Poal Name | begins with vI |n [ Clear Filter ] E]
'l Name * Cisco Unified CM Group Region Date/Time Group
- ATT ASR Default ATT ASR CMLocal I}
r Default Default Default CMLecal 1)
r G711-DP Default Region SME G711 CHLocal (i)
- G729-DP Default Region SME G729 CMLocal M

[ Add New ][ Select all ][ Clear All ][ Delete Selected ]
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Cisco Unified Communications Manager-SME Device Pool Configuration-G711-DP

[EWLENGLE Cisco Unified CM Administrz

alimhe  Cisco Unified CM Administration

cisco 5 s icati i
For Cisco Unified Communications Solutions CCMAdministrator

Search Documentation Abaut|

System + CallRouting + Media Resources +  Advanced Features + Device +  Application +  User Management +  Bulk Administration + Help =

Device Pool Configuration
LB Save x Delete Copy %’ Reset Z Apply Config E:F Add New

— Status

@ Status: Ready

"— Device Pool Information

Back To Find/List

Device Pool:  G711-DP (4 members**)

- Device Pool Settings

Device Pool Name™ G711-DP
Cisco Unified Communications Manager Group® | pefault b
Calling Search Space for Auto-registration |< Mone = Vl
Adjunct CSS |< Mone = "l
Reverted Call Focus Priority | Default “’l
Local Route Group |< Mone = "l
Intercompany Media Services Enrolled Group |< MNone = vl
— Roaming Sensitive Settings
Cate/Time Group® CMLocal b
Region™® Region_SME_G711 h
Media Resource Group List ‘ Internal-MR.GL Vl
Location ‘q None = "l
Network Locale [ Nene = |
SRST Reference® ‘Disable vl
Connection Monitor Duration®** ‘ |
Single Button Barge® ‘ Default Lv_.l
Join Across Lines® ‘ Default Vl
Fhysical Location ‘ < MNone = Vl
Device Mobility Group ‘ = Mone = "l
— Device Mobility Related Information****
Device Mobility Calling Search Space ‘ < Naone = Vl
AAR Calling Search Space ‘ < None = "l
AAR Group ‘ < None = "l
Calling Party Transformation CS5 ‘ = Nane = "l
Called Party Transformation CS5 ‘ = None = "l
— Geolocation Configuration
Geolocation ‘< None = Vl
Geclocaticn Filter ‘ = None = Vl

— Call Routing Information

— Incoming Calling Party Settings

If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DevicePool/Service Parameter). Otherwise, the value configured is used as the prefix unle
field iz empty in which case there is no prefix assigned.

[ Clear Prefix Settings ][ Default Prefix Settings ]
Number Type Prefix Strip Digits Calling Search Space
Natienal Number l:l |< Mone = v‘
Internaticnal Number l:l |< Mone = v‘
Unknown Number l:l |< Mone = v‘
Subscriber Number l:l | < Mone = v‘

© 2012 Cisco Systems, Inc. All rights reserved.
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— Incoming Called Party Settings
If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DeviceFool/Service Farameter). Otherwise, the value configured is used as the prefix unle
field i= empty in which case there is no prefix assigned.

Clear Prefix Settings ][ Default Prefix Settings ]
Number Type Prefix Strip Digits Calling Search Space

National Number Default = None = “w
Internaticnal Number Default = None = “w
Unknown Number Default = None = “w
Subscriber Number Default = MNone = “w

— Phone Settings
Inbound Call Settings

’7Callmg Farty Transformation €55 | = ygpe = v

Connected Party Settings

’7Ccnnected Farty Transformation CS5 | = none = w
Redirecting Party Settings

(Redirecting Farty Transformation C55 | = pgne = v

[ Delete ]

[Reset] [ 2pply Config ] [ Add New ]

@ *_ indicates required item.

**Number of devices that have to be reset when this device pool is updated. To see a detailed list of these devices and other dependencies, click on Dependency Records.

**¥| eave the field blank or enter -1 to use the configuration from the enterprize parameater.

®ee

*¥¥X¥Thece five parameters will overwrite device level settings when device is roaming and in the same device mobility group.

Region is associated with a device pool which is assigned to the endpoint or a trunk.
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Cisco Unified Communications Manager — SME — Device Pool Configuration-G729

WEWTRENLNY Cisco Unified CM Administra

Cisco Unified CM Administration

For Cisco Unified Communications Solutions

cisco

CCMAdministrator Search Documentation About

System « Call Routing ~ Media Resources Advanced Features = Device ~  Application +  User Management Bulk Administration + Help =

Device Pool Configuration LEARTEN NN T Back To Find/List

lB Save x Delete Copy % Reset Z Apply Config E:F Add New

— Status
@ Status: Ready
— Device Pool Information
[ Device Pool: G729-DP (4 members™*)
— Device Pool Settings
Device Pool Name® G729-0F
Cizco Unified Communications Manager Group™® [ pefaule v
Calling Search Space for Auto-registration |< Mone = Vl
Adjunct €53 [ < None = v
Reverted Call Focus Priority | Default Vl
Local Route Group |< MNone = Vl
Intercompany Media Services Enrolled Group | = Mone = v|
— Roaming Sensitive Settings
Date/Time Group™ CMLocal b
Region® Region_SME_G725 h
Media Resource Group List < None = b
Location Hub_None b
Network Locale [« nene = |
SRST Reference® | Disable ko ‘
Connection Monitor Duration*** | ‘
Single Button Barge* | Default V‘
Join Acrose Lines™ | Default b ‘
Physical Location [= nene = v
Device Mobility Group | < None = V‘

— Device Mobility Related Information™****
Device Mobility Calling Search Space | = None = v|
ALR Calling Search Space |< Mone = Vl
AAR Group |< Mone = "l
Calling Party Transformation €55 |< Mone = "l
Called Party Transformation C5S |< None = Vl
— Geolocation Configuration
Geolocation [< more = v
Geolocation F\Iterl = None = "‘

— call Routing Information

— Incoming Calling Party Settings

If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DevicePool/Service Parameter). Otherwise, the value configured is used as the prefix unles
field i= empty in which case there is no prefix assigned.

[ Clear Prefix Settings ][ Default Prefix Settings ]

Number Type Prefix Strip Digits Calling Search Space
National Nurmnber l:l |< None = v‘
International Number l:l | = None = v‘
Unknown Number l:l | < None = v‘
Subscriber Number l:l | < None = v‘
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— Incoming Called Party Settings
If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DevicePool/Service Parameter). Otherwise, the value configured is used as the prefix unle:
field is empty in which case there iz no prefix assigned.
[ Clear Prefix Settings ][ Default Prefix Settings
Number Type Prafix Strip Digits Calling Search Space
National Number Default = None = w
International Number Default = Mone = I
Unknewn Number Default < None = hd
Subscriber Number Default < Mone = v
— Phone Settings
Inbound Call Settings
’7Ca|\ing Farty Transformation C35 | = ygne = w
Connected Party Settings
(Ccnnected Farty Transformation CS5 | - ygne = -
Redirecting Party Settings
(Redirecting Farty Transformation CS5 | & Nope = w

[ Delete ]

[Reset] [ Apply Config ] [ Add New ]

@ *_ indicates required item.
**Number of devices that have to be reset when this device pool is updated. To see a detailed list of these devices and other dependencies, click cn Dependency Records.

*¥%¥ eave the field blank or enter -1 to use the configuraticn from the enterprise parameter.

©ee

*¥¥EXTheze five parameters will overwrite device level settings when device is roaming and in the same device mobility group.
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Cisco Unified Communications Manager-SME Media Termination Point Configuration

alimln  Cisco Unified CM Administration ! Cisco Unified CM Administr.

€IS€O  rur cisco Unified Communications Solutions

CCMAdministrator ch Docul

System ~ CallRouting = MediaResowces = AdvancedFestures ~ Device v  Applcation User Management ~  Bulk Administration = Help =

nation Points

OB AddNew @ Select All @ Clear Al g Delete Selected %' Reset Selected &7 Apply Config to Selected

Status
’7 2 records found

| Media Termination Point (I - 2 of 2) | Rows per Pag
Find Media Termination Paint where | Name ~ | begins with |+ [ Clear Filer ]
] Name = Description Device Pool Status 1P Address Co
i MTE 2 MTP_CUCM-SME-Telugu G711-DP Registered with CM-Telugu 172.20.109.254 Mot Allowed
r s mtp00233335daz0 mtp Default Unknown Unknown (i}
[rinid
[(Add new ][ Select All |[ Clear all [ Delete Selected | [ Reset Selected  |[ Apply Config to Selected ]

Cisco Unified CM Administration Nav Cisco Unified CM Administrat
For Cisco Un

alali
cisco

ed Communications Selutions

CCMAdministrator

System - Call Routing »  Mledia Resources »  Advanced Festures »  Device »  Application «  User Managemert »  Bulk Administration «  Help +

Media Terminal Back To Find/List

B Save %' Reset 7 Apply Config

— Status

@ Status: Ready

— Media Termination Point Information

Registration Registerad with Cisco Unified Cammunications Manager CM-Telugu
1P Address 172.20.109.254

1PV Address 0000:0000:0000:0000:0000:0000:0000:0000

Media Termination Point Type® Cisco Media Termination Point Softwars

Host Server® CM-Telugu

Media Termination Paint Name* [urp o |

Description [MTP_cUCM-SME-Telugu J

Device Pool® [Gri1-oe v

[#] Trusted Relay Point

Apply Config

@ *- indicates required item.
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Cisco Unified Communications Manager-SME Transcoder Configuration

(EWTRERLOY Cisco Unified CM Administra

alimlin  Cisco Unified CM Administration

cisco i ifi icati i
For Cisco Unified Communications Solutions CCMAdministrator

Search Documentation About|

System « CallRouting ~ Media Resources +  Advanced Featurezs = Device v A ion +  User M t +  Bulk Administration ~ Help

Find and List Transcoders

lﬁ‘} Add New @ Select All @ Clzar &1l % Delete Selected %’ Reset Selected z Apply Config to Selected

— Status
@ 1 records found
Transcoder (1-1o0f1) Rows per Page
Find Transcoder where | Name vI begins with vl | [ Clear Filter ] - E]
= Description Device Pool Status 1P Address
I Name pt | ad
m E’I mtp0123456789ab | XCODE-ExtGW Default Registered with CM-Telugu 172.20.109.201

[ Add New ][ Select All ][ Clear All ][ Delete Selected ][ Reset Selected ][ Apply Config to Selected

alln Cisco Unified CM Administration (EWEEGY Cisco Unified CM Administra

€IS€0  kyr Cisco Unified Communications Solutions

CCMAdministrator Search Documentation About

System « CallRouting =+ Media Rezources -  Advanced Featurez = Device » A& w User + Bulk ation =  Help =

Transcoder Con

tion Related Lin
H Save x Delete Copy %l Resst l Apply Config Ell}i Add New

— Transcoder Information
Transcoder: mtp0123456789ab (XCODE-ExtGW)
Registration Registered with Cisco Unified Communications Manager CM-Telugu
1P Address 172.20.109.201
1Pv6 Address  0000:0000:0000:0000:0000:0000:0000:0000

Back To Find/List

— I0S Transcoder Info

Transcoder Type™® Cizco 105 Enhanced Media Termination Point
Description [xcope-Exew |
: *
Device Name [mtpo123456783ab |
; *
Device Pool | Default v| View Details
Commen Device Cenfiguration | < None > vl View Details

Special Load Information | |Leava blank to use default

[ Trusted Relsy Point

= [Delete] [Reset] [ Apply Config ] [ Add New ]

@ *_ indicates required item.
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Cisco Unified Communications Manager-SME Media Resource Groups configuration

alialn Cisco Unified CM Administration IEWTEUl Cisco Unified CM Administre
cisco 5 e - | . .
For Cisco N G — CCMAdministrator arch Documentation About
System -+ CallRouting + Media Resourcez ~ Advanced Features = Device = A w User + Bulk ation = Help =

Find and List Media Resource Groups
oR Addtiew | FFH selctar T cearan % Deletz Selected

— Status
@ 7 records found
Media Resource Group (1 - 7 of 7) Rows per Pag
Find Media Resource Group where | Mame vI begins with vI Clear Filter ] . E]
o Description Multi-cast c
Name
r Cenf MRG false I}
- Ext MRS false 1)
'l LYNC-MRG false 1)
| MRG [0S GW CFB MRG for IOS GW CFB false I
r SIP TRUNK MRG false 1)
|l SME-MRG false I}
r SoftwaresMTP SW and HW MTP false I

[ Add New ][ Select All ][ Clear All ][ Delete Selected ]

il Cisco Unified CM Administration (EPRerta Cizco Unified CM Administr

cisco i ifi icati i
For Cisco Unified Communications Solutions CCMAdministrator

Search Documentation Abao

System » CallRoutng + Media Resources + Advanced Features + Device »+  Applicaton +  User Management =+  Bulk Administration + Help «

Media Resource Group Configuration Related Links:

Back To Find/List

B Save x Delete Copy Iflli Add New

Status
’7 Status: Ready

’7 Madia Resource Group Status
M

ledia Resource: Group: LYNC-MRG (used by 1 devices)

[ Media Resource Group Information

Name* [Lync-mra |

Description | ‘

— Devices for this Group
Available Media Resources™™* [(ayn_2

A
CFE_2 3
MOH_2 3
cfb001122334455
cfb00233335daz20 A

VA

Selected Media Resources™ MTP_2 (MTF)

[use Multi-cast for MOH Audic (If at least one multi-cast MOH resource is available)

= [DE|EtE] [ Add New ]

© 2012 Cisco Systems, Inc. All rights reserved.
Important notices, privacy statements, and trademarks of Cisco Systems, Inc. can be found on cisco.com
Page 49 of 152



atfean]e
CISCO.

Cisco Unified CM Administration

For Cisco Unified Communications Solutions

NI
cisco

[EWGERGGN Cisco Unified CM Administrz

About}

Search Documentation

CCMAdministrator

System » CallRouting + Media Resources ~  Advanced Features = Device +

Media Resource Group Configuration

B Save x Delete Copy E:}i Add New

Application

User Management +  Bulk Administration + Help «

PR CH RS Back To Find/List

Status
’7 Status: Ready

Media Resource Group Status
FMed\a Resource Group: SIP_TRUNK_MRG (used by 0 devices)

— Media Resource Group Information

*
[s1P_TRUNK_MRG |

Name

Descmptionl |

— Devices for this Group

Available Media Resources** CFE_2
MTE_2
cfb001122334455
mtp0123456789ab

vA

Selected Media Resources™® ANN_2 (ANN)
MOH_2 (MOH)
cfb00233335da20 (CFE)

mtp00233335daz0 (MTF)

[T use Multi-cast for MOH Audia (If at least one multi-cast MOH resource is available)

[ Add New ]

[DElEtE ] -

@ *_ indicates required item.

@ **Includes Annunciators (ANN), Conference Bridges (CFE), Media Termination Points (MTP), Music On Hold Servers (MOH) and Transcoders (XCODE)
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alimin  Cisco Unified CM Administration
cisco

WEWTRETRLY Cisco Unified CM Administra

For Cisco Unified Communications Solutions

CCMAdministrator Search Documentation About
System « CallRouting + Media Resources =  Advanced Features =  Device » &

- Uszer w Bulk i ation = Help =

Media Resource Group Configural

B Save x Delete . Copy Ifl]i Add New

— Status

@ Status: Ready

— Media Resource Group Status
Media Resource Group: SME-MRG (used by 3 devices)

Related Lin Back To Find/List

— Media Resource Group Information
*
Name [sME-MagG |

Description ‘ |

— Devices for this Group
Available Media Resources*¥* CFE_2

cfb001122334455
cfb00233335da20

v

Selected Media Resources® ANN_Z (2NN

MOH_2 (MCOH)

MTP_2 (MTE)
mtp00233335da20 (MTP)
mtp0123436789akb (XCODE)

[ Use Multi-cast for MOH Audio (IF at least one multi-cast MOH resource is available)

- (o) (o) (oa)

[ Add New ]

@ *_ indicates required item.

@ **Includes Annunciators (2NN), Conference Bridges (CFB), Media Terminaticn Peints (MTP), Music On Hold Servers (MOH) and Transcoders (XCODE)
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Cisco Unified Communications Manager-SME Media Resource Group Lists configuration

Cisco Unified CM Administration

For Cisco Unified Communications Solutions

N
CISCo

WEWTENGLY Cisco Unified CM Administrz

CCMAdministrator Search Documentation About]

System w CallRouting v Media Resources +  Advanced Features = Device v A

-

User Bulk ation «

-

Help «

Find and List Media Resource Group Lists

HI} Add New @ Select Al @ Clear &Il % Delete Selected

— Status

@ 7 records found

Media Resource Group List (1 - 7 of 7)

Rows per Pag:

Find Media Resource Group List where Mame | begins with

r

Conf MRGL
Ext MRGL

Internal-MRGL

Lync-MRGL

MRGL I0S GW CFB

SIP Trunk MRGL

A Y o i I

SoftwareMGL |

[ Clear Filter ] E

s
Name

28 8F8FF

[ Add New ][ Select All ][ Clear All ][ Delete Selected ]

I Cisco Unified CM Administration
o

[
cisc For Cisco Unified Communications Solutions

(EWHREREOY Cisco Unified CM Administre

CCMAdministrator Search Documentation About|

System -« CallReuting + Media Resources «  Advanced Features » Device = A

-

User + Bulk ation =

Resource Group List Configuration

Help +

Back To Find/List

B Save x Delete Copy E:]i Add New

Status

Status: Ready

L

Media Resource Group List Status
FMEd\a Resource Group List: Internal-MRGL (used by 3 devices)

Media Resource Group List Information i
*
Name” [1nternal-MRGL | |

— Media Resource Groups for this List

Available Media Resource Groups | Conf_MRG
Ext_MRG
LYNC-MRG
MRG_IOS_GW_CFE
SIP_TRUNK_MRG

vA

=

= |

Selected Media Resource Groups | sME-MRG

¢

[ Delete ]

[ Add New ]

@ *_ indicates required item.
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[VEWGERLGN Cisco Unified CM Administrat

alimly  Cisco Unified CM Administration

Cisco For Cisco Unified Communications Solutions

Search Documentation About

CCMAdministrator

System = Call Routing =  Media Resources -  Adwanced Features -« Device = Application = User + Buk inistration + Help -

Media Resource Group List Configuration R GO R EH Back To Find/List

B Save x Delete Copy EDH Add New

Status
’7 Status: Ready

’7 Media Resource Group List Status
M

ledia Resource Group List: Lync-MRGL {used by 1 devices)

edla Resource Group Lis nrormation I
*
Name™ [Lync-MRGL | |

— Media Resource Groups for this List

Available Media Resource Groups | conf_MRG ~
Ext_MRG |
MRG_I0S_GW_CFE
SIP_TRUNK_MRG =

€

SME-MRG
A

Selected Media Resource Groups | | yNC-MRG

*<

— (Swve) (o) (Gome) (Addven]
@ *_ indicates required item.

aliln  Cisco Unified CM Administration

(EWTREREGY Cisco Unified CM Administra

cisco 5 i i cati 5
Far Cisco Ui e e I CCMAdministrator Search Documentation About|
System » CallRouting ~ Media Resources »  Adwvanced Features « Device v A ion +  User M t + Bulk Administration + Help +
Media Resource Group List Configuration LRI S8 Back To Find/List
Q Save x Delete Copy Ell]i Add New
— Status

@ Status: Ready

— Media Resource Group List Status
Media Resource Group List: SoftwareMGL (used by 7 devices)

Media Resource Group List Information
*
Mame |SDFtwarEMGL ‘

— Media Resource Groups for this List

Available Media Resource Groups | Conf_MRG ~
Ext_MRG |
LYNC-MRG
MRG_IOS_GW_CFE =
-

SIP_TRUNK_MRG
A

Selected Media Resocurce Groups | softwarsMTE

<

= [Delete] [ Add New

@ *_ indicates required item.

LYNC will need a separate MRGL to force MTP based early offer from the SME.
MRGL to be associated with SIP trunks except LYNC trunk
MRGL to be associated with SIP trunk connecting Microsoft LYNC 2010 server
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Cisco Unified Communications Manager-SME Route Patterns

alinh,  Cisco Unified CM Administration

Cisco

For Cisco Unified Communications Solutions

System = Call Routing ~ Media Resources +  Advanced Features + Device »  Application =  User Managemsnt +  Bulk Administration + Help =

WEWRERENY Cisco Unified CM Administral

CCMAdministrator Search Documentation About

Find and List Route Patter
E:} Add New @ Select All @ Clear Al & Delete Selected

— Status

@ 18 records found

Route Patterns (1 - 18 of 18)

Rows per Page

Find Route Patterns where | Pattern vI begins with vI

[ Clear Filter ]

(=]

r Pattern *

Description Partition Foute Filter

Associated Device
SME-SIP-trunk-to-CUCM-172-20-85-110

52/5U0/DS1-D@router

SME-SIP-trunk-to-CUCM-172-20-85-110

1408 X000

SIP-trunk-to-from-SP-viaCUBE

D O.0.9.0.6.9.0.4
1510123500%
XXX

ZLEXX

4014

Cutbound calls to ATT PSTN

Route Pattern to ExUM 2010 Voicemail
Route Pattern to ExUM 2010 Auto Attendant

For SME 9.0 test case 14.3

CUCM TO ASR-1732-20-110-154

OCS SIP trk-172-20-155-50
CUCM-RE-SIP-Trunk-192-168-71-40

CUCM-RE-SIP-Trunk-192-168-71-40

SME SIP TRUNK G711-172-20-109-252

ExUM2010-SIP-trunk-172-20-117-220

ExUM2010-51P-trunk-172-20-117-220

SIEMENS HIPATH SIP TK-172-20-188-13

SIP TRUNK TO OITT-172-20-109-54

SME-SIP-trunk-to-CUCM-172-20-85-110

4+1403333451 %

At 141 SHOGO,

=
-
-
=
=
-
-
-
- 4oid
5000
-
-
-
-
=
-
-
-

SIP-trunk-to-from-SP-viaCUBE

SIP-trunk-to-from-SP-viaCUBE

SME-SIP-trunk-to-CUCM-172-20-85-110

SIP-TK-to-Msft-lYNC-172-20-117-152

[ Add New ][ Select All ][ Clear All ][ Delete Selected ]
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Route Pattern to Service Provider

WEWGLENLEY Cisco Unified CM Administrati

uliilnn Cisco Unified CM Administration

€IS€® o1 Cisco Unified Communications Solutions

Search Documentation About

CCMAdministrator

System »  CallRouting -+ Media Resources =  Advanced Featuregs » Device v A w+ User - Buk ation = Help

Route Pattern Configuration RN NI 'CAl Back To Find/Li

B Save x Delete Copy Iﬂl]; Add New

— Status

@ Status: Ready

r—Pattern Definition

*
| Route Pattern [140m0000000 |
Route Partition |< None = Vl
Description | |

Mumbering Plan -

Route Filter

MLPF Precedence® |Defau|t vl

DADDIV Call Blocking Percentage | |

Resource Priority Namespace MNetwork Domain | = None = Vl
Route Class* | Default Vl
Gatewsy/Route List* [ SIP-trunk-to-From-5P-viaCUBE | (Edit)
Route Option @ Route this pattern

O Block this pattern | Mo Error Vl
Call Classification™® ‘ CffNet b ‘

[ allow Device Override Provide Qutside Dial Tone [ Allow Overlap Sending O Urgent Priority

[ require Forced Autherization Code

Authorization Level® ‘D ‘

[ require Client Matter Code
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WEWRENRLLY Cisco Unified CM Administra

allin  Cisco Unified CM Administration

cisco " s S .
For Cisco L CCMAdministrator Search Documentation About

System w  CallRouting »  Media Resources v Advanced Features v Device v  Application »  User Management v  Buk Administration v  Help w

Route Pattern Configuration R K2 Back To Find/l

B Save x Delete Copy Ifl]i Add New

| LI REqUITE LRIl Mdller uue

— Calling Party Transformations
Ouse Calling Party's External Phone Number Mask
Calling Party Transform Mask ‘4D82?33984 |

Frefix Digits (Outgoing Calls) ‘ |

Calling Line ID Presentation™ ‘Dafault Vl
Calling Name Presentation® ‘Dgfault Vl
Calling Party Number Type™® [ Cico callManager ~|
Calling Party Numbering Plan* ‘ Cisco CallManager Vl

— Connected Party Transformations
Connected Line ID Presentation® | Default v‘

Connected Name Presentation™ | Default "‘

— Called Party Transformations
Discard Digits < Mone >

Called Party Transform Mask | |

Prefix Digits (Cutgoing Calls) | |

Called Party Number Type® | Cisco CallManager @l
-

Called Party Mumbering Plan® | Cisco CallManager

— ISDN Network-Specific Facilities Information EIl t
Network Service Protocel | - Not Selected — v‘

Carrier Identification Code | ‘

Network Service Service Parameter Name Service Parameter Value
|-- Mot Selected -- V||=: lot Ex ||

[ Add New ]

= B [Delete ]

@ *_ indicates required itern.
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Route Pattern to the Microsoft LYNC 2010 server

GEWHELT N Cisco Unified CM Administre

ullin  Cisco Unified CM Administration
cisco

For Cisco Unafred G o CCMAdministrator Search Documentation Abou]

System + CallRoeuting + Media Resourcez ~  Advanced Features = Device » A ~ User + Bulk atien = Help «

Route Pattern Configuration TR R | 'CH Back To Find/

B Save x Delete Copy E:]i Add New

— Status

@ Status: Ready

r—Pattern Definiti 1
%
| Route Pattern \+ L4150 | |

Route Partition < None > "l

Description | |

Mumbering Flan .

Route Filter

MLPP Precedence® |Defau\t vl

[ apply Call Blocking Percentage | |

Resource Priority Namespace Network Domain | = None = Vl
Route Class™® | Cefault vl
Gateway/Route List™ [ 51P-Tk-to-Msft-LYNC-172-20-117-152 [ | (Edit)
Foute Opticn *) Route this pattern :

O Block this pattern | No Error "l
Call Classification® ‘ OffNet Vl

[ allow Device Override Provide Outside Dial Tone []Allow Owerlap Sending O Urgent Priority

[ require Forced Authorization Code

Authorization Level® ‘D |

| Require Client Matter Code
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alinh,  Cisco Unified CM Administration IEEET= Cisco Unified CM Administrati

cisco 5 e PR -
For Cisco Uniiicd o I R CCMAdministrator Search Documentation About
System + CallRouting « Media Resources »  Advanced Featurez =  Device = Appli - User « Bulk iniztration = Help

Route Pattern Configuration Related "4 Back To Find/Li

B Save x Delete . Copy Iﬁ‘} Add New

L1 REYUITE WIS Mdlle! Luus

— Calling Party Transformations
[use calling Party's External Phone Number Mask
Calling Party Transform Mask | |

Prefix Digits (Outgoing Calls) | |

Calling Line 1D Presentation® | Default "l
Calling Name Presentation™® | Default "l
Calling Party Number Type® [ Cisco CallManager |
Calling Party Numbering Flan* | Cisco CallManager vl

— Connected Party Transformations
Connected Line ID Presentation® | Default vl

Connected Name Presentation® |DEfau|t "l

— Called Party Transformations
Discard Digits = Mo

Called Party Transform Mask ‘ |

Prefix Digits {(Outgoing Calls) ‘ |

Called Party Number Type* [ Cisco CallManager |

Called Party Numbering Flan* ‘ Cisco CallManager vl

— ISDN Network-Specific Facilities Information El
Network Service Protocol ‘ - Mot Selected -- v‘

Carrier Identification Code ‘ ‘

Network Service Service Parameter Name Service Parameter Value
-- Mot Selected -- ~|[= Il

[ Delete ] [ Add New ]

@ *_ indicates required item.
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Route Pattern to the Cisco Unified Communications Manager 8.5 (Leaf node)

alln Cisco Unified CM Administration [IEWIERLGE Cisco Unified CM Administrz

cisco 5 ifi icati i
For Cisco Unified Communications Solutions CCMAdministrator

Search Documentation About|

System » Call Routing ~ Media Resources ~  Advanced Features = Device = Application =  Usesr Management +  Bulk Administration + Help +

Route Pattern Configuration PG R S Back To Find/

B Save x Delete Copy E:} Add New

— Status

@ Status: Ready

r—Pattern Definiti

Route Pattern [\+1e0e333e51% | |
Route Partition |< MNong = Vl
Description | |

Numbering Flan N

Route Filter

MLPF Precedence® |DEfau|t vl

[ apply call Blocking Percentage | |

Resource Priority Namespace Network Domain | = Mone = vl
Route Class* !Difﬁ.ult v
|GatewaW’RoutE List* [ SME-SIP-trunk-to-CUCM-172-20-85-110 i | (Edit)
Route Optien & Route this pattern

O Elock this pattern | No Error V‘
Call Classification® [offnet v|

[ allow Device Override [¥] Provide Outside Dial Tene [ allow Overlap Sending [] Urgent Priority

D Require Forced Authorization Code
Authorization Level® |D |

CRrequire Client Matter Code
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WEWTRERENY Cisco Unified CM Administratic

ilinlw  Cisco Unified CM Administration

cisco h . _ )
For Cisco Unified Communications Solutions CCMAdministrator  Search Documentation  About

System =  CallRouting + Media Resources ~  Advanced Features = Device +  Application ~  User Management =  Bulk Administration + Help +

R nfiguration Related Links: EER QRGNS

B Save x Delete . Copy HI]; Add New

| L REqUITe LienL mdller Cuue

ute Pattern

— Calling Party Transformations
[Juse calling Party's External Bhone Number Mask
Calling Party Transform Mask | |

Prefix Digits (Outgoing Calls) | |

Calling Line 1D Presentation™ |Defau\t Vl
Calling Mame Presentation™® | Default Vl
Calling Farty Number Type® [ Cisco CallManager ~|
Calling Party Numbering Plan* | Cisce CallManager V|

— Connected Party Transformations
Connected Line ID Presentation® | Default vl

Connected Name Presentation® |Defau\t vl

— Called Party Transformation
Discard Digits - No

Called Party Transform Mask | |

Prefix Digits (Outgoing Calls) | |

Called Party Number Type* |C\s:o CallManager "l

Called Party Numbering Plan® | Cisco CallManager vl

— ISDN Network-Specific Fac es Information El
Network Service Protocol | - Mot Selected —- vl

Carrier Identification Code | |

Network Service Service Parameter Name Service Parameter Value

-~ ot Selected -- )| [= not

[ Delete ]

@ *_ indicates required item.

[ Add New ]
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International Route Pattern

ulln  Cisco Unified CM Administration
cisco

[NEWHERLGE Cisco Unified CM Administra

For Cisco Unified Communications Solutions

CCMAdministrator Search Documentation About

System v  CallRouting =  Media Resources v  Advanced Features v Device v  Application w  User Management v  Bulk Administration »  Help v

Related Links: EE QRG]

Copy E:]i Add New

@ Status: Ready

5.011! |

Route Partition

< None = vl

Description |

Numkbering Flan

Route Filter - N
MLPP Precedence™® | Default "l
[ apply Call Blocking Percentage | |
Resource Priority Namespace Network Domain | = Mone = vl
Route Class* | Default "l
Gateway/Route List* [ s1P-trunke-to-from-sP-viaCUBE | (Edit)
Eou=lonon ® Route this pattern

© Block this pattern | No Error v‘

Call Classification® [offet |

[ allow Device Override Erovide Outside Dial Tene [ Allow Gverlap Sending [ Urgent Priority

[Jrequire Forced Autharization Code
Authorization Level* |D |

[ require Client Matter Code
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EWTELT Cisco Unified CM Administratic

il Cisco Unified CM Administration

cisco 5 i scati .
For Cisco L CCMAdministrator Search Documentation About

System + CallRouting ~ Media Resources v Advanced Features -~ Device v A ~ User « Bulk ation = Help -

Route Pattern Configuration S ETN "558 Back To Find/Lis

B Save x Delete Copy E:} Add New

| L KEYUITE wIIENL MLl wuue

— Calling Party Transformations
DUSE Calling Party's External Phone Number Mask
Calling Party Transform Mask | |

Prefix Digits (Qutgoing Calls) | |

Calling Line ID Presentation® |Defau|t Vl
Calling Name Presentation® |Defau|t "l
Calling Party Number Type* [ Cisco CallManager v
Calling Party Numbering Plan* | Cisco CallManager V|

— Connected Party Transformations
Connected Line ID Presentation® | Default vl

Connected Name Presentation® |Defau|t "l

— Called Party Transformations
Discard Digits ‘ PreDot vl

Called Party Transform Mask ‘ ‘

Prefix Digits (Qutgoing Calls) ‘ ‘

Called Party Number Type* [ Cisco CallManager v

Called Party Numbering Plan* ‘ Cisco CallManager v‘

— ISDN Network-Specific Facilities Information El
Network Service Protocel ‘ - Mot Selected - vl

Carrier Identification Code ‘ |

Network Service Service Parameter Name Service Parameter Value

-- Mot Selected -- vH::

[ Add New ]

[ Delete ]

@ *_ indicates required item.
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SIP Route Pattern *

alln Cisco Unified CM Administration (EWTRERENE Cisco Unified CM Administrati
cisco . £ . | . .
For Ciscn Unifed o CCMAdministrator Search Documentation About
System » CallRouting + Media Resources + Advanced Features ~ Device = Application ~  User M, t = Bulk Administration ~ Help -

Find and List SIP Route Patt
E:F Add New @ Select All @ Clear All % Delete Selected

— Status
@ 1 records found
SIP Route Pattern (1 -1 of1) Rows per Page[
Find SIP Route Pattern where ‘ IPv4 Pattern vI begins with % ‘ [ Clear Filter ] . E
r Pattern * IPv6 Pattern Description Route Partition (=]
r lync201 0rtm.com &
[ Add New ][ Select All ][ Clear All ][ Delete Selected ]

mmin Cisco Unified CM Administration [IEWHEGTO Cisco Unified CM Administ

cisco 5 s _ |- .
Far Ciscn L R CCMAdministrator Search Documentation Abo

System = CallRouting + Media Resources »  Advanced Featurez = Device =  Application +  User + Bulk ation = Help -

SIP Route Pattern Configuration Related Lin

B Save x Delete

— Status

@ Status: Ready

— Pattern Definition
Patfern llsage Domain Bouting

*
Fvé4 Pattern |Ivnc20 10rtm.com I
IPv6 Pattern |

Back To Finc

Copy E:}i Add New

|
|
Description | |
|
|

Route Partition |< Mone = s
|SIP Trunk/Route List* [ 51p-Ti-to-Msft-LYNC-172-20-117-152 v tm3

O elock Pattern

— Calling Party Transformations
[ use Calling Party's External Phone Mask
Calling Party Transformation Mask ‘ |

Prefix Digits (Qutgoing Calls) ‘ |

Calling Line ID Presentation® ‘ Default Vl

Calling Line Name Presentation™® ‘ Cefault V|

— Connected Party Transformations
Connected Line 1D Presentation® ‘ Default vl

Connected Line Name Presentation™® ‘ Default V|

@ *_ indicates required item.

*This SIP route pattern is needed for the calls originating from CUCM and destined to the Lync via CUCM-SME using URI dialing and not
the normal E.164 number dialing
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Cisco Unified Communications Manager-SME Route list for PSTN (CUBE) access

[MEWHENLGE Cisco Unified CM Administrz

alinlin  Cisco Unified CM Administration

cisco 5 Sfi icati i
For Ciscr Ui e L CCMAdministrator Search Documentation Abouf

System + Call Routng + Media Resources »+  Advanced Featurses + Device v  Applicaton +  User Management +  Bulk Adminigtration + Help +

and List Route Lists

o Agstew [11] seectan [T cleara Eg nekte seectes G ResetSeiectes 2 Apply Config to Setectes

— Status
@ 1 records found
Route List (1-1of1) Rows per Pag
Find Route List where | Name vI begins with vI ‘ [ Clear Filter ] E

r Name * Description Enabled

r | PSTN-Access-RL | true

[ Add New ][ Select All ][ Clear all ][ Delete Selected ][ Reset Selected ][ Apply Config to Selected ]

ulinln  Cisco Unified CM Administration EMEEEN) Cisco Unified CM Administra

cisco 5 s P _
For Cisco Ui CCMAdministrator Search Documentation About

System + CallRouting + Media Resources »  Advanced Features = Device »  Application +  User Management ~  Bulk Administration = Help =

Route List Configuration TR =i i 'CH Back To Find/List
B Save x Delete Copy %l Re=st z Apply Config E:} Add New
— Status

@ Status: Ready

— Route List Information

Registration Unknown

IP Address Unknown

Device is trusted )

Mame* [PSTN-Access-RL |
Description ‘ . |
Cisco Unified Communications Manager Group® ‘ Default vl

Enable this Route List (change effective on Save; no reset required)
[ run On All Active Unified €M Nodes

— Route List Member Information
Selected Groups**

¥ (i mowe o

Removed Groups™**

= [Delete] [Reset] [ Apply Config ] [ Add New ]

@ *_ indicates required item.
@ **Ordered by highest priority

@ ***will be removed from Route List when you click Save
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Cisco Unified Communications Manager-SME Route Group for PSTN Trunk Access

(EWHRERLNE Cisco Unified CM Administrat

alili  Cisco Unified CM Administration

cisco 5 e . .
For Cisco L e CCMAdministrator Search Documentation About

System + CallRouting + Media Resources » Advanced Features + Device »  Application ~  User Management Bulk Administration ~ Help «

Find and List Route Groups
# Add New @ Select All @ Clear Al & Delete Selected

— Status
@ 1 records found
Route Group (1 -1 of 1) Rows per Page

Find Route Group where Route Group Name | begins with VI

r Name
r S

[ Add New ][ Select All ][ Clear All ][ Delete Selected ]

Nmm Cisco Unified CM Administration (EWHREGGTE Cisce Unified CM Administratic

cisco . e i abi .
For Cisca Unired G CCMAdministrator Search Documentation About

System + CallRouting v Media Resources v  Advanced Featurezs + Device »  Application »  User Management »  Bulk Administration »  Help =

Route Group Configuration RSN NEEA Back To Find/List

L sae x Dekte A Add New

— Status

@ Status: Ready

[~ Route Group Information
Route Group Mame® |PSTN-A:CE55-RG |

Distribution Algorithm™ | Circular "l

— Route Group Member Information

— Find Devices to Add to Route Group
Device Name containsl ‘ Find

Available Devices**  [cusE-ms-s1-T
105 GW _FAX-1

Port(s) [Mone Available ~

[ Add to Route Group ]

— Current Route Group | S
Selected Devices (ordered by priority)* [105_GW_FAX-172-20-109-201 (All Ports)

<

[ Reverse Order of Selected Devices ]

Removed Devices***

— Route Group M bers

105 GW FAX-172-20-108-201
=

~ Goe) (Eme) (adien ]
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Cisco Unified Communications Manager-SME SIP Trunk Configuration

WEWTRERLTY Cisco Unified CM Administrat

Cisco Unified CM Administration

cisco

For Cisco Unified Communications Solutions

System +  Call Routing =

lledia Resources

Advanced Features ~

Device +  Application

User Managemsnt

Bulk Administration +

CCMAdministrator

Help =

Search Documentation

About

# Add New @ Select All @ Clear All & Delete Selected % Reset Selected

— Status
@ 20 records found
Trunks (1 - 20 of 20) Rows perPageE
Find Trunks where | Device Name | begins with | I\ Clear Filter E]
| Select item or enter search text v|
Czlling )
I Name * Description S;jaar:: D;;”:‘e Route Pattern Partition gf;lf: Briority :_’::: = Tr::‘;iie‘
r — CUBE-M3-S1P-Trunk-172-20- to M5 CUBE Default SIP Non Secure SIP
109-250 Trunk Ercfile
r - CUCM-RE-SIP-Trunk-192-168- to RE CUCM Default 216X SIP Non Secure SIP
71-40 Trunk Ercfile
r - CUCM-RE-SIP-Trunk-192-168- to RE CUCM Default 1XXN SIP Non Secure SIP
71-40 Trunk Erofile
r Fis CUCM TO ASR-172-20-110-154 SIP TRUNK TO ASR ATT ASR LS04 0,4.4.0.4 SIP Non Secure SIP
Trunk Er
T = ExUM2010-S1P-trunk-172-20- SIP Trunk to ExUM 2010 Default 5000 SIP Non Secure SIP
117-220 Server Trunk Profile for ExUM:
O = ExUM2010-S1P-trunk-172-20- SIP Trunk to ExUM 2010 Default 5000 SIP Non Secure SIP
117-220 Server Trunk Profile for ExUM:
o - I0S GW FAX-172-20-109-201 To I0S GW for Fax Default PSTN- 1 SIP Non Secure SIP
Access-RG Trunk Profile
O i OCS SIP trk-172-20-155-50 SIP trunk to OCS Mediation Default 1510123500% SIP Mon Secure SIP
Server Trunk Profile
r & SIEMENS HIPATH SIP TK-172- SIP trunk to Siemens HiPath Default FOXX SIP Mon Secure SIP
20-188-13 4000 Rel 5 Trunk Profile for Sieme
r = SIP-TK-to-Msft-LYNC-172-20- SIP-TK-to-Msft-LYNC- G711-DP A+1415 SIP MNon Secure SIP
117-152 EOwithPRACKsUp Trunk Ercfile
r . SIP-TK-to-Msft-L YNC-172-20- SIP-TK-to-Msft-LYNC- G711-DP lvnc2010rtm.com SIP MNon Secure SIP
117-152 EOwithPRACKsUp Trunke Erofile
r Fi SIP-trunk-to-from-SP-viaCUBE SIP-TK-to-from-SP-viaCUBE- G711-DP 9.011 SIP Non Secure SIP
172-20-110-152 Trunk Profile
r — SIP-trunk-to-from-5SP-viaCUBE SIP-TK-to-from-SP-viaCUBE- G711-DP 1 408X SIP Non Secure S
172-20-110-152 Trunk
r - SIP-trunk-to-from-SP-viaCUBE SIP-TK-to-from-SP-viaCUBE- G711-DF 5.@ SIF Mon Secure SIF
172-20-110-152 Trunk Erofile
r & SIP TRUNK TOQ OITT-172-20- SIP trunk to OITT Default 710X SIP Non Secure SIP
109-54 Trunk Erofile
|l - SME-SIP-trunk-to-CUCM-172-20-  SME SIP Trunk-to-CUCM- G711-DP F2XX SIP MNon Secure SIP °
85-110 StrdSIP-with-no-PRACK Trunk Erofile
- - SME-SIP-trunk-to-CUCM-172-20-  SME SIP Trunk-to-CUCM- G711-DP 101X SIP MNon Secure SIPF ©
85-110 StrdSIP-with-no-PRACK Trunk Prefile
| 2 SME-SIP-trunk-to-CUCM-172-20-  SME SIP Trunk-to-CUCM- G711-DP \+1408333451% SIP MNen Secure SIP ©
85-110 StrdSIP-with-no-PRACK Trunk =
r a SME-SIP-trunk-to-CUCM-172-20-  SME SIP Trunk-to-CUCM- G711-DP 1300X SIP Non Securg SIP °
85-110 StrdSIP-with-no-PRACK Trunk Profile
| a SME SIP TRUNK G711-172-20- SIP TRUNK TO SME OVER Cefault 4014 SIP MNon Secure SIP °
109-252 G711-5trdSIPprofile Trunk Erofile
[ Add New ][ Select all ][ Clear all ][ Delete Selected ][ Reset Selected ]
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Cisco Unified Communications Manager-SME SIP trunk to Service Provider via ASR CUBE

SIP-trunk-to-from-SP-viaCUBE SIP-TK-to-from-SP-viaCUBE- G711-DP 1408300000 SIP Non Secure SIP Trunk
172-20-110-152 Trunk Profile

alimln Cisco Unified CM Administration WEWRERENE Cisco Unified CM Administratic

cisco 5 e S LA .
Far Cisco L e CCMAdministrator Search Documentation About

System = CallRouting + Media Resources »  Advanced Features + Device +  Application »  User Management +  Bulk Administration » Help +

nk Configuration G = B Back To Find/List

B Save x Delete %l Reset lfl} Add New

— Status

@ Status: Ready

— Device Information

Product: SIP Trunk
Device Protocol: SIP
Trunk Service Type None(Default)

. " .
Device Name [31P-trunk-to-from-3P-viacUSE |
Description [s1P-Tk-to-from-SP-viacuBE-172-20-110-152 |
Device Pool* |G7L1-DP Vl
Commen Device Configuration |< Mone = vl
Call Classification™® |Use System Default Vl
Media Resource Group List | Internal-MRGL vl
Location® | Hub_Mone "l
AAR Group |<None > Vl
Tunneled Protocal® | Mone \'l
QSIG variant* lo Cha

ASN.1 ROSE OID Enceding® o

Facket Capture Mode™® | None "l

Packet Capture Duration |D |

[ Media Termination Point Required
Retry Video Call as Audio
Fath Replacement Support
[ Transmit UTF-3 for Calling Party Name
Transmit UTF-8 Mames in QSIG ARPDU
[ unattended Port

[0 =rTF Allowed - When this flag is checked, Encrypted TLS needs to be configured in the network to provide end to end security. Failure to do so will expose keys and other information.

Consider Traffic on This Trunlk Secure® When
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Route Class Signaling Enabled* Default w
Use Trusted Relay Foint™* Default b
PSTH Access

O run an &l Active Unified M Nodes

— Intercompany Media Engine (IME)
E.164 Transformaticn Profile | = yope b

— Multilevel Precedence and Preemption (MLPP) Information
MLPP Domain | = pone = w

— Call Routing Information
[ remote-Party-1d
Lzcerted-Identity

serted-Type™® [par 3

SIF Privacy* Default

— Ink d Calls
Significant Digits*

All b
Connected Line ID Presentation™® | pefault b
Connected Name Presentation® | pefaul b
Calling Search Space =< None = b
2R Calling Search Space =< None = b
Prefix DN

Redirecting Diversion Header Delivery - Inbound

— Incoming Calling Party Settings
If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DevicePocol/Service Parameter). Otherwise, the value configured is used as the prefix unl
the field is empty in which case there iz no prefix assigned.
[ Clear Prefix Settings ][ Default Prefix Settings
Number Type Prefix Strip Digits Calling Search Space Use Device Pool €SS
Incoming Number Default < Mone = b
— Cennected Party Settings
Connected Party Transformation C55 | = none > v
[#] Use Device Pool Connected Party Transfarmation €35
— Outbound Calls
Called Party Transformation CS5 = Mone = w
Uge Device Pool Called Party Transformation CS5
Calling Party Transformation C33 = Mone = v
Use Device Pool Calling Party Transformation C55
Calling Party Selection® Originator R
Calling Line 1D Presentation™® Default -
Calling Name Presentation® Default v
Calling and Connected Party Info Format® [ oeliver ON only in connected party v

Redirecting Diversion Header Delivery - OQutbound

Redirecting Party Transformation CSS = MNone = -

Use Device Pool Redirecting Party Transformation C35

Caller Information
Caller ID DN

Caller Name

Maintain Criginal Caller ID DN and Caller Name in Identity Headers
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— SIP Information

Destination
[ sestination Address is an SRV

Destination Address Destination Address IPvE Destination Port
1 172.20.110.152 5060

MTP Preferred Originating Codec®

BLF Presence Group* Standard Presence group 4
SIP Trunk Security Profile® Nen Secure SIP Trunk Profile b
Rerouting Calling Search Space < None = >
Out-Of-Dialog Refer Calling Search Space | = nope = b
SUBSCRIBE Calling Search Space = None = A
SIP Profile® Standard SIP Profile W
DTMF Signaling Method * RFC 2833 v

Normalization Script
Normalization Script| = ygpe = v

Enable Trace

Parameter Name Parameter Value

— Geolocation Configuration
Geolocation = None = I

Geclocation Filter | = Ngpe = A

[ send Geolocation Information

[ Delete ] [Resat] [ Add New ]

@ *_ indicates required item.

@ **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.
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Cisco Unified Communications Manager-SME SIP trunk to Cisco Unified Communications Manager

1 SME-SIP-trunk-tg-CUCM-172-20-  SME SIP Trunk-to-CUCM- G711-DP \+1408333451% SIP
85-110 StrdSIP-with-no-PRACK Trunk

aliiln,  Cisco Unified CM Administration BRSNS Cisco Unified M Administrati

cisco 5 e icati i
For Cisco Unified Communications Solutions CCMAdministrator

Search Documentation About

System w  CallRouting »  Media Resources »  Advanced Features »  Device v  Application v  User Management »  Bulk Administration v  Help w

Trunk Configuration GRS T e Back To Findy/List

B Save x Delete %l Reset Iﬁ‘} Add New

— Status

@ Status: Ready

— Device Information

Product: SIP Trunk
Device Protocol: SIP
Trunk Service Type None({Default)

; *
Device Name |SI\"!E-SIP-trurIk-tD-CUCM-1?2-20-85-llD |
Description [SME S1P Trunic-to-CUCM-StrdSIP-with-no-PRACK |
Device Pool® [e711-DP v
Common Device Configuration |< Mone = vl
Call Classification™® |Use Systern Default Vl
Media Resource Group List | Internal-MRGL \'l
Location™® | Hub_None Vl
AAR Group |<None = "l
Tunneled Protocel® | Mone Vl

QSIG Variant*
ASN.1 ROSE OID Encoding®

Packet Capture Mode®

Packet Capture Duration

D Media Termination Point Required
Retry Video Call as Audic
Fath Replacement Support
[ Transmit UTF-2 for Calling Party Name
Transmit UTF-8 Names in QSIG AFDU
[ unattended Port

[JsrTe Allowed - When this flag is checked, Encrypted TLS needs to be configured in the network to provide end to end security. Failure to do s will expose keys and other information.
Consider Traffic on This Trunk Secure® When using both sRTE and TLS
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Route Class Signaling Enabled* Default
Use Trusted Relay Point* Default
PSTN Access

O run on All Active Unified M Nodes

Intercompany Media Engine (IME)
’7E.].6-‘ Transformation Profile | < yone = w

Multilevel Precedence and Preemption (MLPP) Information
’7MLPP Domain | = pone = w

— Call Routing Information

[T remate-Party-1d

certed-Identity

Asserted-Type™® [Fa1 .’

SIP Privacy®  [Default

— Ink d Calls
Significant Digits* All &
Connected Line ID Presentation® | pefaylt b
Cennected Name Presentation® [ oefaule h
Calling Search Space = None = b
AAR Calling Search Space = None = L

Prefix DN

[¥] redirecting Diversion Header Delivery - Inbound

— Incoming Calling Party Settings

the field i= empty in which case there is no prefix assigned.

If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DeviceFool/3

rvice Parameter). Otherwiss, the value configured is used as the prefix unles

[ Clear Prefix Settings ][

Default Prefix Settings ]

se Device Pool Redirecting Party Transformation C55

Caller Information

Number Type Prafix Strip Digits Calling Search Space Use Device Pool C55
Incoming Mumber Diefault = None = 4

— Connected Party Settings

Connected Party Transformaticn CSS | - Nope = R

[#| Use Device Pool Connected Party Transformation €SS

— Outbound Calls
Called Party Transformation C55 < None = v
se Device Pocl Called Party Transformation CS5

Calling Party Transformation C55 = Mone > v
[¥] Use Device Pool Calling Party Transformation CS5
Calling Party Selection™® Criginatar b
Calling Line ID Presentation™ Default -
Calling Mame Presentation* Default ~
Calling and Connected Party Info Format® [Geliver DN enly in connected party v
Redirecting Diversion Header Delivery - Qutbound
Redirecting Party Transformation C55 = Mone > v

Caller ID DN

Caller Mame

Maintain Original Caller ID DM and Caller Name in Identity Headers
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— SIP Information

Destination
[ pestination Address is an SRV
Dastination Address Dastination Addrass IPvE Destination Port

1* [i7 5 5
172.20.85.110 5060

MTF Preferred Originating Codec™®

ELF Presence Group® Standard Fresence group

v
SIP Trunk Security Profile Non Secure SIP Trunk Profile v
Rerouting Calling Search Space < Nong = 3
Out-Of-Dialeg Refer Calling Search Space | = ygpe = b’
SUBSCRIBE Calling Search Space = Mone = hd
SIP Profile® Standard SIP Profile 7
DTMF Signaling Method® RFC 2833 v

Mormalization Script
Normalization Script | .« pgne = -

Enable Trace

Parameter Name Parameter Value

— Geolocation Configuration
Geolocation = Mone = ™

Geolocation Filter | = Nope =

Send Geolocation Informaticn

[ Delete ] [Resat] [ Add New ]

@ *_ indicates required item.

@ **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.
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Cisco Unified Communications Manager-SME SIP trunk to Microsoft Lync 2010 Server Standard Edition
SIP-TK-to-Msft-LYNC-172-20- SIP-TK-to-Msft-LYNC- G711-DP A+1415 SIP Non S S
F& 117-152 - EOwithPR.iﬁcsKsup Trunk F‘rccl:-lfileecurE |

WEWTRERLNY Cisco Unified CM Administra

Cisco Unified CM Administration

For Cisco Unified Communications Solutions

CCMAdministrator Search Documentation About

System « CallRouting ~ Media Resources w  Advanced Features - Device v A w User « Bulk ation + Help +

Trunk Configuration G RGN E e Back To Find/List

[ 2= x Dekete %' Reset O AddNew

— Status

@ Status: Ready

— Device Information

Product: SIP Trunk
Device Protocel: SIP
Trunk Service Type Mone{Default)

: *
Device Name |SIP-TK-tD-MS\"‘t-LYNC-1.?2-20-].1.?-].52 |
Description [s1P-TK-to-Msft-LYNC-EQwithPRACKSUp |
Device Pool® | G711-DP Vl
Commen Device Configuration |< MNone = vl
Call Classification® |Use System Default Vl
Media Resource Group List | Lync-MRGL Vl
Location® | Hub_MNone Vl
AAR Group [< nore = v|
Tunneled Protocol® | Mone Vl

QSIG Variant*
ASN.1 ROSE OID Enceding*

Packet Capture Mode™®

Paclket Capture Duration

[#] Media Termination Foint Required
Retry Video Call as Audic
Path Replacement Support
[ Transmit UTF-8 for Calling Party Name
Transmit UTF-8 Names in Q51G AFDU
O unattended Port

[ srTe Allowed - When this flag is checked, Encrypted TLS needs to be configured in the network to provide end to end security. Failure to do so will expose keys and other information.

Consider Traffic on This Trunk Secure® When us
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Route Class Signaling Enabled* Default b
Use Trusted Relay Point® Default b
PSTN Access

O run on All Active Unified €M Nodes

Intercompany Media Engine (IME)
’7E.LE-‘ Transformation Profile | - yope = -

Multilevel Precedence and Preemption (MLPP) Information
’7MLF'P Domain | = Naone = -

— Call Routing Information

Remote-Party-Id

Asserted-Identity
Asserted-Type* [par "

sIP Privacy® | Default

— Ink d Calls
Significant Dlglts* all

Connected Line ID Presentation® [ oefault
Connected Name Presentation® [ oafaule

Calling Search Space = Meone =

(L€ £

AR Calling Search Space = None =

Brefix DN

Redirecting Diversion Header Delivery - Inbound

— Incoming Calling Party Settings

If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DeviceFool/Service Farameter). Otherwise, the value configured is used as the prefix unles
the field is empty in which case there is no prefix assigned.
Clear Prefix Settings ][ Default Prefix Settings
Number Type Prefix Strip Digits Calling Search Space Use Device Pool €SS
Incoming Number Default < None > e
— Connected Party Settings
Connected Party Transformation CS5 | 2 ygne = v
Use Device Pool Connected Party Transformation CSS
— Outbound Calls
Called Party Transformation CS5 = Mone = -
[¥] Use Device Pool Called Farty Transformation €33
Calling Party Transformation CSS = MNone = v
Uze Device Pool Calling Party Transformation CS5
Calling Party Selection® Originator -
Calling Line 1D Presentation® Default w
Calling Name Fresentation® Default b
Calling and Connected Party Info Format® [Deliver URI and DN in connected party, if available w

Rad\rectmg Diversion Header Delivery - Qutbound
Redirecting Party Transformation CS5 < None = -

[#] Use Device Pool Redirecting Party Transformation €35

Caller Information
Caller I DN

Caller Name

Maintain Criginal Caller ID DN and Caller Mame in Identity Headers
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— SIP Information

Destination
[ estination Address is an SRV

Destination Address Destination Address IPv6 Destination Port

. —

1% [i72.20.117.152 Il |[s088 =
MTP Preferred Originating Codec® | Fitiulaw vl
BLF Presence Group® | Standard Presence group Vl

i ok -

SIP Trunk Security Profile | Mon Secure SIP Trunk Profile Vl
Rerouting Calling Search Space |< Mone = Vl
Qut-Of-Dialeg Refer Calling Search Space | = None = Vl
SUBSCRIBE Calling Search Space [« more = v
SIP Profile® |EO SIP Profile with no PRACK Vl
DTMF Signaling Method * [rFc 2833 v

Normalization Script
Normalization Script | Remove TIAS Friendly_Patch w

OEenable Trace

Parameter Name Parameter Value

b |

— Geolocation Configuration
Geolocation |< Mone = vl

Geolocation Fllterl < None = vl

[ send Geclocation Information

[ Delete ] [ RESETZ] [ Add New

® *_ indicates required item.

® **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.
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Cisco Unified Communications Manager-SME SIP trunk to Microsoft Lync 2010 Server Standard Edition = This SIP trunk will be used when
the call is made from the endpoint behind CUCM using URI dialing.

& SIP-TK-to-Msft-LYNC-172-20- SIP-TK-to-Msft-LYNC- G711-DP lyncz2010rtm.com SIP Non Secure SIP
117-152 EQwithPRACKsup Trunk B
ali Cisco Unified CM Administration NEWHENLE Cisco Unified CM Administratio

[
cisco 5 =7 icati i
For Cisco Unified Communications Solutions CCMAdministrator

Search Documentation About

System + Call Routing + Media Resources Advanced Features » Device +  Application User Managemsnt »  Bulk Administration + Hslp +

Trunk Configuration SRR RS Back To Find/List

LB Save x Delete %' Resct G AddNew

— Status

@ Status: Ready

— Device Information

Product: SIP Trunk
Device Protocol: sIP
Trunk Service Type Mone(Default)

®
Device Name |SIF’—TK—thMSﬂ—L\"NC—1?2—20—1.].7—1.52 ‘
Description [z15-TK-to-Msft-LYNC-EQwithPRACKSUp |
Device Pool* | G711-DP b ‘
Common Device Cenfiguration | < None = V‘
Call Classification® [use system Default v
Media Resource Group List | Lync-MRGL v‘
Location® | Hub_Nene V‘
AAR Group |<None = V‘
Tunneled Protocol® | None V‘

QSIG variant*
ASN.1 ROSE OID Encoding®

Packet Capture Mode*

Packet Capture Duration

Media Termination Point Required
Retry Video Call as Audio
Path Replacement Support
[ Transmit UTF-8 for Calling Party Name
Transmit UTF-8 Names in Q3IG AFDU
[unattended Port

[15RTE Allowed - When this flag is checked, Encrypted TLS needs te be configured in the network to provide end to end security. Failure to do so will expose keys and other information.

Consider Traffic on This Trunk Secure® When using b
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Route Class Signaling Enabled® Default

Use Trusted Relay Point® Default b

PSTN Access
[JRun On All Active Unified €M Nodes

Intercompany Media Engine (IME)
’7516-‘ Transformation Profile [ = ygne =

Multilevel Precedence and Preemption (MLPP) Information
’7MLPP Comain | = yone = w

— Call Routing Information
Remote-Party-Id

Asszerted-Identity
fsserted-Type® [par v

SIP Privacy ® Default v

— Ink d Calls
Significant Digits* All

-
Connected Line 1D Presentation® | pefayl b
Connected Name Presentation® [ pefale N
Calling Search Space < None = L
AAR Calling Search Space < Mone = b
Prefix DN

[#] redirecting Diversion Header Delivery - Inbound

— Incoming Calling Party Settings
If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DevicePool/Service Parameter). Otherwise, the value configured is used as the prefix unle
the field is empty in which case there is no prefix assigned.
[ Clear Prefix Settings ][ Default Prefix Settings ]
Number Type Prefix Strip Digits Calling Search Space Use Device Pool CSS
Incoming Mumber Diefault < Mone = hd
— Connected Party Settings
Connected Party Transformation 35 [ = none = w
Use Device Pocl Connected Party Transformation CSS
— Outbound Calls
Called Party Transformation CS5S = MNone = v
Use Device Pool Called Party Transformation C
Calling Party Transformation C55 = Mone = "
Use Device Pool Calling Farty Transformation C55
Calling Party Selection® Originatar b
Calling Line ID Presentation® Default -
Calling Name Presentation™® Default b
. ! * " - - -
Calling and Connected Farty Info Format™ | peliver URI and DN in connected party, if available
Red\rectlng Diversion Header Delivery - Outbound
Redirecting Party Transformation CSS = Mone = -

[¥]use Device Pool Redirecting Party Transformation CSS

Caller Information
Caller ID DN

Caller Name

Maintain Original Caller ID DN and Caller Name in Identity Headers
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— SIP Information

Destination

[ pestination Address is an SRV

Destination Address Destination Address IPvG Destination Port
1* 172.20.117.152 5068
MTF Preferred Originating Codec™ Tilulaw e
BLF Presence Group™® Standard Presence group b
SIP Trunk Security Profile® Non Secure SIP Trunk Profile N
Rerouting Calling Search Space < Mone = >
Out-Of-Dialog Refer Calling Search Space | = ygpe = >
SUBSCRIBE Calling Search Space < Mone = b
SIP Profile® EC SIF Profile with no PRACK b’
DTMF Signaling Method ® RFC 2833 v

Mormalization Script

Mormalization Script | Remove_TIAS_Friendly_Patch “
[CJEnable Trace
Parameter Name Parameter Value
1
— Geolocation Configuration
Geolocation < None = -

Geolocation Filter | = yone =

[ send Geolocation Infermation

[ Delete ] [Reset] [ Add New ]

@ *_ indicates required item.

@ **_ Device reset i not required for changes to Packet Capture Mede and Packet Capture Duration.
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Cisco Unified Communications Manager-SME SIP Profile Information

EWHRERLOY Cisco Unified CM Administrz

alinh,y  Cisco Unified CM Administration

cisco 5 ifi i cati .
For Cisco Ui e CCMAdministrator Search Documentation About|

System = CallRouting ~ Media Resources ~  Advanced Featurses = Device »  Application =  User Management +  Bulk Administration + Help =

d and List SIP Profiles

OF Aditew [ seectan [ cearan % Delete Selectsd

— Status
@ 11 records found
SIP Profile (1 -11o0f11) Rows per Pag:
Find SIP Profile where ‘ Mame VI begins with % ‘ [ Clear Filter ] E
r Name * Description
r EQ SIP Profile for OCS 2007 R2 Default SIP Profile
m| | EQ SIP Profile with no PRACK SIP Profile EO with no PRACK-To MedSrv-117-152
r EOQ with PRACK supported ECQ with PRACK supported
(m| Early Offer SIP Profile for Siemens Default SIP Profile
| Standard SIP Profile Default SIP Profile
r Standard S1F Profile Avava Default SIP Profile
Standard SIP Profile For Cisco VCS Default SIP Profile For Cisco Video Communication Server
Standard S1F Profile For TelePresence Cenferencing Default SIP Profile For Cisco TelePresence Cenferencing
- Standard SIF Prefile Msft Fax Default SIP Profile
r Standard S1P Profile for ATT Default SIP Profile
r Standard SIP Profile with PRACK supported Default SIP Profile
[ Add New ] [ Select All ] [ Clear all ] [ Delete Selected ]
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SIP Profile used with Cisco UCM-SME SIP trunk to Microsoft Lync Server 2010

WEWTERERGN Cisce Unified CM Administratic

il Cisco Unified CM Administration

cisco ; o P ;
For Cisco Unified Communications Solutions About

CCMAdministrator Search Documentation

System + CallRouting ~ Media Resources v  Advanced Features ~ Device +  Application =  User Managemsnt »  Bulk Administration + Help

SIP Profile Configuration

B Save x Delete

— Status

@ Status: Ready

@ A&l SIP devices using this profile must be restarted before any changes will take affect.

Back To Find/List

Copy %' Reset z Apply Config HI]; Add New

— SIP Profile Information
Name* EQ SIP Profile with no PRACK
Description SIP Profile EQ with no PRACK-To MedSry-117-152
Default MTP Telephony Event Payload Type™ 101
Early Offer for G.Clear Calls* | Dizabled "l
SDP Session-level Bandwidth Modifier for Early Offer and Re-invites™ |TIA5 and &5 v|
User-Agent and Server header information® | Send Unified CM wersion Information as User-Ager v|
Accept Audio Codec Preferences in Received Offer® [ Default v
Dial String Interpretation® |Phnne number consists of characters 0-5, *, £, ant vl

|_IRedirect by Application

[Cpisable Early Media cn 130

[ outgeing T.38 INVITE include audio mline
[Cenable AnaT

DRequirE SDP Inactive Exchange for Mid-Call Media Change

| [¥] use Fully Qualified Domain Name in SIP Requests |_ Required for URI dialing

[ Assured Services SIF conformance

— Parameters used in Phone

Timer Invite Expires (seconds)® |130 ‘
Timer Register Delta (seconds)* |5 ‘
Timer Register Expires (se:ondsl* |3500 ‘
Timer T1 (msec)® |500 ‘
Timer T2 (msec)* [4000 |
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Retry INVITE® [s
Retry Naon-INVITE* [10
Start Media Port* [18384

" *
Call Pickup URI |x—clsco—servlceurl—plckup

*
Call Pickup Group Other URI |><-cisco-serviceuri-opickup

|
|
|
Stop Media Port® [32766 |
|
|
Call Pickup Group URI* |

|x-cisco-serviceuri-gpickup

: * - P—
Meet Me Service URI |x-clscn-servlchrl-maetmE |

User Info* |None vl
DTMF DB Level* [ominal v
Call Hold Ring Back™® |Off vl
Anonymous Call Block™® | Off "l
Caller ID Blocking* [off |
Do Nt Disturb Control* | User Vl
Telnet Level for 7540 and 7560* | Disabled Vl
Resource Priority Namespace |< Mone = Vl
Timer Keep Alive Expires (seconds)® |120 |
Timer Subscribe Expires (secnndsJ* |120

Timer Subscribe Delta (seconds)* |5

Maximum Redirections* |?U

y * . . .
Call Forward URI |x-clsco-serwceurl-c‘FwdaII

|
|
|
Off Hook Te First Digit Timer (milliseconds)* |15000 |
|
|

Speed Dial (Abbreviated Dial) URT* |x-cisco-serUiceuri-abbrdiaI

Conference Join Enabled
CIrFC 2543 Hold

Semi Attended Transfer
CJenable wvap

|:| Stutter Message Waiting

MR User Authorization

— Normalization Script

Narmalization Script | Remove_TIAS_Friendly_Patch G

[JEnable Trace

Parameter Name Parameter Value

L | @ @

— Incoming Requests FROM URI Settings

Caller ID DN ‘ |

Caller Name ‘ |
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— Trunk Specific Configuration

Rerouts Incoming Request to new Trunk based on® ‘ Never

v
RSVP Over SIP¥ [Local RSP ~|
Resource Priority Namespace List ‘.( Mone = Vl
[“IFall back te local RSVP
SIP Rel1XX Options® | Disabled ~|
Video Call Traffic Class™® ‘ Mixed Vl
Calling Line Identification Presentation® ‘Default vl

[ oeliver Conference Bridge Identifier

Early Offer support for voice and video calls (insert MTP if needed)
[¥] send send-receive SDP in mid-call INVITE

[ allow eresentaticn Sharing using BFCP

[ allow ix Application Media

O anow Passthrough of Configured Line Device Caller Information
D Reject Anonymous Incoming Calls

D Reject Anonymous Outgeoing Calls

SIP OPTIONS Ping

[CEnable OPTIONS ping to menitor destinaticn status for Trunks with Service Type "Nene (Default)”
Ping Interval for In-service and Partially In-service Trunks (seconds)® |

Ping Interval for Qut-of-service Trunks (seconds)®

|

| |

Ping Retry Timer (milliseconds)* | |
Ping Retry Count*® | |

[ Delete ]

[Reset] [ LApply Config ] [ Add New ]

@ *_ indicates required item.
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SIP Profile used with Cisco UCM-SME SIP trunk to Cisco Unified Communications Manager

ullin  Cisco Unified CM Administration IEW AR Cisco Unified CM Administrat

cisco For Cisco Unified Communications Solutions

CCMAdministrator Search Documentation About

System = CallRouting + Media Resources »  Advanced Features + Device ~  Application +  User Management Bulk Administration + Help +

SIP Profile Configuration CERTES RTESS Back To Find/List
Copy %l Resst z Apply Config E:]i Add New
— Status

@ Status: Ready

@ All 1P devices using this profile must be restarted before any changes will take affect.

— SIP Profile Information
Name* [standard s17 Profile |
Description |Dgfau\t SIF Frofile |
Default MTP Telephony Event Payload Type® |1Dl |
Early Offer for G.Clear Calls* |Disab\ed Vl
SDF Session-level Bandwidth Medifier for Early Offer and Re-invites™® |TIAS and AS v|
User-Agent and Server header information ™ [ 3end unified €M version Information as User-Ager (|
Accept Audic Codec Preferences in Received Offer® | Default Vl
Dial String Interpretation™ |Phone number consists of characters 0-5, *, =, anc v|

[ redirect by Application

[ oisable Early Media on 180

[ cutgeing T.38 INVITE include audic mline

[JEnable ANAT

DRequirE SDP Inactive Exchange for Mid-Call Media Change
[ use Fully Qualified Domain Name in SIF Requests

[ assured Services SIF conformance

— Parameters used in Phone

Timer Invite Expires (seconds)* ‘LED ‘
Timer Register Delta (seconds)* ‘5 ‘
Timer Register Expires (seconds)® ‘3600 ‘
Timer T1 (meec)* ‘500 ‘
Timer T2 (meec)* ‘4000 ‘

© 2012 Cisco Systems, Inc. All rights reserved.
Important notices, privacy statements, and trademarks of Cisco Systems, Inc. can be found on cisco.com
Page 83 of 152



atfean]e
CISCO.

Retry INVITE* [s
Retry Non-INVITE® [10
Start Media Port* [16384

*
Call Pickup URI |x-cisco-sarviceuri-pickup

*
Call Pickup Group Other URI |x-cisco-sarviceuri-opickup

|
|
|
Stop Media Port* |32F66 |
|
|
Call Pickup Group URT* |

|x-cisco-sarviceuri-gpickup

: * - P—
Meet Me Service URI |x-clsco-sarvlceurl-maetme |

User Info* |Nnne "l
DTMF DB Level* [ Wominal vl
Call Hold Ring Back® |Of-f "l
Ancnymous Call Block® | Off Vl
Caller ID Blocking® | Off "l
Do Not Disturb Control* | User "l
Telnet Level for 7540 and 7960% | Disabled Vl
Resource Priority Namespace |< MNone = Vl
Timer Keep Alive Expires (seconds)* |1_20 |
Timer Subscribe Expires (seconds)* |]_20

Timer Subscribe Delta (seconds)® |5

Off Hook Te First Digit Timer (milliseconds)™ |1.5EIEIEI

*
Call Forward URI [-cisce-serviceuri-cfwdall

|
|
Maximum Redirections™® |FU |
|
|
|

Speed Dial (Abbreviated Dial) URI* |x-cisco-sarviceuri-abbrdial

Cenference Join Enabled
CIrFC 2543 Hold

Semi Attended Transfer
CJEnable wAD

[ stutter Message Waiting

CIMLPP User Autherization

— Normalization Script
Mormalization Script | = none = v

Enable Trace

Parameter Name Parameter Value

L | | & =

— Incoming Regquests FROM URI Settings
Caller ID DN | |

Caller Mame | |
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— Trunk Specific Configuration

Reroute Incoming Request to new Trunk based on™® | MNever

>
RSVF Over SIP* [Local RavP |
Resource Priority Namespace List |< Mone = Vl
[¥lFall back to local RSVP
SIP RelLXX Options* [Disabled |
video Call Traffic Class™ | Mimed Vl
Calling Line Identification Presentation® |Default Vl

[ celiver Conference Sridge Identifier

[JEarly offer support for voice and video calls (insert MTP if needed)
Send send-receive SDP in mid-call INVITE

[ allow Presentation Sharing using BFCE

DAIIOW iX Application Media

O anow Passthrough of Configured Line Device Caller Information

[ reject Anonymous Incoming Calls

D Reject Anonymous Qutgoing Calls

SIP OPTIONS Ping

[ enable GFTIONS Ping to meniter destination status for Trunks with Service Type "Nene (Default)”

Ping Interval for In-service and Partially In-service Trunks (seconds)"“

Fing Interval for Out-of-service Trunks (seconds) ™

Ping Retry Timer (milliseconds) * ‘
Ping Retry Count¥® ‘

[Resat] [ Apply Config ] [ Add New ]

® *_indicates required item.
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SIP Profile used with Cisco UCM-SME SIP trunk to Service Provider

ullin  Cisco Unified CM Administration IEW AR Cisco Unified CM Administrat

cisco For Cisco Unified Communications Solutions

CCMAdministrator Search Documentation About

System = CallRouting + Media Resources »  Advanced Features + Device ~  Application +  User Management Bulk Administration + Help +

SIP Profile Configuration CERTES RTESS Back To Find/List
Copy %l Resst z Apply Config E:]i Add New
— Status

@ Status: Ready

@ All 1P devices using this profile must be restarted before any changes will take affect.

— SIP Profile Information
Name* [standard s17 Profile |
Description |Dgfau\t SIF Frofile |
Default MTP Telephony Event Payload Type® |1Dl |
Early Offer for G.Clear Calls* |Disab\ed Vl
SDF Session-level Bandwidth Medifier for Early Offer and Re-invites™® |TIAS and AS v|
User-Agent and Server header information ™ [ 3end unified €M version Information as User-Ager (|
Accept Audic Codec Preferences in Received Offer® | Default Vl
Dial String Interpretation™ |Phone number consists of characters 0-5, *, =, anc v|

[ redirect by Application

[ oisable Early Media on 180

[ cutgeing T.38 INVITE include audic mline

[JEnable ANAT

DRequirE SDP Inactive Exchange for Mid-Call Media Change
[ use Fully Qualified Domain Name in SIF Requests

[ assured Services SIF conformance

— Parameters used in Phone

Timer Invite Expires (seconds)* ‘LED ‘
Timer Register Delta (seconds)* ‘5 ‘
Timer Register Expires (seconds)® ‘3600 ‘
Timer T1 (meec)* ‘500 ‘
Timer T2 (meec)* ‘4000 ‘
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Retry INVITE* [s
Retry Non-INVITE® [10
Start Media Port* [16384

*
Call Pickup URI |x-cisco-sarviceuri-pickup

*
Call Pickup Group Other URI |x-cisco-sarviceuri-opickup

|
|
|
Stop Media Port* |32F66 |
|
|
Call Pickup Group URT* |

|x-cisco-sarviceuri-gpickup

Meet Me Service URI¥ |x-cisco-sarviceuri-maetme |
User Info* | None "l
DTMF DB Level* [ Wominal vl
Call Hold Ring Back® |Of-f "l
Ancnymous Call Block® | Off Vl
Caller ID Blocking® | Off "l
Do Not Disturb Control* | User "l
Telnet Level for 7540 and 7960% | Disabled Vl
Resource Priority Namespace |< MNone = Vl
Timer Keep Alive Expires (seconds)* |1_20 |
Timer Subscribe Expires (seconds)* |]_20

Timer Subscribe Delta (seconds)® |5

Maximum Redirections™ |7[|

*
Call Forward URI [-cisce-serviceuri-cfwdall

|
|
|
Cff Hook To First Digit Timer (milliseconds)* |1.5EIEIEI |
|
|

Speed Dial (Abbreviated Dial) URI* |x-cisco-sarviceuri-abbrdial

Conference Join Enabled
CIRFC 2543 Hold

Semi Attended Transfer
CJEnable wAD

[ stutter Message Waiting

[ mLre User Autherization

— Mormalization Script
Normalization Script | = yone = w

Enable Trace

Parameter Name Parameter Value

L | | =

— Incoming Requests FROM URI Settings

Caller ID DN | |

Caller Mame | |
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— Trunk Specific Configuration

Reroute Incoming Request to new Trunk based on™® | MNever

>
RSVF Over SIP* [Local RavP |
Resource Priority Namespace List |< Mone = Vl
[¥lFall back to local RSVP
SIP RelLXX Options* [Disabled |
video Call Traffic Class™ | Mimed Vl
Calling Line Identification Presentation® |Default Vl

[ celiver Conference Sridge Identifier

[JEarly offer support for voice and video calls (insert MTP if needed)
Send send-receive SDP in mid-call INVITE

[ allow Presentation Sharing using BFCE

DAIIOW iX Application Media

O anow Passthrough of Configured Line Device Caller Information

[ reject Anonymous Incoming Calls

D Reject Anonymous Qutgoing Calls

SIP OPTIONS Ping

[ enable GFTIONS Ping to meniter destination status for Trunks with Service Type "Nene (Default)”

Ping Interval for In-service and Partially In-service Trunks (seconds)"“

Fing Interval for Out-of-service Trunks (seconds) ™

Ping Retry Timer (milliseconds) * ‘
Ping Retry Count¥® ‘

[Resat] [ Apply Config ] [ Add New ]

® *_indicates required item.
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Configuring the Cisco Unified Communications Manager

Cisco Unified Communications Manager-Software release

HIm Cisco Unified CM Administration (EWLENTLY Cisco Unified CM Administratio
Cisco

For Cisco Unified Communications Solutions

administrator Search D mentation About

System + Call Routing + Media Resources +  Advanced Featurez » Device - Application »  User Management »  Bulk Administration + Hslp +

Cisco Unified CM Administration

System version: 9.0.1.10000-37

Last Successful Logon: Friday, October 26, 2012 3:09:18 PM PDT

Copyright @ 1999 - 2011 Cisco Systems, Inc.
All rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use. Delivery of Cisco cryptegraphic products does not imply third-party a
import, export, distribute or use encryption. Importers, exporters, distributors and users are respongsible for compliance with U.5. and local country laws. By using this product you agree to comply with applicable |
regulations. If you are unable to comply with U.5. and local laws, return this product immediately.

A summary of U.S. laws governing Cisco cryptographic products may be found at our Export Compliance Product Report web site.

For information about Cisco Unified Communications Manager please visit our Unified Communicaticns Svstem Documentation web site.

For Cisco Technical Support please visit our Technical Support web site.
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Cisco Unified Communications Manager-Region Configuration

il Cisco Unified CM Administration (TEWREN Cisco Unified CM Administra
cisco 5 e . | .
For Cisco Unificd Commin administrator Search Documentation About
System « CallRouting »  Media Rezources - Advanced Featurez = Device «  Appli w User + Bulk istration = Help =

Find and List Regions
lfl} Add New @ Select Al @ Clear Al g Delete Selected

— Status
@ 3 records found
Regions (1 - 3 of 3) Rows per Page

Find Regicns where Name | begins with VI ‘ [ Clear Filter ] E]
I Name “
n Default
I g7iiregion
o g72Sregicn

[ Add New ][ Select All ][ Clear All ][ Delete Selected ]

Cisco UCM Regions Configuration — G711 Region

il Cisco Unified CM Administration WEWRERGNY Cisco Unified CM Administratio

cisco i ifi icati -
For Cisco Unified Communications Sclutions About

administrator Search Documentation

System + CallRouting + Media Resources =  Advanced Features = Device = A ion = User « Buk istration = Help «

Region Configuration R e "l Back To Find/List

B Save x Delete %l Reset z Apply Config HI} Add New

I~ Region Information
Mame

*
|g?1Lreg|Dn |

— Region Relati hip
Region ‘Audio Codec Prefarence List Maximum Audio Bit Rate Maximum Session Bit Rate for Video Calls
Default Use System Default (Factory Default low loss) 64 kbps (G.722, G.711]) 384
g71iiregion Customn List G711 64 kbps (G.722, G.711) 384
g729region Custom List G729 8 kbps (G.729) 384
NOTE: Regions not displayed Use System Default Use System Default Use System Default
— Modify Relati hip to other R
Regions Audio Codec Preference List Maximum Audio Bit Rate Maximum Session Bit Rate for Video Call
Cefault Keep Current Setting b Keep Current Setting hd @ Keep Current Setting
g7iiregion
g728region O Use System Default
Cinone
O s

= [Delete] [Resat] [ Apply Config ] [ Add New

@ *- indicates required item.
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Cisco UCM Regions Configuration — G729 Region

alinl,  Cisco Unified CM Administration B EErra] Cicco Unified CM Administri

CI5€O  ror cisco Unified Communications Solutions e

Search Documentation

administrator

w User + Buk ation = Help «

System w» CallRouting v Media Resources -  Advanced Featurss » Device ~ A
Region Configuration CTARTC ' Back To FindjList

E Save x Delete %’ Reset z Apply Config E:]i Add New

NamE*lg?QQrEginn |

"— Region Information

— ion Relati hi
Region Audio Codec Preference List Maximum Audio Bit Rate Maximum Session Bit Rate for Video Call
Default Uze System Default (Factory Default low loss) 64 kbpe (G.722, G.711) 384
g7iiregion Custom List G725 8 kbps (G.728) 384
g72%region Custom List G729 8 kbps (G.728) 384

MOTE: Regions not displayed Use System Default Use System Default Use System Default

— Modify Relationship to other R
Maximum 5ession Bit Rate for Video ¢

Regions Audio Codec Preference List Maximum Audio Bit Rate
Default Keep Current Setting v Keep Current Setting v ® Keep Current Setting
g7iiregion o
a72%region Uge System Default
O None
O Jebes
= [ Delete ] [Raset] [ Apply Config ] [ Add New ]

@ *_ indicates required item.
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Cisco Unified Communications Manager-Device Pool configuration

EWHRERENE Cisco Unified CM Administratio

alinli,  Cisco Unified CM Administration
cisco

Far Ciscn Unifred G administrator Search Documentation About

System v CallRouting v  Media Resources w  Advanced Fealures v  Device »  Application »  User Management v  Bulk Administration »  Help

nd and List Device Pools

OF AddHew [ selctal FE clearan & Dekete Sekecied

— Status
@ 3 records found
Device Pool (1-3of3) Rows per PageE
Find Device Pool where | Device Pool Name * | begins with vI [ Clear Filter ]
- Cisco Unified CM Group Regicn Date/Time Group (=]
Name
|_ Cefault Default Default CMLccal 1)
(m| a711devicepool Default g71lregion CMLocal 1)
r a729devicepoal Default g729reqgion CMLccal I
[ Add Mew ][ Select All ][ Clear All ][ Delete Selected ]

Cisco UCM Device Pool for G711

alimlin  Cisco Unified CM Administration PWERCEN) Cisco Unified CM Administra
cisco 5 £ _ | . _
Far Cisco Unilied Co e — administrator Search Documentation About
System + CallRouting ~ Media Resources =  Advanced Features » Device = Appli + UserM t +  Bulk Admi ation = Help «

[T CE TR Back To FindjList

[ copy %' Resst 7 Appy Config EI‘} Add New

Device Pool Configu

B Save x Delete

— Status

@ Status: Ready

Device Pool Information
Device Pool:  g7iidevicepoal (% members®*)

Device Pool Settings
Device Pool Name™ g71tdevicepool |
Cisco Unified Communications Manager Group* Default V|
Calling Search Space for Auto-registration ‘< Mone = Vl
Adjunct CSS ‘ < Mone = Vl
Reverted Call Focus Priority ‘ Default \'l
Local Route Group ‘{ Mone = "l

Intercompany Media Services Enrcolled Group ‘< None

W
]

— Roaming Sensitive Settings

Date/Time Group*® [ emLocal ~|
Region® |g?1lragion "l
Media Resource Group List | SIC-MRGL "l
Location | Hub_Mone Vl
Metwork Locale | < MNone > "l
SRST Reference® | Disable "l
Connection Monitor Duration*** | |
Single Button Barge™® |Defau|t Vl
Join Across Lines* | Default v|
Physical Location [<mone = ~|
Device Mobility Group | < Mone = "l
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— Device Mobility Related Information™***
Device Mobility Calling Search Space | = ygne = b’
AAR Calling Search Space = None = ~
AAR Group « None = v
Calling Party Transformation C55 = Mone = ~
Called Farty Transformation C55 = Mone = b’

— Geolocation Configuration
Geolocation = None = -

Geolocation Filter | = Ngpe = b

— Call Routing Information

— Incoming Calling Party Settings

If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DevicePool/Service Parameter). Otherwise, the value configured is used as the prefix unles
field i= empty in which case there is no prefix assigned.

[ Clear Prefix Settings ][ Default Prefix Settings ]
Number Type Prefix Strip Digits Calling Search Space
MNatignal Number Default = Mone = v
Internaticnal Number Default < None = v
Unknown Number Diefault = Mone = s
Subscriber Mumber Default = Mone = w

— Incoming Called Party Settings
If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DevicePool/Service Parameter). Otherwise, the value configured is used as the prefix unless

field is empty in which case there is no prefix assigned.

[ Clear Prefix Settings ][ Default Prefix Settings ]
Number Type Prefix Strip Digits Calling Search Space
National Number Default = None = b
Internaticnal Number Diefault = Nogne = b
Unknown Number Default = None = h
Subscriber Number Default < MNone = A
— Phone Settings
Inbound Call Settings
lica\ling Party Transformation CS5S | < None > ¥
Connected Party Settings
’i::nnected Party Transformation CSS [ = yone = R
Redirecting Party Settings
(Redirecting Farty Transformation CS5 | - ygne = ha

[ Delete

[Reset] [ Apply Config ] [ Add New ]

@ *_ indicates required item.
**Number of devices that have to be reset when this device pool is updated. To see a detailed list of these devices and other dependencies, click on Dependency Records.

*%¥| ezve the field blank or enter -1 to use the configuration from the enterprise parameter.

Oe®

*¥XXThese five parameters will overwrite device level settings when device is roaming and in the same device mobility group.
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Cisco UCM Device Pool for G729

(IEWTET Cisco Unified CM Administrat

aliln  Cisco Unified CM Administration

cisco 5 e = I .
Far Cisco Ut e administrator Search Documentation About

System = CallRouting + Media Resources ~  Advanced Features = Device »  Application »  User Management ~  Bulk Administration + Help «

(AR T |Gl Back To Find/List

Device Pool Configu

Save Delete
e s K

Status

@ Status: Ready

"— Device Pool Information

Copy %' Resat z Apply Config E:]i Add New

Device Pool: g729devicepocl (0 members™*)

— Device Pool Settings

Device Pool Name™® |g729deui:epoo\ ‘
Cisco Unified Communications Manager Group® | Default V‘
Calling Search Space for Auto-registration | <= Mone = V‘
Adjunct C35 |< Maone = "‘
Reverted Call Focus Priority | Default V‘
Local Route Group |< None = V‘

W
<]

Intercompany Media Services Enrolled Group |< None

— Roaming Sensitive Settings

Date/Time Group* [chLecal |
region® | g72%region vl
Media Resource Group List | SIC-MRGL "|
Location | Hub_MNone v|
Network Locale | < None = Vl
SRST Reference* [use Default Gateway |
Connection Monitor Duration®** | |
Single Button Barge* |BargE "l
Join Across Lines*® |On vl
Physical Location |< None = "l
Device Mobility Group | < None = Vl

— Device Mobility Related Information™***
Device Mobility Calling Search Space | = Negne = v|
AAR Calling Search Space |< None = vl
AAR Group |< Mone = vl
Calling Farty Transformation C35 |< None = vl
Called Party Transformation C55 |< Mone = Vl
— Geolocation Configuration
Geolocation [« nene = |
Geolocation F\Iterl < None "l

— Call Routing Information

— Incoming Calling Party Settings

If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DeviceFool/Service Parameter). Otherwise, the value configured is used as the prefix unless
field is empty in which case there is no prefix assigned.
[ Clear Prefix Settings ][ Default Prefix Settings ]
Number Type Prefix Strip Digits Calling Search Space

National Number l:l |< Mone = vl

International Number l:l |< Nene = v|

Unknown Number l:l |< Mone = vl

Subscriber Number l:l | < Mone = vl
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— Incoming Called Party Settings
If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DevicePool/Service Parameter). Otherwise, the value configured is used as the prefix unless
field is empty in which case there is no prefix assigned.
[ Clear Prefix Settings ” Default Prefix Settings ]
Number Type Prefix Strip Digits Calling Search Space
Mational Mumber Default < MNone > hd
Internaticnal Number Diefault = Mone = -
Unknown Number Default < MNone > b
Subscriber Number Diefault = Mone = -
— Phone Settings
Inbound Call Settings
(Calling Party Transformation CSS | < None > o
Connected Party Settings
(Ccnnacted Party Transformation CSS | < None > [
Redirecting Party Settings
(Redir’acting Farty Transformation CS5 | = yone = "

[ Delete ]

[Reset] [ Apply Config ] [ Add New ]

@ *_ indicates required itern.

**nNumber of devices that have to be reset when this device pool is updated. To see a detailed list of these devices and cther dependencies, click on Dependency Records.

**%| eave the field blank or enter -1 to use the configuration from the enterprise parameter.

CICIC)

*¥*%*¥Thece five parameters will overwrite device level settings when device is roaming and in the same device mobility group.
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Cisco Unified Communications Manager-Media Termination Point Configuration

Cisco Unified CM Administration YRR Cisco Unified CM Administrat

For Cisco Unified Communications Solutions

administrator Search Documentation About

System = CallRouting + Media Re=sources +  Advanced Featurez = Device = Appli * UserM t + Bulk Administration + Help

HI} Add New @ Select Al @ Clear Al & Delste Selected %' ReseiSekcted  # Apply Config to Selected

— Status
@ 1 records found
Media Termination Point (1 -1 of 1) Rows per Pag&
Find Media Termination Point where | Name vI begins with |+ [ Clear Filter ] - E
r Name * Description Device Pool Status IP Address Co
W MTE 2 MTF_CUCM-ExUM10 Default Registered with CUCM-ExUM10 172.20.85.110 Not Allowe
—
[ Add New ] [ Select All ] [ Clear All ] [ Delete Selected ] [ Reset Selected ] [ Apply Config to Selected ]

alilin  Cisco Unified CM Administration [IEWEETTY Cisco Unified CM Administre

cisco 5 g . | .
For Cisco i e administrator Search Documentation About|
System = CallRouting ~ Media Resources =  Advanced Features ~ Device =  Application ~  User M t v Bulk Administration + Help +
ation Point Configuration LR N ES Back To Find/List
B Save %l Resst z Apply Config
— Status

@ Status: Ready

— Media Termination Point Information

Registration Registered with Cisco Unified Communications Manager CUCM-ExUM10
1P Address 172.20.85.110

1PvE Address 0000:0000:0000:0000:0000:0000:0000:0000

Media Termination Point Type* Cisco Media Termination Point Software

Host Server® CUCM-ExUM10

Media Termination Point Name* ‘MTP 2 |

Description [MTP_cucm-Exumin |

Device Pool* ‘ Default vl

[rrusted relay Point

- (=) (=) (e o )

@ *_indicates required item.
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Cisco Unified Communications Manager-Conference Bridge Configuration

alln Cisco Unified CM Administration [TEWRENTY Cisco Unified CM Administra
cisco 5 e . | .
For Cimca Unifier o administrator  Search Documentation  Abaut
System « CallRouting »  Media Rezources - Advanced Featurez = Device «  Appli w User + Bulk istration = Help =

Find and List Conference Bridges

lfl} Add New @ Select All @ Clear Al % Delete Selected %' ResetSeiected 7 Apply Config to Selected

— Status
@ 1 records found
Conference Bridges (1 -1 of1) Rows per Page
Find Conference Bridges where | MName vl begins with & [ Clear Filter ] E]

Description Device Poal Status IP Address

r Conference Bridge Name *
CFB_CUCM-ExUM10 a7iideviceposl Registered with CUCM-ExUM10 172.20.85.110

[ Add New ][ Select All ][ Clear All ][ Delete Selected ][ Reset Selected ][ Apply Config to Selected

Software Conference Bridge

WEWTRERLTY Cisco Unified CM Administrati

wlinlw  Cisco Unified CM Administration

cisco i T icati :
For Cisco Unified Communications Solutions administrator Search Documentation About
System »  CallRouting + Media Resources v Advanced Features »  Device » A v  User + Buk ation + Help +
Conference Bridge Configuration Related Lin Back To Find/List
Q Save %' Reset £ Apply Config
— Status

@ Status: Ready

— Conference Bridge Information
Conference Bridge : CFE_2 (CFEB_CUCM-ExUM10)
Registration Registered with Cisco Unified Communications Manager CUCM-ExUM10
IP Address 172.20.85.110

— Software Conference Bridge Info

Conference Bridge Type® Cisco Conference Bridge Software

Host Server CUCM-ExUM10

[ﬂ Device is not trusted

Conference Bridge Name™ “CFB 2 |
Description [cFe_cucm-Exumio |
Device Pool* | g711devicepool vl
Commen Device Configuration | < None > vl
Location™ [Hub_none v|
Use Trusted Relay Point® | Default vl

Apply Config

@ *_ indicates required item.
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Cisco Unified Communications Manager-Media Resource Group configuration

WEWRERLOY Cisco Unified CM Administrat

Cisco Unified CM Administration

For Cisco Unified Communications Solutions

administrator Search Documentation About

System » Cal Routing v Media Resources v  Advanced Features v Device v  Application »  User Management »  Bulk Administration »  Help

Ell} Add New @ Select All @ Clear All % Delete Selected

— Status
@ 6 records found
Media Resource Group (1 - 6 of 6) Rows per Page

Find Media Resource Group where | MName vI begins with VI [ Clear Filter ] E]
I Name > Description Multi-cast 4
r MRG for ExUM 2007 Fax MRG for ExUM 2007 Fax false (1)
r MRG for ExUM 2010 MRG for ExUM 2010 false &
r MRG HW MTP MRG HW MTP falze (I}
m MRG SW MTE MRG SW MTP false (1)
r MRG SW noMTPE MRG SW no MTP false M
r SIC-MRG SIC-MRG false &

[ Add New ][ Select All ][ Clear &ll ][ Delete Selected ]

Tmm Cisco Unified CM Administration (BTl Cisco Unified CM Administrat

cisco - £ . .
For Cisca Unifred g administrator Search Documentation About

System + CallRouting + Media Resources +  Advanced Features +  Device +  Application = User +  Bulk Admi ation + Help =

Media Resource Group Configuration R EN N 'S Back To Find/List

B Save x Delete Copy E:]i Add New

— Status

@ Status: Ready

”» Media Resource Group Status -
: |

ledia Resource Group: S1C-MRG (used by 7 devices)

— Media Resource Group Information
®
Name [z1c-MRrG |

Description |5JC-MRG |

— Devices for this Group
Available Medis Resources** mtpo87654321abe

vA

Selected Media Resources® AMN_Z (ANN)
CFE_2 (CFB)
MCH_2 (MOH)
MTP_2 (MTE)

[ use Multi-cast for MOH Audio (If at least cne multi-cast MOH resource is available)

[Delete ] -

@ *_ indicates required item.

@ **Includes Annunciators (ANN), Conference Bridges (CFB), Media Termination Points (MTP), Music On Hold Servers (MOH) and Transcoders (XCODE)

[ Add New ]
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Cisco Unified Communications Manager-Media Resource Group List configuration

alinh,  Cisco Unified CM Administration IEWEET] Cisco Unified CM Administrat

cisco For Cisco Unified Communications Solutions

administrator Search Documentation About

System + CallRouting +  Media Resources +  Advanced Features = Device »  Application +  User Management Bulk Administration + Help «

Find and List Media Resource Group Lists

# Add New @ Select All @ Clear Al & Delete Selected

— Status
@ 6 records found
r 1
|Hedia Resource Group List | (1 - 6 of 6) Rows per Page
Find Media Resource Group List where Name | begins with vI [ Clear Filter ] E]
r Name * Copy
r MRGL for ExUM 2007 Fax @
|l MRGL for ExUM 2010 i)
r MRGL HW MTP i)
r MRGL SwW MTP B
il MRGL SW noMTE [
i SIC-MRGL [

[ Add New ][ Select All ][ Clear all ][ Delete Selected ]

N Cisco Unified CM Administration (EWTERENS Cisco Unified CM Administrat

cisco 5 e = I .
For Cisco L e R administrator Search Documentation About

System « CallRouting +  Media Resources ~  Adwvanced Features = Device »  Application = User Management +  Bulk Administration ~ Help +

Media Resource Group List Coi Related "Gl Back To Find/List

B Save x Delete Copy E:} Add New

Status
’7 Status: Ready

r Media Resource Group List Status
’V Media Resource Group List: SIC-MRGL (used by 7 devices)

Name® [53c-mRGL |

"- Media Resource Group List Information

— Media Resource Groups for this List
Awailable Media Resource Groups | MRG for ExUM 2007 Fax
MR.G for ExUM 2010
MRG_HW_MTP
MRG_SW_MTP
MRG_SW_ncMTP

A

Selected Media Resource Groups | 51Cc-MRG

<

[Delete ] - [ Add New ]
@ *_ indicates required item.
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Cisco Unified Communications Manager-Route Pattern Configuration

ulml  Cisco Unified CM Administration

cisco

For Cisco Unified Communications Solutions

System « Call Routing +

Media Resources +  Advanced Features = Device v Appli w User w Buk inistration +

administrator

(EWTEGT W Cisco Unified CM Administratic

Search Documentation

About

nd and List Route Patterns

Ell} Add New @ Select Al @ Clzar All % Delete Selected

— Status

@ 27 records found

|Route Patterns | (1-270f27) Rows per Page'i

Find Route Patterns where ‘ Fattern v I begins with vI
r Ppattern * Description Partition Route Filtsr Associated Devics 4
r 100X RP to OCSR2 OITT or Mediation Server OCSR2 MEDSRY SIP Trunk )

| (m| 101% Incoming from CUCM endpoint to SME and to LYNC SIP-Trunk-toc-SME i)
r 11000 Route Pattern to ExUM 2010 voice mail ExUM10 Trunk 5]
r 115X to SG Ericsson PBX 52/5U0/DS1-0@Router @
r 1 408X Incoming from CUCM endpoint to SME and to SP SIP-Trunk-to-SME [
r 14152221 0%X Route Pattern from CUCM to Lync 2010 via SME Lync2010-RTM SIP Trunk [
|_ 2101% Route Pattern to Lync 2010 Client failover i)
m| 222101% Route Pattern to LyncIT Client LyncIT SIP Trunk i)
Il 232% 52/5U0/DS1-0@Ri104 1)
m| 347X Incoming from CUCM endpoint to SME SIF-Trunk-te-SME 1)
r 4441234 Route Pattern to Lync Conference AA i)
(m| SOOI, Route pattern to test int'l calls for SME 9.0 SP-ASR-SIP-trunk i)
r AHHH RP to SIP GW to PSTN S50/5U1/DS1-0@MS GW1 @
r 5000 ExUM10 subscriber access ExUM10 Trunk 5]
r 5050 Route Pattern to Avaya Octel VM 50/SU1/DS1-0@MS GW1 [
|l 555770X SIP-Trunk-to-SME i)
|_ 6000 ExUML0 auto attendant ExUM10 Trunk i)
|l BLOXX ExUM 2007 Fax ExUMO7 SIP trunk TG
r 6411 To dial 411 out to VZ for SME 9.0 testing (34.2) SP-ASR-SIP-trunk
- 650X SIP-Trunk-to-SME
r 560X SIP-Trunk-to-SME
- 7101X Route Pattern to OCSR2 MSPBX Client OCSR2-MSPBX-SIP-Trunk
| F2HK For SME 9.0 test case 14.1 SP-ASR-SIP-trunk
r 770X SIP-Trunk-to-SME
r 775X RP for calls to SIPGW FXS port for DTMF testing MS GW1
- S.@ SP-ASR-SIP-trunk

[ Add New ][ Select All ][ Clear All ][ Delete Selected ]
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Route Pattern-101X

i Cisco Unified CM Administration WEWTERLOY Cisco Unified CM Administra

cisco

For Cisco Unified Communications Solutions

administrator Search Documentation About

System = CallRouting =  Media Rezources w  Advanced Features + Device =  Application - User « Buk inistration + Help =

ute Patte

nfiguration Related Links: EESSREutl
B Save x Delete Copy Ell]i Add New

— Status

@ Status: Ready

r—Pattern Definition

1

Route Pattern® [101x |
Route Partition |< Nene = "l
Description |Incon‘nng from CUCM endpoint to SME and to LYNC |

Numbering Plan - Not

Route Filter - Non

MLPP Precedence™® |DEfau\t "l

[ apply Call Blocking Percentage | |

Resource Priority Namespace Network Domain | < None = Vl
Route Class™® | Default "l

1
Gateway/Route List* [s1P-Trunik-to-sme | | (Edit)

Route Optien ® Route this pattern

O Block this pattern ‘ Mo Error v‘

Call Classification® | OffMet 5 |

DAIIUW Device Override Provide Outside Dial Tone DAHDW Cverlap Sending DUrgEnt Priority

| Require Forced Authorization Code

Authorization Level® |U |

[Jrequire Client Matter Code

— Calling Party Transformations
[Juse calling Party's External Phone Number Mask
Calling Party Transform Mask | ‘

Prefix Digits (Qutgeing Calls) | ‘

Calling Line ID Presentation® |Default v‘
Calling Name Presentation® | Default V‘
Calling Party Number Type® | Cisco CallManager v
Calling Party Numbering Blan* | Cisco CallManager V‘

— Connected Party Transformations
Connected Line ID Presentation® | Default vl

Cennected Name Presentation® |Defau\t Vl

— Called Party Transformations
Discard Digits = None =

Called Party Transform Mask | |

Frefix Digits (Outgoing Calls) |+L415222 |

Called Party Number Type® [ Cisco CallManager v

Called Party Mumbering Plan™® | Cisce CallManager vl
— ISDN Network-Specific Facilities Information El t

Network Service Protocol | Not Selected -- vl

Carrier Identification Code | |

Network Service Service Parameter Name Service Parameter Value
-- Mot Selected -- v|| < Not Exist = H

[ Delete ]

@ *_ indicates required item.

[ Add New ]
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Route Pattern-1408XXXXXXX

[NEWHERTLE Cicco Unified CM Administra

aliilin Cisco Unified CM Administration

cisco i s icati i
For Cisca L e administrator  Search Documentation  About

System = CallRouting ~ Media Resources -  Advanced Features » Device ~ A + User + Bulk ation + Help +

Route Pattern Configuration TR N 'CHl Back To Find/L
Q Save x Delete Copy # Add New
— Status

@ Status: Ready
— Dafiniti

]

Route Pattern® LA0BIO00K |

Route Partition = Mone > v|

Description Inceming from CUCM endpeint to SME and to SP |

Numbering Flan — Nat

Route Filter - None -

MLPP Precedence® ‘Defau\t vl

DApp\y Call Elocking Percentage ‘ |

Resource Priority Namespace Network Domain ‘ = None = v|
Route Class™* ‘ Default vl
| Gateway/Route List* ‘ SIP-Trunk-to-SME I Vl (Edit]
Route Opticn @ moute this pattern
O Block this pattern | No Error Vl
Call Classification* | OffNet "l

DAIIDW Device Override Provide Outside Dial Tone DAHUW Cverlap Sending D Urgent Priority

O Require Forced Authorization Code

Authorization Level® |U |

[ require Client Matter Code

— Calling Party Transformations
DUSE Calling Party's External Phone Number Mask
Calling Party Transform Mask |4052?33932 |

Prefix Digits (Outgoing Calls) | |

Calling Line ID Presentation* |Default Vl
Calling Name Presentation™ | Default Vl
Calling Party Number Type* | Cisco CallManager "l
Calling Party Numbering Flan* | Cisco CallManager Vl

— Connected Party Transformations
Connected Line 1D Presentation™® | Default "l

Connected Name Fresentation® |DEfau|t "l

— Called Party Transformations
Discard Digits = None =

Called Farty Transform Mask ‘

Prefix Digits (Outgoing Calls) ‘ ‘

Called Party Number Type* [ Ciseo CallManager v

Called Party Numbering Plan* ‘ Cisco CallManager v‘

— ISDN Network-Specific Facilities Information El

Network Service Protocol | - Mot Selected -- "l

Carrier Identification Code | |

Network Service Service Parameter Name Service Parameter Value

-- Mot Selected -- v|| ot Exist = ||

[Delete ] [ Add New ]

@ *_ indicates required item.
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Route Pattern- 141522210XX

(WEWRERT O Cisco Unified CM Administratic

allin  Cisco Unified CM Administration

cisco 5 g A .
For Ci=ca) L e administrator Search Documentation About

System » CallRouting + Media Resources v Advanced Features = Device = Application +  User w Bulk i ation = Help

BRGNS Back To FindyLis

— Status

@ Status: Ready

P

Route Pattern® 141522210 | |
I

Route Fartition [ < None = |

Description [Route Pattern from CUCM to Lync 2010 via SME |

Mumbering Flan

Route Filter - None =

MLPF Precedence® ‘ Default vl

[ 2pply call Blocking Percentage ‘ |

Resource Priority Namespace Network Domain ‘ < Mone = Vl
Route Class*® ‘ Cefault vl
Gateway/Route List* ‘ Lync2010-RTM_SIP_Trunk i ¥ | (Edit)
1
Route Option ® Route this pattern
O Block this pattern | Mo Errar "l
Call Classification* | OffNet *’l

[ allew Device Override Brovide Outside Dial Tone [ &llow Overlap Sending [JUrgent Bricrity

[ require Forced Authorization Code

Authorization Level* |D |

D Require Client Matter Code

— calling Party Transformations
Ouse Calling Party's External Phone Number Mask

Calling Party Transform Mask | |

Prefix Digits (Cutgoing Calls) | |

Calling Line ID Presentation™® |Defau|t Vl
Calling Name Presentation™* |Defau|t "l
Calling Party Number Type* | Cisco CallManager "l
Calling Party Numbering Plan* | Cisco CallManager Vl

— Connected Party Transformations
Cennected Line ID Presentation™ | Default vl

Connected Name Presentation® |Defau\t vl

— Called Party Transformations
Discard Digits - None =

Called Party Transform Maslk | |

Frefix Digits (Outgoing Calls) |+ |

Called Party Number Type* [ Cicco CallManager ~|

Called Party Numbering Flan* | Cisco CallManager vl

— ISDN Network-Specific Facilities Information El

Network Service Protocol ‘.. Mot Selected -- vl

Carrier Identification Code ‘ |

Network Service Service Parameter Name Service Parameter Value

-- Not Selected -- VH = Not Exist = ||

[Delete ] [ Add New ]

@ *_ indicates required item.
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SIP Route Pattern*

aliil,  Cisco Unified CM Administration IRV EETn] Cicco Unified CM Administrz

CIS€0  ror Cisco Unified Communications Solutions About]

administrator Search Documentation

System » Call Routing ~ Media Resources ~  Advanced Features = Device »  Application ~  User M t -+ Bulk Admi ation + Help «

Find and List SIP Route Patterns
Ifl} Add New @ Select Al @ Clear Al % Delete Selected

— Status

@ 1 records found
SIP Route Pattern (1 -1o0f1) Rows per Pag:

[ Clear Filter ] E]

u pattern * 1PvE Pattern Description Route Partition
T lync2010rtm.com I

Find SIF Route Fattern where | IFv4 Pattern % | begins with vI

[ Add New ][ Select All ][ Clear All ][ Delete Selected ]

il Cisco Unified CM Administration [VEWGERLGN Cisco Unified CM Administrat

cisco i ifi cati i
For Cisco Unified Communications Solutions administrator Search Documentation About
System « CallRouting -+ Media Resources -  Advanced Featursez + Device » A - User + Bulk atien = Help -
SIP Route Pattern Configu Related Links: [EElEI3{f
Q Save x Delete Copy E“F Add New
— Status
@ Status: Ready
M Pattern Definition
Pattern Usage Domain Routing

1Pv4 Pattern®

‘Iync201.0rtrn.com |
1Pv6 Pattern ‘ |

Description ‘ |
Route Partition ‘< None = vl
SI7 Trunk/Route List* [ 51p-Trunk-to-SME ] (Edit)

Oeleck Pattern

— Calling Party Transformations
[Juse calling Party's External Phone Mask
Calling Party Transformation Mask ‘ |

Prefix Digits (Qutgoing Calls) ‘ |

Calling Line ID Presentation® ‘Dgfau‘t \'l

Calling Line Name Fresentation® ‘Defau\t Vl

— Connected Party Transformations
Connected Line 10 Presentation® |Defau\t vl

Connected Line Name Presentation™® | Default "l

= [De\ete] [ Add New ]

@ *_ indicates required item.

*This configuration is needed for the calls initiated from CUCM using URI dialing. There is a SIP trunk to CUCM-SME using this route
pattern.
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Cisco Unified Communications Manager-SIP Trunk configuration

Cisco Unified CM Administration IEWHERRGY Cisco Unified CM Administratic

For Cisco Unified Communications Solutions

administrator Search Documentation About

System = CallRouting » Media Resources +  Advanced Features » Device -+  Application +  User w Buk inistration = Help =

Find and Li nks
Iﬂl} Add New @ Select All @ Clear All % Delete Selected %I Reset Selected

— Status
@ 26 records found
Trunks (1 - 26 of 26) Rows per Page 50
Find Trunks where ‘ Device Name w I begins with vl | Clear Filter E]
‘ Select item or enter search text vl
esllia Route Trunk SIP Trunk Secu
r Name * Description ssepa;:c: Device Pool Route Pattern Partition T Ericrity e rofile
r - CUCM-SUMMER-SIP-trunk CUCM-SUMMER-SIP-trunk Cefault B3XX SIP Mon Secure SIP T
Trunk Profile
- - ExUMOF SIFP trunk ExUMO7_SIFP_trunk Cefault 610XX SIF Mon Secure SIF T
Trunk Profile for ExUM B
= ExUM10 Trunk Trunk to ExUM 2010 Server Default 11000 SIP Non Secure SIP T
Trunk Prefile for ExUM B
r o ExUM10 Trunk Trunk to ExUM 2010 Server Cefault 5000 SIP Mon Secure SIP T
Trunk Profile for ExUM B
= EXUM10 Trunk Trunk to ExUM 2010 Server Default 5000 SIP Non Secure SIP T
Trunk Erefile for ExUM B
r S Lvnc-MedServer34-Cluster MediZ Cluster Default Eailover 1 SIP Non Secure SIF T
EG Trunk Profile
r - Lync2010-RTM SIP Trunk SIF Trunk to Lync 2010 RTM g7lldevicepool 141522210XX SIP Mon Secure SIF T
colocated Med Server Trunk Profile
r Pl Lync2010 SIP Trunk SIP Trunk to Lync2010 colocated Cefault SIP ccure SIPT
med server Trunk =
r e LyncIT SIP Trunk SIP Trunk to LyncIT client a7itdevicepool 222101X SIP Nen Secure SIP T
Trunk Profile
r F4 MS GWi SIP Trunk to SIP GW for PSTN Cefault 775X sIP Non Secure SIP T
connection Trunk Profile
r = OCSR2-MSPBX-SIP-Trunk OCSR2-MSPBX-SIP-Trunk Default 7101X SIP Non Secure SIP T
Trunk Profile
r F CCSR2 MEDSRY SIP Trunk SIP Trunk to OCSR2 Mediation Cefault 100X SIP Non Secure SIP T
Server Trunk Profile
e OCSR2 OITT SIP Trunk S1P Trunk to OCSR2 OITT Default SIP Negn Secure SIP T
Trunk Profile
r 2 SIP-Trunk-to-SME SIP Trunk to CUCM-SME-172- a7lldevicepool 101X SIP Nen Secure SIP T
20-109-254 Trunk Profile
r F SIP-Trunk-to-SME SIP Trunk to CUCM-SME-172- g7lldevicepool 770X SIP Non Secure SIP
20-109-254 Trunk Profile
r = SIP-Trunk-to-SME SIP Trunk to CUCM-SME-172- g7iidevicepool |vnc2010rtm.com SIP Non Secure SIP|
20-109-254 Trunk Profile
r - SIP-Trunk-to-SME SIP Trunk to CUCM-SME-172- g71ldevicepool 555770X sIP Non Secure SIP -
20-109-254 Trunk Erefile
||— S SIP-Trunk-to-SME SIP Trunk to CUCM-SME-172- g711devicepool SIP Non Secure SIP -
20-109-254 Trunk Profile
r = SIP-Trunk-to-SME SIP Trunk to CUCM-SME-172- g7ildevicepool 550X SIP Non Secure SIE
20-109-254 Trunk Ercfile
r o SIP-Trunk-to-SME SIP Trunk to CUCM-SME-172- g71idevicepool 660X SIP Mon Secure SIP
20-109-254 Trunk Erofile
r - SIP-Trunk-to-SME SIP Trunk to CUCM-SME-172- g7ildevicepool 347X SIP Non Secure SIP
20-109-254 Trunk Prefile
r = SME-SIP-Trunk SME SIP Trunk Default SIP Mon Secure SIP*
Trunk Erofile
r i SP-ASR-SIP-trunk SIP trunk to SP VZ ASR g7iidevicepool 9.@ sSIP Mon Secure SIP S
Trunk Profile
r & SP-ASR-SIP-trunk SIP trunk to SP WVZ ASR g7ildevicepool 5411 SIP MNon Secure SIE
Trunk Profile
r & SP-ASR-SIP-trunk SIP trunk to SP VZ ASR g71ldevicepool 72XX sIP Non Secure SIP -
Trunk Ercfile
r S SP-ASR-SIP-trunk SIP trunk to SP WVZ ASR g711devicepool  44XMOCONOOKK SIP Non Secure SIP -
Trunk Profile
[ Add New ][ Select All ][ Clear All ][ Delete Selected ][ Reset Selected ]
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SIP trunk to SME with Route pattern 101X

alinh,  Cisco Unified CM Administration IEeRET Cisco Unified CM Administrat

cisco 5 =T Fremi? i
For Cisco Unified Communications Solutions About

administrator Search Documentation

System = CallRouting + Media Re=ources = Advanced Featurez » Device » A v User ~ Bulk ation + Help «

Trunk Configuration TR K e Back To Find/List
B Save x Delete %' Reset CUR Add Hew

— Status

@ Status: Ready

— Device Information

Product: SIP Trunk
Device Protocol: SIP
Trunk Service Type lons(Defayltl

= *
Device Name SIP-Trunk-to-SME I ‘
Description SIP Trunk to CUCM-SME-172-20-109-254 ‘
Device Pool* ‘ g711devicepool "‘
Common Device Configuration ‘{ Mone = V‘
Call Classification® ‘ Use Systemn Default V‘
Media Resource Group List ‘ SIC-MRGL V‘
Location™® ‘ Hub_None V‘
AAR Group ‘{ Mons = "‘
Tunneled Protocal™ ‘ Mone "‘

QSIG variant® o Cha
ASM.1 ROSE OID Encoding® oC

Packet Capture Mode® ‘ Mone "‘

Facleet Capture Duration ‘D ‘

[Imedia Terminaticn Peint Required
Retry Video Call as Audic
Fath Replacement Support
[ITransmit UTF-& for Calling Party Name
Transmit UTF-8 Names in QSIS APDU

Ounattended Port
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[] srTP Allowed - when this flag i checked, Encrypted TLS needs to be configured in the netwark to provide end to end security. Failure to de =o will expose keys and other information.
Censider Traffic on This Trunk Secure™®

Route Class Signaling Enabled* Drefault
Use Trusted Relay Foint* Default b
PSTN Access

O run on Al Active Unified CM Nodes

Intercompany Media Engine (IME)
’7E.16¢ Transformaticn Profile | = yope = w

Multilevel Precedence and Preemption {(MLPP) Information
’7MLF'F' Domain | = Ngne = v

— Call Routing Information
[ remote-Party-1d

s=erted-Identity
ksserted-Type™® [pg

AL

SIP Privacy ® Default b

— Ink d Calls
Significant Digits* Al b
Connected Line 1D Presentation™® | pefaylt N
Connected Mame Presentation® Default N
Calling Search Space = None = b
AAR Calling Search Space = Mone = g
Prefix DN

[#| Redirecting Diversion Header Delivery - Inbound

— Incoming Calling Party Settings
If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DeviceFool/Service Parameter). Otherwise, the value configured is used as the prefix unle:
the field is empty in which case there is no prefix assigned.
[ Clear Prefix Settings ][ Default Prefix Settings ]
Number Type Prefix Strip Digits calling Search Space Use Device Pool C55
Incoming Mumber Default < None = b
— Connected Party Settings
Cennected Party Transformation CSS | & yope = w
[¥] Use Device Poal Connected Party Transformation CS5
— Outbound Calls
Called Party Transformation CS5 = Mone = w
[ Use Device Pocl Called Party Transformation CSS
Calling Party Transformation CSS < None = v
[#] Use Device Poal Calling Party Transformation €55
Calling Party Selection® Last Redirect Number (External] £V
Calling Line ID Presentation® Default v
Calling Name Presentation® Default v
Calling and Connected Party Info Format* Deliver URI and DN in connected party, if available %

Redlrectlng Diversion Header Delivery - OQutbound
Redirecting Party Transformation C5S = None = b

[Juse Device Pocl Redirecting Party Transformation C55

Caller Information
Caller ID DN

Caller Name

Maintain Original Caller ID DN and Caller Name in Identity Headers
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— SIP Information

Destination
[ pestination Address is an SRV
Destination Address

1* 17 =2
172.20.109.254

Destination Address IPvG Destination Port

5060

MTF Preferred Originating Codec®
BLF Presence Grcup*

SIP Trunk Security Profile®
Rerouting Calling Search Space
Cut-0Of-Dialog Refer Calling Search Space
SUBSCRIBE Calling Search Space
SIF Profile®

DTMF Signaling Method*

Standard Prezence group
MNen Secure SIP Trunk Profile
= Mone =

= None =

= Mone =

Standard SIP Profile with FQDN in SIP Requests

£ 18] 1] 1] £ £

RFC 2833

Mormalization Script
Normalization Script | remaye-tias

OEenable Trace

Parameter Name

Parameter Value

— Geolocation Configuration
Geolocation < None =

Geolocation Filter | = nope =

O send Geolocation Infermation

[ Delete ] [Reset] [ Add New ]

@ *_ indicates required item.

@ **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.
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SIP trunk to SME with Route Pattern lync2010rtm.com

alinh,  Cisco Unified CM Administration [IERET Cisco Unified CM Administra
cisco i s - .
Far Cisco e G administrator Search Documentation About
System = CallRouting ~ Media Resources -  Advanced Features » Device ~ A + User + Bulk ation + Help +

Trunk Configuration TG = i e Back To Find/List

B Save x Delete %' Reset EI']: Add New

— Status

@ Status: Ready

— Device Information

Product: SIP Trunk

Device Protocol: SIP

Trunk Service Type Mone({Default)

Device Name* |SIP—Trunk—t075ME ‘
Description SIP Trunk to CUCM-SME-172-20-109-254 ‘
Device Pool* g71l1ldevicepool "‘
Common Device Configuration |< MNone = V‘
Call Classification® | Use System Default V‘
Media Resource Group List | SI1C-MRGL V‘
Location™® | Hub_None V‘
AAR Group |< MNone = "‘
Tunneled Protocol® | Mone "‘
QSIG variant* io C

ASN.1 ROSE OID Encading® o C

Packet Capture Mode*® | Mone b ‘
Facleet Capture Duration |n ‘

[Imedia Terminaticn Peint Required
Retry Video Call as Audic
Path Replacement Support
DTransmlt UTF-8 for Calling Party Name
Transmit UTF-28 Names in Q5IG APDU
Ounattended Port
[JsrTe allowed - When this flag is checked, Encrypted TLS needs to be configured in the network to provide end to end security. Failure to do so will expese keys and other information.

Consider Traffic on This Trunk Secure® When
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Route Class Signaling Enabled® Default
Use Trusted Relay Point™* Default
PSTN Access

[ run on All Active Unified CM Nodes

Intercompany Media Engine (IME)
’7E.1.6¢ Transformation Profile | = yone = w

Multilevel Precedence and Preemption (MLPP) Information
’7MLPF' Domain | = None = w

— Call Routing Information
[Jremote-Party-1d

Asserted-Identity

Asserted-Type™® [par LS

SIP Privacy® Default ¥

— Inlk d Calls
Significant Digits* ) .’
Connected Line 1D Presentation™ [ pefaule .
Connected Name Presentation® [ Defaule ¥
Calling Search Space < None = .
AAR Calling Search Space = None = ¥
Prefix DN

Redirecting Diversion Header Delivery - Inbound

— Incoming Calling Party Settings
If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DevicePool/Service Parameter). Otherwise, the value configured iz used as the prefix unlh
the field is empty in which case there is no prefix assigned.
[ Clear Prefix Settings ][ Default Prefix Settings
Number Type Prefix Strip Digits Calling Search Space Use Device Pool €SS
Incoming Number Default < Mone = v
— Connected Party Settings
Connected Party Transformation C55 | = nope = v
Use Device Pool Connected Farty Transformation C55
— Outbound Calls
Called Party Transformation CSS = None = w
[Fluse Device Pool Called Party Transformation CS5
Calling Party Transformation CSS = None = v

[¥]use Device Pool Calling Party Transfermation CSS
Calling Party Selection®

Last Redirect Mumber (External) £
Calling Line IT Presentation™® Default -
Calling Name Presentation™® Default "
Calling and Cennected Party Info Format™ [Deliver URI and DN in connected party, if available w
[#] Redirecting Diversien Header Delivery - Gutbound
Redirecting Party Transformation CSS = None = -

[ use Device Fool Redirecting Party Transformation €35

Caller Information
Caller ID DN

Caller Name

Maintain Original Caller ID DN and Caller Name in Identity Headers
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— SIP Information

Destination
[ pestination Address is an SRV
Destination Address

1* 17 =2
172.20.109.254

Destination Address IPvG Destination Port

5060

MTF Preferred Originating Codec®
BLF Presence Grcup*

SIP Trunk Security Profile®
Rerouting Calling Search Space
Cut-0Of-Dialog Refer Calling Search Space
SUBSCRIBE Calling Search Space
SIF Profile®

DTMF Signaling Method*

Standard Prezence group
MNen Secure SIP Trunk Profile
= Mone =

= None =

= Mone =

Standard SIP Profile with FQDN in SIP Requests

£ 18] 1] 1] £ £

RFC 2833

Mormalization Script
Normalization Script | remaye-tias

OEenable Trace

Parameter Name

Parameter Value

— Geolocation Configuration
Geolocation < None =

Geolocation Filter | = nope =

O send Geolocation Infermation

[ Delete ] [Reset] [ Add New ]

@ *_ indicates required item.

@ **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.
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SIP trunk to SME with Route Pattern 1408 XXXXXXX

il Cisco Unified CM Administration (EWLERERGE Cisco Unified CM Administratic

cisco i ifi icati :
For Cisco Unified Communications Solutions About

administrator Search Documentation

System = CallRouting + Media Resources v  Advanced Features + Device +  Application »  User Management »  Bulk Administration + Help »

nk Configuration [ F i Bl 'oHl Back To Find/List

B Save x Delete %' Resst lfl} Add New

— Status

@ Status: Ready

— Device Information

Product: SIP Trunk

Device Protocol: s

Trunk Service Type None({Default)

Device Name* ‘SIP-Trunlc-to-SME |
Description ‘SIPTrunl-ctD CUCM-5ME-172-20-109-254 |
Device Pool* ‘ g711ldevicepool "l
Commen Device Configuration ‘{ Mone = V|
Call Classification™ ‘ Use System Default "l
Media Resource Group List ‘ S1C-MRGL Vl
Location™® ‘ Hub_Nene Vl
AAR Group ‘{ Mone = "l
Tunneled Protocol® ‘ None "l
QSIG Variant™® o Cha

ASN.1 ROSE QID En:oding* lo Cha

Paclet Capture Mode® ‘ MNone Vl
Paclket Capture Duration ‘g |

[ Media Termination Peint Required
Retry Video Call as Audio
Path Replacement Support
[ rransmit UTF-8 for Calling Party Name
Transmit UTF-8 Names in QS5IG ARPDU
O unattended port

D SRTP Allowed - When this flag is checked, Encrypted TLS needs to be configured in the network to provide end to end security. Failure to do so will expose keys and other information.
Consider Traffic on This Trunk Secure® When using both
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Route Class Signaling Enabled* Default b
Use Trusted Relay Point® Default b
PSTN Access

[JRun Cn Al Active Unified CM Nodes

Intercompany Media Engine (IME)
’7E.1.6i Transformation Profile | = nope = o

Multilevel Precedence and Preemption (MLPP) Information
’7MLPF' Domain | = yone = "

— Call Routing Information
O Remote-Party-Id
Asserted-Identity
Asserted-Type® [Far -

SIF Privacy™® Default -

— Inlk d Calls
Significant Digits*

All b/
Connected Line ID Presentation™ [ oefaule K’
Connected Name Presentation® [ oefaul b
Calling Search Space = Mone = v
AAR Calling Search Space < Mone = K’
Prefix DN

Redirecting Diversion Header Delivery - Inbound

— Incoming Calling Party Settings
1f the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DevicePool/Service Parameter). Otherwise, the value configured is used as the prefix unle
the field i= empty in which case there is no prefix assigned.
[ Clear Prefix Settings ][ Default Prefix Settings
Number Type Prefix Strip Digits cCalling Search Space Use Device Pool €55
Incoming Mumber Default < None = b
— Connected Party Settings
Connected Party Transformation CS5 | = ygpe = v
[¥] Use Device Poal Connected Farty Transfarmation C55
— Outbound Calls
Called Party Transformation CSS = None = v
Usge Device Pool Called Party Transformation C55
Calling Party Transformation CSS = Mone = w
[#l Use Device Poal Calling Party Transfarmation €55
Calling Party Selection® Last Redirect Number (External) v
Calling Line ID Presentation™ Diefault w
Calling Name Presentation® Default v
Calling and Cannected Party Info Format™® [ Deliver URI and ON in connected party, if available v

[¥] redirecting Diversion Header Delivery - Cutbound

Redirecting Party Transformation CS5 = None = v

[Juse Device Poal Redirecting Party Transformation €55

Caller Information
Caller ID DN

Caller Name

Maintain Original Caller ID DN and Caller Name in Identity Headers
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— SIP Information

Destination
[ pestination Address is an SRV
Destination Address

1* 17 =2
172.20.109.254

Destination Address IPvG Destination Port

5060

MTF Preferred Originating Codec®
BLF Presence Grcup*

SIP Trunk Security Profile®
Rerouting Calling Search Space
Cut-0Of-Dialog Refer Calling Search Space
SUBSCRIBE Calling Search Space
SIF Profile®

DTMF Signaling Method*

Standard Prezence group
MNen Secure SIP Trunk Profile
= Mone =

= None =

= Mone =

Standard SIP Profile with FQDN in SIP Requests

£ 18] 1] 1] £ £

RFC 2833

Mormalization Script
Normalization Script | remaye-tias

OEenable Trace

Parameter Name

Parameter Value

— Geolocation Configuration
Geolocation < None =

Geolocation Filter | = nope =

O send Geolocation Infermation

[ Delete ] [Reset] [ Add New ]

@ *_ indicates required item.

@ **_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.
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Cisco Unified Communications Manager-SIP Profile Information

wlinli,  Cisco Unified CM Administration IEMEETul Cisco Unified CM Administrat

cisco 5 ifi Feait -
For Cisco Unified Communications Solutions About

administrator Search Documentation

System « CallRoeuting + Media Resources -  Advanced Features »  Device = Appli w User « Bulk iniztration + Help =

d and List SIP

o Addtew FEH seectar [ clearan g petete seiectes
— Status
@ 13 records found
SIP Profile (1 - 13 of 13) Rows per Page
Find SIP Profile where | Name VI begins with % [ Clear Filter ] - E
r Mame * Diescription
[ EQ SIF Profile for FRACK reguired EO SIP Profile for PRACK required
O EQ SIP Profile for PRACK supported EQ SIP Profile for PRACK supported
T EC for PRACK supported and Audio Codec Pref ON EO for PRACK supported and Audic Codec Pref ON
O EC with Audio Cedec Pref ON EC with Audio Codec Pref ON
T Early Offer SIP Profile Default SIP Profile
O Lvnc Failover profile Default SIP Profile
| Standard SIP Profile Default SIP Profile
Standard SIP Profile For Cisco WCS Default SIP Profile For Cisco Video Communication Server
Standard SIP Profile For TelePresence Conferencing Default SIP Profile For Cisco TelePresence Conferencing
r Standard SIP Profile for ExUM FAX Default SIP Profile for ExUM FAX
T Standard SIP Profile for PRACK required Default SIP Profile for PRACK required
O Standard SIF Profile for PRACK supported Default SIP Profile for PRACK supported
T Standard SIP Profile with FODN in SIP Requests Default SIP Profile
[ Add New ][ Select All ][ Clear all ][ Delete Selected ]
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Standard SIP Profile

alilnn  Cisco Unified CM Administration et Cisco Unified CM Administrat

cisco For Cisco Unified Communications Solutions

administrator Search Documentation About

System « CallRouting +  Media Resources ~  Adwvanced Features = Device »  Application = User Management +  Bulk Administration ~ Help +

SIP Profile Configuration Related "Gl Back To Find/List

copy R Reset 2 Apoiy Config 8 Add ew

— Status

@ Status: Ready

@ All SIP devices using this profile must be restarted before any changes will take affect.

— SIP Profile Information

*
Mame ‘Standard SIP Profile ‘
Description ‘Default SIP Profile ‘
Default MTF Telephony Event Payload Type® ‘ 101 ‘
Early Offer for G.Clear Calls* ‘ Disabled b ‘
SDP Session-level Bandwidth Modifier for Early Offer and Re-invites* ‘ TIAS and AS v‘
User-Agent and Server header information™ [ Send Unified €M Version Information as User-Ager ¥ |
Accept Audic Codec Preferences in Received Offer® ‘ Default V‘
Dial String Interpretation™® ‘ Phone number consists of characters 0-3, *, =, an V‘

Oredirect by Application

[ pisable Early Media on 180

[ outgeing T.28 INVITE include audic mline

[JEnable ANAT

[ require SOF Inactive Exchange for Mid-Call Media Change
[T use Fully Qualified Domain Name in SIF Requests

[ assured Services SIP conformance

— Parameters used in Phone

Timer Invite Expires (secnndsj* ‘LSD |
Timer Register Delta (seconds)* ‘5 |
Timer Register Expires (secnndsj* ‘3500 |
Timer T1 (meec)* [s00 |
Timer T2 (msec)® ‘4000 |
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Retry INVITE* [s
Retry Non-INVITE® [10
Start Media Port™ [16384

Call Pickup URT |x-cwscn-serulceurl-plckup

Call Fickup Group Other URT |x-cwscn-serulceurl-oplckup

Call Pickup Group URIT*

|

|

|

Stop Media Port® [32766 |
|

|

|x-c\scn-seruiceuri-gpickup |

: * —
Meet Me Service URI |x-c\scn-serumeurl-meetma |

User Info* | None vl
DTMF DB Level* | Nominal "l
Call Hold Ring Back™® |0f-f "l
Anonymous Call Block™® [off |
Caller ID Blocking™® [orf v
Do Not Disturb Control * | User Vl
Telnet Level for 7540 and 7960 | Disabled |
Resource Priority Namespace |< Neone = Vl
Timer Keep Alive Expires (se:onds]* |120 |
Timer Subscribe Expires (seconds]* |120

Timer Subscribe Delta (seconds) ™ |5

Maximum Redirections™® |?U

- * —
Call Forward URL [x-cisco-serviceuri-cfwdall

|
|
|
Off Hook Te First Digit Timer (milliseconds)* |1SUUEI |
|
|

Speed Dial (Abbreviated Dial) URT* |X'C\ECD*EEI’UICEUI’I'abbr’dIE|

Conference Join Enabled
[JRFC 2543 Hold

Semi Attended Transfer
[JEnable vAD

[ stutter Message waiting

[ mMLPE user Autherization

— Normalization Script

Normalization Script | = yope = A/

Enable Trace

Parameter Name Parameter Value

' I | @ @

— Incoming Requests FROM URI Settings
Caller ID DN | |

Caller Name | |
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— Trunk Specific Configuration

Reroute Incoming Request to new Trunk based on® | Mewver "l
RSVP Over SIP* [Local azve ~|
Resource Priority Namespace List |< Mone = Vl
[FIFall back to local RSVE

SIP Rel1xX Options® | Disabled v|
video Call Traffic Class* | Mimed Vl
Calling Line Identification Presentation® | Default Vl

[ peliver Conference Bridge Identifier

[ early offer support for voice and video calls (insert MTE if needed)
Send send-receive SDP in mid-call INVITE

[ &llow Presentation Sharing using BFCP

O atlow ix Application Media

[ &llow Passthrough of Configured Line Device Caller Information

DRejact Anonymous Incoming Calls

[ reject Anonymaus Cutgoing Calls

SIP OPTIONS Ping

[JEnable OPTIONS Ping to moniter destination status for Trunks with Service Type "None (Default)”
Ping Interval for In-service and Partially In-service Trunks (seconds)® |

ping Interval for Out-of-service Trunks (seconds)*®

Fing Retry Timer (milliseconds)* |
Ping Retry Count™® |

= [Cnpv] [Reset] [ Apply Config ] [ Add New

@ *_ indicates required itern.
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Standard SIP Profile for PRACK supported

Ins Cisco Unified CM Administration [[EWREGTNE Cisco Unified CM Administratic
cisco 5 . LA .
For Clsco Unifiead o administrator Search Documentation About
System « CallRouting + Media Resources + Advanced Features « Device = Application = User « Bulk istration = Help

SIP Profile Configuration
B Save x Delete Copy %' Re=st z Apply Config EIIP Add New

— Status

@ Status: Ready

@ L&) SIP devices using this profile must be restarted before any changes will take affect.

Back To Find/List

— SIP Profile Information

Mame* |Stan\:|ar\:| SIP Profile for PRACK supported |
Description |Default SIF Profile for PRACK supported |
Default MTP Telephony Event Payload Type™® |].Ell |
Early Offer for G.Clear Calls* | Disabled Vl
SDP Session-level Bandwidth Modifier for Early Offer and Re-invites* |TIA5 and AS v|
User-Agent and Server header information™ | Send Unified CM Wersion Information as User-2ger v|
Accept Audio Codec Preferences in Received Offer® | Default v|
Dial String Interpretation™ | Fhone number consists of characters 0-3, *, £, anc "l

[ redirect by Application

[pisable Early Media on 130

[ outgeing T.38 INVITE include audio mline

CJensble AnaT

DRequirE SDP Inactive Exchange for Mid-Call Media Change
DUSE Fully Qualified Domain Name in SIP Requests

[ Assured Services SIP conformance

— Parameters used in Phone

Timer Invite Expires (seconds)® |18E| |
Timer Register Delta (seconds)* |5 |
Timer Register Expires (seconds)® |SEDD |
Timer T1 (msec)® |500 |
Timer T2 (msec)® |4—DDD |
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Retry INVITE* [s
Retry Non-INVITE® [10
Start Media Port* [15384

*
Call Pickup URI |x-cisco-sarviceuri-pickup

*
Call Pickup Group Other URI |x-cisco-sarviceuri-opickup

|
|
|
Stop Media Port™ |32?66 |
|
|
Call Pickup Group URT* |

|x-cisco-sarviceuri-gpickup

*
Meet Me Service URI |x-cisco-sarviceuri-maetme |

User Info®* [mone |
DTMF DB Level* [Wominal ~]
Call Hold Ring Back® [off v]
Anonymous Call Block® | off "l
Caller ID Blocking® | Off Vl
Do Not Disturb Control* [user v
Telnet Level for 7940 and 7960% | Disabled v
Resource Priority Namespace |< Mone = Vl
Timer Keep Alive Expires (seconds)® |120 |
Timer Subscribe Expires (seconds)* |120

Timer Subscribe Delta (seconds)* |5

Cff Hook Te First Digit Timer (milliseconds)* |LSDDD

3 * " " "
Call Forward URI |x-l:lsn:n-sErvlchrl-UFwdaH

|
|
Maximum Redirections™ |?D |
|
|
|

Speed Dial (Abbreviated Dial) URIT* |x-l:isn:n-SErvichri-ahhrdial

Conference Join Enabled
[JrFC 2543 Hold

Semi Attended Transfer
[JEnable vAD

[ stutter Message Waiting

[ mLPP User Autherization

— Mormalization Script
Normalization Script [ = yope = "

Enable Trace

Parameater Name Parameter Value

L | | @ =

— Incoming Requests FROM URI Settings
Caller 1D DN | ‘

Caller Name | ‘

© 2012 Cisco Systems, Inc. All rights reserved.
Important notices, privacy statements, and trademarks of Cisco Systems, Inc. can be found on cisco.com
Page 120 of 152



atfean]e
CISCO.

— Trunk Specific Configuration

Reroute Incoming Request to new Trunk based on®* | Never

¥
RSVP Over SIP* [Local RsvP ~|
Resource Priority Mamespace List |< Mone = Vl
[IFall back te local RSVF
SIP ReliXX Cptions™® | Send PRACK if 1xx Containg SDF Vl
video Call Traffic Class™® | Mixed Vl
Calling Line Identification Presentation® |Default vl

DDehuer Conference Bridge Identifier

DEarI'_./ Offer suppert for voice and video calls (insert MTF if needed)
Send send-receive SDP in mid-call INVITE

[ allew Presentaticn Sharing using SFCP

[ allow ix Application Media

[ Allaw Passthrough of Configured Line Device Caller Information

DREJECt Anonymous Incoming Calls

O Reject Anonymous Outgeing Calls

SIP OPTIONS Ping

DEnabIe QPTIONS Ping to monitor destination status for Trunks with Service Type "None (Default)”
Ping Interval for In-zervice and Partially In-service Trunks (seconds)*l

Ping Interval for Out-of-service Trunks (seconds)®

|

| |

Ping Retry Timer (milliseconds)™ | |
Ping Retry Count® | |

[ Delete ]

[RESEt] [ Apply Config ] [ Add New ]

@ *_ indicates required item.
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Standard SIP Profile with FQDN in SIP requests

i Cisco Unified CM Administration (W ERROY Cisco Unified CM Administra

cisco 5 fra icati i
Far Cisca L R administrator Search Documentation About
System « CallRouting »  Media Rezources - Advanced Featurez = Device «  Appli w User + Bulk istration = Help =
SIP Profile Configuration Related Lin Back To Find/List
B Save x Delete Copy %l Reset z Apply Config Ell]i Add Mew
— Status

@ Status: Ready

@ 2l SIF devices using this profile must be restarted before any changes will take affect.

SIP Profile Information T

Name* ‘Standard SIP Profile with FQDN in SIP Requests | |
Description ‘Default SIP Profile |
Default MTP Telephony Event Payload Type* ‘ 101 |
Early Offer for G.Clear Calls* ‘ Dizabled Vl
SDP Session-level Bandwidth Modifier for Early Offer and Re-invites™ ‘TIAS and AS vl

User-Agent and Server header information [ Send Unified €M Version Information as User-Ager v |

Accept Audio Codec Preferences in Received Cffer® ‘ Default "l

Dial String Interpretation ‘PhDI‘IE number consists of characters 0-3, *, £, anc vl |

[ redirect by Application

[ picable Early Media on 180

[ outgeing T.3& INVITE include audio mline
[JEnable ANAT

DRequire SDP Inactive Exchange for Mid-Call Media Change

Use Fully Qualified Domain Mame in SIP Requests ——— Required for SIP URI Dialing

[ Assured Services SIP conformance

— Parameters used in Phone

Timer Invite Expires [seconds)* |18El |
Timer Register Delta (seconds)* |5 |
Timer Register Expires (seconds)® |EEDD |
Timer T1 (msec)* |500 |
Timer T2 (msec)® |4UDU |
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Retry INVITE* s
Retry Non-INVITE® [10
Start Media Port™® (16384

" *
Call Pickup URI ‘X*CIECO'EEI’VICEUI’I*DICKUD

; *
Call Pickup Group Other URI ‘X*CIECO'EEI’VICEUI’I*OD\CKUD

|
|
|
Stop Media Port* [32786 |
|
|
Call Pickup Group URI™* |

‘x—msco—servlceurl—gp\ckup

: *
Meet Me Service URI ‘X*CIECD'EEI’VICEUI’I*I‘HEEtmE |

User Info® ‘ MNone "l
DTMF DB Level* [Nominal v/
Call Hold Ring Baclk* [off ~]
Anonymous Call Block™ ‘ Off "l
Caller ID Blocking™® ‘ off "l
Do Not Disturb Control* ‘ User Vl
Telnet Level for 7540 and 7960% ‘ Disabled Vl
Resource Priority Namespace ‘< Mone = Vl
Timer Keep Alive Expires (seconds)™ ‘ 120 |
Timer Subscribe Expires (seconds)* ‘ng

Timer Subscribe Delta (seconds)* ‘5

Maximum Redirections* ‘70

v * . B B
Call Ferward URI ‘x-clsco-servlceurl-cfwdall

Off Hook Te First Digit Timer (milliseconds)* ‘ 15000 |
Speed Dial (Abbreviated Dial) URT* |

‘x-cisco-serviceuri-abbrdial

Conference Join Enabled
[JRFC 2543 Hold

Semi Attended Transfer
[Cenzble vAD

D Stutter Message Waiting
[ MLPP User Autherization

— Normalization Script

Normalization Script | = yope = A/

Enable Trace

Parameter Name Parameter Value

1 | | @ &

— Incoming Requests FROM URI Settings

Caller ID DN | |

Caller Name | |
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— Trunk Specific Configuration

Rercute Incoming Request to new Trunk based on* ‘ Newver

vl
RSVP Over SIF¥ [Local RsWP v
Resource Priority Namespace List ‘< Mone = "l
Fall back to local RSVP
SIP Rel1XX Options* ‘Disablad Vl
Video Call Traffic Class™® ‘ Mixed Vl
Calling Line Identification Presentation® ‘ Default Vl

|:| Deliver Conference Bridge Identifier

(| Early Offer support for veice and video calls (insert MTF if needed)
Send send-receive SDP in mid-call INVITE

[ allow presentation Sharing using SFCP

[ allow ix Application Media

[ allow Passthrough of Configured Line Device Caller Information

[Jreject Anonymous Incaming Calls

[Jreject Ancnymous Cutgeing Calls

SIP OPTIONS Ping

[JEnable OFTIONS Ping to monitor destination status for Trunks with Service Type "None {Default)”
Fing Interval for In-service and Fartially In-service Trunks (secends)™® ‘

Ping Interval for Qut-of-service Trunks (seconds)®

|

\ |

Fing Retry Timer (milliseconds)™® ‘ |
Fing Retry Count™ ‘ |

[ Delete ]

[Reset] [ Apply Config ] [ Add New ]

@ *- indicates required item.
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SCCP/SIP Phone configurations on the Cisco Unified Call Manager

Cisco Unified CM Administration [IEEE = Cisco Unified CM Administra

For Cisco Unified Communications Solutions

administrator Search Documentation About

System = CallRouting ~ Media Resources +  Advanced Features = Device «  Application +  User Managemsnt »  Bulk Administration + Help +

d and List Phones

E:} Add New @ Select All @ Clear Al & Delete Selected %l Reset Selected Z Apply Config to Selected

R NES] Actively Logged In Device Re|

— Status

@ 5 records found

Phone (1 -50of5)

Rows per Page

Find Phone where | Device Name v begins with v

Clear Filter - E]

| Select item or enter search text v|

I Device Name(Line) * Description Device Poal Device Brotocol Status 1P Address Copy ¢
o SEP001D705F3036 7571 SCCF Phone - James Cameroon ¥4511 g7iidevicepool SCCP Registered with CUCM-ExUM10 172.20.109.57 [ I
(m| ;gs SEPQO023339CALICS 7575 SIP Phone - John Smith x4511 Lefault SIP Unknown Unknown [ iy
r EE-EE SEPO0235E18F219 7961 SCCP Phone - David Lynch x4512 g711devicepool SCCP Registered with CUCM-ExUM10 172.20.109.58 IE) i
(m SEP1C17D337D188 9571 Sip Phone - Diana Wesley w4514 g7iidevicepool SIF Registered with CUCM-ExUM10 172.20.109.59 I} I
r E SEP1C17D337D3FD Auto 1003 Default SIP Registered with CUCM-ExUM10 172.20.109.38 [ T

[ Add New ][ Select all ][ Clear 2ll ][ Delete Selected ][ Reset Selected ][ Apply Config to Selected ]
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Device Name: SEP001D705F9036
Device protocol: SCCP

Nmm Cisco Unified CM Administration WEWHRERROE Cisco Unified CM Administratio

41 14-] 5 £ scati ;
For Ci=ca Ln administrator Search Documentation About

System = CallRouting + Media Resources ~ Advanced Featurez » Device -+  Application +  User Management »  Bulk Administration = Help =

Phone Config

ion Related Lin

B Save x Delete . Copy %’ Reset z Apply Config Iﬁ‘} Add New

Status
’7 Status: Ready

Back To Find/List

— Association Information Phone Type
[ Modify Button tems ] Product Type: Cisco 7971
Device Protocel: SCCP
1 a1 Line [1] - '+14083334511 (ng partition)
2 arne Line [2] - Add a new DN — Device Information
= Registration Registered with Cisco Unified Communications Manager CUCM-ExUM10
3 Ggadianewsp 1P Address 172.20.109.57
4 @ AddanewsD Active Load ID SCCP70.8-1-15R15
Download Status Unknown
W Add w SO
5 & Device Is Active
6 &5 Addanew 3D Device is trusted
*
- Add a new 5D MAC Address 001D705F9036 |
z e e B Description 7971 SCCP Phone - James Cameroon Xd511 |
Device Pool* 71ldevicepool ¥ | View Detail
---------- Add On Module(s) —--n--m--- - g o | View Details
Common Device Configuration \
9 Conference g* [< Hone = | view Details
10 None Phane Butten Template | sErO01D705FR038-5CCR-Individual Template v
w5 | e Saftkey Template [standard user v
12 Nene Cemmon Phene Profile™ |Standard Commen Phone Profile v‘
13  None Calling Search Space |< None = v‘
14 None AAR Calling Search Space |( Mone = v‘
15 None Media Resource Group List | SIC-MRGL v‘
L& MNone User Hold MOH Audie Source | 1-SamplefudioSource v‘
L7l | [Tm= Metwork Held MCH Audio Source | 1-SamplefudioSource v‘
18  Nons "
Location [Hub_tione v/
15 None RE
roup 3
7 s |< Mone = ‘
User Locale
21 Necne |< MNone = .,‘

© 2012 Cisco Systems, Inc. All rights reserved.
Important notices, privacy statements, and trademarks of Cisco Systems, Inc. can be found on cisco.com
Page 126 of 152



T
CISCO.

38

39

40

41

42
43

45
46

48
45
50
51

55
56

57
58
539
60
61
62
63
64

Mone

None

MNone

None

None

None

MNone

Mone

MNone

MNone

None

MNone

None

MNone

None

—————————— Unassigned Associated Items --------—-
Add a new SD

=l

U@ Add a new BLF 5D
ol

it Add a new BLF Directed Call Park
CallBack

Call Park

Call Pickup

Cenference List

Do Mot Disturb

End Call

Forward All

Group Call Pickup
Hold

Hunt Group Logout

=1z [ntercom [1] - Add 3 new Interccm

Malicious Call Identification
Meet Me Conference
Mebility

New Call

Other Pickup

Quality Reporting Tool
Redial

Remove Last Participant
Transfer

Video Mode

Queus Status

Privacy

Mone

Network Locale

< None =
Built In Bridge* Default
Privacy™ Default
Device Mobility Mode™ Default
Owner User ID = Mone =
Phone Personalization® Default
Services Provisioning™® Default
Phone Load Name
Single Button Barge Default
Join Across Lines Default
Use Trusted Relay Point® Default
BLF Audible Alert Setting (Phone Idle)* Default
BLF Audible Alert Setting (Phone Bus Default
Always Use Prime Line*® Default

Zlways Use Prime Line for Voice Message® | pefaylt

Geclocation < Mone =

Video Call as Audic
[(1gnore eresentation Indicators (internal calls only)

Allow Control of Device from CTI

chged Into Hunt Group
[Oremote Device
[Jrrotected Device®***
[JHot line Device®****

DRequire off-premise location

£ (] 1= =) %] =) %

w Current Device Mobility Settings

AIEAEAIEAIE A

— Call Routing Information

— Ink d Calls

Calling Party Transformation C35

Use Device Pool Calling Party Transformation CS5

— Outbound Calls

Calling Farty Transformation C55

[#] Use Device Fool Calling Party Transformation €55

— Protocol Specific Information
Paclet Capture Mode® None ™

Packet Capture Duration 0

*
BLF Presence Group Standard Presence group

y v # - ;
Device Security Profile Cisco 7571 - Standard SCCP Non-Secure Profile

<

SUBSCRIBE Calling Search Space | < None = v
Ounattended Fort
[ require DTMF Reception

[JrFC2a33 Disabled

— Certification Authority Proxy Function {CAPF) Information
Certificate Operation® Mo Pending Cperation v

Authentication Mode*

Authentication String

Key Size (Bits)*
Cperation Completes By (YYYY:MM:DD:HH)
Certificate Cperation Status: None

MNote: Security Profile Contains Addition CAPF Settings.
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— Expansion Module Information
Madule 1 |< None = vl

Medule 1 Lead Namel |

Madule 2 |< None = vl

Medule 2 Lead Namel |

— External Data Locations Information (Leave blank to use default)
Information

Directory

Messages

Services

Authentication Server

Proxy Server

Idle Timer (seconds)

Secure Authentication URL

Secure Directory URL

Secure Idle URL

Secure Information URL

Secure Messages URL

Secure Services URL

| |
| |
| |
| |
| |
| |
Idle | |
| |
| |
| |
| |
| |
| |
| |

— Extension Information

[ enakle Extension Mobility

Log Qut Frofile | -- Use Current Device Settings -- v

Log in Time < None =
Log out Time = Mone =

— MLPP Information

MLPP Domain [ = Nene = v
wLee Indication® [ Default v
MLPP Presmption® | Default v|

— Do Mot Disturb
[ be Net Disturb
DND Option* |Llse Commaon FPhone Profile Setting Vl

DND Incoming Call A\er‘t|< None = "l

— Secure Shell Information
Secure Shell User | |

Secure Shell Password | |

— Product Specific Configuration Layout

(? = Override Commi
aram Settings
[ oisable Speakerphene
[ pisable Speakerphone and Headset
Forwarding Delay® |Dwsab\ed Vl
FC Port * [Enabled ~]
Settings Access® |Enab\ed "l (]
Gratuitous ARP* [ Disabled v
PC Voice WLAN Access® | Enabled Vl
video Capabilities* [Disabled ] O
Auto Line Select® | Disabled "l
Web Access* |Dwsab\ed "l O
Days Display Not Active [sunday I8 O
Monday -
Tuesday )
Display On Time |U?:3U | ]
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Display On Duration
Dizplay 1dle Timeout

Enable Power Save Plus

Phone On Time
Fhone Off Time
Phene Off Idle Timeout®

OEenable Audible Alert
EnergyWise Domain

EnergyWize Endpoint Security Secret

[ allow EnergyWise Overrides
Span ta PC Port®

Logging Display™

Load Server

Recording Tone*

Recording Tone Local Velume™
Recording Tone Remote Volume™
Recording Tone Duration

Display On When Incoming Call®
RTCP*

"more” Soft Key Timer

Auto Call Select®

Log Server

Advertise G.722 Codec*
Wideband Headset UI Control®
wideband Handset UI Control*

Wideband Headset®

Wideband Handset™®

Peer Firmware Sharing®

Cisco Discovery Protocol (CDP): Switch Port™®
Cisco Discovery Protocol (CDR): PC Port®

Link Layer Eis:overy Protocol - Media Endpoint Discover (LLDP-MED):

Switch Port

Link Layer Discovery Protocol (LLDP): PC Port®

LLDOP Asset ID
LLDF Power Priority *
1Pv6 Load Server

IPv6E Log Server

802.1x Authentication™®

[10:30 O
[01:00 | O
Sunday Ll (|
Monday =
Tueszday ]
[o0:00 O
[24:00 | O
[s0 O
O
| [
| |0
L
|Di;abled v|
|PC Controlled vl
| |0
|Disabled vl
[100 |
[s0 |
| |
|Dlsabled vl |
|Di;abled v| F
E |
|Enab|ed vl
| |0
|Use System Default vl
|Enabled v|
|Enab|ed vl
[Enabled v|
| Use Phone Default v‘
|Enabled v‘ F
|Enab|ed v‘ F
|Enab|ed v‘ F
|Enabled v‘ F
[Enabled v O
| |
|Unknnwn v‘
| |O
| |
| User Contrelled v ‘ F
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Detect Unified CM Connection Failure™® | Normal Vl |:|
Minimum Ring Volume* | 0-Silent Vl

Headset Sidetone Level® | Use Phone Default V|

HTTPS Server® |http and https Enabled V| |
Enbloc Dialing® |Enab\ed Vl

Switch Port Remote Configuration® | Dizabled v| F
PC Port Remote Configuration™ | Dizabled v| F
Automatic Fort Synchronization® | Disabled vl F
SSH Access* |Di5ab|ed "l O
LOGIN Access* [Enabled v O
FIPS Mode* [ pisabled v O
80-bit SRTCP* [Disabled v O

[De\ete] - [Reset] [ Apply Config ] [ Add New ]

*_ indicates required item.

**_ Device reset is not required for changes to Packet Capture Mode and Packet Capture Duration.

**¥1ote: Security Profile Contains Addition CAPF Settings.

*¥**Kote: A Protected device means it is capable of playing Secure and Non-Secure Tones. When the checkbox is checked, the user will hear a Secure or Non-Secure Tone when the call is connected.

*HdkEpote: A custom Softkey template without supplementary service Softkeys must be used for a Hot line Device.

CICICICIC)
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Directory Number Information (Line [1]) of SCCP Phone with associated device SEP001D705F9036

(WEWTERTNY Cizco Unified CM Administrat

ilinliy  Cisco Unified CM Administration

cisco s i scati .
For Cisca e administrator Search Documentation About

System » CallRouting » Media Resources v  Advanced Features »  Device +  Application +  User Management +  Bulk Administration + Help »

Directory Number Configuration RGN 'ES Configure Device (SEPO01D705F902

[ sove P ooete Rgreset 2 sopyconns g adanew

— Status

@ Status: Ready

— Directory Number Information
Directory Number® |\y14083234511

Route Partition < None = h
Alerting Name |Jarne5 Camerocon

|
|
Deseription [7271 sccP phene - James Cameroen x4511 |
|
|

ASCII Alerting Mame |Jarne5 Cameroon

[¥] Allow Centrol of Device from CT1
1
|A550ciated Devices | SEPOOLD70SFS036

Edit Device

[ Edit Line Appearance ]

v A
Disscciate Devices
— Directory ber Settings

Voice Mail Profile |< None = Vl (Choose <Menes to use system default)
Calling Search Space |< None = Vl

BLF Presence Group* | Standard Fresence group "l

User Held MOH Audic Scurce | < None = Vl

Network Hold MOH Audio Source | « Naone = "|

Auto Answer* |Auto Answer Off "l

[ reject Ancnymous Calls
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— Directory URIs

Retain this destination in the call forwarding history

Primary URI Partition Remag
@® < None =
Add Row
— AAR Settings
Voice Mail AAR Destination Mask AAR Group
ARR er < Mone =

— Call Forward and Call Pickup Settings

Voice Mail Destination calling Search Space
Calling Search Space Activation Policy |U5e System Default Vl
Forward All Oor | | |< None = vl
Secondary Calling Search Space for Forward All | = None = vl
Forward Busy Internal er | | |< None = v|
Forward Busy External Oor | | |< None = vl
Forward No Answer Internal Oer | | | <= None = v|
Forward No Answer External Oor | | | = None = vl
Forward No Coverage Internal Oer | | |< None > vl
Forward No Coverage External Oor | | |< None = vl
Forward on CTI Failure Oer | | |< None > vl
Forward Unregistered Internal Oor | | |< None = vl
Forward Unregistered External DO!’ | | |< MNone = vl
Mo Answer Ring Duration (seconds) | |
Call Fickup Group |< None = vl
— Park Monitoring
Vaice Destination calling Search Space
Mail
Park Monitoring Forward No Retrieve Oer | | | < Mone = Vl,’-‘. blank value means to call th
Destination External parker's line.
Park Monitoring Forward No Retrieve Oer | | | < Mone = Vl,’-‘. blank value means to call th
Decstination Internal parker's line.
Park Maonitoring Reversion Tlmerlu |A blank value will use value set in Park Monitoring Reversion Timer service parameter
— MLPP Alternate Party Settings
Target (Destination) | |
MLPP Calling Search Space |< None = vl
MLFP Mo Answer Ring Duration (seconds) | |
— Line Settings for All Devices
Hold Reversien Ring Duraticn (seconds) [o | Setting the Hold Reversion Ring Duration to zero will disable the feature
Hold Reversion Notification Interval (seconds) ‘D ‘Setting the Hold Reversion Netification Interval to zero will disable the feature
Party Entrance Tone* ‘ Default i ‘
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Dizplay (Caller 12)

ASCII Display (Caller ID)
Line Text Label
ASCII Line Text Label

External Phone Mumber Mask

Policy *
Audible Mes=age Waiting
Indicator Policy®

Ring Setting (Phaone Idle)*
Ring Setting {(Phone Active)

Call Pickup Group Audic Alert
Setting(Phone Idle)

Call Pickup Group Audio Alert
Setting(Phone Active)

Recording Option™

Recording Profile

Log Missed Calls

— Line 1 on Device SEP0O01D705F9036

Vizual Meszage Waiting Indicator

Monitoring Calling Search Space

|JEITIES Cameroon

If you specify a number, the person receiving a call may not see the proper identity of the caller.

|Jamas Cameroon

|James Cameroon

|JEITIES Cameroon

|U5e Systern Policy hd
|Default vl
|Ring v|

|L|SE Systemn Default

Vl,’-\pplies to thiz line when any line on the phone has a call in progress.

|L|SE Systemn Default vl
|U5e System Default v|
|Ca\| Recording Dizabled vl
|< MNone = vl
|< None = v|

Maximum Mumber of Calls*

Busy Tr’\gger*

— Multiple Call/Call wWaiting Settings on Device SEP001D705F9036
Note:The range to select the Max Number of calls is: 1-200

| Display text for a line appearance iz intended for displaying text such as a name instead of a directory number for

[+

[z

‘ (Le=ss than or equal to Max. Calls)

Caller Name

Caller Humber
] redirected Number
[V pialed Number

— Forwarded Call Information Display on Device SEP001D705F3036

— Users Associated with Line

[ Agsociate End Users ]

[ Delete ] [Raset] [ Apply Config ] [ Add New

@ *_ indicates required item.

@ **_ Changes to Line or Directory Number settings require restart.
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Device Name: SEP1C17D337D1B8

Device Protocol: SIP

WEWLENTY Cisco Unified CM Administratio

ied CM Administration

For Cisco Unified Communications Solutions

alinlin Cisco Un
cisco

administrator Search Documentation About

System v CallRouting v  Media Resources w  Advanced Fealures v  Device »  Application »  User Management v  Bulk Administration »  Help

R RS Back To Find/List

Copy %’ Reset Z Apply Config E:]i Add New

Status

@ Status: Ready

— Association Information Phone Type
Modify Button Items Product Type: Cisco 9571
Device Protocol: SIP
1 ®mzLine [1] - \+14083334514 (no partition]
2 ®mz Line [2] - 34514 [ng partition] — Device Information
Registration Registered with Cisce Unified Communications Manager CUCM-ExUMLO
3 GgAddanewso 1P Address 172.20.109.59
4 %. Add a new SO Active Load ID 5ip9971.9-3-1-33
Inactive Load ID Sip95871.%-3-0RT1-85
5 %5 Add a new 5D Download Status Successful
5 Gh 2dd a new S0 Cevice 1s Active
. Device is trusted
---------- Unassigned Associated [tems ---------- e ol = 1
ress
7 e Ling [3] - Add a new DN LC1703370188 |
Description 3871 Sip Phene - Diana Wesley x£514
s g addanewso . P £ |
Device Pool | g711ldevicepool Vl View Details
g All Calls
Common Device Configuration | < MNone = v| View Details
10 e Add a new BLF Directed Call Park o
G Phone Button Template | Standard 9471 SIP v|
11 Call Park i
s .ar Common Phene Profile™ | standard commen Bhene erofile ~|
TZgCallEickup Calling Search Space |( Mone = "l
13 CallBack .
AAR Calling Search Space |< None = "l
i4  Group Call Pickup "
Media Resocurce Group List X
15 Hunt Group Logout i a | SIC-MAGL vl
16  ®me Intercom [1] - Add @ new Intercom Wy el QOB ALl Berees | 1-SampleAudioSource vl
" Network Hold MOH Audio Source | 1-SampletudioSource vl
17 Malicious Call Identification o
Location
18 Meet Me Conference | Aub_tone vl
ARG
19 Mobility reup |< MNene = v|
20  Other Pickup lsegliocal= | = MNone = Vl
21 Quality Reporting Tool Network Locale | < MNone > v|
22 Redial Built In Bridge* | Default Vl
23 % Add a new SURL Privacy * |DEFauIt "l
24 @@\ Add a new BLF SD Device Mobility Mode* | on Vl Wiew Current Device Mobility Settings
i
25 Answer Oldest Guwner User 1D | Userls "l
- #
56 Do Mot Disturb Fhone Personalization | Default "l
27 Services Services Provisioning* | Default v|
28 Record Phene Load Name | |
29 Alerting Calls Use Trusted Relay Point® | Default vl
30 Queue Status BLF Audible Alert Setting (Phone Idle)* | Default v|
S| e SLF Audible Alert Setting (Pheone Susy)™* | Default vl
32 N
one Always Use Prime Line* | Default "l
&lways Use Prime Line for Voice Message™ | Default v|
Geolocation |< None = vl
Feature Control Policy |< None = vl
Dlgnore Presentation Indicators (internal calls only)
Allow Control of Device from CTI
Logged Into Hunt Group
[ remote Device
[Oerotected Device****
[ require off-premise location
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— Call Routing Information

— Ink d Calls
Calling Farty Transformation C55

[¥] Use Device Poal Calling Party Transformation €55

— Outbound Calls

Calling Party Transformation C55

[¥] use Device Pocl Calling Party Transformation CSS

— Protocol Specific Information

Packet Capture Mode* MNone .’
Paclket Capture Duration 0

BLF Presence Group™® Standard Presence group b
SIF Dial Rules < None = .

MTF Preferred Originating Codec®

Device Security Profile Cisco 9971 - Standard SIF Non-Secure Frofile b
Rerouting Calling Search Space < None > 4
SUBSCRIBE Calling Search Space | = none = W
SIP Profile Standard S1F Profile b’
Digest User < None > b

[IMedia Termination Paint Required
Ounattended Port

D Require DTMF Reception

— Certification Authority Proxy Function {CAPF) Information
Certificate Operation® Mo Pending Cperation -

Authentication Mode™®

Authentication String

Key Size (Bits)*
Operation Completes By (YYYY:MM:DD:HH)

Certificate Operation Status: None
Note: Security Profile Contains Addition CAFF Settings.

— Expansion Module Information
Module 1 < None > [

Medule 1 Load MName
Module 2 < None > [
Medule 2 Load Name
Module 3 < None > w

Medule 3 Load Name
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— External Data Locations Information (Leave blank to use default)

Information

Directory

Messages

Services

Authentication Server

Proxy Server

Idle Timer {seconds)

Secure Authentication URL

Secure Directory URL

Secure Idle URL

Secure Information URL

Secure Messages URL

Secure Services URL

|
|
|
|
|
|
Idle |
|
|
|
|
|
|
|

— Extension Information

[ enable Extension Mebility

Leg Out Profile | - Use Current Device Settings --

Log in Time < None >

Log out Time < MNone =

— MLPP Information

MLFP Domain |< Mone =

MLPP Indication® [off

MLPP Preemption™ [ Disabled

— Do Not Disturb
O oe Net Disturk

DND Option*

‘Use Commeon Phone Profile Setting

DND Incoming Call Alert ‘ = None =

— Secure Shell Information

Secure Shell User |C‘ECD

Secure Shell Password |

[ pisable Speakerphone

PC Port *

Back USB Port*

Side USB Port™

Cisco Camera®

video Capabilities™®
Enable/Dizable USE Classes

sDIo *
Bluetooth *
wifi *

Bluetooth Profiles*®

Settings Access ™

Gratuitous ARF*

— Product Specific Configuration Layout

[ pisable Speakerphone and Headset

‘? Param

|Enab|ed vl
|Enab|ad vl
|Enab|ad vl
|Enab|ad vl
|Enab|ad vl

Mass Storage
Human Interface Device
Audio Class

|D|sab|ed vl
|Enab|ed vl
|Enab|ed vl

Human Interface Device

| Enabled vl

|D|sab|ed vl
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PC Voice VLAN Access*
web Access®
Show 2ll Calls on Primary Line*

Days Display Not Active

Dizplay On Time
Display On Duration
Dizplay Idle Timeout
HTTPS Server®

Enable Power Save Plus

Phone On Time

Phone Off Time

Phone OFf Idle Timeout®
[enable Audible Alert
EnergyWise Domain

EnergyWise Endpoint Security Secret
DAHDW EnergyWise Overrides
Span to PC Port®

Logging Display™®

Load Server

Recording Tone™

recording Tone Local Volume*
Recording Tone Remote Volume®

Recording Tone Duration

Display On When Incoming Call*

RTCP*

Log Server

Advertise G.722 and |SAC Codecs *
Wideband Headset U Control®

Wideband Headset®

Peer Firmware Sharmg*

Cisco Discovery Protocol (CDP): Switch Port®

Cisco Discovery Protocol (CDF): PC Port™

Link Layer Discovery Protocol - Media Endpeint Discover (LLDP-MED):

Switch Port*
Link Layer Discovery Frotocol (LLDP): PC Port™

LLDF Asset ID

LLDP Power Prlor\ty*

802.1x Authentication®

Detect Unified CM Connection Failure™®
Switch Port Remote Configuration®
PC Port Remote Configuration™®
Automatic Port Synchronlzat\on*
Fower Megotiation®

Restrict Data Rates®

SSH Access®

Inceming Call Toast Timer*

Provide Dial Tone from Release Button®
Hide Video By Default®

Background Image

|Enabled vl
[ Disabled v| O
|Disab|ed vl
T ¥
Monday =
Tuesday )
[07:30 | O
[10:30 | O
[01:00 | O
[http and hitps Enabled v|
Sunday ~ )
Monday =
Tuesday i)
[00:00 O
[24:00 O
[60 ]
O
| |O
| |O
O
[ Disabled v|
|D|5ab|ed vl
| |O
[Disabled v
[100 |
[s0 |
| |
|Enab\ed v|
|Enab\ed v|
| |
|USE System Default Vl
|Enab\ed v|
|Enab\ed v|
|Enab\ed v| )
|Enab\ed vl )
|Enab\ed vl )
[Enbled v [
|Enab\ed vl )
| |
|Un|—cnown v|
|User Controlled v| )
|Norma| vl
[ Disabled v ]
[ pisabled ~| O
|Dwsab\ed v| )
|Enab\ed vl )
|D\sab\ed vl
[ Disabled v O
E ¥ O
|Dwsab\ed v| )
|Dwsab\ed vl )
| |O
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simplified New Call UT* | Cisabled "‘ O
Enable WXC VPN for MAC | |

VXC VPN Option* | Dual Tunnel "‘ O
WXC Challenge* [challenge v O
WXC-M Servers | | ¥
Revert to &ll Calls* |Disab\ed V‘ (|
80-bit SRTCP* | Disabled v O
RTCP for video® | Enabled v ‘ O
Record Call Log from Shared Line* | Disabled v‘ F

[ Delete ] -

@ *_ indicates required item.

**_ Device reset ic not required for changes to Packet Capture Mode and Packet Capture Duration.

[Reset] [ Apply Config ] [ Add New ]

**¥¥poter Security Profile Containe Addition CAPF Settings.

**¥* ¥ ote: A Protected device means it is capable of playing Secure and Mon-Secure Tones. When the checkbox is checked, the user will hear a Secure or Non-Secure Tone when the call is connected.

CISISIC)

*¥*E KN oter A custom Softkey template without supplementary service Softkeye must be used for a Hot line Device.
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Directory Number Information (Line [1]) of SIP Phone with associated device SEP1C17D337D1B8

[VEWLERLLY Cisco Unified CM Administral

alialin  Cisco Unified CM Administration
€IS€O g4 Cisco Unified Communications Solutions P

administrator Search Documentation

System = Call Routing + Media Rezources »  Advanced Featurez + Device - Application = User « Bulk istration -+ Help «

Directory Number Configuration G R NS Configure Device (SEP1C17D33701E

(o seve P oeete Rgreset 2 mpoiyconts G A tien

— Status

@ Status: Ready
r—Directory Number Information
: 3
|D'”E‘-‘t°"\” Mumber® [\ 14ps3334514 |

|
Route Partition ‘< Mone = v‘
|
|
|

Description [
Alerting Name [Diana wesley

ASCII Alerting Mame ‘Diana Wesley

[¥] allow Contral of Device from CTL
rssnciatad Devices | SEP1C17D337D1EE

Edit Device

[ Edit Line Appearance ]

v A
Dissociate Devices
— Directory N ber Settings

Voice Mail Profile ‘< Mone = b ‘ (Choose <None= to use systemn default)
Calling Search Space ‘< None = V‘

BLF Presence Group® ‘ Standard Prezence group "‘

User Hold MOH Audio Scurce ‘ = None = V‘

Network Hold MOH Audio Source ‘ = None = "‘

Auto Answer® ‘ Auto Answer Off b ‘

[T reject Anonymous Calls
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— Directory URIs
Primary

URI

@

Partition Rem

< Mone = b

— AAR Settings

Voice Mail AAR Destination Mask AAR Group
AAR Cer = Mone > v
[ retain this destination in the call forwarding histary
— Call Forward and Call Pickup Settings
Voice Mail Destination Calling Search Space
Calling Search Space Activation Policy |U5e Systemn Default V‘
Forward All Flor ‘ | | = None = v‘
Secondary Calling Search Space for Forward All | < None = v‘
Forward Busy Internal Oor ‘ | |< None = v‘
Forward Busy External er ‘ | |< None = V‘
Forward No Answer Internal Cer ‘ | | <= None > v‘
Forward No Answer External Oor ‘ | | < None = v‘
Forward No Coverage Internal Oor ‘ | |< None = v‘
Forward No Coverage External Oor ‘ | |< None = v‘
Forward on CTI Failure er ‘ | |< None = v‘
Forward Unregistered Internal Cer ‘ | | = None = v‘
Forward Unregistered External Oor ‘ | | = None = v‘
No Answer Ring Duration (secundsj‘ |
Call Pickup Group ‘< None = vl
— Park Monitoring
Voice Destination Calling Search Space
Mail
Park.MDljitoring Forward No Retrieve er | ‘ |< None = VlA blank value means to call th
Dectination External parker's line.
Park Monitoring Forward No Retrieve Cer | ‘ | = None > vl,r_\ blank value means to call th
Destination Internal parker's line.
Fark Monitering Rewversion Tlmerlg |A blank value will use value set in Park Maonitoring Reversion Timer service parameter
— MLPP Alternate Party Settings
Target (Destination) | |
MLPP Calling Search Space |< Mene = vl
MLFP No Answer Ring Duration (seconds) | |
— Line Settings for All Devices
Hold Reversion Ring Duration (secends) [0 | Setting the Hold Reversion Ring Duration to zera will disable the feature
Hold Reversion Notification Interval (seconds) |El | Setting the Heold Reversion Notification Interval to zerc will disable the feature
Party Entrance Tone* | Default "l

Display (Caller ID)

ASCII Display (Caller ID)
Line Text Label
ASCII Line Text Label

External Phone Number Mask

Policy *

— Line 1 on Device SEP1C17D337D1B8&

Vizual Meszage Waiting Indicator

‘Diana Wesley

‘ Display text for a line appearance is intended for displaying text such as a name instead of a directory number for c

If yvou specify a number, the person receiving a call may not see the proper identity of the caller.

‘Diana Wesley

‘Diana Wesley

‘Diana Wesley

‘ Use System Policy

™
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Ludible Message Waiting Default hd
Indicator Policy™

Ring Setting (Fhone Id\e)* Ring w
Ring Setting (Phone Active) Use System Default | Applies to this line when any line on the phone has a call in progress.
Call Pickup Group Audic Alert Use System Default »
Setting(Phone Idle)

Call Pickup Group Audio Alert Use System Default w
Setting(Fhone Active)

Recording Option*® Call Recording Disabled v
Receording Profile = Mone = a7
Monitering Calling Search Space = Mone = e

Log Missed Calls

— Multiple Call/Call Waiting Settings on Device SEP1C17D337D1B8
Mote:The range to select the Max Number of calls is: 1-200
Maximum Number of Calls*

\ i *
Busy Trigger 2 (Less than or equal to Max. Calls]

— Multiple Call/Call Waiting Settings on Device SEP1C17D337D1BE8

Mote:The range to select the Max Number of calls is: 1-200
Maximum Number of Calls*

W Tri *
Busy Trigger 2 (Less than or equal to Max. Calls)

— Forwarded Call Information Display on Device SEP1C17D337D1B8
[ caller Name
O caller number
[Jredirected Number
[ Dizled Number

— Users Associated with Line

[ Associate End Users ]

[Delete] [Reset] [ Apply Config ] [ Add New ]

@ *_ indicates required item.

@ **_ Changes to Line or Directory Number settings require restart.
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Cisco I0S Gateway Configurations
Cisco Unified Border Element Configuration on the ASR

CUBE-ASR1K_Vz_152>en

Password:

CUBE-ASR1K_Vz_152#

CUBE-ASR1K_Vz_152#

CUBE-ASR1K_Vz_152#

CUBE-ASR1K_Vz_152#
CUBE-ASR1K_Vz_152#sho ver
CUBE-ASR1K_Vz_152#sho version

Cisco 10S Software, 10S-XE Software (PPC_LINUX_IOSD-ADVENTERPRISE-M), Version 15.1(3)S2, RELEASE SOFTWARE (fcl)
Technical Support: http://www.cisco.com/techsupport
Copyright (c) 1986-2011 by Cisco Systems, Inc.
Compiled Mon 12-Dec-11 15:09 by mcpre

Cisco 10S-XE software, Copyright (c) 2005-2011 by cisco Systems, Inc.

All rights reserved. Certain components of Cisco 10S-XE software are

licensed under the GNU General Public License ("GPL") Version 2.0. The
software code licensed under GPL Version 2.0 is free software that comes

with ABSOLUTELY NO WARRANTY. You can redistribute and/or modify such
GPL code under the terms of GPL Version 2.0. For more details, see the
documentation or "License Notice" file accompanying the 10S-XE software,

or the applicable URL provided on the flyer accompanying the 10S-XE

software.

ROM: I0S-XE ROMMON

CUBE-ASR1K_Vz_152 uptime is 2 days, 16 hours, 8 minutes

Uptime for this control processor is 2 days, 16 hours, 10 minutes

System returned to ROM by reload

System image file is "bootflash:asr1000rp1-adventerprise.03.04.02.S.151-3.S2.bin"
Last reload reason: Reload Command

cisco ASR1002 (2RU) processor with 1708551K/6147K bytes of memory.
4 Gigabit Ethernet interfaces

32768K bytes of non-volatile configuration memory.

4194304K bytes of physical memory.

7798783K bytes of eUSB flash at bootflash:.

Configuration register is 0x2102

CUBE-ASR1K Vz_152#sho run
CUBE-ASR1K_Vz_152#sho running-config
Building configuration...

Current configuration : 8552 bytes
I

I Last configuration change at 14:56:29 UTC Fri Oct 26 2012
I

version 15.1
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service timestamps debug datetime msec
service timestamps log datetime msec

no platform punt-keepalive disable-kernel-core
|

hostname CUBE-ASR1K Vz_ 152
!
boot-start-marker
boot system bootflash:asr1000rp1-adventerprise.03.04.02.S.151-3.S2.bin
boot-end-marker

!

!
vrf definition Mgmt-intf

!

address-family ipv4
exit-address-family

!

address-family ipv6
exit-address-family

!

logging buffered 20000000
enable password cisco

|

no aaa new-model
|
ipc zone default
association 1

no shutdown

ip domain name ciscolab.globalipcom.com
ip name-server 172.31.124.36
!

!

!

ipv6 multicast rpf use-bgp

ipv6 multicast vrf Mgmt-intf rpf use-bgp
!

1
1
multilink bundle-name authenticated
1
1
!
voice service voip
allow-connections sip to sip
no supplementary-service sip refer
redirect ip2ip
sip
header-passing
asserted-id pai
localhost dns:gw1.ciscolab.globalipcom.com
no update-callerid
early-offer forced
history-info
midcall-signaling passthru
privacy-policy passthru
9729 annexb-all

© 2012 Cisco Systems, Inc. All rights reserved.
Important notices, privacy statements, and trademarks of Cisco Systems, Inc. can be found on cisco.com
Page 143 of 152



T
CISCO.

sip-profiles 2
no call service stop
!
voice class codec 1
codec preference 1 g711ulaw
codec preference 2 g729r8
I

voice class sip-profiles 1

response ANY sip-header Allow-Header modify "invite, options, bye, cancel, ack, prack, update, refer, subscribe, notify, info, register
bye, cancel, ack, prack, subscribe, notify, info, register"

response 183 sip-header Allow-Header modify "ACK, BYE, CACEL, INFO, INVITE, OPTIONS, PRACK, REFER, NOTIFY" "ACK, BYE,
CANCEL, INFO, INVITE, PRACK, REFER, NOTIFY"

response ANY sip-header Allow-Header modify "INVITE, OPTIONS, BYE, CACEL, ACK, PRACK, UPDATE, REFER, SUBSCRIBE,
NOTIFY, INFO, REGISTER" "INVITE, BYE, CANCEL, ACK, PRACK, SUBSCRIBE, NOTIFY, INFO, REGISTER"

response ANY sip-header Allow-Header modify "invite, options, bye, cancel, ack, prack, update, refer, subscribe, notify, info, register” "invite,
bye, cancel, ack, prack, subscribe, notify, info, register"

response 183 sip-header Allow-Header modify "ACK, BYE, CACEL, INFO, INVITE, OPTIONS, PRACK, REFER, NOTIFY" "ACK, BYE,
CANCEL, INFO, INVITE, PRACK, REFER, NOTIFY"

response ANY sip-header Allow-Header modify "INVITE, OPTIONS, BYE, CACEL, ACK, PRACK, UPDATE, REFER, SUBSCRIBE,
NOTIFY, INFO, REGISTER" "INVITE, BYE, CANCEL, ACK, PRACK, SUBSCRIBE, NOTIFY, INFO, REGISTER"

|

voice class sip-profiles 2

request REINVITE sdp-header Audio-Attribute modify "inactive" "sendrecv"

request REINVITE sdp-header Audio-Attribute modify "sendonly" "sendrecv"

request ACK sdp-header Audio-Attribute modify "sendonly" "sendrecv"

response 200 sdp-header Audio-Attribute modify "sendonly" "sendrecv"

invite,

voice translation-rule 1

rule 1/81/ /1\1/

!

voice translation-rule 2

rule 1 /~84089550468/ /14089550468/

!

!

voice translation-profile Outgoing-Fax-G711
translate called 1

!

voice translation-profile RICUBcallingnum
translate calling 2

translate called 2

redundancy

mode none

I

I

1

no ip ftp passive

ip ftp username ios_user
ip ftp password cisco

1
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interface GigabitEthernet0/0/0

ip address 172.20.110.152 255.255.255.0
negotiation auto

|

interface GigabitEthernet0/0/1

no ip address

standby delay minimum 30 reload 60
standby version 2

standby 6 priority 50

standby 6 track 1 decrement 10
shutdown

negotiation auto

bfd interval 500 min_rx 500 multiplier 3
|

interface GigabitEthernet0/0/2

no ip address

shutdown

negotiation auto

|

interface GigabitEthernet0/0/3

no ip address

shutdown

negotiation auto

|

interface GigabitEthernet0

vrf forwarding Mgmt-intf

no ip address

shutdown

negotiation auto

|

ip forward-protocol nd
]

no ip http server

ip route 172.20.0.0 255.255.0.0 172.20.110.1

ip route 172.30.218.0 255.255.255.0 172.20.110.150
ip route 172.31.124.0 255.255.255.0 172.20.110.150
|

1
1
!
control-plane
|

1

!

dial-peer voice 9000 voip*
description to Service Provider - SP facing
destination-pattern 1T

session protocol sipv2

session target sip-server

session transport udp

voice-class sip asserted-id pai
dtmf-relay rtp-nte

codec g711ulaw

fax protocol pass-through g711lulaw

! Outbound dial peer towards Service Provider-SP facing. This dial peer is used for the outbound call from SME to Service
Provider
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dial-peer voice 9001 voip

description Incoming to SME - SME facing
destination-pattern 408933....

session protocol sipv2

session target ipv4:172.20.236.252
session transport tcp

dtmf-relay rtp-nte

fax protocol pass-through g711lulaw

|

dial-peer voice 577 voip

description Outbound to Fax Machines
destination-pattern 408577....

session protocol sipv2

session target sip-server

session transport udp

incoming called-number 408577....
codec g711lulaw

fax protocol pass-through g711ulaw

|

dial-peer voice 6170 voip

description To Fax Machines on Siemens
destination-pattern 408933617.

session protocol sipv2

session target ipv4:172.20.236.252
session transport udp

incoming called-number 408933617.
codec g711lulaw

fax protocol pass-through g711ulaw

|

dial-peer voice 3470 voip

description To Fax Machines on CUCM
destination-pattern 40893334..

session protocol sipv2

session target ipv4:172.20.236.252
session transport udp

incoming called-number 40893334..
codec g711lulaw

fax protocol pass-through g711lulaw

|

dial-peer voice 408 voip

description To Service Provider 7-digit dialing - SP facing
shutdown

destination-pattern .......

session protocol sipv2

session target sip-server

session transport udp

voice-class sip asserted-id pai
dtmf-relay rtp-nte

fax protocol pass-through g711ulaw

I

dial-peer voice 9003 voip

description Fax calls using G.711u - SP facing
translation-profile outgoing Outgoing-Fax-G711
destination-pattern 81.........

session protocol sipv2

session target sip-server

voice-class sip early-offer forced

dtmf-relay rtp-nte
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codec g711lulaw

fax protocol pass-through g711lulaw
|
dial-peer voice 9900 voip?

description to Service Provider - SME facing
session protocol sipv2

session transport udp

incoming called-number ..........
voice-class sip asserted-id pai

dtmf-relay rtp-nte

codec g711lulaw

fax protocol pass-through g711ulaw

|
dial-peer voice 9901 voip

description Incoming to SME - SP facing
session protocol sipv2

session target sip-server

session transport tcp

incoming called-number 408933....
dtmf-relay rtp-nte

fax protocol pass-through g711ulaw

|

dial-peer voice 4408 voip

description To Service Provider 7-digit dialing - SME facing
shutdown

session protocol sipv2

session target sip-server

session transport udp

incoming called-number .......

dtmf-relay rtp-nte

fax protocol pass-through g711ulaw

]

dial-peer voice 9903 voip

description Fax calls using G.711u - SME facing
session protocol sipv2

session target sip-server

incoming called-number 81..........
voice-class sip early-offer forced
dtmf-relay rtp-nte

codec g711lulaw

fax protocol pass-through g711ulaw

]

dial-peer voice 9004 voip

description To Service Provider International calls - SP facing
destination-pattern 011T

session protocol sipv2

session target sip-server

session transport udp

voice-class sip early-offer forced
dtmf-relay rtp-nte

fax protocol pass-through g711ulaw

I

dial-peer voice 9904 voip

description To Service Provider International calls - SME facing
session protocol sipv2

2 Qutbound dial peer towards Service Provider-SME facing. This dial peer is used for the outbound call from SME to Service
Provider
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session target sip-server

session transport udp

incoming called-number 011T
dtmf-relay rtp-nte

fax protocol pass-through g711lulaw
|

dial-peer voice 237 voip

description Outgoing to CM-Polaris
shutdown

destination-pattern 408273....
session protocol sipv2

session target ipv4:172.20.236.50
session transport tcp

|

dial-peer voice 408273 voip

description incoming call from VZ to SME
destination-pattern 408273398[12]
session protocol sipv2
session target ipv4:172.20.85.110:5060
session transport tcp
voice-class codec 1
no voice-class sip early-offer forced
dtmf-relay rtp-nte
|

dial-peer voice 1111 voip®
description Incoming-to-SME-172-20-109-254 SME-facing
destination-pattern 408273398.
session protocol sipv2

session target ipv4:172.20.109.254
session transport tcp

dtmf-relay rtp-nte

codec g711lulaw

1
dial-peer voice 1112 voip*
description Incoming-to-SME-172-20-109-254 SP-facing
session protocol sipv2

session target sip-server

session transport tcp

incoming called-number 408273398.
dtmf-relay rtp-nte

codec g711lulaw

1

1

sip-ua

set pstn-cause 1 sip-status 503

set pstn-cause 102 sip-status 503
retry invite 2

retry bye 2

retry cancel 2

timers trying 1000

sip-server ipv4:172.30.218.49:5147
g729-annexb override

1

1

line con 0

¥ Incoming dial peer towards SME - SME facing. This dial peer is used for the inbound call to SME from Service Provider
* Incoming dial peer towards SME - SP facing. This dial peer is used for the inbound call to SME from Service provider
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password cisco
login

stopbits 1

line aux 0
stopbits 1
linevty 0 4
password cisco
login

1

end

CUBE-ASR1K_Vz_152#
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Acronyms

Acronym Definition

Lync Lync 2010 Server

DTMF Dual Tone Multi Frequency
SIP Session Initiation Protocol
SDP Session Description Protocol
B2BUA Back to Back User Agent
LyncIT Lync server 2010 Interoperability Test Tool
TCP Transmission Control Protocol
TLS Transport Layer Security

GW Gateway

SIW Software

ASR Aggregation Services Routers

Cisco UCM-SME

Cisco Unified Communications Manager — Session Manager Edition

CUBE

Cisco Unified Border Element

SP Service Provider

PSTN Public Switched Telephone Network
FQDN Fully Qualified Domain Name
SCCP Skinny Call Control Protocol

MTP Media Termination Point

UDP User Datagram Protocol

RTCP Real Time Control Protocol
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Important Information

THE SPECIFICATIONS AND INFORMATION REGARDING THE PRODUCTS IN THIS MANUAL ARE SUBJECT TO CHANGE
WITHOUT NOTICE. ALL STATEMENTS, INFORMATION, AND RECOMMENDATIONS IN THIS MANUAL ARE BELIEVED TO
BE ACCURATE BUT ARE PRESENTED WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED. USERS MUST TAKE
FULL RESPONSIBILITY FOR THEIR APPLICATION OF ANY PRODUCTS.

IN NO EVENT SHALL CISCO OR ITS SUPPLIERS BE LIABLE FOR ANY INDIRECT, SPECIAL, CONSEQUENTIAL, OR
INCIDENTAL DAMAGES, INCLUDING, WITHOUT LIMITATION, LOST PROFITS OR LOSS OR DAMAGE TO DATA
ARISING OUT OF THE USE OR INABILITY TO USE THIS MANUAL, EVEN IF CISCO OR ITS SUPPLIERS HAVE BEEN

ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.
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