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Introduction

e  This application note describes the necessary steps and configurations for connectivity between Alcatel OmniPCX 4400 Rel. 8.0, and a
Cisco Unified Communications Manager (Cisco UCM) version 8.5(1) with Cisco Unified Communications Manager-Session
Management Edition (Cisco UCM-SME) Version 8.5(1).

e The network topology diagram (Figures 1) shows the test setup for end-to-end interoperability between Cisco Unified Communications
Manager (Cisco UCM) Release 8.5(1) connected to the Alcatel PBX via a Cisco UCM-SME using SIP trunks (between Cisco UCM-
SME and Alcatel PBX) and SIP trunks (between the Cisco UCM-SME and Cisco UCM). Features tested are basic call, 3-way (ad-hoc)
conference, call transfer (attended and unattended), call forward (all, busy and no answer), hold/resume, fax transmission, and DTMF
interworking.

Network Topology

Diagram of the network topology setup

Figure 1. Network Topology
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Capabilities

e Voice calls including supplementary services can be successfully established between endpoints controlled by the Alcatel PBX and
endpoints controlled by the Cisco Unified Communications Manager. Fax calls can successfully be established when Cisco UCM fax
end points initiate fax transmissions towards Alcatel fax end points. Fax calls initiated from Alcatel fax end points towards Cisco UCM
fax end points fail. Please refer to the Limitations section for additional information.
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Limitations

“Redirect by Application” checkbox must be enabled under the SIP Profile used by the SIP Trunk connecting Cisco UCM-SME to the
Alcatel PBX (and a SIP Route Pattern must also be configured), in order for External Call Forwarding to work properly on Alcatel end
points.

Alcatel’s implementation of SIP REFER w/Replaces does not work properly: the Refer-To header provided by the Alcatel PBX during
local early-attended call transfers contains wrong Replaces dialog. Because of this issue, Cisco UCM-SME must be configured so as not
to accept inbound Replaces headers.

COLP, CONP, COLR and CONR features:

- Alcatel Omni PCX 4400 with software release 8.0 restricts connected Name/Number delivery by sending Privacy: user on the
200 OK response message after call completion. Cisco UCM ignores any Privacy headers sent on SIP response messages, as per
RFC3323 interpretation.

Alerting Name:

- Alcatel Omni PCX 4400 with software release 8.0 does not support Alerting Name feature support across SIP Trunk. Cisco
UCM does support Alerting Name feature using “Remote-Party-1d” field. Since both systems do not interoperate with one
another, both systems kept the dialed number on the phone.

Attended Call Transfer:

- Both systems support Attended Call Transfer feature where the transferor places the transferee on hold and calls the target. After
conversing with the target, the transferor completes the transfer and drops out of both calls. The transferee is automatically taken
off of hold and connected to the target. However, they are not able to update the phone displays properly after the transfer is
completed. This is due to the differences between the two systems method of passing the name and number information across
SIP Trunk.

Early Attended Call Transfer:

- Both systems support Early Attended Call Transfer feature but there are some interoperability issues with the Alcatel Omni PCX
4400 software with their SIP software stack. With Early Attended Transfer, the transferor places the original call on hold and
calls the target. Upon hearing ring-back tone, the transferor transfers the call to the target and drops out of both calls. The
transferee hears ring back while the target’s phone is alerting. When the target answers, a connection is established between
transferee and target.

- One example of call transfer failed to complete is for Early Attended Local Call Transfer (where Alcatel phones are the transferor
and the target phone). The call scenario is when Cisco UCM phone calls an Alcatel phone, and then the Alcatel phone performs
carly attended transfer to another Alcatel phone. During this call scenario, it appears as though the Alcatel Omni PCX is not
sending Cisco UCM the correct “Replaces” header within the SIP Refer message. Because of this limitation, “Accept Replaces
Header” in the SIP Trunk Security Profile assigned to the SIP trunk connecting Cisco UCM-SME to the Alcatel PBX must be
disabled.

Local Call Forwarding (CFU, CFB, and CFNA):

- Both systems support Local Call Forwarding (CFU, CFB, and CFNA) features. Calls are forwarded properly and establish audio
path. However, they are not able to update the phone display properly after the call is forwarded because the two systems have
different methods of passing the name and number information.

Network Call Forwarding (CFU, CFB, and CFNA):
- There are interoperability issues between the two systems depending on the call flow.

- For CFU and CFB call scenario where Alcatel station is the forwarding station, it required CISCO UCM to have the “Redirect by
Application” checkbox enabled under the SIP Profile used by the SIP Trunk to the Alcatel PBX. For example, for the call flow
where a Cisco UCM phone calls an Alcatel phone, and that phone is CFU or CFB back to another Cisco UCM phone, without the
checkbox enabled, the call would fail. Trace analysis shows Cisco UCM sends out a regular SIP Invite message to Alcatel.
Alcatel respond back with SIP 302 Moved Temporarily with Contact header sip:xxxx@yyyy, where xxxx = ext. number of
forwarding target, and yyyy = IP address of the Alcatel PBX. Cisco UCM then send a new SIP Invite message to Alcatel based
on the Contact header information. Alcatel responds with SIP 301 Moved Permanently with a different Contact header
sip:xxxx@zzzz, where zzzz = IP address of Cisco UCM-SME. By enabling “Redirect by Application”, Cisco UCM-SME will
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perform digit analysis and will initiate a call to the forwarding target extension residing on Cisco UCM, using the Route Pattern
configuration to properly route the call out to Cisco UCM.

Call Conference:

- Both systems support call conferencing using their local media resources. However, if Alcatel station is the conferencing party,
local call conferences will work fine but network call conferences encounter one-way audio issues. For example, a network
conference call where an Alcatel station conferences in a Cisco UCM station over the SIP trunk, one-way audio occurred
between the conferenced-in party and the Alcatel station that initiated the conference. Trace analysis shows that the Alcatel PBX
never sends a SIP INVITE message to signal the conferenced-in station to redirect media to the PBX’s conference bridge
resource after the call conference is established.

No support for centralized voice messaging across the SIP Trunk. Cisco UCM uses SIP Diversion header to pass the redirect
information across the SIP Trunk. However, Alcatel Omni PCX 4400 does not support any redirect information. Also noticed during
testing is that the Alcatel PBX, upon receiving inbound SIP NOTIFY messages (sent as message waiting activation/deactivation updates
for Alcatel stations), would respond with 200 OK response messages, but would not update the status of message waiting indicators on
its stations.

Cisco SIP phones hear double ringback (both local ringback and remote ringback playing simultaneously) when calling Alcatel phones.
This is caused by the Alcatel PBX connecting media immediately after sending 180 Ringing message, causing the Cisco SIP phone to
play local ringback while listening to the remote ringback provided by the Alcatel. This issue affects Cisco SIP phones using G.711
codec. Cisco SIP phones using G.729 codec are unaffected: although the Alcatel PBX still connects media to the Cisco SIP phone
immediately, the media stream being sent only contains silence. This issue is currently under investigation. Cisco SCCP phones are
unaffected by this issue.

Fax transmissions from Cisco UCM to Alcatel fax end points can be successfully established using T.38 fax relay. Fax transmissions
from Alcatel-controlled to Cisco-controlled fax end points fail. Trace analysis shows Cisco UCM sending mid-call INVITE to negotiate
T.38 fax containing SDP with connection information = 0.0.0.0. This media attribute seems to be causing the Alcatel PBX not to
properly connect the media after a second INVITE is sent by Cisco UCM with valid connection information. Fax Pass-Through is not
supported by the Alcatel PBX.

System Components

Hardware Requirements

Cisco MCS 7800 Unified Communications Manager Appliance
2 Cisco Unified IP phone 7960 configured as SCCP phones

2 Cisco Unified IP phone 7970 configured as SIP phones
Alcatel Omni PCX 4400 PBX with INT-IP2 card

Alcatel digital and IP phones

Software Requirements

Cisco Unified Communications Manager Release 8.5(1) - Session Manager Edition
Cisco Unified Communications Manager Release 8.5(1) — Cisco UCM

Alcatel software R8.0 (g1.503)

Features Supported

CLIP-Calling Line (Number) Identification Presentation (Refer to Limitations section)
CLIR-Calling Line (Number) Identification Restriction (Refer to Limitations section)
CNIP-Calling Name Identification Presentation (Refer to Limitations section)
CNIR-Calling Name Identification Restriction (Refer to Limitations section)

Alerting Name (Refer to Limitations section)
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e Attended Call Transfer (Refer to Limitations section)
e  Early Attended Call Transfer (Refer to Limitations section)
e  CFU-Call Forwarding Unconditional (Refer to Limitations section)
e  CFB-Call Forwarding Busy (Refer to Limitations section)
e CFNA-Call Forwarding No Answer (Refer to Limitations section)
e  COLP-Connected Line (Number) Identification Presentation (Refer to Limitations section)
e  COLR- Connected Line (Number) Identification Restriction (Refer to Limitations section)
e  CONP-Connected Name Identification Presentation (Refer to Limitations section)
e CONR-Connected Name Identification Restriction (Refer to Limitations section)
e Hold and Resume
e  Conference Call (Refer to Limitations section)
e  DTMF-relay using RFC2833
Features Not Supported
e  Centralized Voicemail
e  Call Completion (Callback; Automatic Callback)
e SIP Blind Call Transfer

e Inbound Fax to Cisco UCM (Refer to Limitations section)

Configuration

This section contains configuration menus and commands and describes configuration sequences and tasks.
Configurating the Alcatel Omni PCX 4400

Alcatel Omni PCX 4400 Software Version and Hardware Configuration List
Configure System = Other System Parameters = Compression Type
Configure IP - IP Domain = Extra Domain Without Compression
Configure SIP Network: Translator - Network Routing Table
Configure SIP Trunk group
Configure T2 Trunk Group Type
Configure Virtual Access for SIP
Configure Alcatel SIP Gateway
Configure Alcatel SIP Proxy setting

. Configure SIP External Gateway

. Configure IP Parameters

. Configure GF diversion on joining

. Configure call routing (Translator) to Cisco UCM phone extensions

. Configure Alcatel standard users

XN R D=

—_—
AW —O
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Alcatel Omni PCX 4400 Software Version and Hardware Configuration List:
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Configure System - Other System Parameters - Compression Type

- Ensure the Compression Type used by the system is set to G.729

5 OmniVista 4760 - nextiraone:389 - AdminNmc
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Configure IP > IP Domain - Extra Domain Coding Algorithm Without Compression

- Ensure the Extra Domain Coding Algorithm is set to “Without Compression”

OmniVista 4760 - nextiraone: 389 - AdminNmec
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Configure SIP Network: Translator - Network Routing Table:

- Ensure the sub-network number used by SIP sets and SIP trunk group have the “Protocol Type = ABC_F”

OmniVista 4760 - nextiraone: 389 - AdminNmec
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Configure SIP Trunk group:

Trunk Group ID:
Trunk Group Type: T2
Remote Network:

Node number:

Q931 signal variant:
T2 Specification: SIP
Overlap dialing: No

Enter the trunk group number

Enter the node number

5 OmniVista 4760 - nextiraone:389 - AdminNmc

Select ABC-F for the main SIP trunk group

Enter the sub-network number associated with the trunk group.
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Configure T2 Trunk Group Type:

IP Compression Type: G.711

Gi OmniVista 4760 - nextiraone:389 - AdminNmc
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Configure Virtual Access for SIP:
Number of SIP Access: When a SIP trunk group is created, a pair of accesses is automatically created.

Note: Two SIP accesses allow 60 simultaneous calls on the trunk group.
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Configure Alcatel SIP Gateway:

This is Alcatel SIP Call Server configuration:

SIP Subnetwork: Enter the sub-network number used by SIP sets and SIP trunk group
SIP Trunk Group: Enter the SIP trunk group number

IP Address: Enter the IP Address of the Alcatel Call Server

SIP Port Number: Enter the TCP or UDP port number use for SIP signaling message

SIP Proxy Port Number: Enter the SIP Proxy TCP/UDP port number
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Configure Alcatel SIP Proxy setting:
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Configure SIP External Gateway:

This is where the Cisco UCM-SME server is configured as an (external) SIP gateway

SIP Remote Domain:  Enter the IP address or FQDN of Cisco UCM-SME server

SIP Port Number: Enter the TCP or UDP port number used by Cisco UCM-SME for SIP signaling message

SIP Transport type: Enter TCP or UDP as the transport protocol use for SIP signaling

Dynamic Payload Type for dtmf: Enter 101
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Configure IP Parameters:

Direct RTP: enable the checkbox for “Direct RTP”
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Configure GF diversion on joining:
Disable the gf diversion on joining parameter by uncheck the box under the following:

Other System Parameter - External Signaling Parameters - gf diversion on joining
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Configure call routing (Translator) to Cisco UCM phone extensions:

Select Translator = Prefix Plan = Create a new prefix for 5xxx to use SIP trunk group 12
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Configure Alcatel standard users (digital stations):

Select User -> Create > Create a new user for the digital phone

For a standard user, the URL <username> and <domain> attributes are optional. They can be completed to make the set accessible to
the SIP world by a specific SIP URL in form of username@domain type. If they are not configured, the URL is automatically
constructed by the system from MAO system configuration data where the URL <domain> takes the SIP gateway IP address (or
FQDN) as the default value and the URL <username> takes the set directory numbers as the default value. As an example, the digital
phone set with DN = 3003 will have SIP URL = 3003@172.20.9.251 where 172.20.9.251 is the IP Address of the Alcatel SIP media

gateway.

Alcatel 4035 digital phone ext. 3003
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Alcatel IP Touch 4068 phone ext. 3012
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Alcatel analog station ext. 3032
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Configuring the Cisco Unified Communications Manager — Session Manager Edition

Cisco Session Manager Version

Device Pool and Region mapping configuration

SIP Profile (used by SIP trunks) configuration

SIP Trunk Security Profile (used by SIP trunks) configuration

SIP trunk configuration to Alcatel PBX

SIP Trunk configuration to Cisco UCM

Route Pattern configuration to Alcatel PBX

Route Pattern configuration to Cisco UCM

SIP Route Pattern configuration to process redirect messages from Alcatel PBX

A e A A o

Cisco Unified Communications Manager — Session Manager Edition software version
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Cisco Unified CM Administration

System version: 8.5.1.10000-26

Last Successful Logon: Jan 26, 2011 &:48:02 AM

Copyright @ 1999 - 2011 Cisco Systems, Inc,
All rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use, Delivery of Cisco cryptographic products
does not imply third-party authority to impart, export, distribute or use encryption. Irnparters, exporters, distributars and users are responsible for compliance with U.S. and local country
laws. By using this product you agree to comply with applicable laws and regulations. If you are unable to comply with U.5. and local laws, return this product immediately.

A summary of U, laws governing Cisco cryptographic products may be found at our Export Complisnce Product Report web site,

For information about Cisco Unified Communications Manager please visit our Unified Communications System Documentation web site.

For Cisco Technical Support please visit our Technical Support web site,
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Configuration of Device Pool to Region mapping
Navigation Path: System - Region

almln  Cisco Unified CM Administration
cisco

Cisco Unified CM Administration = | Go

For Cisco Unified Communications Solutions ccmadministrator Search Documentation About Logout

System =  CallRoutng +  Media Resources - Advanced Festures +  Device »  Applicstion »  User Management »  Bulk Administrstion = Help »

Region Configurati CEETCHRET S Back To Find/List d
Lg Save x Delete %' Reset _ﬁ Apply Config # Acld Bewy

Region Information
*
’7Name IDEfauIt

— Region Relati hip
Region Max Audio Bit Rate Max Wideo Call Bit Rate (Includes Audio) Link Loss Type
Default 64 kbps (G.722, 5.711) 364 Use Systern Default
MOTE: Regions(s) not displayed Use Systermn Default Use Systemn Default Use Systemn Default

— Modify Relati hip to other
Regions Max Audic Bit Rate Max Video Call Bit Rate (Includes Audio) Link Loss Type

Default IKEED Current Setting ;I ol Keep Current Satting IKEEp Current Setting =
© Use Systermn Default
 Mane

& I lcbps

—  Save Delete | Reset I Apply Config Add New

Configuration of SIP Profile used by SIP trunks
Navigation Path: Device - Device Settings = SIP Profile

aliln  Cisco Unified CM Administration
cisco

For Cisco Unified Communications Solutions

System = CallRouting +  Media Resources = Advanced Festures »  Device = Application »  User Management = Bulk Administration = Help =

SIP Profile Configuration GEIR LR Back To Find/List =
B Save x Delete Copy %’ Reset i Apply Config E:]i Aol Mewy

—SIP Profile Information
* - -
Marme |Ear’|y Media SIP Profile

Description ISIP Profile with Early Media Enabled

Default MTP Telephony Event Payload Type* le

Resource Priority Mamespace List |< Mone =

L1

Early Offer for G.Clear Calls* IDlsabIed

¥ redirect by Application

¥ Disable Early Media on 180

[ Gutgeing T.38 INYITE include audio mline

I Enable anAT

r Require SDP Inactive Exchange for Mid-Call Media Change

© 2006 Cisco Systems, Inc. All right reserved.
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—Parameters used in Phone

Timer Invite Expires {seconds)™®
Timer Register Delta (seconds)*
Timer Register Expires (seconds)®
Timer T1 {msec)*

Timer T2 {msec)®

Retry INVITE®

Retry Mon-INVITE*

Start Media Port®

Stop Media Port®

Call Pickup URT*

Call Pickup Group Other URI*

call Pickup Group URT*

Meet Me Service URI*

User Info™®

DTMF DB Level®

Call Hold Ring Back™®

Anonymous Call Block*

Caller 1D Blocking*

Do Mot Disturb Control®

Telnet Level for 7940 and 7960*
Timer Keep Alive Expires (seconds) ¥
Timer Subscribe Expires (seconds)™
Timer Subscribe Delta (secands)®

Maximurn Redirections*

Call Forward URT¥

Speed Dial {Abbreviated Dial) URI*

¥ Conference Join Enabled
W RFC 2543 Hold

W semi attended Transfer
" Enable wAD

™ stutter Message Waiting

Off Hook To First Digit Timer {milliseconds)®

|10

|s

[3e00

|s00

J40oo
le

J10

|16384

|327¢¢

Ix-cwscn-sarviceur\-pickup

Ix-cwscu-sarviceur\-upickup

|x-cwsco-sarviceur\-gpickup

Ix-c\sco-sar’viceur\-meetme

[nane =l
|Nomina\ =1
Joff =l
[oF i~
[off =l
IUser ;I
|D\sab|ed 3|
J120

J120

5

|70

|15000

Ix-cwscn-sarviceur\-cfwdaII

Ix-cwscu-sarviceur\-abbrdial

—Trunk Specific Configuration

RSWP Over SIP*

¥ Fall back to local REVP
SIP Rel1XX Options®

™ Deliver Conference Bridge Identifier

SIP DPTIONS Ping

Reroute Incoming Request to new Trunk based on® |Never

|Lacal RSP

L] <]

| Disabled

7 Early Offer support for voice and video calls {insert MTP if needed)
¥ Send send-receive SDP in mid-call INVITE

Ping Retry Timer (milliseconds)®

Ping Retry Count™®

Note: The Alcatel PBX does not respond to OPTIONS messages in a reliable fashion (it ignores the first several attempts, but it will eventually
responds with 483 Too Many Hops message, which Cisco UCM-SME accepts as a valid response to the OPTIONS ping). Because of this, it is
recommended to either disable SIP OPTIONS ping, or shorten the Ping Interval timer forcing Cisco UCM-SME to generate more ping

messages.

Ping Interval for In-service and Partially In-service Trunks {seconds)™® |5”

Ping Interval for Out-of-service Trunks (seconds)*

" Enable ©PTIONS Ping to moniter destination status for Trunks with Service Type "None (Default)”

J1z0

|s00

le
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Configuration of SIP Trunk Security Profile used by SIP trunks
Navigation Path: System - Security = SIP Trunk Security Profile

aliml, Cisco Unified CM Administration
cisco

' UL Cisco Unified CM Administration =

For Cisco Unified Communications Solutions

ccmadministrator Search Docurnentation About Logout

System =  Call Routing «  Media Resources - Advanced Festures = Device = Application +  User Management = Bulk Administration «  Help «

SIP Trunk Security Profile Configuration L N BT SR Back To Find/List =2
B Save x Delete Copry %l Reset £ Apply Config Ell} Add Mewy

— Status

@ Status: Ready

—SIP Trunk Security Profile Information

Mame™® INDn Secure SIP Trunk Profile

Description |Non Secure SIP Trunk Profile authenticated by null Str
Device Security Mode |NUr| Secure ;I
Incoring Transport Type™® |-|—cp+|_||3p ;|
CQutgoing Transport Type ITcp ;I

™ Enable Digest Authentication
Monce Validity Time {mins)* |6DD

#.509 Subject Name |

Incaming Part® |5060

™ Enable Application Level Authorization
™ accept Presence Subscription

¥ acoept Out-of-Dialag REFER**

¥ accept Unsolicited Motification

™ accept Replaces Header

™ Transmit Security Status

Note: Make sure parameter “Accept Replaces Header” is disabled. This will ensure proper functionality for local early-attended call transfers
from Alcatel stations.
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Configuration of SIP trunk to Alcatel PBX
Navigation Path: Device > Trunk

dllie  Cisco Unified CM Administration

€IS€0  Euy Cisco Unified Communications Golutions

System + CallRouting +  Media Resources +  Advanced Festures + Device »  Application +  User Management »  Bulk Administration +  Help «

Trunk Configuration G R N 5 B ack To Find,/List ~|lG
B Save x Delete %’ Reset I:I']a Akl Nevs

—Device Information

Froduct: SIP Trunk

Device Protocol: SIP

Trunk Service Type MNone(Default)

Device Mame * |alcatel_s1P

Description |SIP trunk to Alcatel PEX

Device Pool* IDefauIt ;I
Common Device Configuration |< Mone = ;l
Call Classification * |Use System Default =
Media Resource Group List |< Mone = ;I
Location® |Hub None =l
AAR Group |< Mone = ;I
Tunneled Protocal * |Nune =l
QSIG variant* [to Changes =1
ASN.1 ROSE OID Encoding* [t changes =l
Packet Capture Mode® |None ;I
Packet Capture Duration ID

[~ Media Termination Paint Required

2 Retry Wideo Call as Audio

[~ path Replacement Support

[~ Transmit UTF-8 for Calling Party Name
I~ Transmit UTF-8 Names in Q5IG APDU
™ Unattended Port

[T sRTP allowed - When this flag is checked, Encrypted TLS needs to be configured in the network to provide end to end security. Failure to do so will expose keys and other

infarmation,

Consider Traffic an This Trunk Secure™ |When using both sRTP and TLS ;I
Route Class Signaling Enabled*® |Defau|t ;I
Use Trusted Relay Paint™ |Default ;I

¥ pSTH Access
7 run Gn Al Active Unified CM Nodas
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Intercompany Media Engine {IME)

’7E.164 Transformation Profile | < None =

Multilevel Precedence and Preemption (MLPP) Information

FMLPP Daormain |< Mone

1

—Inb d Calls

Call Routing Information
M Remote-Party-1d

W asserted-1dentity

Asserted-Type* | Default

SIP Privacy® IDefau|t

Significant Digits* |,q||

Connected Line ID Presentation® IDefauIt

Connected Name Presentation™® IDefaL”t

Calling Search Space |« Nane =
AAR Calling Search Space |< Mone =

L bt e e e

Frefix DN |

72 Redirecting Diversion Header Delivery - Inbound

— Incoming Calling Party Settings

Number Type Prefix

If the administrator sets the prefix ta Default this indicates call processing will use prefix at the next level setting (DevicePoal/Service Parameter). Otherwise, the value
canfigured is used as the prefix unless the field is empty in which case there is no prefix assigned.

Clear Prefix Settings I Default Prefix Settings I

Strip Digits Calling Search Space Use Device Pool C55

Incoming Number |Default

0 |< Mone » = v

— Connected Party Settings

Connected Party Transformation CSS |< Mone =

W Use Device Pool Connected Party Transformation CE5

© 2006 Cisco Systems, Inc. All right reserved.
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—0utbound Calls

Called Party Transformation C55 |< Mone = ;I
¥ Use Device Pool Called Party Transformation CSS
Calling Party Transformation C55 |< Mane > ;I
¥ Use Device Paol Calling Party Transformation CSS
Calling Party Selection® |Or|g|nator =l
Calling Line ID Presentation® |Defau|t ;I
Calling Name Presentation® IDefault ;I
Caller ID DM I
Caller Marme |
~ Redirecting Diversion Header Delivery - Qutbound

—SIP Information

— Destination
™ Destination aAddress is an SRY

Destination Address Destination Address IPv6 Destination Port
*

1% J17z.2009.251 | 5060 = =]
MTP Preferred Originating Codec® |711u\aw ;I
Presence Group® IStandard Presence group LI
SIP Trunk Security Profile® [Mon Secure SIP Trunk Frofile =l
Rerouting Calling Search Space |< Mone = ;I
Out-Of-Dialog Refer Calling Search Space |< Maone = ;I
SUBSCRIBE Calling Search Space |< Mone = ;I
SIP Profile® IEarIy Media SIP Profile =1
DTMF Signaling Methad * [RFC 2833 Bl

Mormalization Script

Mormalization Script [ = None = ;l
™ Enable Traee
Parameter Name Parameter Yalue

t | E =
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Configuration of SIP trunk to Cisco UCM
Navigation Path: Device > Trunk

Cisco Unified CM Administration

For Cisco Unified Communications Solutions

System = Call Routing ~  Media Resouwrces = Advanced Festures = Device = Application = User Management = Bulk Administration =  Help -

nfiguration

B Save x Delete %’ Reset I:I'}: Add Mevwy

—Device Information

Product: SIP Trunk

Device Protocol: SIP

Trunk Service Type Mone{Default)

Device Name™® [cm_PoLarIs_s1P

Description |3IP Trunk to CM-Palaris

Device Pool® |Dafau\t =l
Carnmon Device Configuration |< Mone = ;I
Call Classification™® |Use Systern Default ;I
Media Resource Group List |< None = ;I
Location™® IHub_NUne LI
AAR Group |< Mone = ;I
Tunneled Protocol® INnne ;I
QSIG Variant® |No Changes ;I
ASN.1 ROSE OID Encoding™® Mo Changes =
Packet Capture Mode® |NUr|e LI
Packet Capture Duration |0

" Media Termination Paint Required

¥ Retry Wideo Call as Audio

™ Path Replacement Support

™ Transmit UTF-5 for Calling Party Name
I™ Transmit UTF-& Names in QSIG APDU
™ Unsttended Port

™ SRTP allowed - When this flag is checked, Encrypted TLS needs to be configured in the network to provide end to end security. Failure to do so will expose keys and other

information,

Consider Traffic on This Trunk Secure® |When using both sRTP and TLS ;I
Route Class Signaling Enabled* |Dafau\t ;I
Use Trusted Relay Paint® |Dafau\t ;I

¥ PSTH Access
™ Run On ANl Active Unifisd CM Modes

© 2006 Cisco Systems, Inc. All right reserved.
Important notices, privacy statements, and trademarks of Cisco Systems, Inc. can be found on cisco.com
Page 33 of 64



I
CISCO.

Intercompany Media Engine {IME}
FE.164 Transformation Profile |< MNone = ;I

Multilevel Precedence and Preemption (MLPP) Information
FMLPP Dnmain|< None = ;I

—Call Routing Information
¥ Remote-Party-1d
¥ asserted-Identity

Asserted-Type™® | Default =l
SIP Privacy™® IDefauh: ;l
—Inb d calls

Significant Digits* |,q||

Connected Line 1D Presentation™ |Defau\t

Connected Mame Presentation® IDefau\t

KN ER JEANER O EN

Calling Search Space |< Mone =
AAR Calling Search Space |< Mone =
Prefix DM |

¥ Redirecting Diversion Header Delivery - Inbound

— Incoming Calling Party Settings

If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DevicePool/Service Parameter). Otherwise, the value

configured is used as the prefix unless the field is empty in which case there is no prefix assigned.
Clear Prefix Settings Default Prefix Settings I
Number Type Prefix Strip Digits Calling Search Space Use Device Pool C55
Incoming Murmnber |Dafau|t |g < Mone = ;l I~
—Connected Party Settings
Connected Party Transformation CE5 [ 2 yone = =
¥ Use Device Pool Connected Party Transfarmation CSS
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— Outbound Calls

Called Party Transformation CES |< Mone = ;I
W Use Device Poal Called Party Transformation CS3
Calling Party Transfarmation C5S |< Mone = ;l
W Use Device Pool Calling Party Transformation CSS
Calling Party Selection® IOriginatDr ;I
Calling Line ID Presentation™ |Defau|t ;I
Calling Narne Presentation™ |Defau|t ;I
Caller ID DN I
Caller Name I
W Redirecting Diversion Header Delivery - Cutbound

—SIP Information

—Destination
[ Destination Address is an SRY

Destination Address Destination Address IPv6 Destination Port
*

1% |17z.20.236.50 5060 ﬂ El
MTP Preferred Originating Codec™® |711u|aw =
Presence Group™® |Standard Presence group ;I
SIP Trunk Security Profile® |Non Secure SIP Trunk Profile ;I
Rerouting Calling Search Space |< Mone > ;l
Qut-Of-Dialog Refer Calling Search Space |< Mone > ;I
SUBSCRIBE Calling Search Space |< Mone = ;I
SIP Profile* [Early Media SIP Profile =l
DTMF Signaling Methad™® |RFC 2533 =l

Normalization Script

Mormalization Scr\pt|< MNone > ;I
7 Enable Trace
Parameter Name Parameter Yalue

L & =
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Configuration of Route Patterns — To Alcatel PBX
Navigation Path: Call Routing = Route/Hunt - Route Pattern

vl Cisco Unified CM Administration

cisco i i \cati i
For Cisco Unified Communications Solutions ar About Logao

System «  CallRouting «  Media Resources - Advanced Feastures »  Device = Application »  User Management «  Bulk Administration = Help -

Route Pattern Configuration

G Save x Delete Copy Ell} Add Mew

—Pattern Defi

Route Pattern ISDKX
Route Partition |< Mone = ;I
R=ciintion [T alcatel PE
Nurnbering Plan | Mot Selected -- ;l
Route Filter |< Mone = =l
MLPP Precedence® IDEfau|t ;I
Resource Priority Mamespace Metwork Domain | = None = =
Route Class* IDEfau|t ;I
Gateway/Route List® |g|cat5|_51p =] (Edit)
Route Option & Route this pattern
" Block this pattern INO Error -
Call Classification™® IOnNet ;I
™ allow Device override [ Provide Cutside Dial Tone [ allow overlap Sending [} Urgent Priarity
[ Require Farced Authorization Cods
Authorization Level* IU
r Require Client Matter Code
—Calling Party Transformations
I Use Calling Party's External Phone Nurnber Mask
Calling Party Transform Mask I
Prefiz Digits (Outgoing Calls) I
Calling Line ID Presentation® IDEfau|t =
Calling Name Presentation® IDefau|t ;I
Calling Party Number Type™ [Cisco CallManager =l
Calling Party Numbering Plan® |C|sco CallManager ;I
—Connected Party Transformations
Connected Line 1D Presentation™ IDefau\t =1
Connected Name Presentation™ IDefau\t ;I
—Called Party Transformations
Discard Digits |< Mone = =l
Called Party Transform Mask I
Prefix Digits (Qutgoing Calls) I
Called Party Number Type*  [Cisco callManager =]
Called Party Nurmbering Plan® |Ciscu CallManager =
—ISDN Network-Specific Facilities Information El t
Network Service Protocol |__ Mot Selected -- ;I
Carrier Identification Code I
Network Service Service Parameter Mame Service Parameter Yalue
|-- Not Selected -- ;I |< Mot Exist = I
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Configuration of Route Patterns — To Cisco UCM
Navigation Path: Call Routing = Route/Hunt - Route Pattern

alln  Cisco Unified CM Administration

cisco i ifi T f
For Cisco Unified Communications Solutions EETreR T e

ch Docurnents about Loga

System =  CallRouting »  Media Resources »  Advanced Festures = Device = ASpplication = User Mansgemert ~  Bulk Sdministration »  Help =

Route Pattern Configuration Related Link:

B Save x Delete Copy Ell} Aol Mewy

—Pattern Definition

Route Pattern® ISDXK
Route Partition |< None = ;l
Description |Route to CM-Polaris
Numbering Plan |__ Mot Selected -- ;I
Route Filter |< None = =1
MLPP Precedence® IDEfau\t ;I
Resource Priority Marmespace Metwork Dornain |< None = =1
Route Class* IDefau\t ;I
Gateway/Route List* |CM7POLARIS?SIP | (Edit)
Route Optian @ Route this pattern
" Black this pattern | No Error ;I
Call Classification™® IOnNat =l
[ allow Device Override [ Provide Qutside Dial Tone [ allow overlap Sending [ Urgent Priority
[~ Require Forced Authorization Cade
Authorization Level® ID
r Require Client Matter Code
—Calling Party Transformations
[T Use Calling Party's External Phone Mumber Mask
Calling Party Transform Mask I
Prefix Digits (Outgoing Calls) I
Calling Line ID Presentation™® IDefauh: ;l
Calling Narne Presentation® IDefauh: =l
Calling Party Number Type* | Cisca CallManager =
Calling Party Nurbering Plan* ICiscn CallManager ;I
— Connected Party Transformations
Connected Line ID Presentation™ IDBfaL”t 2|
Connected Name Presentation® IDafau|t ;I
— Called Party Transformations
Discard Digits |< Mone = =1
Called Party Transform Mask I
Prefix Digits (Qutgoing Calls) I
Called Party Number Type™® [Cisen CalManager =l
Called Party Numbering Plan* | Cisco CallManager ;l
—ISDN Network-Specific Facilities Information El
Metwork Service Protocol |__ Mot Selected -- =
Carrier Identification Code I
Metwork Service Service Parameter Mame Service Parameter Value
I-- Mot Selected -- ;I |< Mot Exist = I
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Configuration of SIP Route Pattern for processing redirect messages from Alcatel PBX
Navigation Path: Call Routing > SIP Route Pattern
alil  Cisco Unified CM Administration

cisco f ifi s cati i
For Bis ol e ccmadministrator Search Documentation About Logout

WESLEWENE Cisco Unified CM Adrinistration =

System = Call Routing = Media Resources +  Advanced Festures +  Device = Spplicetion «~  User Management ~  Bulk Sdministretion ~  Help =

SIP Route Pattern Configuration GRG0 B ack To Find/List =
H Save x Delete . Copy # Ao Mewy

— Status

@ Update successful

— Pattern Definition
Pattern Usage IPAddress Routing

*
IPwd Pattern |172‘ZD.9.251

IPvE Pattern I

Description |SIP RP for redirection messages from Alcatel PBX
Route Partition |< MWone = ;I
SIP Trunk®  [alcatel_sip =

[ Black Pattarn

— Calling Party Transformations

™ Use Calling Party's External Phone Mask

Calling Party Transformation Mask I

Prefix Digits {Qutgoing Calls) I

Calling Line ID Presentation® IDEfauIt ;I

Calling Line Marne Presentation™® IDEfaLm: ;I

—Connected Party Transformations
Connected Line ID Presentation® IDBfau": =

Connected Line Narme Presentation® |Dgfau|t ;I
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Configuring the Cisco Unified Communications Manager

Cisco Unified Communications Manager Version
Device pool and Region mapping configuration
Conference Bridge configuration

Media Resource Group configuration

Media Resource Group List configuration

SIP Profile configuration

SIP Trunk to SME configuration

Route Pattern configuration to Alcatel

Cisco IP Phone 7960 SCCP Configuration
Cisco IP Phone 7960 SIP Configuration

MGCP Fax gateway configuration

el A Sl A

—_ O

Cisco Unified Communications Manager version

alln  Cisco Unified CM Administration S| Cisco Unifisd CM Administration - || G2
cisco

For Cisco Unified Communications Solutions

ccmadministrator s About

System + Call Routing +  Media Resowrces »  Advanced Festures »  Device = Application ~  User Management = Bulk Administration =  Help =

Cisco Unified CM Administration

System version: 8.5.1.10000-26

Last Successful Logon: Jan 26, 2011 8:48:02 AM

Copyright @ 1999 - 2011 Cisco Systerns, Inc,
All rights reserved.

This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfer and use. Delivery of Cisco cryptographic products
does not imply third-party authority to import, export, distribute or use encryption. Importers, exporters, distributors and users are responsible for compliance with U5, and local country
laws. By using this product you agree to comply with applicable laws and regulations. If yvou are unable to comply with U.%. and local laws, return this product immediately .

A surmary of U5, laws governing Cisco cryptographic products may be found at our Export Compliance Product Report web site.

For information about Cisco Unified Communications Manager please visit our Unified Commmunications Systern Documentation web site,

For Cisco Technical Suppart please visit our Technical Support web site,
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Configuration of Device Pool to Region mapping
Navigation Path: System = Region

alinln Cisco Unified CM Administration

cisco i Sfi ccati i
For Cisco Unified Communications Solutions CEEC ey

About Logout

System » CallRouting + Media Resources »  “oice Mail » Device = Application +  User Mansgement »  Bulk Administration = Help «

Related Links

Region Configuration

LB Save x Delete %l Reset £ Apply Config Ell} Add Mewy

— Region Information
*
Marne |befault

o

— ion Relati

Ragion Audio Codac Vidao Call Bandwidth Link Loss Type
Default G.7E9 &oo Use System Default
G711_Region G711 384 Use System Default
MOTE: Regions(s) not displayed Use Systern Default Use Systern Default Use Systern Default

— Modify Relationship to other R

Regions Audio Codec Video Call Bandwidth Link Loss Type
Default Keep Current Setting vl [Cl Keep Current Setting IKBED Current Setting vl
(5711_Reqgion
" Use Systern Default
 Wone
« I kbps
— Save Delete | Reset | Apply Config Add Mew
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alln Cisco Unified CM Administration

€IS€O .. Cisco Unified Communications Solutions

System =  CallRouting «  Media Resources »  Voice Mail ~  Device = Application »  User Management = Bulk Administration = Help -

O RGN R Back To Find/fList

B Save x Delete %l Reset _£ Apply Config E:} Addd Mewy

’7Region Information

Mame* 5711 region
_Reg

— Regi Relati hi
Region Audio Codec video Call Bandwidth Link Loss Type
Default G.711 364 Use Systern Default
G711_Region G711 384 Use Systemn Default
MOTE: Regions{s) not displayed Use System Default Use System Default Use Systemn Default

— Modify Relati hip to other Regi

Regions Audio Codec video Call Bandwridth Link Loss Type
Default keep Current Setting = ¥ iceep Current Setting IKeep Current Setting vl
G711_Region
© Use System Default
 NMane

“ I kbps

— Savel Delete | Resetl Apply Config | Add MNew

Configuration of Conference Bridge
Navigation Path: Media Resources = Conference Bridge

alimln Cisco Unified CM Administration

cisco 5 o e .
For Cisco Unified Communications Solutions ey about

Cisco Unified CM Adrninistration

System + Call Routing +  hiedia Resources »  Soice Mail » Device +  Applicstion +  User Mansgemert +  Bulk Administrstion =  Help =

RN 98 B ack To Find,/List

nference Bridge Config
Lg Save xDa\eie Copy %lﬁesei £ Apply Config Ell} Acdd Mewy

—Status

@ Status: Ready

— Conference Bridge Information
Conference Bridge | CFB112233445566 [Conference Bridge on 10S DSP Farm)
Registration Registered with Cisco Unified Communications Manager CM-Polaris
IPv4 address 172.20.236.101

— 105 Conference Bridge Info

Conference Bridge Type™ Cisco 105 Enhanced Conference Bridge

Device is trusted

Conference Bridge Mame* ItF5112233445555

Description |Conference Bridge on IQE DEP Farm

Device Pool® IDefau\t ;I

Common Device Configuration |< None = =

Location® |Hub_None ;I

Device Security Mode® |Non Secure Conference Bridge ;I

Use Trusted Relay Point* [Default =l
—  Save Delete I Copy | Resetl apply Config Add Mew
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Conference Bridge 10S configuration:

sccp local GigabitEthernet0/0

scep cem 172.20.236.50 identifier 1 version 7.0
sccp

]

sccp ccm group 1

bind interface GigabitEthernet0/0

associate ccm 1

priority 1

associate profile 98 register cfb112233445566
]

dspfarm profile 98 conference
codec g729r8

codec g71lulaw

maximum sessions 8
associate application SCCP

Configuration of Media Resource Group
Navigation Path: Media Resources - Media Resource Group

alimln Cisco Unified CM Administration

cisco 5 ifi icati i
For Cisco Unified Communications Solutions e it

System = Call Routing »  Media Resources = Advanced Festures = Device = Spplicstion = User Mansgement = Bulk Sdministration +  Help -

Media Resource Group Configuration L ELn B 5 Back To FindfList -

B Save x Delete Copy E:} Add Blewy

Status
’7 Status: Ready

Media Resource Group Status
FMedia Resource Group: MRG_Polaris {used by 125 devices)

—Media Resource Group Information
* -
Mame |NRG_PoIarls

Description |MRG_PUIari5

— Devices for this Group
fvailable Media Resources** [Coz00L15C 286880

CFBOO0LCODI3ATD
CFE_Z
MTP_2

A

Selected Media Resources* BNN_Z (ANN)
CFB112233445566 {CFB)
MOH_Z (MOH
MTPOOLSF000970 (XCODE)

™ Use Multi-cast far MOH Audia (If at least one multi-cast MOH resource is available)
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Configuration of Media Resource Group List
Navigation Path: Media Resources - Media Resource Group List

alial,  Cisco Unified CM Administration
CISCO  fy cisco Unified Communications Solutions

UEMEEVENE Cisco Unified CM Administration;l Go

ccmadministrator About Logout

Help ~

LN E Back To Find/List -

System -+ CallRouting +  Media Resowrces «  Woice Mail ~  Device »  Spplication = User Management ~  Bulk Administretion +

Media Resource Group List Configuration

LB Save x Delete Copy Iﬂl} Bidl Mew

—Status

@ Status: Ready

’fHedia Resource Group List Status

Media Resource Group List: MRGL_Polaris {used by 115 dewvices)

—Media Resource Group List Information

*
Hame |MRGL_PoIar|s

—Media Resource Groups for this List
Available Media Resource Groups

v A

Selected Media Resource Groups [MRG_Polaris

<

—  Save Delatel Copyl Add Mew
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Configuration of SIP Profile
Navigation Path: Device - Device Settings > SIP Profile

alialn Cisco Unified CM Administration
cisco

Cisco Unified CM adrninistration = || €

For Cisco Unifiedl om0 ccmadministrator rch Documnentation About

Logaol

System = CallRouting = Media Resources - Advanced Festures = Device = Applicstion «  User Managemert = Bulk Administretion = Help -

SIP Profile Configuration

lB Save x Delete Copy %’ Reset _£ Apply Config Ell} Al Mesw

L& Back To Find/List -

— SIP Profile Information
Hame™® IEarIy Media and Options SIF Profile
Description |Default SIP Profile
Default MTP Telephony Event Payload Type® |101
Resource Priority Namespace List |< Mone = ;I
Early Offer for G.Clear Calls* |Disab|ed ;I
[~ Redirect by Application
¥ Disable Early Media on 180
[ Gutgeing T.38 INVITE include audio mline
7 Enable AMAT
(| Require SDP Inactive Exchange for Mid-Call Media Change
—Parameters used in Phone
Timner Invite Expires (seconds)® |1ﬁn
Timer Register Delta (seconds)® |5
Timer Register Expires (seconds)® |3500
Timer TL {msec)* |5gg
Timer T2 (msec)® |4[||]|]
Retry INVITE* I3
Retry Non-INYITE® [10
Start Media Port™ [16384
Stop Media Port® |32766
Call Pickup URT* |x-ciscu-sarviceuri-pickup
Call Pickup Group Other URT* |x-cisco-sarviceuri-opickup
Call Pickup Group URT* |x-c:isco-sarviceuri-gpickup
Meet Me Service URI® |x-cisco-serviceuri-meetrme
User Info* |NUr|a LI
DTMF DB Level® |Nom|na| =l
Call Hold Ring Back™® |of-f =l
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Do Mot Disturb Contral* |Usar ;I
Telnet Level for 7940 and 7960* [ Disabled -l
Timer Keep alive Expires (secondsi® |120
Timer Subscribe Expires (seconds)™ |12IJ
Timer Subscribe Delta (seconds)® |5
Maximum Redirections™® Im
Off Hook To First Digit Tirmer {milliseconds)® |15DD|J
Call Forward URIT* |x-cisco-serviceuri-cfwdall
Speed Dial (Abbreviated Dial) URT* |x-cisco-serviceur\-abbrd\al
¥ Conference Jain Enabled
W RFC 2543 Hold
¥ semi attended Transfer
" Enable vap
™ Stutter Message Waiting
— Trunk Specific Configuration
Reroute Incoming Request to new Trunk based on® |Never ;I
RSVP Over SIP¥ [Cocal RwE =

¥ Fall back to local REWP
SIP Rel1X® Options* IDisabIBd

™ Deliver Conference Bridge Identifier
¥ Early Offer support far voice and video calls (insert MTP if needed)

¥ =end send-receive SDP in mid-call INWITE

SIP DPTIONS Ping

¥ Enable OPTIONS Ping to monitor destination status for Trunks with Service Type "None (Default)”
Ping Interval for In-service and Partially In-service Trunks (seconds)™ |6D

Ping Interval for Out-of-service Trunks (seconds) ¥

|120
Ping Retry Timer (milliseconds)™® |5IJIJ
Ping Retry Count® |6
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Configuration of SIP Trunk to SME
Navigation Path: Device > Trunk

il Cisco Unified CM Administration GOl Cisco Unified CM Administration =
cisco

For Cisco Unified Communications Solutions

ccmadministrator Search Docurnentation about Logat

System = Cal Routing ~  Media Resources = Sdvanced Festures »  Device v Application «  User Management «  Bulk Administration = Help +

Related

B Save x Delete % Reset E} A0 Mew

—Device Information

Product: SIP Trunk

Device Protocol: SIF

Trunk Service Type None{Default)

Device Marne* |CM TITAN_SIP

Description |S1P Trunk to CM-Titan

Device Pool* IG?ll_PooI ;I
Caommon Device Configuration |< Mone > ;I
Call Classification® |Use Systern Default ;I
Media Resource Group List |MRGL7PUIaris ;I
Location ® IHub_NDne ;I
AAR Group |< Mone = ;I
Tunneled Protocol® INone ;I
QSIG Yariant® INU Changes ;I
ASN.1 ROSE 0ID Encoding* |Ma Changes =l
Packet Capture Mode™ [rane =l
Paclket Capture Duration ID

[ Media Termination Paint Required

72 Retry Wideo Call as Audio

I~ path Replacement Support

[ Transmit UTF-& for Calling Party Mame

I~ Transmit UTF-8 Names in QEIG APDU

I Unattended Port

[ SRTP allawed - When this flag is checked, Encrypted TLS needs ta be configured in the netwark to provide end ta end security. Failure ta dao so will expose keys and ather

information.

Consider Traffic on This Trunk Secure™® IWhen using hoth sRTP and TLS ;I
Route Class Signaling Enabled* |Default ;I
Use Trusted Relay Point* IDefauIt ;I

W PsTN access
7 Run Gn All Active Unified M Nodes
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Intercompany Media Engine {IME)

’7E.164 Transformation Profile |< MNone =

Multilevel Precedence and Preemption (MLPP) Information

FMLPP Darmain |< None =

=

—Inb d Calls

Call Routing Information
¥ Remote-Party-1d
2 Asserted-Identity

Asserted-Type™® | Default

SIF Privacy * [Default

[ JEN

Significant Digits * |,q||

Connected Line ID Presentation® |Defau|t

Connected Name Presentation® |Defau|t

Calling Search Space Itp phones_rp
AAR Calling Search Space |< Mone =

[ JERNE NER O

Frefix DN I

2 Redirecting Diversion Header Delivery - Inbound

—Incoming Calling Party Settings

Number Type Prefix

If the administrator sets the prefix to Default this indicates call processing will use prefix at the next level setting (DevicePool/Service Parameter). Otherwise, the value
configured is used as the prefix unless the field is empty in which case there is no prefix assigned.

Clear Prefix Settings Default Prefix Settings |

Strip Digits Calling Search Space Use Device Pool C55

Incoming Humber |Defau|t

1] < Mone = = W

—Connected Party Settings

Connected Party Transformation CSS | = None =

¥ Use Device Pool Connected Party Transformation CSS
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—Outbound Calls

Called Party Transformation C53 |< Mone = ;I
¥ Use Device Poal Called Party Transformation CS5
Calling Party Transformation CSS |< Mone = LI
¥ Use Device Paol Calling Party Transformation CS%
Calling Party Selection® |Or|g|nator =l
Calling Line ID Presentation™® |Default ;I
Calling Mame Presentation® IDefauIt ;I
Caller ID DN I
Caller Name I
¥ Redirecting Diversion Header Delivery - Outbound
—SIP Information
—Destination
[ Destination Address is an SR
Destination Address Destination Address IPv6 Destination Port
*

1% |i72.20.236.252 | |s0e0 El El
MTP Preferred Originating Codec® |711u|aw =l
Presence Group® |Standard Presence group ;I
SIP Trunk Security Profile® [51P Trunks 1|
Rerouting Calling Search Space |< Mone > ;I
Out-Of-Dialog Refer Calling Search Space |< Mone = ;I
SUBSCRIBE Calling Search Space [= one = =l
SIF Profile* IEar\y Media and Options SIP Praofile ;I
DTMF Signaling Method* |RFC 26533 ;I

Normalization Script

Normalization Scr\pt|< None = =l
I Enable Trace
Parameter Name Parameter Value

L | Bl =
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Configuration of Route Pattern to Alcatel PBX through SME
Navigation Path: Call Routing = Route/Hunt - Route Pattern

alimln  Cisco Unified CM Administration
cisco

For Cisco Unified Communications Solutions

ccmadministrator

System + Call Routing ~  Media Resources = Advanced Features = Device »  Application = User Managemert = Bulk Administration ~  Help =

Route Pattern Configuration Related Link:

LB Save x Delete Copy EII} Acid Mewr

— Pattern Definition

Route Pattern® |3El><>(
Route Partition |route_p ;I
Description ITD Alcatel OmniPCX 4400
Murnbering Plan |-- Mot Selected -- LI
Route Filter |< Mone = LI
MLPP Precedence® |Default |
Resaurce Priarity Mamespace Network Domain |< Mone = ;I
Route Class™® IDefauIt LI
Gateway/Route List* |cm_TITAN_SIP | (Edit)
Route Option @ Route this pattern

© Block this pattern INU Error =l

Call Classification* [onnet =]
™ allow Device Override [ Provide Outside Dial Tone [ allow Owverlap Sending [} Urgent Priority

I Require Forced Authorization Cade

futhorization Level® ID

- Require Client Matter Code

—Calling Party Transformations
™ use Calling Party's External Phone Number Mask
Calling Party Transform Mask I

Prefix Digits {Outgoing Calls) I

Calling Line 1D Presentation® |Defau\t ;I

Calling Mame Presentation™ IDEfau\t ;I

Calling Party Number Type® |C|sco CallManager ;I

Calling Party Numbering Plan® | Cisco CallManager ;l
—Connected Party Transformations

Connected Line ID Presentation™® |Default ;I

Connected Mamne Presentation™ |Defau|t ;I

—Called Party Transformations
Discard Digits |< Mone = =l

Called Party Transform Mask I

Prefix Digits {Outgoing Calls) I

Called Party Number Type®  [Cisca CallManager =
Called Party Numbering Plan® ICich CallManager =1
—ISDN MNetwork-Specific Facilities Information El
Metwork Service Protocol |__ Mot Selected -- =1
Carrier Identification Code I
Metwork Service Service Parameter Mame Service Parameter Valus

|-- Mot Selected -- =l |< Mot Exist = I
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Configuration of Cisco SCCP 7965 Phone
Navigation Path: Device - Phone

Cisco Unified CM Administration JEREEVEGN Cisco Unified CM Administration =

For Cisco Unified Communications Solutions

ccmadministrator

rch Docurnentation About Logol

Systetln » Call Routing »  Media Resources = Advanced Features »  Device = Application = Uset Management +  Bulk Administration = Help »

Phone Configuration

B Save x Delete

Status
’7 Status: Ready

Back To FindjfList

Copy %Reset S apply Config Ell} Addd Mewy

— Association Information —Phone Type
Modify Button Items Product Type: Cisco 7965
. - Device Protocol: SCCP

1 ®mzLing [1] - 5013 in phanes
2 =z Line [2] - 4059333322 in phanes —Device Information

Reqistration Registered with Cisco Unified Communications Manager CM-Polaris
9 | FpplineCEl = GRS mee (o 1P Address 172.70,236.55
4 add & new SD active Load 1D SCCP45.9-1-15R1S

Device i .

evice Is Active

5 Add & new S0

Device is trusted

*
6 %5 addsnewsD MAC Address [o0z4canD7Fal
---------- Add On Moduleis) ---------- Description [Test 7965 sccp - 5013
o Lione Device Poal™ IG?ll_PUUI =] wiew Details
3 Lion= Common Device Configuration |< MNone = ;I iew Details
9 Mone
w0 Phane Button Termplate |SEP0024C4UD?F41-SCCP-IndiwduaI Template =
one

Softkey Template -
15 | rEme . [standard User =l
12 Mone Comman Phone Profils IStandard Carnrnon Phone Profile ;I
13 None Calling Search Space |tp_phones_rp ;I
14 Mone AAR Calling Search Space Itpiphunesirp =
15  Mone Media Resource Group List IMRGL_PoIarls ;I
16 Mone User Hald MOH Audio Source |1-5ampleAudioSource =
17 Mone Metwork Hold MOH Audio Source Il-SamplaAudiUSUurce =
18 Mone Location® IHuh_NnnE ;I
19 | tEme AAR Group [< Hone = =]
a0 flEms User Locale |< None = =
21 MNone

Metwork Locale |< HNone = ;I
22 MNone q dge*

Built In Bridge -
23 None . IDefauIt _I
24 MNone FFEEy |Default =
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25 Mone Device Mobility Mode® [Default = wiew Current Device
26 None Mobility Settings

Owner User ID |< Mone = =1
27 Nane b ization®

Phone Personalization -
28 Mone i IDefauIt _I
20 None Services Provisioning IDefau|t ;I
30 None Phone Load Mame I
31 Mone single Button Barge |Defau|t =
3z MNone Join Across Lines IDefau|t =1
33 MNone Use Trusted Relay Point™ [Default =
34 Mane BLF P’t«ud\ble Alert Setting (Phane  [Default =
35  Mone Idle)
36 None gtz Au’lkd\ble Alert Setting (Phone IDefau|t |

¥l

37 MNone Always Use Prime Line® IDefaL”t =1
38 MNone Always U’?e Prime Line for Yoice IDefau|t ;I
39 MNone Message
0 e Calling Party Transformation CES |< Mone = ;I
41 Hone Geolocation |< MNone = =1
42  Mone ¥ Use Device Pool Calling Party Transformation CSS
43 Mone ¥ Retry video Call as Audio
& (e [~ Ignore Presentation Indicatars (internal calls anly}
45 MNone 5

[¥ allow Control of Device from CTI
46 MNone

(| Logged Into Hunt Group
47  MNone
48 Mone " Remote Devics
49 None [ Protected Device****
50 MNone [7 Hot line Deviee ¥ ****
51  MNone
52 Mane — Protocol Specific Information
55 None Packet Capture Mode™® |None ;I
54 Mone Packet Capture Duration IU

---------- Unassigned Associated Items ---------- Presence Group® |Standard Presence group ;I

55 5 Add a new SD Device Security Profile* [Cisco 7965 - Standard SCCP Nan-Securs Profile =]
S¢ @ add e new SURL SUBSCRIBE Calling Search Space [ fione = =l
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57

58

59
&0
51
62
&3
&4
65
86
&7
&8
59
70

71
7z
73
4
75
76
77
78
79
ao
81
gz

Add & new BLF SD
¥

s Add 3 new BLF Directed Call Park

CallBack

Call Park

Call Pickup
Conference List
Conference

Do Mot Disturb
End Call

Forward All
Group Call Pickup
Hald

Hunt Group Logout

=D Intercom [1] - Add & new Intercom

Malicious Call Identification
Meet Me Conference
Mability

Hew Call

Other Pickup

Quality Reporting Toal
Redial

Remove Last Participant
Transfer

Video Mode

Privacy

Mone

Important notices, privacy statements, and trademarks of Cisco Systems, Inc. can be found on cisco.com

™ unattended Port
I Require DTMF Reception
7 RFC2833 Disabled

— Certification Authority Proxy Function {CAPF) Information

Certificate Operation®

Authentication Mode*

Authentication String I

Generate String |

Key Size (Bits)* |1|]24

2oir ¢ Jit iz orevriMmeDD:HH)

Certificate Operation Status: None
Mote: Security Profile Contains Addition CAPF Settings.

Operation Completes By

IND Pending Operation ;I
|By Mull String ;I
=l

—Expansion Module Information

Module 1 |< Mone = ;I
Module 1 Load Namel
Module 2 |< Mone > ;I

Module 2 Load Namel

—External Data Locations Information (Leave blank to use default)

Information I

Directary

Messages

Services

Authentication Server

1dle

Idle Timer {seconds)

secure Authentication URL

Secure Directory URL

|
|
|
|
Proxy Server I
|
|
|
|
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Secure Idle URL

Secure Information URL

|
|
Secure Messages URL I
|

Secure Services URL

—Extension Information

[~ Enable Extension Mobility

Log Out Profile I -- Use Current Device Settings --

Log in Time < Mone =
Log out Time =< Mane =

—MLPP Information

MLPF Domain |< Mone =

MLPP Indication® |Defau|t

MLPP Preemption® |Defau|t

L e he

— Do Not Disturb
™ Do Mot Disturk

DND Optian* IUse Cornrmon Phone Profile Setting

DND Incoming Call ﬁler’tl< Mone =

—Secure Shell Information

Secure Shell User I

Secure Shell Password I

— Product Specific Configuration Layout

?

[" Disable Speakerphone

[~ Disable Speakerphone and Headset

Param

Forwarding Delay® |Disab|ed

P Paort * IEnabIed
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Settings Access® |Enabled =l r

Gratuitous ARP¥ ID\sahIed ;I

PC Woice VLAN Access™® |Enabled =

Video Capabilities® |D\sah|ed ;I r

Auto Line Select® |D\sab|ed =l

Wweb Access® ID\sahIed ;I -

Days Display Mot Active m r
$1L?Qfdaayy LI

Display ©n Time |U?:3El r

Display ©n Duration |1u:30 r

Display Idle Timeout Jo1:00 r

Span to PC Port® |D\sab|ed ;I

Logging Display* |PC Controlled =1

Load Server | r

Recording Tone® [Disatled =l

Recarding Tone Local valume* [100

Recording Tone Remate Valurme ISU

Recarding Tane Duration I

Display On when Incoming Call* |D\sab|ed ;I

RTCP¥ ID\sabIed ;I -

"more” Soft Key Timer |5

Auto Call Select* [Enabled =l

Log Server |

advertise G.722 Codec™® |Use Systermn Default =

wideband Headset UI Control* |Enabled =l

wiideband Headset® |Enabled =

Peer Firrmware Sharing® [Enabled =l -

Cisco Discovery Protocol (CDP): Switch Port® |Enab|ed ;I r

Cisco Discovery Protocol {CDP): PC Port™® Enabled ;I -

Link Layer _Discnvery Protocol - Meqia N llEnabIed ;I [}

Endpoint Discover (LLDP-MED): Switch Port

I';\;rl;*Layer Discovery Protocol (LLDP): PC |Enab|ed ;I |

LLDP Asset ID I

LLDP Power Priority * |unknown =

Wireless Headset Hookswitch Control® IDisabIed ;I

IPv6 Load Server | [l

IPvE Log Server |

802.1x Authentication™® |user Controlled | [l

Detect Unified CM Connection Failure® INormaI =l

Minirmurmn Ring Volurne ® |D-Si|ant ;I

HTTPS Server™ Ihttp and https Enabled |

Handset/Headset Monitor* |Enab|ed ;I

Enbloc Dialing* [Erabled =l

Switch Port Rernote Configuration® |Disab|ed ;I (i

PC Port Remote Canfiguration ® IDisahIed ;I |

Autamatic Port Synchrnnizatinn* IDisabled ;I [}
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Configuration of Cisco SIP 7965 Phone
Navigation Path: Device - Phone

il Cisco Unified CM Administration WEMILEGGY Cisco Unified CM Administration »

CIS€O k4 cisco Unified Communications Solutions

ccmadministrator Cocumentation About Logo

System = CallRouting = Media Resources »  Advanced Festures =  Device = Applicstion »  User Management »  Bulk Administration +  Help -

U B CLNET S Back To Find,/List

Copy %Rese{ NZ Apply Config E:} Al Mewy

— Status

® Status: Ready

—Association Information —Phone Type
Modify Button Itemns Product Type: Cisco 7965
Device Protocol: SIP

1 Ll Line [17 - 5015 in phones

z = Line [2] - 4069335321 in phones —Device Information

s s Registration Registered with Cisco Unified Communications Manager CM-Polaris
3 ®=rme Line [3] - 7323704085 in phones IF address 172 20,236,327
4  GgaddanewsD Active Load ID SIP45.9-1-1SR1S

Device is Active

5 GgaddanewsD
Device is trusted

6 %5 addsnewsD MAC Address* [onzac4azatan
---------- Add on Module(s) ---------- Description [Test 7965 SIP - 5015
7 %M Device Pool® |G?11_Pnn| ;I View Details
8 Mone Cornmon Device Configuration |< Mone = ;I View Details
3 MNone Phane Button Template ® [5EPD0Z4C443814B-SIP-Individual Template =1
10 Mone Softkey Template |Standard User =l
11  Mone Comrmon Phone Profile® |Standard Common Phone Profile 2|
12 e Calling Search Space ItD_Dthg;_rp =1
13 Mone .
4 Noms AR Calling Search Space |to_phanes_rp =l
05 | G Media Resource Group List IMRGL?PD\aris ;I
R - User Hold MOH Audio Source |1-Samp|enud|DSource =l
17 Mane Metwork Hold MOH Audio Source IlfSampleAudiDSource ;I
1  Mone Locatian™® [Hub_none =1
19 MNone AAR Group |< Maone = ;I
0 Mone User Locale | = Nore = =l
21 Mone Metwork Locale |< Mone = =l
2z MNone Built In Bridge™® on =l
23 MNone 5
o Privacy™* [Default =l
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24
25
26
27
28
29
30
31
az
33
34
as
36
37
a8
39
40
41
42
43
44
45
46
47
48
49
50
51
52
53
54

55

13

Monge
Mone
Mone
Monge
Mone
Mone
Mone
Mone
Mone
Mone
Monge
Mone
Mone
Monge
Mone
Mone
Monge
Mone
Mone
Mone
Monge
Mone
Mone
Monge
Mone
Mone
Monge
Mone
Mone
Mone
Mone
—————————— Unassigned Assaciated Itemns
*mzline [41- Add a new DN

H= add A new M

;I View Current Device

Always Use Prime Line for Yoice IDefauIt
Message*

Calling Party Transformation CS5 |< None =

Device Mobility Mode* | Default

Mobility Settings
Owner User ID |< None = ;I
Phone Personalization IDgfault ;I
Services Provisioning® IDefauIt ;I
Fhone Load Name I
Single Button Barge | Default =l
Join Across Lines | Default =l
Use Trusted Relay Point™® | Default =l
BLF Audible Alert Setting (Phone IDefauIt B2
Idle)*
BLF Audible Alert Setting (Phone IDefauIt |
Busy)*
Always Use Prime Line* [Default =l

Geolocation |< None =

¥ Use Device Poal Calling Party Transformation C55
r Ignore Presentation Indicators (internal calls only)
I allow Control of Device from ©TI

72 Logged Into Hunt Group

" Remote Device

[ Protected Dewics®***

[ Hot line Diewipe ™

—Protocol Specific Information

Packet Capture Mode* INUnE =1
Packet Capture Duration ID
*
Presence Group |Standard Presence group
SIP Dial Rules |< Mone >

MTP Preferred Originating Codec* |711u|aw

Dewice Security Profile™® [cisco 7965 - Standard SIP Non-Secure Profile

© 2006 Cisco Systems, Inc. All right reserved.
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== =

Rerouting Calling Search Space |< Mone =

57 ‘ Add & new SURL
() SUBSCRIBE Calling Search Space [ none =

[ JENQER yE

58 b= 4dd a new BLF SD -

Ggiidd a now BIF SO SIP Profile* [Standard 517 Frofils
59 e Add a new BLF Directed Call Park Digest User |< Mone =
60 Do Mot Disturb ™ media Termination Point Required

61 s Intercarn [11- Add a new Intercom I Unattended Port

62 Call Park ™ Require DTMF Reception

63 Call Pickup

&4 CallBack — Certification Authority Proxy Function (CAPF) Information

65  Conference List Certificate Operation™® |No Pending Operation |
66 Conference Authentication Mode® IBY Null String ;I
67  End Call Authentication String I

& Fomer Al Generate String |

69  Group Call Pickup

Key Size (Bits)* 1024 s
70 Hold I _I

Operation Completes By |2011 |4 11 |12 (T MM DO HH)

Certificate Operation Status: Mone
Mote: Security Profile Contains Addition CAPF Settings.

71 Hunt Group Logout
72 Malicious Call Identification

73 Meet Me Conference

74 Mability — Expansion Module Information
75 Mew Call Module 1 [< Hone = =l
76 Other Pickup Maodule 1 Load Mame [
77 GQuality Reporting Tool

: Module 2 | < Mone = =
73 Redial

- Maodule 2 Load Namel
79 Remove Last Participant

a0 Transfer

— External Data Locations Information {Leave blank to use default)

81  Privacy

Inforrnation I
82 MNone

Directory

Messages

Authentication Server

Proxy Server

I
I
Services I
I
I
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Idle Timer {seconds) I

Secure Authentication URLI

Secure Directory URL |

Secure Idle URL

Secure Information URL

Secure Messages URL

Secure Services URL

—Extension Information
[~ Enable Extension Mobility
Log Out Profile |- Use Current Device Settings - =

Log in Tirne = Mone =

Log out Time = Mone =

MLPP Information
’7MLPP Drornain |< Mone = ;l

—Do Not Disturh

7 Do Mot Disturb

DHD Cptian™® [use Cormon Fhone Profile Setting
DND Incoming Call Alert|< Mane =

[ JEN

—Secure Shell Information
Secure Shell User I

Secure Shell Password I

—Product Specific Configuration Layout
Override
? Param Common
Sattings
[~ Disable Speakerphane
[~ Disable Speakerphone and Headset
Forwarding Delay* IDisab\ed ;I
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FC Port * [Enabled =

Settings Access® |Enabled =l -

Gratuitous ARP¥ ID\sabIed ;I

PC Woice WLAN Access™ |Enabled =l

Auto Line Select™® |D\sab|ed =l

Web Access® [Disatled =l r

Days Display Not Active r
$§Q:ldaayy LI

Display On Time ID?:SD r

Display On Duration |10:30 r

Display Idle Timeout ||]1:EIEI r

Span to PC Port¥® |D\sab|ed ;I

Logging Display® |PC Controlled ;I

Load Server | -

Recording Tone *® ID\sahIed ;I

Recarding Tone Local valume* [100

Recording Tone Remote Yolume* ISU

Recording Tone Duration I

Display On When Incoming Call* ID\sabIed ;I

RTCR* [Disabled El r

"more" Soft Key Timer |5

Auta Call Select® [Enabled =l

Log Server |

Advertise G.722 Codec® IUse Systern Default ;I

wideband Headset UI Control® |Enabled =

wideband Headset® |Enabled =l

Peer Firmware Sharing* |Enabled =l -

Cisco Discovery Protocol {CDP): Switch Port® |Enab|ed ;l r

Cisco Discovery Protocol {CDPY: PC Port¥® IEnahlEd ;I r

Link Layer Discovery Protocal - Media . |Enab|ad ;I (]

Endpoint Discaver (LLDP-MED): Switch Port

I';i;rlbl‘_ayer Discovery Protocal {LLDP): PC IEnahlgd ;I |}

LLDF Asset ID I

LLDP Power Priority * |Unl<nown ;I

wireless Headset Hookswitch Control® |Disab|ed ;l

IPv& Load Server | [l

IPvE Log Server |

802.1x Authentication™® |User Controlled =l [l

Detect Unified CM Connection Failure™® |Ngrma\ ;I

Minimurm Ring Volurne * - | 0-silent =]

HTTPS Server® |http and https Enabled =l

Handset/Headset Monitor™® [Disabled =l

Enbloc Dialing* [Enzbi=d Bl

Switch Port Remote Configuration™® |Disab|ed ;I r

PC Port Remote Configuration® IDlsabIed ;I [l

Automatic Port Synchronization™ IDisabled ;I [}
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Configuration of MGCP FAX Gateway
Navigation Path: Device - Gateway

alimlin  Cisco Unified CM Administration

cisco i ifi Freai i
For Cisco Unified Communications Solutions eEmnad T e Sear :ntati Abaut Lagol

WG E | Cisco Unified CM Administration =

System = CallRouting ~  Media Resources Advanced Festures = Device = Application User Managemert ~  Bulk Administration = Help

n

B Save x Delete % Reset .\Z Apply Config E|‘} Add Mewy

— Status

® Status: Ready

— Gateway Details

Product Cisco 3825
Gateway 38250 SPfarm.pbxlab.org
Protocal MGCP
& Device is not trusted
: *
Daomain Mame |3825D5Pfarm.pbx|ab.org
Description |3825 on bench & - 172.20.236.101
Cisco Unified Cornrmunications Manager Group™® |Defau|t ;I
— Configured Slots, ¥ICs and Endpoints
Module in Slot 0 [yM-4uwIC-MBRD =l
Subunit 0 | y1cz-2F%0 [ R I P
Subunit 1 - -
[viczzrzs H 0o® o0l ®
Subunit 2 | < Mone = ;I
Subunit 3 | < Mone = ;I

Module in Slot 1 [yM-HDW2-2PORT-T1 =]

Subunit 0 | < Mone = ;I Begin Port IU_

Subunit 1 | = Mone = ;I Begin Port lU—
Module in Slot 2 [ ym-HDY =l

Subunit 0 | < Mone = =

— Product Specific Configuration Layout

Global ISDM Switch Type |4ESS |
Switchback Timing * [ Graceful =
Switchback uptime-delay {min) Iw

Switchback schedule (hhimm) Ilz;gg

Type Of DTMF Relay™® [Current Gw Config =l
Modem Passthrough® |Enable JE1 |
Cisco Fax Relay® |Disable |
T38 Fax Relay™ [Enable =l
RTP Package Capahility * IEnahIe ;I
MT Package Capability* [Enable e
RES Package Capability™® |Enab|e ;I
PRE Package Capability * IEnabIe ;I
SST Package Capability * |Enable JE1 |
RTP Unreachable onoff* |Enable |
RTP Unreachable timeout {ms)* Iwgg

RTCP Report Interval (secs)® IU

simple SDP* |Disah|e LI
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Configuration of MGCP FAX Gateway Analog Endpoint
Navigation Path: Device - Gateway

Cisco Unified CM Administrat\nn;l (

alial,  Cisco Unified CM Administration
cisco

For Cisco Unified Communications Solutions

rch Documentation About Logol

System »  CallRouting »  Media Resources = Advanced Festures - Device »  Application = User Management +  Bulk Administration = Help +

Back to MGCP Configuration =

B Save xDe\ete %Rese{ _Z Agaly Config IZD: Aol Mewy

— Status
® Status: Ready
—Directory Number Information —— —Device Information
wmz line [1] - 5014 in phones Product Cisco MGCP FXS Port
T
Gateway 3825DSPfarm.pbxlab.arg
Device Protocol Analog Access

& Device is not trusted

Registration Registered with Cisco Unified Communications Manager CM-Polaris
IF address 172.20.236.101

End-Point Name * AALN/S0/SU1/0@38250SPfarm. pbxlab.org

Description |aALN/S0/SUL/0@382505Pfarm. pbxlab.org

Device Pool® |G?11_an| ;I
Cornrnon Device Configuration |< Mong = ;I
Media Resource Group List |MRGL_PUIaris ;I
Packet Capture Mode*® |None =]
Pacleet Capture Duration IU

Calling Search Space |rp_phones =l
AAR Calling Search Space |rp_phones ;I
Location™® |Huh_NnnE ;I
AAR Group | = Mone = =l
Metwork Locale | < None > =1
Use Trusted Relay Point® | Default =l
Geolocation |< Mone = ;I

I Transmit UTF-5 far Calling Party Hame

Calling Party Transformation CS5 |< None = =1
M Use Device Poal Calling Party Transformation S5
[ Hot line Device
—Multilevel Precedence and Preemption {(MLPP) Information
MLPP Dornain |< None = |
MLPP Indication Mot available on this device
MLPP Preemption Mot available on this device
— Port Information {Loop Start)
Port Direction™ |Bnthways ;I
Attendant DN [5p1g
Prefix DN I
7 Unattended Fort
—Product Specific Configuration Layout
Hookflash Timer (50-1550ms)™* ISD
Guard-Out Timer (300-3000ms)* [toao
Inter-digit Duration Timer (50-500 ms)* IlDD
Input Gain {-6..14 db)* [a
Output Attenuation (-6..14 db)* ID
Echo Cancellation Enable® |Enab|e ;l
Echo Cancellation Coverage {ms)* |54 ;I
Ring Murnber* IDefauh: ;I
Impedance ™ [Default Gw config =l
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Acronyms
Acronym Definitions
CCBS Call Completion to Busy Subscriber
CCNR Call Completion on No Reply
CFB Call Forwarding on Busy
CFNR Call Forwarding No Reply
CFU Call Forwarding Unconditional
CLIP Calling Line (Number) Identification Presentation
CLIR Calling Line (Number) Identification Restriction
CNIP Calling Name Identification Presentation
CNIR Calling Name Identification Restriction
COLP Connected Line (Number) Identification Presentation
COLR Connected Line (Number) Identification Restriction
CONP Connected Name Identification Presentation
CONR Connected Name ldentification Restriction
CT Call Transfer
DNS Domain Name Server
FQDN Fully Qualified Domain Name
MWI Message Waiting Indicator
PSTN Public Switched Telephone Network
SIP Session Initiated Protocol
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Important Information

THE SPECIFICATIONS AND INFORMATION REGARDING THE PRODUCTS IN THIS MANUAL ARE SUBJECT TO CHANGE
WITHOUT NOTICE. ALL STATEMENTS, INFORMATION, AND RECOMMENDATIONS IN THIS MANUAL ARE BELIEVED TO
BE ACCURATE BUT ARE PRESENTED WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED. USERS MUST TAKE
FULL RESPONSIBILITY FOR THEIR APPLICATION OF ANY PRODUCTS.

IN NO EVENT SHALL CISCO OR ITS SUPPLIERS BE LIABLE FOR ANY INDIRECT, SPECIAL, CONSEQUENTIAL, OR
INCIDENTAL DAMAGES, INCLUDING, WITHOUT LIMITATION, LOST PROFITS OR LOSS OR DAMAGE TO DATA
ARISING OUT OF THE USE OR INABILITY TO USE THIS MANUAL, EVEN IF CISCO OR ITS SUPPLIERS HAVE BEEN

ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.
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