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Protect your business, improve your network uptime, and increase efficiency. Migrate 
to the latest Cisco firewall technologies including Cisco ASA 5500-X Series Next 
Generation Firewall.

Comprehensive Security 
As more of your data and assets become connected through the use of mobile 
devices, collaboration technologies, and media-rich applications, along with the 
transition to the cloud, they require robust protection. Your data resides in many places, 
and you must secure it as it is collected, distributed, and used. Security breaches 
mean lost intellectual property, compromised employee and customer information, and 
even reduction of your business worth.

Your network security should support your business objectives. You must defend your 
organization against threats and safeguard your IT infrastructure against attacks and 
intrusions.

As part of a holistic Cisco® Security solution, the Cisco ASA Firewall helps you stop 
security attacks before they can affect your business. Cisco Migration Services for 
Firewalls can help you with migration to your new Cisco Adaptive Security Appliance 
(ASA) platform regardless of whether you have chosen an ASA appliance or a 
virtualized or blade platform.

Migrating to the Latest Cisco ASA Firewall Configurations
Moving from a legacy Cisco or a third-party firewall to a Cisco ASA calls for detailed 
planning and careful change management. Cisco security engineers and Cisco 
Security Specialized Partners offer experience, knowledge, leading practices, and 
tools to minimize disruption and support business continuity during firewall migration. 
Expert guidance and support can help you maintain security of your unique business 
infrastructure when migrating to the Cisco ASA 5500-X Series Next-Generation 
Firewall, virtualized ASA, or blade configurations and improve the accuracy and 
completeness of migration.

Cisco Migration Services for Firewalls
We can help you with your migration to the latest Cisco Adaptive Security Appliance 
platforms with remote or onsite services or a combination of the two, depending on 
your organization’s needs and preferences. These activities:

•	 Review your plans for migration, testing, rollback, failure recovery, and risk mitigation

•	 Assess your current configurations and deliver recommendations

•	 Support configuration conversion process using Cisco expert knowledge and best 
practices through remote and/or in-person knowledge transfer sessions

•	 Provide focused support and guidance through crucial transition periods

•	 Improve the accuracy of your migrated configuration with optimization 
recommendations and/or removal of unused configuration elements
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Benefits
Take full advantage of new capabilities and lower total cost of ownership by migrating to 
the latest Cisco ASA Firewall configurations with Cisco Migration Services for Firewalls:

•	 Improve your plans for migrating, testing, rollback, failure recovery, and risk 
mitigation 

•	 Reduce the risk of possible lost business through efficient migration

•	 Improve network uptime during migration by applying proven processes and tools 

•	 Reduce disruptions and risk of rework during and after migration 

Cisco and Partner Security Services Expertise
Cisco security engineers and Cisco Security Specialized Partners are among the 
industry’s elite in providing integrated, collaborative, adaptive solutions. We work 
closely together in delivering services to support your migration to the latest Cisco ASA 
Firewall Platforms.

Our security engineers typically hold one or more Cisco and security certifications 
and have deployed, secured, operated, and optimized the performance of many of 
the largest and most successful networks in the world. Cisco Security Specialized 
Partners are recognized for their expertise in designing, installing, and supporting 
comprehensive, integrated network security solutions.

Availability
Cisco Migration Services for Firewalls are available globally. Service delivery details 
may vary by region.

For more information about Cisco ASA 5500-X Series Next Generation Firewall, 
virtualized ASA, or blade configurations, visit www.cisco.com/go/asa. For more 
information about Cisco Security Services, visit www.cisco.com/go/services/security or 
contact your local Cisco account representative.
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