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Recommended Microsoft Hot Fixes for Cisco  
MXE 3500 

October 2010 

Product Bulletin No. 677838 

Introduction 

This bulletin lists the Microsoft hot fixes that we recommend you install on the Cisco MXE 3500 Media Experience 

Engine.  

Required Hardware and Software Levels 
This bulletin applies to Releases 3.1.0 and 3.0.1 of the Cisco MXE 3500: 

Installation 

For each hot fix, click the link to go directly to the Microsoft website and do the following: 

1. Read the Microsoft Security Bulletin. 

2. Download the hot fix by clicking the link on the Security Bulletin webpage for Windows Server 2003 Service 

Pack 2. 

3. Right-click the hot fix. 

4. Click Properties. The File Property dialog box displays, as shown in Figure 1.  

Figure 1.   File Property Dialog Box 
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5. Click the Unblock button. The Unblock button dims, as shown in Figure 2. 

Or: 

If the Unblock button is not present, click Cancel, and install the hot fix by following the installation procedure 

that Microsoft provides.  

6. Click OK. The File Property dialog box closes. 

7. Install the hot fix by following the installation procedure that Microsoft provides. 

Figure 2.   Hot-Fix Unblocked 

 

 
Newly Recommended Hot Fixes 

We recommended that you apply the following newly available Microsoft hot fixes to the Cisco MXE 3500, running 

the applicable versions of software: 

● MS10-076 (Knowledge base Article KB982132)  

http://www.microsoft.com/technet/security/bulletin/MS10-076.mspx. 

http://www.microsoft.com/technet/security/bulletin/MS10-076.mspx
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Hot Fixes Recommended in Prior Bulletins 

Sept-2010 
● MS10-062 (Knowledge base Article KB975558)  

http://www.microsoft.com/technet/security/bulletin/MS10-062.mspx 

● MS10-063 (Knowledge base Article KB2320113)  

http://www.microsoft.com/technet/security/bulletin/MS10-063.mspx 

● MS10-046 (Knowledge base Article KB2286198)  

http://www.microsoft.com/technet/security/bulletin/MS10-046.mspx 

● MS10-049 (Knowledge base Article KB980436)  

http://www.microsoft.com/technet/security/bulletin/MS10-049.mspx 

● MS10-051 (Knowledge base Article KB2079403)  

http://www.microsoft.com/technet/security/bulletin/MS10-051.mspx 

● MS10-052 (Knowledge base Article KB2115168)  

http://www.microsoft.com/technet/security/bulletin/MS10-052.mspx 

● MS10-053 (Knowledge base Article KB2183461)  

http://www.microsoft.com/technet/security/bulletin/MS10-053.mspx 

● MS10-054 (Knowledge base Article KB982214)  

http://www.microsoft.com/technet/security/bulletin/MS10-054.mspx 

● MS10-055 (Knowledge base Article KB982665)  

http://www.microsoft.com/technet/security/bulletin/MS10-055.mspx 

● MS10-060 (Knowledge base Article KB2265906)  

http://www.microsoft.com/technet/security/bulletin/MS10-060.mspx 

July-2010 
● None 

June-2010 
● MS10-033 (Knowledge base Article KB979902)  

http://www.microsoft.com/technet/security/bulletin/MS10-033.mspx 

May-2010 
● None 

April-2010 
● MS10-019 (Knowledge base Article KB981210)  

http://www.microsoft.com/technet/security/Bulletin/MS10-019.mspx 

● MS10-020 (Knowledge base Article KB980232)  

http://www.microsoft.com/technet/security/Bulletin/MS10-020.mspx 

● MS10-026 (Knowledge base Article KB977816)  

http://www.microsoft.com/technet/security/Bulletin/MS10-026.mspx 

http://www.microsoft.com/technet/security/bulletin/MS10-062.mspx
http://www.microsoft.com/technet/security/bulletin/MS10-063.mspx
http://www.microsoft.com/technet/security/bulletin/MS10-046.mspx
http://www.microsoft.com/technet/security/bulletin/MS10-049.mspx
http://www.microsoft.com/technet/security/bulletin/MS10-051.mspx
http://www.microsoft.com/technet/security/bulletin/MS10-052.mspx
http://www.microsoft.com/technet/security/bulletin/MS10-053.mspx
http://www.microsoft.com/technet/security/bulletin/MS10-054.mspx
http://www.microsoft.com/technet/security/bulletin/MS10-055.mspx
http://www.microsoft.com/technet/security/bulletin/MS10-060.mspx
http://www.microsoft.com/technet/security/bulletin/MS10-033.mspx
http://www.microsoft.com/technet/security/Bulletin/MS10-019.mspx
http://www.microsoft.com/technet/security/Bulletin/MS10-020.mspx
http://www.microsoft.com/technet/security/Bulletin/MS10-026.mspx
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March-2010 
● MS10-006 (Knowledge base Article KB978251)  

http://www.microsoft.com/technet/security/Bulletin/MS10-006.mspx 

● MS10-007 (Knowledge base Article KB975713)  

http://www.microsoft.com/technet/security/bulletin/MS10-007.mspx 

● MS10-013 (Knowledge base Article KB977935)  

http://www.microsoft.com/technet/security/bulletin/MS10-013.mspx 

Hot Fixes Included in Prior Maintenance Releases 

None 

 

 

 

Printed in USA C25-677838-00 06/11 

http://www.microsoft.com/technet/security/Bulletin/MS10-006.mspx
http://www.microsoft.com/technet/security/bulletin/MS10-007.mspx
http://www.microsoft.com/technet/security/bulletin/MS10-013.mspx

	Recommended Microsoft Hot Fixes for Cisco MXE 3500
	Introduction
	Required Hardware and Software Levels
	Installation
	Newly Recommended Hot Fixes
	Hot Fixes Recommended in Prior Bulletins
	Sept-2010
	July-2010
	June-2010
	May-2010
	April-2010
	March-2010

	Hot Fixes Included in Prior Maintenance Releases


