atfear]
C I SCO Product Bulletin

Microsoft Security Updates for the Cisco
TelePresence Content Server

June 2012

Product Bulletin No. 702024

Introduction

This bulletin lists the Microsoft Security Updates that are recommended for installation on the Cisco TelePresence
Content Server.

Required Hardware and Software Levels

This bulletin is applicable to all versions of the Cisco TelePresence Content Server with Windows 2003 Service
Pack 2.

Installation

For each security update, click the link to go directly to the Microsoft web site and do the following:

¢ Read the Microsoft Security Bulletin.

o Download the Security Update by clicking the link on the Security Bulletin web page for Windows Server
2003 Service Pack 2.

¢ Install the update by following the procedure that Microsoft provides.

Security Updates Recommended for June 2012
KB 2685939: Vulnerability in Remote Desktop Could Allow Remote Code Execution (2685939)

Security Updates Recommended In Prior Bulletins
KB 2671387: Vulnerabilities in Remote Desktop Could Allow Remote Code Execution (2671387)

KB 2511455: Vulnerabilities in SMB Client Could Allow Remote Code Execution (2511455)

KB 2508429: Vulnerability in SMB Server Could Allow Remote Code Execution (2508429)

There are no recommended Security Updates between October 2010 and April 2011.
For updates prior to the Tandberg acquisition please go to:

ftp://ftp.tandberg.com/pub/software/content_server/security updates/
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http://technet.microsoft.com/en-us/security/bulletin/ms12-036
http://technet.microsoft.com/en-us/security/bulletin/ms12-020
http://www.microsoft.com/technet/security/Bulletin/MS11-019.mspx
http://www.microsoft.com/technet/security/Bulletin/MS11-020.mspx
ftp://ftp.tandberg.com/pub/software/content_server/security_updates/

stfren]n

Americas Headquarters Asia Pacific Headquarters Europe Headquarters

Cisco Systems, Inc. Cisco Systems (USA) Pte. Ltd. Cisco Systems International BV Amsterdam,
San Jose, CA Singapore The Netherlands

Cisco has more than 200 offices worldwide. Addresses, phone numbers, and fax numbers are listed on the Cisco Website at www.cisco.com/go/offices.

Cisco and the Cisco Logo are trademarks of Cisco Systems, Inc. and/or its affiliates in the U.S. and other countries. A listing of Cisco's trademarks can be found at
www.cisco.com/go/trademarks. Third party trademarks mentioned are the property of their respective owners. The use of the word partner does notimply a
partnership relationship between Cisco and any other company. (1005R)

Printed in USA C25-702024-02  07/12

© 2012 Cisco and/or its affiliates. All rights reserved. This document is Cisco Public. Page 2 of 2



	Microsoft Security Updates for the Cisco TelePresence Content Server
	Introduction
	Required Hardware and Software Levels
	Installation
	Security Updates Recommended for June 2012
	Security Updates Recommended In Prior Bulletins


