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Microsoft Security Updates for the Cisco 
TelePresence Content Server 

June 2012  

Product Bulletin No. 702024 

Introduction 

This bulletin lists the Microsoft Security Updates that are recommended for installation on the Cisco TelePresence 

Content Server. 

Required Hardware and Software Levels 

This bulletin is applicable to all versions of the Cisco TelePresence Content Server with Windows 2003 Service 

Pack 2. 

Installation 

For each security update, click the link to go directly to the Microsoft web site and do the following: 

● Read the Microsoft Security Bulletin. 

● Download the Security Update by clicking the link on the Security Bulletin web page for Windows Server 

2003 Service Pack 2. 

● Install the update by following the procedure that Microsoft provides. 

Security Updates Recommended for June 2012 

KB 2685939: Vulnerability in Remote Desktop Could Allow Remote Code Execution (2685939)   

Security Updates Recommended In Prior Bulletins 

KB 2671387: Vulnerabilities in Remote Desktop Could Allow Remote Code Execution (2671387) 

KB 2511455: Vulnerabilities in SMB Client Could Allow Remote Code Execution (2511455) 

KB 2508429: Vulnerability in SMB Server Could Allow Remote Code Execution (2508429) 

There are no recommended Security Updates between October 2010 and April 2011. 

For updates prior to the Tandberg acquisition please go to: 

ftp://ftp.tandberg.com/pub/software/content_server/security_updates/ 

 

 

 

 

http://technet.microsoft.com/en-us/security/bulletin/ms12-036
http://technet.microsoft.com/en-us/security/bulletin/ms12-020
http://www.microsoft.com/technet/security/Bulletin/MS11-019.mspx
http://www.microsoft.com/technet/security/Bulletin/MS11-020.mspx
ftp://ftp.tandberg.com/pub/software/content_server/security_updates/
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