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Deploying Cisco Wide Area Application Services and
Digital Media System for Video Acceleration

Most enterprises understand the power of video-based information delivered at precisely
the time when that information can be most effectively absorbed and used. They also
understand that the technical quality of that video presentation, in addition to content
quality, has a significant effect on the video’s ability to engage the viewer and impart the
message. Previous efforts to deliver high-quality video messaging, either live or on video
tape or DVD, have been expensive, time consuming, difficult to control, and difficult to
maintain. Network-based delivery of live video and video on demand (VoD) require
significant bandwidth and dedicated content distribution networks.

Cisco® Wide Area Application Services (WAAS) and Cisco Digital Media System (DMS) provide a
simple and efficient solution for delivering high-quality live video and VoD throughout the
enterprise while also providing state-of-the-art WAN acceleration for other TCP-based
applications.

This document shows how to combine the flexibility and management capability of Cisco DMS with
the efficiencies and acceleration capabilities of Cisco WAAS.

The Value of Business Video

Few would argue that video is the next-best thing to being there, and often video can be even
better. “Being there” involves a significant cost in travel and lost productivity and does not
guarantee that the information being offered will be received, digested, and absorbed by the
listener. Live video streaming can provide a sense of immediacy and personal involvement. If that
information is not immediately useful and applied, however, it can be lost as other, more pertinent
information is acquired and applied. The concept of video on demand, or VoD, has been
implemented in various forms over the years in an attempt to mitigate this problem and provide
precise information at just the right time when the viewer is ready and willing to receive the
material and able to apply it immediately.

Live video and VoD can also help unify an organization as each viewer in the organization receives
the same message whether it is delivered today or next year. Live video and VoD can uniformly
educate employees about corporate goals and priorities, new products and procedures, regulatory
compliance mandates, or any other information that needs to be communicated, providing a sense
of intimacy and immediacy between the speaker and viewer, difficult to achieve in any medium
other than a live interaction. This intimacy makes video especially useful for:

e Executive communications about corporate goals, achievements, changes in
direction, and new campaigns: Employees appreciate getting a sense of the person
making the announcement, and the executive’s urgency, pride, and priorities come across
naturally.
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e Sales force and product training: Viewers can return to parts of the video they need to
watch again, training can be delivered no matter where the employee is, and the content
can be updated frequently. This feature is especially valuable for technology,
pharmaceutical, financial, and other industries where products change frequently.

e Employee regulatory compliance training: Viewers can repeat certain sections to make
sure they understand them, and the video can display documents along with a person
talking to clarify the information. In addition, the delivery system can monitor which
employees have seen the material.

The Problem with Business Video

The appeal of video is widely recognized, but its immediacy is not, and immediacy is a crucial part
of its usefulness. Live streaming broadcasts can satisfy this requirement, and recordings can be
saved for future playback. The material must be delivered in a timely way so it is fresh and
accurate: Yesterday's news loses its value. When it is not live, it is usually best delivered at the
viewer's convenience: when it fits into the viewer's schedule and preferably at the viewer’'s
workspace. With any more than a few video assets, managing the timeliness of business video
becomes problematic.

Cost becomes a concern when large numbers of viewers in geographically disbursed locations are
involved. Each time the content changes, new video must be prepared and distributed. With
physical media such as video tape or DVD, managing the creation, distribution, version control,
and assets in the local office becomes a burdensome and cost-prohibitive task.

To reduce these costs, an alternative is to deliver the video directly to the viewer over the network.
This method requires substantial network bandwidth for even low-bit-rate (relatively small size and
low quality) video. High-quality and thus more engaging video is not possible with this method
without significant network infrastructure and investment.

For live video streaming, without a full multicast environment, all viewers must receive individual
streams at their desktop players. Without some form of optimization, each individual stream will
originate at the source origin media server and be streamed across the entire network. This
transmission can quickly overwhelm even the most robust network.

For VoD, one way to mitigate the network bandwidth problem is to preposition video content on a
device close to the viewer, reducing the distance between the viewer and the video source.
Electronic content distribution networks (eCDNs) provide capabilities that address the bandwidth
problem, but require deployment and management of a relatively complex network. eCDNs work
well for providing a wide range of features and functions for acquiring and distributing digital media
assets throughout the enterprise, but at a significant cost for features seldom, if ever, used.

Clearly, an alternative solution is needed that treats high-quality video, both live and VoD, as just
another application requiring acceleration and optimization in its delivery from a centrally managed
data repository to the requesting user at the edges of the enterprise network.

A Simple Solution

Addressing the VoD problem requires addressing both the management of the video assets (that
is, the creation, cataloging, advertising, updating, etc.) and the delivery of the video asset to the
viewer. A number of vendors address one or the other of these problems, but only Cisco offers a
simple end-to-end solution by combining the digital media management capabilities of Cisco
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Digital Media Manager (DMM) and Cisco Video Portal with the file distribution and HTTP
application optimization capabilities of Cisco WAAS.

A typical implementation of a Cisco DMS for a single site or campus uses a web server to host and
deliver the content to the requesting user’'s desktop Cisco Video Portal. For efficient delivery over a
WAN, a more efficient distribution mechanism involving staging, or prepositioning, of large-file-size
video content is required. Until now, the distribution technology of choice has been an eCDN. With
the growing demand for WAN optimization in general, Cisco WAAS can now be employed to
provide similar distribution and prepositioning capabilities.

For live video events, Cisco WAAS Software Version 4.1 provides a simple solution with automatic
and transparent video stream splitting at the edge of the network. No configuration is required for
Windows Media live streams. When multiple users make identical requests to join a live streaming
event, the edge Cisco Wide Area Application Engine (WAE) Appliance using Cisco WAAS detects
the request and automatically splits the single incoming stream into as many outgoing streams as
are requested.

While typical video on demand prepositioning capability encompasses web objects or files using
the HTTP protocol, Cisco WAAS prepositioning is file based, using the Microsoft Common Internet
File System (CIFS) protocol. The capability to serve file-based objects from a local cache can
currently be employed only for protocols, such as Windows Media, that can accommodate file-
based access. In a typical enterprise deployment of Cisco Video Portal over a WAN, in addition to
standard HTTP web content, two types of video content are involved: Adobe Flash and Windows
Media. The Cisco WAAS standard WAN acceleration techniques, including data redundancy
elimination (DRE), Lempel-Ziv (LZ) compression, transport flow optimization (TFO), and with the
upcoming new release of Cisco WAAS, the HTTP application optimizer with its TCP connection
reuse capability, the Cisco Video Portal HTTP and Adobe Flash content delivery will be optimized
with TFO, DRE, and LZ compression and delivered directly from the origin server. The high-
bandwidth, large-file-based Windows Media video content, comprising the vast majority of the
potential WAN traffic, can be fully prepositioned from the origin server and served locally from the
edge Cisco WAAS WAE devices, thereby removing most of the Cisco Video Portal traffic that
would otherwise traverse the network. The remaining non-file-based content, the HTTP and Adobe
Flash content, should still be prepositioned to the edge using CIFS prepositioning to take
advantage of prepopulation of the DRE cache for best compression when the content is actually
requested, but the content is ultimately served from the origin server. Prepositioning this content
allows the DRE cache to be preloaded so that any subsequent requests for this content can be re-
created from the DRE cache, reducing the total access time.

Using Cisco Video Portal with Cisco WAAS as the distribution technology involves:

e Creating a file server file share to store Windows Media video content

o Creating a web server to serve web content other than Windows Media video content

o Creating an FTP server to upload content to the web and file server

e Setting the Windows Media access mechanism specified in Cisco DMS to a file-based URL
o Setting up Cisco WAAS prepositioning policy directives

e Managing file server access authorization
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Figure 1 shows a conceptual diagram of a Cisco WAAS content network domain called
waaslab.local. Note that while the diagram shows an inline deployment of Cisco WAAS at the
remote branch office, this is not a requirement. The deployment would work just as well with Web
Cache Communication Protocol (WCCP) redirection to a Cisco WAAS appliance as shown in the

data center.

Figure 1.  Conceptual Network Diagram for waaslab.local
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The procedures in the following sections document the steps required to configure and implement
Cisco Video Portal using Cisco WAAS as the distribution technology.

Configuring Live Events with Cisco WAAS and Cisco DMS

Configuring Cisco WAAS and Cisco DMS for Windows Media live streaming events requires
setting up a standard live event in Cisco DMS using a Windows Media Server as a publishing point
and then licensing and enabling the video application optimizer on the edge Cisco WAAS WAE

device.
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1. From the Cisco WAAS Central Manager GUI, select the edge device that will perform the
stream split to serve the requesting users and, under the Admin group, click License
Management.
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2. Verify that the Enterprise and Video licenses have been enabled. Click Submit (button not
shown) to complete the transaction.
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3. Configure Cisco DMS for a live event in the standard way using a Windows Media Server as
the live publishing point. The screen shot shown here and the following discussion and
illustrations assume that the publishing point is
rtsp://wmserver.vidrack.cisco.com/WMTRebroadcast. This particular publishing point is a
rebroadcast of a previous live event. Define the type of this video part in Cisco DMM as Non-
DME Live Event. Then start the live event and deploy the program to the Cisco Video Portal.
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5. Open a Telnet session for the edge Cisco WAE and clear the video counters:
WAAS- EDCE#cl ear stat accel erator video
WAAS- EDGE#sho statistics accel erator video

VI DEQ

G obal Statistics
Time el apsed since "clear statistics": Odays Ohr Omin 5sec
Vi deo Connections

Connecti ons handl ed num %

Total handl ed 0 0. 00
W ndows- nedi a |ive accel erated 0 0. 00
Un- accel erated pipethru 0 0. 00
Un- accel erat ed dropped due to config 0 0. 00
Error dropped connections 0 0. 00
W ndows- nedi a active sessions current max
Qutgoing (client) sessions 0 0
Incom ng (server) sessions 0 0

W ndows- nedi a byte savings

% Byt es saved I ncom ng(server) bytes Qut going(client) bytes
0.00 0B 0B
WAAS- EDCE#
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On the Video Portal tab, click the video link and then click Play Video.
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Open Windows Media Player and enter the URL specified during program setup in the Cisco
DMM: in this case, rtsp://wmserver.vidrack.cisco.com/WMTRebroadcast. When you click OK,
two requests for the same live video stream will be sent to the origin Windows Media Server at
wmserver.vidrack.cisco.com.
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OK‘E I Cancel | Brawse. .. |

© 2008 Cisco Systems, Inc. All rights reserved. This document is Cisco Public Information. Page 8 of 25



White Paper

]

8. Inthe edge Cisco WAE telnet session, again show the video statistics:
WAAS- EDCE#show st ati stics accel erator video
VI DEO.
d obal Statistics

Time el apsed since "clear statistics": Odays Ohr 7min 18sec

Vi deo Connecti ons

Connect i ons handl ed num %

Total handl ed 2

W ndows- nedi a |ive accel erated 2

Un- accel erated pipethru 0 0. 00
0
0

Un- accel erat ed dropped due to config 0. 00
Error dropped connections 0. 00
W ndows- nedi a active sessions current max
Qutgoing (client) sessions 2 2

I ncom ng (server) sessions 1 2

W ndows- nedi a byte savings

% Byt es saved I ncomi ng(server) bytes Qut goi ng(client) bytes
29.04 2.99 MB 4.21 MB
WAAS- EDCE#

Note: The Windows Media live accelerated count and the number of incoming and outgoing
sessions. One stream is incoming from the origin server, and two streams are outgoing from the
Cisco WAAS WAE to the requesting clients. In fact, any number of Cisco Video Portal clients can
view the live event without incurring additional overhead on the WAN connection to the origin
server.

Configuring Video On Demand with Cisco WAAS and Cisco DMS

Configuring Cisco WAAS and Cisco DMS for Windows Media VoD requires setting up a Windows
file and web server, configuring Cisco DMM to use the Windows file server, and then configuring
Cisco WAAS to preposition the published files to the edge Cisco WAE devices.

Configuring the Windows File and Web Server

Configuring the Windows file server, origin.waaslab.local, involves setting up an FTP server to
allow Cisco DMS to deploy the content to the server and setting up a file share to allow users to
access the deployed video content.
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1. Create alocal username on the origin server specifically for uploading content from Cisco
DMM to the file server and create a local username for read-only access to the uploaded
content. In the screenshot here, local usernames dms and dmsreader have been created,
both have passwords that do not expire, and both have been removed from all groups,
including the User group, so that access to any resource on the file server must be explicitly

granted.
E Computer Management !E[
J&ction Wiew |J¢'-’| ||@
Tree I Name ya I Full Name I Descripkion
@ Computer Management (Local) lg_\fmwar u... WITIErE_USer YMiware User
Eﬁe System Tools lg.ﬂ.dminis kor Built-in account: For administerin
@ Event Yiewer lg.ﬂ.SP ASP.MET Machine Account Account used For running the £
% Swstem Information @dms DMS Upload Only
ﬁ Performance Logs and Alerts lgdmsreader DM3 Read Only
&) Shared Falders l%Guest Builk-in account for quest acce:
%y Dievice Manager lgIUSR_PODEu Internet Guest Account Built-in account: For anonymous
a
#4 Local Users and Groups QrwnM_Pooe Launch II5 Process dccount Built-in account for Internet In
lgTsInternetUser TsInternetUser This user account is used by Te
EI@ Skar age
i-.[_1] Disk Management
@ Disk Defragmenter
= Logical Drives
Removable Storage
E]--& Services and Applications
« | ©®

2. To allow users to view content stored on the file server, each user must be given read access
to certain shares on the file server and be authenticated to the file server prior to accessing
content using the Cisco Video Portal. To do this without compromising the security of the file
server or its content, we will create an empty shared file folder called share on the server. In a
Microsoft Active Directory environment typical of most enterprises, read-only access to the
share can be assigned to one or more Active Directory groups. For this lab setup, we will grant
read-only access to the local machine (dmsreader) user. Each user who will use the Cisco
Video Portal must mount this share and authenticate with the server prior to accessing the
Cisco Video Portal.

Create a folder named share, right-click the folder and choose Properties. In the “share
Properties” dialog box, select the Sharing tab. Click the “Share this folder” radio button and
name the share. Click Permissions. In the “Permissions for share” dialog box, click the Add
button. A Select Users, Computers, or Groups dialog box will appear (not shown). In the “Look
in” drop-down menu, select the origin server. Under Name, find and select the dmsreader
username, click Add, and then click OK. Click OK to close the “Permissions for share” dialog
box and click OK again to create the share.
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Create a folder hierarchy to contain the published media content and share the high-level
folder. The screenshot here shows a shared folder called DMS within the Content folder.
Inside is a Media folder with subfolders of Flash, Mpeg4, Windows, and Support. Each of
these subfolders will contain the corresponding media content type published by the Cisco
DMM. The content of each folder will be prepositioned by Cisco WAAS. The Windows Media
content in the Windows folder will be served by the Cisco WAAS WAE at the edge.

Security for the shared DMS folder is set so that the dms username, used by the Cisco Video
Portal deployment facility, can update the folder contents. Each subfolders inherits

permissions from the DMS folder.
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4.

Create the DMS folder similar to the way you did the share folder in Step 2. Like the share

folder, the DMS folder is shared. Set security for the shared DMS folder so that the dmsreader
user can (only) read the folder content.
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ﬂ DMS Read Only [ORIGIN dmsreader]
Lomment; I @ —— Bemove
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1 Allow _Ij User
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5.  From the Computer Management Internet Information Services console, right-click Default

Web Site and create a new virtual directory with an alias name of dms. Enter the directory

path to the DMS file share created in Step 4 as the website content directory. Enable the
Directory Browsing access permission for the new virtual directory.

E Computer Management
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_whi_bin

Printers

dms
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F-C i tt |

E|

dms Properties

|

HTTP Headers |
Wirtual Directory |

ASP.NET
Directary Security

Custom Errors I
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i+ i directory located on thiz compuiter

" 4 share located on another computer
A redirection to a URL

Local Path:

™ Script source access

¥ Read
I wi
™ chory brawvsing
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L

Browse. ..
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Starting point: <Default \Web Sitex\dmsz
Configuration... |
Execute Permizsions: I Scripts only il
Application Protection: I M edium [Pooled) j Wnjaad |
ak. I Cancel | ASpply | Help I

6. From the Computer Management Internet Information Services console, right-click Default

FTP Site and create a new FTP virtual directory called DMS with a local path of the shared

DMS folder just created. Give the DMS virtual directory read and write permissions. This FTP

site will be used by the Cisco DMM to publish content.
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" ashare located on an

I compter

FTF Site Directary {

Local Fath: IE:\Eontent\DMS Browsze. .. |
¥ Bead
v wiite
¥ Log visits

QK I Cancel Lpply Help
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In most production environments, anonymous connection to an FTP server is prohibited. If this

will be the case, make sure that the dms username is granted access to the FTP server.

=} . Computer Management

i ||<=->|-|_|><|r||@%w-—\

Tree I

Iame | Path

@ Computer Management {Localy
= ﬂ@ System Taools

=3 Lﬂ Event Wigwer

(-G System Information

Ei - A% Performance Logs and

Ei Shared Folders

Device Manager
Local Users and Group:
= & Storage
------ 2] Disk Managemenk
E Disk Defragrientar
= Logical Drives
[+ @ Removable Storage
=5 & Services and Applications
- 8 Telephony
gl WM Cantral
i Services
lj BB Tndexing service
B- % Internet Information 5
=} @ Defalt FTP Site
o g oms
[ﬂé Default Web Site (:
[#1-g Administr ation et
- Default SMTP Yirku
&35 Default NNTP Yirtu

i

([Boms

Default FTP Site Properties

CiiContentiDM3

FTP Site  Security Accounts I Messagesl Home Directory I Directary Sec:urit_l,ll

— Allgw Anorgmous Connectiong

Selent e i ows: ol Lo LgE for anohymous-acoess o thiz resotice

Erowee: |

[ zernarie III_I SR_PODE

Eazsiord: |

= Allaw crly stionimous cormeshons

[ | Slloi |15 b eortro] passyiord

—FTP Site Operators -

Grant operator privileges to Windows%ounts for this FTF site only.

Operatars: Sdministrators /
€ ORIGIN'dms &

0K

Cancel Apply

Help

4] |

|

Configuring the Cisco DMM Video Portal Module

1.

In the Cisco DMM Video Portal module, choose Setup > Deployment Locations. Here, we will

connect the FTP deployment location with the root URL path. For each file type, Flash,

Windows Media Video, Mpeg-4/H.264, and Support, do the following:

Choose FTP as the connection type.
Enter the root file directory path to the folder created for that specific content type.
Enter the host address of the FTP server.

Enter the FTP login name and login password created for Cisco DMS to access the FTP
server.

Enter the root URL path expressed as an HTTP reference for the Flash, Mpeg4, and
Support video root URL path, and as a file reference for the Windows Media video root URL
path.

Note: Cisco DMS will not be able to check the validity of your Windows Media video root URL
path when it is specified as a file path URL. However, you should be able to manually copy this
root URL path into the address box of a browser, and it should resolve to the specified directory
listing on the origin server.
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L I — . Hame: |
cisco  Digital Media Manager

SETUP » DEPLOYMENT LOCATIONS

‘Deployment Locations
Flease spetify the Deployment Locations for each File type:

~

J Roat URL Path
[Fp =] [ramsiedarwindows [fle Forigin waaslab localidms /mediawindows )

Host address Login name
|Drigm waaslab.local dms

MPEG4/MH.264
Connectinn e Root fle dirsctary | Gheck | FTP Test Pass Root URL Path [Check | URL Exists
[FiP =] [amsiMediaimpegt [hitp:/origin wasslab local/dms/Media/mpegd

Host address Login name Login passward

Inngm waaslab local Idms

Support
Images, logas, preview videas, sound clips
Connection e Raot file directory FTP Test Pass Root URL Path URL Exists
[Fre =] [FemsiMediadsupport [htip-#/crigin wasslab local/dms/Mediatsupport
Host address Login name Lagin password

origin.waaslab.local cims

2. Inthe Cisco DMM Video Portal Module, deploy content in the normal way. The Cisco DMM
should send the deployed video content through FTP to the respective folders on the origin file
server. As shown in the screenshot here, a newly installed Cisco DMM and Cisco Video Portal
will have at least one sample video for each content type. Verify that the content is correctly
deployed to the origin server.
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Configuring Cisco WAAS Prepositioning
This document assumes that the Cisco WAAS deployment has been set up properly, that the
standard default policies are in effect, and that traffic interception on the edge Cisco WAE has
been set up and tested. For video-specific setup, in the Cisco WAAS Central Manager GUI

(https://<waas-cm-ip-or-fqdn>:8443), verify the following:

1.

a. Both a server-side and an edge Cisco WAAS WAE exist and both are online.

bl
cisco

* O} My WAN'

Alerts

-

[ maniter
[Z) Report
» B dobs

P 2 Configure

-

» (e Admin

Cisco Wide Area Application Services

Dashboard

Manage Devicps
Manage Dewchruuns

_Manana lnestinne

| B advanced Search @7 Export Table [ View all Devices @ Refresh Table

Devices

| | Filter. | Device Name ¥ Matchif. |like v

Device Name 4.

b waas-cm

Services 1P Address

CM (Primary) 192,168.100.2 online

pplication Accelerator  192.168.101.3 online

pplication Accelerator  192.168,202.3

Online

admin |

B4 Activate all inactive WAEs €3 Prmt'l'-'E

Ttems 13 0f 3 | Rows perpage: 25 v (¢

[6o] [clear Filter

Lacatian Software Versiol
411

WAAS-Core-location  4.1.1

WAAS-Edge-location  4.1.1

Page

1| of1 4] (4] [P \'_f
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b. The server-side core Cisco WAE has an Enterprise license.

'c'll's',':lé' Cisco Wide Area Application Services

WAAS Central Manager

P B) WAAS-Core
3 Manitar
> % Traubleshaat

admin | Home | Help |

Dashboard > Devices .- WAAS-Core

Switch Device

License Management System for WAE

6 Prirt

Transport:

» Jobs -
- Gnterpnse:

}: 09 Configure r )
f O

AAA Bccounting
Swstern Log Settings
Transaction Log Settings

|| Wideo

. Some or all configutation on this page may riot have any effect on the WAE tindividual or part of device grouph until it
L iz upgraded to wersion 9.1.% o above

Wideo Acceleration Transacti

Logs
Show/Clear Commagds
License Managerms
Virtuslization

2l | =

¥

admin | Home |

Fmm . . P :
cieco  Cisco Wide Area Application Services
b B WAASEdge

3 Manitar
> % Troubleshoot

Help |

Dashboard > Devices .- WAASEdge Switch Device

License Management Sy_sl-em' for WAE

6 Prirt

Transport:
3 Jobs
= [ Enterprize:
0
2‘ 09 Configure 1::, |
; ¢ | Wideo.

. Soma of all configuration on this pags may net have any effect on the WAE (individual or part of devies greup) until it
L iz upgraded to wersion 9.1.% o above

ACACS+ Rt I
AAR Accounting

System Log Settings

Transaction Log Settings

Logs
Show/Clear Cormn
License Managemegt —
m Mirtnalizatinn {b hal
< i

¥

Create a new preposition directive. A preposition directive allows you to determine which files
should be proactively copied from CIFS file servers to the cache of selected edge Cisco
WAEs. Prepositioning enables you to take advantage of idle time on the WAN to transfer
large or frequently accessed files to selected Cisco WAES, so that users can benefit from
cache-level performance even during first-time access of these files. From the menu list on

the left, select Preposition. Then click the Create button.

='|.',é|", Cisco Wide Area Application Services

WAAS Central Manager

admin | Home | Hel | L

Dashboard

PG My waN Preposition Directives | {3 Creste (@ Refresh &5 Print

L gy Preposition Directives [Create New Preposition Dirsctive]

b 5 Fepart Preposition Directive + Type Status File Server
. There are currently no Prepasttion Directives in your System

b B2 3obs

System Properties
Fast Device Offline Detectior =

File Servers £
Connectivity
Prepasition i)

< Ii
¥ (m Admin

= Fils
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3. Enter a name for this preposition directive, the fully qualified domain name (FQDN) of the
origin server, the Cisco WAE location that is closest to the origin server, and the dmsreader
username and password that was set up on the origin server for read-only access. Click the
Browse button. A browse window will appear below the Root Share and Directories list.

c'l'sélo' Cisco Wide Area Application Services

WARAS Central Manager

P My wan
» [ Monitor

Systemn Properties
Fast Device Offline Detection
[ File Services
File Servers
Connectivity
Preposition
Dynamic Shares

Baseline Group
B Acceleration

Dashboard

£
Hame:

Status:

- %
File: Server:

=
User name:

=
Password:

Applications
Palicies Total Size as % of Cache Volume: |5
Classifiers
Baseline Group Maix File Size:
B Legacy Services
Print Services Wi File Size:
= Platform
vlans Duration;
Baseline Group
Type:

Root Share and Directaries: ™

Include Sub Directories:

File Mame:

Creating new Preposition Directive, DS >

[C] DSCP value for high priorty messages: | Please make a choice ¥ or |

admin | Home | Hel | L

&3 Print

DS

CIFS - Use WAFS transport mode: [

enabled ¥
origin.waaslab. local

WAAS-Core-location ¥

Location:

- —

|

| ©sn

— T

Hmm Vl

| Al Files ¥ o

Ignare Hidelen Files and Directories: [

Configure
the
Location
tield with
the CIFS
AD

i device
lacation
closest to
the file
semverts
tacilitate
brovsing.

| Browse

B
4/

|any ae

b i Admin

4. Click the folder next to the DMS/ directory. When the display refreshes, click the folder next to
the Media/ directory.

Root Share and Directories:”

A4

Browse

kﬂm‘éﬁ@:ﬁ‘oﬂgm.waaﬂab.!ocaﬂ

( [ omss

red
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5. Select Windows/ and then click the Select Directory button. /DMS/Media/Windows/ will be

added to the Root Shares and Directories list. Click Submit.
Content Settings

Roct Shate and Diractaries: ™

Browse

-
4 3

- S

Browsin{ = t:ifs.'.-’.vbrigin.waas!ab.!ocaimmdiaf}t
N -
5 [ Frashe
= D Mpends
|j D Supparts

= Wincowes!

[ Select Dinectory rl_ﬂ]] [ Cancel ]
i)

Note: For this sample deployment, we are prepositioning only the Windows Media files in the
Windows directory as that file type is the only one that can currently be played using a CIFS file-
based URL. However, it is advantageous and a best practice to preposition all files in all
subdirectories in the DMS/Media directory, subject to available cache disk space. Prepositioning
causes the DRE cache to become prepopulated so that when Cisco Video Portal makes a
subsequent request for the Adobe Flash, Mpeg4, or Support assets, the download time will be
significantly reduced.

6. Four new tabs will appear next to the Definition tab. Select either Assign Edge Devices or
Assign Edge Groups. Edge Cisco WAESs can be assigned to this preposition directive using
either or both. Click the blue # next to the edge Cisco WAE or defined edge group. The blue
2 will change to B Click Submit.

c'l's,':l.; Cisco Wide Area Application Services

WAAS Central Manager

P B My wan

admin | Home | Heb | Lo

Dashboard

itidi | Assign Edge Devices | Jision Edge Groups || Scheduls | Praposition Status

3 Monitor

@ Refresh Table % Assign all Edge Devices @ Remove all Edge Devices

» Report

Edge Device assignments for Preposition Directive, DS

Iterns 12 of 2 | Rows parpagsi |25 ¥ [Go]

» Jobs

- Configure
e Services

File Servers

Connectivity

Preposition
<

il [

| =

!Ehssign wansEdge 192.168.202.3  Online

oAk WAE 1P Address Status

® WAAS-Core 192.168.101.3 Online

Lacation

WAAS-Core-location 4.1.1

Software Version

wAASEdge-location 4.1.1

Page 1| of 1 (1] (4] [B] [
N

» e Admin

==

7. After create a preposition directive and assign Cisco WAEs to the directive, you should create
a schedule that determines when and how often prepositioning occurs. Select the Schedule
tab. This panel allows you to set up a regular schedule for prepositioning content to the edge
Cisco WAEs. For this exercise and to immediately test the preposition directive, click Now and
then click Submit. Your preposition directive will immediately begin to copy all files in the
DMS/Media/Windows directory share.
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Configuring Setup Verification
Verifying Prepositioning

1. To monitor the preposition directive status, select the Preposition Status tab. Click the Refresh
button until the Status column shows Completed.

c'l,',él", Cisco Wide Area Application Services

WAAS Central Manager

Dashboard

» G My wan Definition ‘ Assign Edge Deu " Assign Edge Groups ’—Schedu\ Preposition Status
» Manitar Status for Preposition Directive DMS @ Export (@ Refresh €3 Print
» Repart Status for Preposition Directive DMS Jterns 1-1 of 1 | Rows per page: | 25 w|Go \
» % Job WAE Start Timne Duration Arnount Copied Status Reason
obs
° WHAS-EDGE  Satlul 26 09:23:05 EDT 2008 25.758 [sec]  41.64798 [MB]  Completed  Finished successfully
= & Configure i &
System Properties - / ﬁage of JTIM 4 (v bl
Fast Device Offline Detectior
=l File i 4 / ’
File Servers
Connectivity
Preposition >
£ | i
b f Admin

2. You can verify that the amount copied approximately equals the size of the prepositioned
directory content. To do so, right-click on the folder name in Windows Explorer and select

Properties.

windows P ti X
Fle Edt View Favorites Tools Help | incows Properties [7]x]
GoBack v | @search ‘EFn\ders &5 X m|E General |Wah Sharmgl Shalingl Seculityl
Address [ vedia =] s ‘
Folders <[ 2 ol = hiame Size | Type E, IW\ndows
Desktop - "E, - E2Flash File F
1§ My Documents -~ (rpegd FieF
B8]ty Piceures Media (3 5upport FileF Type. File Falder
(3 snagit Catalog (= FleF
{3 wy compurer windows Explore Location:  CAContent\DMSiMedia
5 29 3% Flopy (1) File Foldar e 3 416 MB [43671.072 b 1(
I3 Local Disk {C:) Modified: 8/20/2008 3:52 PM Search.. 2 (SELLTEL A
{1 AsFRoot Sharing. g
ibutes: naring. ize on disk:  41.6 MB (43,675,648 bytes]
~{1 b541b300db3bs T0ce fAtrbutest (normal)  Snaatt » : wes)
B+ Content Srsrmeesse— Arge i
P an;r‘:s . / sl s, Contains: 2 Files, 0 Folders
Right-Click =
23 Media Send Ta »
{0 Alash I — Created: Tuesday. June 17, 2008, 11:50:09 AM
0 Mpega cue
3 support — Cepv ] .
5 £ Windows Creste Shortat Attributes: imE ] Advanced
-3 Demo Delete
#1(3 Documents and Settir Resms I Hidden
{1 Drivers
B0 Tnetpub
(] Microsoft LA Yolume
- Program Files
{1 RECYCLER. _,LI
| | D T | | Ok I Cancel I Apply |
Displays the properties of the selected iems 4

3. To monitor the preposition directive status on a particular edge Cisco WAE, from the Cisco
WAAS Central Manager GUI, under My WAN, select Manage Devices and select the edge
Cisco WAE that will be monitored. In the Device Info panel, click Device GUI. A nhew window
will appear showing the edge Cisco WAE GUI.
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4. Under CifsAO, click Preposition.

afa]
Cisco
Cisco WAE Cisco WAE > Control
Control . =
Help

Components tio i Backup

To skart a Cisco WAE service, select it and click Start,
To skop a running Cisco WAE service, select it and dlick Stop,
To restart a running Cisco WAE service, select it and click Restart,

Component Status

CifsAl o

Refresh the current status of Cisco WAE services: w

5. Alist of all preposition directives for this device will be displayed. Click the line of the DMS
preposition directive and click View.

i
cisco

Cisco WAE CifsA0 > Preposition

- Description  Root Directory Schedule  Started Duration  Status  Termination

reason
Cifsho

Preposition CIFS:forigin waaslab localiDMS/MediafWindows/ | now 2008-D6-26 9:00:40 AM |2.688 [sec] | Completed | Finished

]

The current status of the directive will be displayed. In the screenshot here, the preposition
directive has completed successfully.

on Policy 1971 - DMS

Create Date: 2008-08-26 9:00:30 AM  Status: enabled
Last Modified: 20058-058-26 5:55:13 AM

Ruoot Dir CIFS:/forigin.waaslab, local/DMS MediaWindows|

Recurse inko sub directories: Yes Ignore hidden directories: Ma
Schedule: now

Total size: 5.0 % of cache size Duration:

Min file size: 20.0 KB Perform on: Al files
Mas file size:

Duration Total # Amount # files Throughput  Status Termination
data matching copied copied [KB/sec] reason
2008-08-26 |2.688 [sec] |10.938629 |1 54693146 |1 2133.5535 Completed | Finished
9:00:40 Al [ME] [MB] h successFully

6. Close the Preposition Policy status window, but do not close the edge Cisco WAE GUI
window. We will use it again in this document to verify the setup.
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Verifying Cisco DMS Setup
1. Open a browser window and enter the address to the installed Cisco Video Portal (http://<vp-
fqdn>). Delete all temporary Internet files.

@Back - & Iz] @ :_h /:‘ Search ‘i‘\? Faworites @ .\7; 3 ,_‘J cifi ﬁ ‘.‘2“
Adcress | ] hitpsy fvp vaasiablocaliciscofdmsfvidea_portalfwindows/ v B nis ® @snear B B @ -
oD v G o @ m ~ |ty Bockmarksw FageRank o ig Popups okay'i» @Settingsv

'}

General | Secuily || Privacy | Content | Connections | Programs | Advanced|

Home page
% “Y'ou can change which page to use for your home page.

Address: ‘ Rtk fumannin. cisca, comf ‘

[ Use Cunent ] [ Use Detault ] [ Usze Blank ]

et files

e you view on the ntemet are storegin a special folder
bhuick viewing later

[Delete Cookies | [ Delete Files.. | [ gettings - |

Histary folder contains links to pages poutve visited., for
quick access to recently viewed pages.

Days to keep pages in histon: e | Clear Histary

£

Colors. ] [ Fonts. M Languages. ] [Am:gsslhlhty l

% ) (o]

Thank you for

@ Done & Internst

2. Click the Program Guide tab. Click the Cisco Digital Media System program and then select
the video displayed. Do not play the video yet.

Program Guiicle

o Digital

g th

Cisco Digital Media System
simply
compelling |

communications BeuTR e

Chsnging

Duration

& Play Video * Audd o My Playlist
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3. Inthe browser’s Tools menu, choose Internet Options. In the Internet Options dialog Box, click
Settings. In the Settings dialog box, click View Files. A new browser window will appear
showing all temporary Internet files and cookies.

x| A2 ,_h /_1 Search ?:l— Favorites @ E'"v “h;: _.{ ._J cifi ﬁ ﬁ
g ’ ' =Y G0 Llinks ' & Snaglt @ =% l@ -
v Bl iEh Popuups okay | > Settings v

5 P

Addr m “&E‘t EB

General | Secuity | Privacy | Content| Cornections | Programs | Advanced|

Home page
% 'ou can change which page to use for your home page.

Address: | http: ffwnin, cisco, comy |

Program Guide

[ Usze Current ] [ Usze Default ] [ Usze Blank ]

lect a category
Temporam Internet files den

Pages _l,lou_vie_w on the Internet are stored in a special folder

far quick viewing later. t & pragram

oD

rful too

[Delete Eookies...] [ Delete Files... ] [ Settin

Hiztary

The Hiztory folder containg links to pages pou've vis
quick access o recently viewed pages.

Settings

Check for newer versions of stored pages:
Days to keep pages inhistory: |20 5 & () Every visit bo the page

O Ewery time you start Internet Explorer

[ Colors... ] [ Fonts... J [ Languages... ] E © Automatically
DNever

ok ] [ [ ] Tempaorary Internet files Folder

Current location:  C:iDocuments and SettingsiklanzillLocal
Settings\ Temporary Internet Files)

Amount of disk space ko use!

[ Move Folder. .. ][ View Flles. . [ ‘iew Objects,.. ]

H Cancel ]

o Portal

0 Inkernet

4. Perform a reverse sort on Type so that the XML files are at the top of the list. You are looking
for the file that ends with “_video.xml.” This XML file contains the metadata for the selected

video. Double-click the filename to display the file in a new browser window.
EE

& C:\Documents and SettingsiklanzillLocal SettingsiTemporary Internet Files

File Edit ‘View Favorites Tooks  Help s
&Y @) = .
€ T Dsesrn [ rolders
Address |23 C:\Documents and Settings\kanzil\Local Settings|Temporary Internet Files v/ B Google G~ ¥ ? ([ Ffsettings v @ &
Inkernet Address Type ~ Size | Expres &
Folder Tasks http:jfvp waaslab.localicisca...  ¥ML Dacument 1KE Mome
T Copy i em http:jfvp.waaslab.localjcisco... ML Document 1KB Mone
- anl http:jfvp.waaslab.localjcisco... ML Document 4KB Mons
X Delete this item D1AIEFBB7051B1 AFEDS2001670004E08_157ASOCF2A5265, ., http:/fvp.waaslab.localicisco... %ML Document 1KB Mone
Cookie:Hanzil@nww,cinemanow. comf Cookie:Kanzil@ww.cinema...  Text Dacument 1KB 1115/
sales) Conkie:klanzil@wmmin-tools,..,  Text Document 1KE 11jafz00
Other Places 4
Cookissklanzil@ac plasmabay.com! Cookie:Kanzil@ac.plasmaba, .. Text Document 1KE Bf26/200
) Local Settings Conlie:kanzill@howstuffworks. comf Coolie:kanzil@howstuffwor...  Text Document 1KB 9/3{z01
& Dlciments Conkie:klanzil@associatedeantent. comd Cookie:Kanzil@assodiatedca...  Text Document 1KE 11117/
- support/ Cookie:Kanzil@ww.slingme...  Text Document 1KE  9j19/200
& My Network Places
Cookie:klanzil@interactual com! Cookie:Kanzil@interactual.c...  Text Document LKE  2j19/200
Conkiesklanzil@landsend. comf Cookie:Kanzil@landsend.comy  Text Document 1KE 1j1{20%
mea7osl Cookie:Kanzil@ciscosales.we. . Text Document 1KE 1z210/20
Conkie:Hanzil@gaogle co.ukj Cookle:Kanzil@gaogle.ca.ukf  Text Dacument 1B 1j17[200
e Frobiabansilonnnla rambs  Tavk P eank tve 1nan
>
1 objects selected & Internet

5. Scroll down the XML file display looking for the <wmVideoURL> XML tag. Note that the URL is
a well-formed file-access URL. This URL can be copied and entered directly in Windows
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Media Player (WMP) and will be used by the embedded WMP contained in the Cisco Video
Portal.

= AUy ITTEge,
<I[coaTal  1]=
</BudioOnlyImage:s
- <¥ideoURL>
<![CDATA[ http://origin. vaaslah. local/ dws/media/ £ lash/00000000000000000000000000000002_VHS-
ProwoVideo.flvZdomainURL=http://vp.waaslab. local 11>
</VideolURL>
- «rm¥ideoURL>
<I[CDATAL 1=
</rmyideoURL>
- <wmYideoURL>
<![CDATA[ £ile://origin.vaaslsh. local/ dws/media/ windows/00000000000000000000000000000003 _VHS-
ProwcVideo.wmw ]]>
<fwrnideolURL>
- «mp4¥ideoURL>
<![CDATA[ http://origin. vaaslah. local/ dws/media/mpeg4/00000000000000000000000000000003_VHS-
ProwcVideo.mdv ]]>
</mpavideolURLs

3

£

Verifying Playback of Prepositioned Video

1. Return to the edge Cisco WAAS WAE GUI browser window and, under CifsAO, select
Monitoring. Select the CIFS tab and click Reset CIFS Statistics. Your display may not contain
all the CIFS commands shown in the screenshot here.

CIsCo
Cisco WAFE
?
£
Help
Statistics Collection Period: 101 ms
Cifsan Total Time Saved: M.A
on Tokal KBytes read: 0.0[KE]
Monitoring Tokal KBytes written: 0.0[KE]
Remote requests count: 0
Local requests count: 0
Tokal remote time: 0.0 [msec]
Total local time: 0.0 [msec]
Connected sessions count: 0
Open files count: 0
CIFS Command Statistics:
Command : Total Remote Async Avg. Local {ms) Avg. Remote{ms)
ALL_COMMAMDS |0 o [u] 0.0 0.0
COMNECT o o [u] 0.0 0.0
ME_SESSION_REQ | O o [u] 0.0 0.0
MEGOTIATE a a " a 0.0 0.0
WFN_LIVELIMNESS |0 o / [u] 0.0 0.0

Reset CIFS Statistics k

2. Back in the Cisco Video Portal browser window, close the Settings and Internet Options dialog
box. In the Cisco Video Portal browser window, click the Play Video button for the selected
video. Play the video through to the end.

3. Inthe edge Cisco WAAS WAE GUI browser window, click Refresh. The CIFS command
statistics will be displayed showing the total commands processed for each type and the
number that were processed remotely. The difference will be the commands processed by the
edge Cisco WAE. Note that the READ_ANDX command was processed completely on the
local Cisco WAE, indicating that the played video file was served completely from the local
Cisco WAAS WAE.
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Statistics Collection Period: 1 Minutes 24 Seconds 478 ms

CifsAn Tatal Time Saved: 14,724.18 ms
Prep Total KBytes read: 5600.0 [KE]

Total KBybes written: 0.0[kE]
Remate requests count: 6
Local requests count: 1216
Total remote time: 89,0 [msec]
Total lacal time: 3509.0 [msec]
Connected sessions count: 1
Open files count: 1

CIFS Command Statistics:

Command . Total  Remote Async  Avg.Local (ms)  Avg. Remote(ms)
ALL_COMMANDS 1226 6 4 2.883 14,952
CLOSE_FILE 4 0 4 1.755 0.0
CONNECT o 0 0 0.0 0.0
LOGOFF_AKDH a 0 0 0.0 0.0
MB_SESSICN_REQ o o o 0.0 0.0
MEGOTIATE o o y o 0.0 0.0
NI _CRESTE ANDX 4 4 [" 0 0.0 12,456
READ_ANDX) 1205 0 0 2,891 0.0
SESSION. SETUR o e o 0.0 0.0
STREAMIMNG_RA o o 1) 0.0 0.0
TRANSZ_FIND_FIRST 4 2 o 2.98 19,945
TRAMSZ_GET_DFS_REFERRAL |0 0 0 0.0 0.0
TRAMNSZ_QUERY_PATH_INFO |9 0 0 2172 0.0
TREE_CONMECT_AMDX o 0 0 0.0 0.0
WEM_LIVELINESS o o o 0.0 0.0

Reset CIFS Statistics

Conclusion

By combining the digital media management capabilities of Cisco DMM and Cisco Video Portal,
with the file distribution and HTTP application optimization capabilities of Cisco WAAS, Cisco can
offer a simple end-to-end solution to the problems associated with delivering high-quality, high-
bandwidth VoD to today’s global enterprises.

For More Information

For more information, please visit http://www.cisco.com/go/waas and
http://www.cisco.com/go/dms.
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