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Revised: February 20th, 2009, OL-18667-01
The following manual relates to the installation and utilisation of the Cisco Unified Enterprise
Attendant Console (CUEAC) software product range.

Cisco Unified Enterprise Attendant Admin provides administrator access to the configuration for Cisco
Unified Enterprise Attendant Console.

Cisco Unified Enterprise Attendant Admin is an efficient application specially designed for configuring
databases, connections to Cisco Unified Communications Manager, system and user settings.

The user-friendly design of the application gives speed and flexibility to the users.

Purpose

The purpose of this admin guide is to provide information on Cisco Unified Enterprise Attendant
Console configuration.

Who Should Read this Guide

The document is intended for:-

1. Those involved in the training of Cisco Unified Enterprise Attendant Admin

2. System Engineers and installers involved in the planning and provisioning of the installation and
operation of Cisco Unified Enterprise Attendant Admin

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
[ oL-18667-01 .“



Preface |

How this Guide is Organized

The admin guide is split into six main sections. These sections explain the functionality in a way that the
users can easily get familiar with Cisco Unified Enterprise Attendant Admin, perform different actions
and customize it. The following table provides the organization of this guide,

Table 1 Describes the sections of the user guide
Part Description
Important Information This section provides details for the compatibility

of Cisco Unified Enterprise Attendant
applications with Cisco Unified Communications
Manager.

Product Overview This section provides a numbering test plan and
gives a brief description of the Cisco Unified
Enterprise Attendant applications.

Installation Checklist and procedure for installing |In order to start installing applications you must
Cisco Unified Enterprise Attendant Admin go through the checklist for successful
installation.

This section also provides the procedure for
installing Cisco Unified Attendant Enterprise
Admin and Cisco Unified Attendant Admin

Cisco Unified Enterprise Attendant Admin This section explains in detail all the
configurations that can be done through Cisco
Enterprise Unified Attendant Admin.

Uninstall Attendant Cisco Unified This section provides an overview on how to
EnterpriseAdmin unistall the software successfully.

Conventions

This document uses the following conventions.

Table 2 Explains the writing convention used in the user guide

Convention Description

boldface font Commands and keywords are in boldface.

italic font Arguments for which you supply values are in
italics.

[ ] Elements in square brackets are optional.

{xlylz} Alternative keywords are grouped in braces and

separated by vertical bars.

[xlylz] Optional alternative keywords are grouped in
braces and separated by vertical bars.

String A nonquoted set of characters. Do not use
quotation marks around the string or the string
will include the quotation marks.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Note

||
Table 2 Explains the writing convention used in the user guide
Convention Description
screen font Terminal sessions and information the system
displays are in screen font.
Boldface screen font Information you must enter is in boldface screen
font.
italic screen font Arguments for which you must supply values are

in italic screen font.

This pointer highlights an important line of text in
an example.

A The symbol ” represents the key labeled
Control-for example, the key combination *D in a
screen display means you hold down the Control
key while you press the D key.

< > Nonprinting characters, such as passwords, are in
angle brackets.

Notes use the following conventions:

Means reader take note. Notes contain helpful suggestions or references to material not covered in the
publication.

Timesavers use the following conventions:

Timesaver

Je

Tip

A

Means the described action saves time. You can save time by performing the action described in the
paragraph.

Tips use the following conventions:

Means the information contains useful tips.

Cautions use the following conventions:

Caution

A

Means reader be careful. In this situation, you might do something that could result in equipment damage or
loss of data.

Warnings use the following conventions:

Warning  This warning signal means danger. You are in a situation that could cause bodily injury.
Before you work on any equipment, you must be aware of the hazards involved with
electrical circuitry and familiar with standard practices for preventing accidents.
Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Obtaining Documentation

Cisco documentation and additional literature are available on Cisco.com. Cisco also provides several
ways to obtain technical assistance and other technical resources. These sections explain how to obtain
technical information from Cisco Systems.

Cisco.com

You can access the most current Cisco documentation at this URL:
http://www.cisco.com/techsupport

You can access the Cisco website at this URL:
http://www.cisco.com

You can access international Cisco websites at this URL:

http://www.cisco.com/public/countries_languages.shtml

Product Documentation DVD

The Product Documentation DVD is a comprehensive library of technical product documentation on a
portable medium. The DVD enables you to access multiple versions of installation, configuration, and
command guides for Cisco hardware and software products. With the DVD, you have access to the same
HTML documentation that is found on the Cisco website without being connected to the Internet.
Certain products also have .PDF versions of the documentation available.

The Product Documentation DVD is available as a single unit or as a subscription. Registered Cisco.com
users (Cisco direct customers) can order a Product Documentation DVD (product number
DOC-DOCDVD= or DOC-DOCDVD=SUB) from Cisco Marketplace at this URL:

http://www.cisco.com/go/marketplace/

Ordering Documentation

Registered Cisco.com users may order Cisco documentation at the Product Documentation Store in the
Cisco Marketplace at this URL:

http://www.cisco.com/go/marketplace/

Nonregistered Cisco.com users can order technical documentation from 8:00 a.m. to 5:00 p.m. (0800 to
1700) PDT by calling 1 866 463-3487 in the United States and Canada, or elsewhere by calling 011 408
519-5055. You can also order documentation by e-mail at tech-doc-store-mkpl @external.cisco.com or
by fax at 1 408 519-5001 in the United States and Canada, or elsewhere at 011 408 519-5001.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Documentation Feedback

You can rate and provide feedback about Cisco technical documents by completing the online feedback
form that appears with the technical documents on Cisco.com.

You can submit comments about Cisco documentation by using the response card (if present) behind the
front cover of your document or by writing to the following address:

Cisco Systems

Attn: Customer Document Ordering
170 West Tasman Drive

San Jose, CA 95134-9883

We appreciate your comments.

Cisco Product Security Overview

This product contains cryptographic features and is subject to United States and local country laws
governing import, export, transfer and use. Delivery of Cisco cryptographic products does not imply
third-party authority to import, export, distribute or use encryption. Importers, exporters, distributors
and users are responsible for compliance with U.S. and local country laws. By using this product you
agree to comply with applicable laws and regulations. If you are unable to comply with U.S. and local
laws, return this product immediately.

A summary of U.S. laws governing Cisco cryptographic products may be found at:
http://www.cisco.com/wwl/export/crypto/tool/stqrg.html. If you require further assistance please
contact us by sending email to export@cisco.com.

Cisco provides a free online Security Vulnerability Policy portal at this URL:
http://www.cisco.com/en/US/products/products_security_vulnerability_policy.html
From this site, you will find information about how to:

1. Report security vulnerabilities in Cisco products.

2. Obtain assistance with security incidents that involve Cisco products.

3. Register to receive security information from Cisco.

A current list of security advisories, security notices, and security responses for Cisco products is
available at this URL:

http://www.cisco.com/go/psirt

To see security advisories, security notices, and security responses as they are updated in real time, you
can subscribe to the Product Security Incident Response Team Really Simple Syndication (PSIRT RSS)
feed. Information about how to subscribe to the PSIRT RSS feed is found at this URL:

http://www.cisco.com/en/US/products/products_psirt_rss_feed.html

Reporting Security Problems in Cisco Products

Cisco is committed to delivering secure products. We test our products internally before we release hem,
and we strive to correct all vulnerabilities quickly. If you think that you have identified a vulnerability
in a Cisco product, contact PSIRT:

[ oL-18667-01
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For Emergencies only-security-alert@cisco.com

An emergency is either a condition in which a system is under active attack or a condition for which a
severe and urgent security vulnerability should be reported. All other conditions are considered
nonemergencies.

For Nonemergencies-psirt@cisco.com

In an emergency, you can also reach PSIRT by telephone:
1 877 228-7302
1 408 525-6532

Tip We encourage you to use Pretty Good Privacy (PGP) or a compatible product (for example, GnuPG) to
encrypt any sensitive information that you send to Cisco. PSIRT can work with information that has been
encrypted with PGP versions 2.x through 9.x
Never use a revoked or an expired encryption key. The correct public key to use in your correspondence
with PSIRT is the one linked in the Contact Summary section of the Security Vulnerability Policy page
at this URL:
http://www.cisco.com/en/US/products/products_security_vulnerability_policy.html
The link on this page has the current PGP key ID in use. If you do not have or use PGP, contact PSIRT
at the aforementioned e-mail addresses or phone numbers before sending any sensitive material to find
other means of encrypting the data.

Obtaining Technical Assistance

Cisco Technical Support provides 24-hour-a-day award-winning technical assistance. The Cisco
Technical Support & Documentation website on Cisco.com features extensive online support resources.
In addition, if you have a valid Cisco service contract, Cisco Technical Assistance Centre (TAC)
engineers provide telephone support. If you do not have a valid Cisco service contract, contact your
reseller.

Reporting Security Problems in Cisco Products

The Cisco Technical Support & Documentation website provides online documents and tools for
troubleshooting and resolving technical issues with Cisco products and technologies. The website is
available 24 hours a day, at this URL:

http://www.cisco.com/techsupport

Access to all tools on the Cisco Technical Support & Documentation website requires a Cisco.com user
ID and password. If you have a valid service contract but do not have a user ID or password, you can
register at this URL:

http://tools.cisco.com/RPF/register/register.do

Note  Use the Cisco Product Identification (CPI) tool to locate your product serial number before submitting a web
or phone request for service. You can access the CPI tool from the Cisco Technical Support & Documentation
website by clicking the Tools & Resources link under Documentation & Tools Choose Cisco Product
Identification Tool from the Alphabetical Index drop-down list, or click the Cisco Product Identification

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Tool link under Alerts & RMAs. The CPI tool offers three search options: by product ID or model name; by
tree view; or for certain products, by copying and pasting show command output. Search results show an
illustration of your product with the serial number label location highlighted. Locate the serial number label
on your product and record the information before placing a service call.

Submitting a Service Request

Using the online TAC Service Request Tool is the fastest way to open S3 and S4 service requests. (S3
and S4 service requests are those in which your network is minimally impaired or for which you require
product information.) After you describe your situation, the TAC Service Request Tool provides
recommended solutions. If your issue is not resolved using the recommended resources, your service
request is assigned to a Cisco engineer. The TAC Service Request Tool is located at this URL:

http://www.cisco.com/techsupport/servicerequest

For S1 or S2 service requests, or if you do not have Internet access, contact the Cisco TAC by telephone.
(S1 or S2 service requests are those in which your production network is down or severely degraded.)
Cisco engineers are assigned immediately to S1 and S2 service requests to help keep your business
operations running smoothly.

To open a service request by telephone, use one of the following numbers:
Asia-Pacific: +61 2 8446 7411 (Australia: 1 800 805 227)

EMEA: +32 2 704 55 55

USA: 1800 553-2447

For a complete list of Cisco TAC contacts, go to this URL:

http://www.cisco.com/techsupport/contacts

Definitions of Service Request Severity

To ensure that all service requests are reported in a standard format, Cisco has established severity
definitions.

Severity 1 (S1)-An existing network is down, or there is a critical impact to your business operations.
You and Cisco will commit all necessary resources around the clock to resolve the situation.

Severity 2 (S2)-Operation of an existing network is severely degraded, or significant aspects of your
business operations are negatively affected by inadequate performance of Cisco products. You and Cisco
will commit full-time resources during normal business hours to resolve the situation.

Severity 3 (S3)-Operational performance of the network is impaired, while most business operations
remain functional. You and Cisco will commit resources during normal business hours to restore service
to satisfactory levels.

Severity 4 (S4)-You require information or assistance with Cisco product capabilities, installation, or
configuration. There is little or no effect on your business operations.

Obtaining Additional Publications and Information

Information about Cisco products, technologies, and network solutions is available from various online
and printed sources.

[ oL-18667-01
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e The Cisco Product Quick Reference Guide is a handy, compact reference tool that includes brief
product overviews, key features, sample part numbers, and abbreviated technical specifications for
many Cisco products that are sold through channel partners. It is updated twice a year and includes
the latest Cisco offerings. To order and find out more about the Cisco Product Quick Reference
Guide, go to this URL:

http://www.cisco.com/go/guide

e Cisco Marketplace provides a variety of Cisco books, reference guides, documentation, and logo
merchandise. Visit Cisco Marketplace, the company store, at this URL:

http://www.cisco.com/go/marketplace/

e (Cisco Press publishes a wide range of general networking, training and certification titles. Both new
and experienced users will benefit from these publications. For current Cisco Press titles and other
information, go to Cisco Press at this URL:

http://www.ciscopress.com

® Packet magazine is the Cisco Systems technical user magazine for maximizing Internet and
networking investments. Each quarter, Packet delivers coverage of the latest industry trends,
technology breakthroughs, and Cisco products and solutions, as well as network deployment and
troubleshooting tips, configuration examples, customer case studies, certification and training
information, and links to scores of in-depth online resources. You can access Packet magazine at this
URL:

http://www.cisco.com/packet

e [0 Magazine is the quarterly publication from Cisco Systems designed to help growing companies
learn how they can use technology to increase revenue, streamline their business, and expand
services. The publication identifies the challenges facing these companies and the technologies to
help solve them, using real-world case studies and business strategies to help readers make sound
technology investment decisions. You can access iQ Magazine at this URL:

http://www.cisco.com/go/igmagazine
or view the digital edition at this URL:
http://ciscoiq.texterity.com/ciscoig/sample/

e [nternet Protocol Journal is a quarterly journal published by Cisco Systems for engineering
professionals involved in designing, developing, and operating public and private internets and
intranets. You can access the Internet Protocol Journal at this URL:

http://www.cisco.com/ipj

e Networking products offered by Cisco Systems, as well as customer support services, can be
obtained at this URL:

http://www.cisco.com/en/US/products/index.html

¢ Networking Professionals Connection is an interactive website for networking professionals to share
questions, suggestions, and information about networking products and technologies with Cisco
experts and other networking professionals. Join a discussion at this URL:

http://www.cisco.com/discuss/networking

e World-class networking training is available from Cisco. You can view current offerings at this
URL:

e http://www.cisco.com/en/US/learning/index.html

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
m. 0L-18667-01 |


http://www.cisco.com/go/guide
http://www.cisco.com/go/marketplace/
http://www.ciscopress.com
http://www.cisco.com/packet
http://www.cisco.com/go/iqmagazine
http://ciscoiq.texterity.com/ciscoiq/sample/
http://ciscoiq.texterity.com/ciscoiq/sample/
http://ciscoiq.texterity.com/ciscoiq/sample/
http://ciscoiq.texterity.com/ciscoiq/sample/
http://ciscoiq.texterity.com/ciscoiq/sample/

= CHAPTER 1

Introduction

Revised: February 20th, 2009, OL-18667-01
Welcome to the Cisco Unified Enterprise Attendant Admin Guide. This document describes the
installation and configuration procedures of the applications.

Cisco Unified Enterprise Attendant Admin is the Web application that allows you to configure and
manage your system and user configurations.

System configuration provides the facility to manage synchronization of devices and directory contacts
with Cisco Unified Communications Manager. Cisco Unified Enterprise Attendant Admin and Cisco
Unified Communications Manager communicate via AXL API, using SSL to synchronize the system
devices used for queuing, servicing and parking calls. These devices are created as CTI (Computer
Telephone Integration) Ports and CTI Route Point devices within the Cisco Unified Communications
Manager database.

User configuration allows you to manage the configuration for the Cisco Unified Enterprise Attendant
Console. These settings include:-

e (all queue parameters,
e Operator login credentials
¢ Global parameters for internal/external calls access,
e Force Authorization and Client Matter Codes (FAC and CMC)
e Recall timers.
These settings are made in order to manage the call flow.
This document assumes that the reader has knowledge of:-
¢ Cisco Unified Communications Manager
e  Windows 2003/XP
e TCP/IP
e Microsoft TAPI 2.1

¢ Cisco Unified Communications Manager TSP

[ oL-18667-01
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Il Points to Remember

Concept: High Level Architectural Overview

%LIJ.EAE Attendant
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» Feature rich web-
based operator
consoles

* Windows/PC-based
client-server
architecture

CUxAC has Server/Client based Architecture

Points to Remember

Cisco Unified Enterprise Attendant Admin is a set of rules that govern the way the system will operate.

Each configuration is stored in a database on a Microsoft SQL Server and must be maintained to obtain

optimal performance. You must note the following points,

1. Changes made through this application are not saved until you click on the Submit button on the
page.

2. The valid range or types of characters for each field have been specified on the right-hand side of
the fields in red (e.g.

3. Invalid input in any field will be denoted by a red colored asterisk (¥).

Forced authorization code [FAC): | | [*.8.0-9]

4. Most changes to the system will be made in real-time; however, some changes will require a start
and stop of Cisco Unified Enterprise Attendant Server.

Accessibility for Users with Disabilities

Cisco Unified Enterprise Attendant Admin provides accessibility features that make it easier for blind
and visually impaired users to use the application.

The application runs in a web browser, therefore, the configurations can be made using a mouse as well
as the standard keyboard navigations supported by the web browser.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Accessibility for Users with Disabilities Il

All buttons are labelled by the functionality they provide. Each icon displays a tool tip when the mouse
is hovered on it, clearly defining the function of the graphic button. A list of icons along with their
descriptions has also been provided in Chapter 5 Cisco Unified Enterprise Attendant Admin.

Attendants also have an option to use Cisco Unified Enterprise Attendant Console with a screen reader
plug in called JAWS. The screen reader provides the attendant with information on the status of the
attendant console as well as with information about the text in the attendant console windows.

Cisco Unified Enterprise Attendant Admin also comes with context-sensitive help. For every page, users
can access help specific to the page they need assistance for.

For more information on Cisco Accessibility Program please contact through the following link,

http://www.cisco.com/web/about/responsibility/accessibility/contact.html

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Important Information

Revised: April 14th, 2009, OL-18667-01

Compatibility between Cisco Unified Attendant
Console and Cisco Unified Communications Manager

(CUCM)

Table 2-1 displays the compatibility matrix for Cisco Unified Attendant Console with CUCM
Communication Manager 6.0 6.1 1.0 11

Cisco TAPI TSP 6.0.0.6 6.1 (0.10) 7.0(1.6) 7.1(1.4)
Cisco Unified Enterprise 3.0.0 3.0.0 3.0.0 3.0.1
Attendant Console

Music on Hold

Cisco Unified Enterprise Attendant Console supports Music on Hold (MoH) from Cisco Unified
Communications Manager in the following areas,

1. When an Operator holds a call
2. During a blind transfer
3. During a re-established transfer

A music source must be selected on the relevant Service Queue devices to enable this functionality. The
use of music in both the transferring and hold scenarios is controlled via settings on Cisco Unified
Enterprise Attendant Admin.

TAPI Resilience

Cisco Unified Communications Manager allows a TSP client to communicate with a primary and
backup CTI (Computer Telephone Integration) Manager to receive CTI information. This allows Cisco
Unified Enterprise Attendant Server and clients to carry on functioning if a CUCM failover occurs. The
backup CTI Manager should be the Cisco Unified Communications Manager to which the phones fail
over.

[ oL-18667-01
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Call Park

The Attendant Console Call Park functionality is additional to the standard Cisco Unified
Communications Manager call park and directed call park functions. Operators are able to see their
available Park devices and choose whether to use a specific device or allow the system to select a device
for them to park a call on.

Cisco Unified Presence Server

The Cisco Unified Enterprise Attendant Console can display information extracted from Cisco Unified
Presence Server (CUPs) from CUCM version 6.x onwards. Cisco Unified Presence is a standards-based
platform that collects information about a user's availability and communications capabilities to provide
unified user presence status and facilitate presence-enabled communications for Cisco Unified
Communications and critical business applications. With this scalable and easy-to-manage solution,
Cisco Unified Presence delivers a consistent presence-enabled communications experience across Cisco
Unified Communications applications everywhere, every time, independent of user device, application,
or workspace location. In addition, Cisco Unified Presence gives customers and partners the flexibility
to presence-enable and streamline business communications by interoperating with critical business
applications through open interfaces.

The integration is managed via the Cisco Unified Attendant CUPS Plug-in directly to the Cisco Unified
Enterprise Attendant Web Admin.

Changes to the CUPS Plug-in service will be managed in real-time. The CUPS Plug-in service will not
be required to stop and restart for the changes to take affect.

The Attendant Console information is collected from the Cisco Unified Enterprise Attendant Web
Admin.

Other items to remember

1. Cisco Unified Enterprise Attendant Server and Cisco Unified Enterprise Attendant Console should
not be installed on a machine that will act as Cisco Unified Communications Manager.

2. Headset operation is supported.

Jl_ Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Cisco Unified Enterprise Attendant Admin is the configuration tool for the Cisco Unified Enterprise
Attendant Console applications. It allows communication with the Cisco Unified Communications
Manager to create the required system devices, and communicates with the Attendant Server to configure
the system parameters. The Cisco Unified Communications Manager integration uses the AXL (Avvid
XML Layer) protocol, and requires some initial configuration on Cisco Unified Communications
Manager itself to create a User Profile that allows communication via AXL protocol.

The following application is configured through Cisco Unified Attendant Server,

Cisco Unified Enterprise Attendant Console

This is a screen-based operator console that has been developed to work exclusively on Cisco Unified
Communications Manager. The traditional functions of a telephone switchboard have been re-created as
a Windows application. It is visually more appealing, easier to operate and more user friendly.

Figure 3-1 displays the default layout of the Cisco Unified Enterprise Attendant Console
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The following devices are used to manage call routing and functionality,
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W Cisco Unified Enterprise Attendant Console

Queue DDI

A Queue DDI (Direct Dial In) is the DN that is dialed to route calls into a call queue. Each configured
DDI will be created on CCM as a CTI Route Point, and any call that is intended for this queue must be
directed to this port, either directly or through translation.

CT Gateway Devices

The primary purpose of the CT gateway is to queue calls awaiting distribution to Cisco Unified
Enterprise Attendant Console. CT Gateway devices are CTI Ports that are created by the Admin
application when synchronized with Cisco Unified Communications Manager.

Service Queues

The Service Queue is a range of devices (CTI Ports) that are used to manage calls after they leave the
operator’s handset, for example when transferring or holding calls.

Park Devices

Another range of CTI Ports that are used exclusively for when the attendant’s wish to park a call. They
can either select the preferred Park port of allow the system to select the port for them. A parked call can
then be picked up by anyone on the system by dialling the Park port number. As these Park Devices are
exclusive to the console attendants they are situated on the Cisco Unified Attendent Server and will
require an additional range of DN’s.

Call Flow

The following diagram shows how calls flow through Cisco Unified Enterprise Attendant Console and
how they are controlled by Cisco Unified Attendant Server and Cisco Unified Communications Manager.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Figure 3-2 displays the Call flow from CUCM to the Cisco Unified Enterprise Attendent Console
Call Activity is monitored
by Cisco Unified Attendant
Server via TAPI
= ——— Cisco Unified
— Cisco Unified Attendant Server Communications
Manager
The calls land on Cisco
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Manager and it is
configured to deliver these
calls
A Pre- queue gateway
device s configured for
each DDI that is intended
for the Gateway
Internal
Queue [ | 8600 j
Location O
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The call then arrives at the
CT gateway where different filters
are applied on the call, and it is
Queue locations decided which queue will get the call
are assigned o
different Queues

An operator can also
transfer a call to
another queue, that
will land on the

CT Gateway
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Operator 2

Operator 3
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Numbering Plan for Test Install

In order to use the system devices, that are, Service Queues, CT Gateway and Park Devices for call
handling you can use the following numbering for a test install. Take a printout for the following table
and fill in your own number plan in the Directory Number field.

Table 3-1 shows a numbering plan for a test install
Device Type Directory Number (Example) Directory Number
Queue DDI 8100

Queue DDI 8101

CT Gateway 8000

CT Gateway 8001

CT Gateway 8002

CT Gateway 8003

CT Gateway 8004

Service Queue 8400

Service Queue 8401

Service Queue 8402

Service Queue 8403

Service Queue 8404

Park 8600

Park 8601

Park 8602

Park 8603

Park 8604

Performance Information

Performance of Cisco Unified Enterprise Attendant applications can be measured in several ways,
1. Number of Operators

2. Number of Contacts Supported

3. Number of Console Queues

4. BHCC - Busy Hours Call Completions

Table 3-2 shows the performance of Cisco Unified Enterprise Attendant Console
Performance Item Maximum numbers with

Cisco Unified Enterprise Attendant Console
Number of Attendant Consoles 25
Number of Contacts Supported 100k
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Table 3-2 shows the performance of Cisco Unified Enterprise Attendant Console

Performance Item

Maximum numbers with
Cisco Unified Enterprise Attendant Console

Number of Console Queues

50

BHCC

6000

Hardware / Software Requirements

The information provided below gives details of the minimum hardware/software required to run Cisco
Unified Attendant applications.

Table 3-3 minimum specification required by Cisco Unified Enterprise Attendant Server
Applies To PC Specification
Cisco Unified Enterprise Attendant Server Pentium 4 2.2 GHz

2 GB RAM

72 GB Hard Drive
CD-ROM/DVD-Rom
Network Card

SVGA (1024x768) display card with correct
drivers

Windows 2003 Server SP2 running Windows
English Regional Settings.

.Net Framework 3.5%*

MS SQL Server 2005 (Express) * (See “SQL
Consideration and Scalability” on page 3-7 for
further information)

Internet Information Service (IIS) 6.0 (or later).**

* Note: The Attendant Console Server installation
will install these applications automatically. If
MS SQL Express 2005 is installed manually, it
must be installed as the Default instance for the
Attendant Console to function. Cisco Unified
Attendant applications will not work with a
Named instance of SQLExpress.

** Note: IIS is installed seperately to the
Attendant Console Server Installation and the
ASP.NET component must be enabled and
installed. This is done via the Add/Remove
Windows Component > Applications Server and
Details.

The Server should be connected to the network via the TCP/IP protocol.

You will require appropriate Operating System Licenses.

[ oL-18667-01
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Cisco Unified Enterprise Attendant Server is not supported within a 64 bit Operating System.

Cisco Unified Enterprise Attendant Server is not supported on the Cisco MCS (Media Convergence
Server) Operating System.

Table 3-4 minimum specification required by Cisco Unified Enterprise Attendant Console Client
is as follows,

Applies To PC Specification
Cisco Pentium 4 Entry Level Specification
Unified Enterprise Attendant Console 1 GB RAM

1GB available Hard Drive space
CD-ROM/DVD-ROM

Network Card

Connected to Network via TCP/IP

SVGA (1024x768) display card

Windows Small Fonts

17 Monitor highly recommended

XP Professional / Vista Professional (32 bit)

SoundBlaster compatible sound card and speakers
are recommended for the Console Operator.

3. Backups — As with all systems, we advise that backup facilities are provided to ensure application and
data integrity, should an unforeseen circumstance arise.

Examples:
e CD Writer
e Tape streamer. DLT, DAT, Travan etc
e Zip/ Jaz drive or other type of Magneto Optical drive

If possible, choose a solution that gives a one step disaster recovery. This is a solution that has the ability
to restore the complete contents of a hard drive from a bootable floppy disk and the restore media.

4. Server Redundancy — It is strongly recommended that the PC Server should be a redundant system
with the following redundancy methods. This is at the discretion of the customer

e Multiple hot-swap power supplies
e Hot-swap Hard Drive arrays
e UPS / power conditioners
e RAID
5. Security Considerations

There are many different AntiVirus products that are supported on a CUXAC system server. Typically,
the most commonly used products are McAfee VirusScan, Norton AntiVirus or Trend OfficeScan.
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This is not a definitive list. Any AntiVirus program can be used on the CUXAC Server, as long as it is
configured as below:-

Folder/File Exclusions

It is important that the AntiVirus product supports "Exclusions". This is the ability for the user to specify
specific files and/or folders that will NOT be scanned by the AntiVirus program.

The following exclusions should be set when using AntiVirus on a CUXAC Server

File Location Use

\\DBData This folder is where the System Configuration
Databases are located

\\Program Files\Cisco\Logging This is where all the system log files are stored.

\\Temp\Cisco\Trace This is where the Cisco TSP Trace files are located

Note The "File Locations" and "File Names" may be changed by your System Administrator.

The files in the above table are constantly being written to and updated during standard operation of the
CUXAC system.

Due to this, these files are permanently being accessed - an AntiVirus "Scan on access" policy for these
files will mean that the files are constantly being scanned for Viruses. This will in turn slow down the
operation of the Server. Therefore, excluding these files from being continuously scanned will allow the
Server to function as expected.

6. The following table outlines the network requirements for running Cisco Unified Attendant

applications.

Table 3-5 network requirements for running Cisco Unified Attendant applications
Applies To Network Specification

All Network Types The network will need to support/run TCP/IP.

Cisco Unified Enterprise Attendant Admin
application will need to run under an Administrator
profile. (Local Administrator is acceptable)

Microsoft Windows Network If the network uses DHCP then the PC Server
will need a static IP address allocated to it.

SQL Considerations and Scalability

CUEAC installs SQL 2005 Express by default as part of its standard installation process. The
performance limitation that SQL Server 2005 Express possesses is that it can access only a single CPU
and 1 GB of RAM with a maximum database size of 4Gb.

In sites where one or more of the following are expected;-
— A large number of operators — more than 10,
— A high call volume — greater than 500 calls per operator per day,
— A Large Directory — greater than 10,000 contacts;

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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The use of SQL Server 2005 Standard or Enterprise should be strongly considered. Where a system out
grows the SQL2005 Express deployment, or issues are experienced that are related to the use of SQL
2005 Express, the Standard or Enterprise versions of SQL 2005 can be used to upgrade the existing
implementation with minimal effort.

Note  For future versions of CUEAC to benefit from some features, SQL 2005 express will not be an option

and SQL 2005 Standard or Enterprise will be required.

Product Feature Table

The following table displays a break down by feature of the following products.
e Cisco Attendant Console (CAC). (EOL (End of Lifed) April 2009).
e Cisco Unified Deparment Attendant Console (CUDAC)
e Cisco Unified Business Attendant Console (CUBAC)

e Cisco Unified Enterprise Attendant Console (CUEAC)
The symbols denote the level of support within the product :-
Q- Supported, b = Partial Support, O*= Unsupported

Table 3-6 Product Feature table
Version
o o o
(X] < << <<
g 5 2 Z
Feature o o o
Installation Browser Web & Web & Web &
Wizard Wizard Wizard
Configuration CUCM Browser Browser Browser
Support Cisco TAC Cisco TAC Cisco TAC Cisco TAC
3rd tier - Arc | 3rd tier - Arc | 3rd tier - Arc
Queue Features
Queues supported Hunt
Groups ®; ®; ® .5
Configurable queue names and (@) @) o o
priority
Show all calls in all queues option @) @) ® )
Queue salutations @) @) @) o
Show & pick calls from each Queue o o o o

Jl_ Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Table 3-6 Product Feature table
Version
o < = <
< (=] o Ll
= =] =

Feature o x) ]
Queue wait time overflow o @) @) @)
Queue limit overflow (no of calls) o o o o
Operator overflow (no operators) @) o o o
Queue overflow destinations @) o o o
supported
Overflow options o o o o
Service options
Emergency mode switch @) @) o o
Emergency mode destination (@) @) o o
Night service switch o @) o o
Night service hours/timing o @) o o
Night service destination o e) ® @
Directory features
Directory size supported 100k 750 500 100k
Search fields 2 3 4 6
Mobile number support O ® ® @
Internal directory support o o ® ()
External directory support @) ] ] ]
Speed dials o o o o
Alternative number search (hotkey) @) o o o
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Table 3-6 Product Feature table

Feature

Version

CAC

CUDAC

CUBAC

CUEAC

Alternate Contacts search

Directory to XML phones

Cross tab searching

Notes against person

0O, 0|0 |0

® O 0|0

® O 0|0

® ® O | ©o

Presence / Status features

Busy Lamp Fields / Phone Status
supported

7000

Presence integration with CUPS

Telephony features

Transfer Reversion (Call Recall)

Hold Recall

Call toggle

Camp on

Call hold with notes

Undirected Call park (finds first slot)

Directed Call Park (to specific Park
location)

® ® O O|® O O

Call Hold

Park recall

Transfer

Conference

® & & 6 & & O O o o

® &6 & &6 & & O O o o o
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Table 3-6 Product Feature table
Version
o = = =
g S 2 5
Feature o x} o
System features
No of Clients o 2 6 25
Keyboard driven o o o
System logging ] ] o
Cisco Unified CallManager Supported
CallManager Supported 43,51, 4.3,5.1, 4.3,5.1, 6.0, 6.1,
6.0,6.1 6.0,6.1,7.0 | 6.0,6.1,7.0 7.0,7.1
Localisation and accessibility
Languages supported* 20 15% 15% 1#*
Accessibility support (with JAWS @) o o o
Script)

Legend: ® = Supported, b = Partial Support, O = Unsupported

* The localisation languages supported are dependant on the software release version. In the case of

CUDAC and CUBAC, thirteen languages are supported in software version 1.1.1.25, although the new
version 2.0.0.11 which has only been available since October 2008 only supports English, with further
languages to be supported in future releases. Please check with your reseller if localisation is required.

** The initial CUEAC (version 3.0.0.2) release supports English. This will be expanded to the 15 core
languages within later versions scheduled for 2009 and 2010.

The 15 core languages that are supported are: English, French, Italian, German, Spanish, Portugese,
Chinese (simpl), Chinese (trad.), Japanese, Korean, Arabic, Dutch, Swedish, Russian & Danish

[ oL-18667-01
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Installation Checklist and Procedure for Cisco
Unified Enterprise Attendant Admin

Revised: April 20th, 2009, OL-18667-01
This section describes in detail the installation procedures for the following applications,

1. Cisco Unified Attendant Server
2. Cisco Unified Enterprise Attendant Console

In order to install Cisco Unified Attendant Applications, you must configure an End User profile on the
Cisco Unified Communications Manager. All other configuration on the Cisco Unified Communications
Manager will be handled by the Attendant Admin. Please refer to the following installation checklist for
step-by-step installation sequence.

Please note that installation via Terminal Services/Remote Desktop is NOT supported. Only a local
installation or VNC connection is supported.

Installation Overview

This overview is designed to guide you through the installation process for Cisco Unified Enterprise
Attendant Console in an easy to follow step-by-step sequence. A certain amount of preparation is
required to ensure that a quick setup is achieved.

Table 4-1 Installation and Configuration overview

Step 1 Preperation

Formulate numbering plan for test install. Refer to
“shows a numbering plan for a test install” on page 3
- 4 for required Directory Numbers.

Prepare a Windows 2003 Service Pack 2 server with
Internet Information Services (11S) installed and
ASP.NET.

[ oL-18667-01
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Installation Overview

Step 2 Cisco Unified Communications Manager Configuration

Create partition and Calling Search Space or add
to existing ones as required. (Note: All CTI
devices created for the Attendant Console, as well
as operators extensions need to be able to receive
and make calls to a full range of destinations.)

For CUCM 6.x/7.x see “Creating the Attendant
Application End User for CallManager 6.x” on
page A - lor “Creating the Attendant Application
End User for CallManager 7.x” on page B - 1

Create an End User

Create a User Group

Assign roles to User Group

Assign End User to User Group

Assign End User to CCM Super User Group

Step 3 Install and Configure Cisco Unified Enterpris

e Attendant Admin

Install Cisco Unified Enterprise Attendant Admin.
See “Installing Cisco Unified Attendant Server” on
page 4 -4

Check Cisco Unified Communications Manager
connectivity.
See “CUCM Connectivity”” on page 5 - 9.

Configure CT Gateway, Service and Park devices.
See “System Configuration” on page 5 - 18.

Synchronize with CCM. Adds all required CTI
devices to CCM, and adds them to the End User
profile for CTI control.

See ““Synchronizing with CUCM” on page 5 - 21.

Configure Directory Synchronization if required.
“Directory Synchronization” on page 5 - 26.

Jl_ Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Step 3 Install and Configure Cisco Unified Enterprise Attendant Admin

Configure Cisco Unified Enterprise Attendant
Console User Settings.

See “User Configuration” on page 5 - 30

General Settings,

Access Numbers

FAC and CMC Settings
Recall Timers

Working Days

Queue Management

General (Name, DDI, Priority)
Emergency destination
Overflow destinations

Night Service destination

Operator management

Operator login names and passwords

Step 4 Install Cisco TSP on Cisco Unified Attendant Server

Run the CiscoTSP.exe. As part of the install this file
is extracted from the CUCM to the desktop. If you
require to manually collect the file go to
Communication Manager configuration and select
Application > Plugins. See “Installing the TAPI
TSP~ onpageC-1

Select Cisco Telephony Service Provider and run the
install following the onscreen instructions

After rebooting the Server configure the TSP

Install Cisco TAPI Wave Driver (instructions are in
the TSP readme file). See “Installing the TAPI TSP”
onpageC-1

Reboot the server.

Step 5 Test TAPI

Use Phonel.exe (TAPI Soft Phone) from Jul-
mar.com to test that,

a) all Associated devices appear in the line list, and
b) that a CTI Ports can be monitored and a call made
to a nearby handset.

[ oL-18667-01
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Step 6 Install Cisco Unified Attendant Console.

See “Installing Cisco Unified Enterprise Attendant
Console Client”” on page 4 - 11

Installing Cisco Unified Attendant Server
N

Note  When installing the software you will need to have administration rights.

Prior to installing the Cisco Unified Enterprise Attendant Console software, it has to be downloaded. For
information related to the download and registration of the software, refer to Appendix D “Downloading,
Updating and registering Software” on page D - 1 of this manual.

1. Browse to the directory where the downloaded installation files are saved.

The following steps are followed in order to install the application,

Step1  The initial part of the installation will install the 3rd party applications, including MS SQL Server 2005
Express, IE 6.0 and MS Dotnet 3.5 if they are not already installed. The default user name for the SQL
connection will be sa and the default password will be Z1ppyfOrever. The first window appears
displaying a progress bar while the setup prepares the system for installation.

Figure 4-1 displays the screen that is shown while the setup prepares for installation

InstallShield Wizard

Preparing to Install...

Cizco Unified Attendant Server Setup is preparing the
Inztall=Shield Wizard, which will guide you through the
program setup process. Please wait.

Eutracting: Cizco Unified Attendant Server.mai

|

Step2  The next screen displays a welcome note and instructions on installing. Click Next.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
m. 0L-18667-01 |



| Chapter4 Installation Checklist and Procedure for Cisco Unified Enterprise Attendant Admin

Installing Cisco Unified Attendant Server W

Figure 4-2 displays the welcome screen for the

Cisco Unified Attendant Server - InstallShield Wizard |

Welcome to Cisco Unified Attendant Server
installation wizard

The wizard will install the Cisco Unified Attendant Server
components onta vour computer, To continue, click Mext

LCancel |

Step3  The next window contains registration information. In the Name text box, type the name of the license
holder, and type the company name into the Company text box. Click the Next button to proceed.

Figure 4-3 displays the Registration Information screen of the install
x|

Registration | nformation

Flease enter the name and company of the registered owner of Cigco Unified Attendant
Server into the figlds below. These figlds must be filed in to proceed.

Mame:

IDwnerN ame

Company Mame:

IEompanyN anme

IrstallStield

< Back | Mest > I LCancel |

Step4  In this window, it is necessary to type the Machine Name or IP Address of the machine onto which the
Server application is being installed. Click Next.

Note  If you are unsure of the machine name, it is possible to find out through Control Panel >Network. This
must be done on the machine that runs Cisco Unified Attendant Server.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Figure 4-4 displays the Server Information screen for the installation
x|

Server Information

T
“‘M

Please enter Machine Mame / IP Address where the Cisco Unified Attendant Server is installed.

Thiz is required to enable IP cammunication between the Cizco Unified Attendant Console
client applications and the Cisca Unified Attendant Server.

This field must be filled in to proceed.

Cizco Unified Attendant Server Machine Mame / IP Address:

192.168.1.50

InztallShield

< Back | Mest > I LCancel I

Step5 If you already have MS SQL Server 2005 Express Edition, the screen below will be displayed. Enter the
Server Name, Username and Password to connect to MS SQL Server Express 2005 Edition. The default
user name for the SQL connection will be sa and the default password will be Z1ppyfOrever. Click Next.

Note  If MS SQL Server is not installed on your machine, it will be installed automatically by Cisco Unified
Attendant Server Installation. Please refer to Step 1.
IMPORTANTLY - If the SQL Server is installed this way, the following screen will not appear.

Figure 4-5 displays the Server Login Information screen for installation
I

SOL Server Login Infarmation

“’M

Flease enter the information for Microzoft SGL Server Express Edition. This iz required to enable P
communication between the SGL Server Express Edition and the Cisco Unified Attendant Server.
These fields must be filed in to proceed.

Server Mame:

IMAFIKTESTHIG

Uszemarme:

Isa

Pazswaord:

IrstallShield —

< Back I Mest > I LCancel |

Step6  In order to connect to Cisco Unified Communications Manager, you must enter the IP address and port.
You must also specify the Cisco Unified Communications Manager End User ID and its password. Make
sure the end user that you specify in this screen exists in the system. This can be done through Cisco
Unified Communications Manager administration. The creation of an end user has been explained in the
appendices at the end of the document. Click Next.
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Figure 4-6 displays the CUCM information screen

Cisco Unified Attendant Server

Pleaze enter the follawing Cizca Unified Communications
M anager connection details.

Flease enter the following information that will allow the Cisco Unified Attendant
Admin tool to connect ko the Cizco Unified Communications kanager.

Pleaze ensure that pou have set up the required end user prafile and azsigned
appropriate roles to it in CUCH before proceeding. Please refer to Cizca Unified
Attendant Admin User Guide for details.

IP Address:
|192.158.‘I.50

IF Part:
|443

CUCH End User 10:

IEnduser

Password:

| stallShisld

< Back I Mest » I LCancel |

Step7  When you enter the username and password to connect to Cisco Unified Communications Manager in
the previous window, two security alerts will be displayed. Click Yes on both the alerts to proceed.

Figure 4-7 displays the confirmation to access CUCM
x
r’"‘l This page requires a secure connection which includes
?. server authentication.

The Certificate | ssuer for this site is untrusted or
unknown. Do vou wish to proceed?

No I ‘Wiew Certificate I Mare Info |

Step8  The next window is for selecting the directory into which you wish to install the application. The default
location is C:\Program Files\Cisco. By using the Browse button, you can select a different path and
directory. Click the Next button.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Figure 4-8

Choose Destination Location

{;..'.

displays the screen to specify location for the files to be installed to

x|

Select the falder where the application filez will be installed.

Ta install ta this folder, click Mext. To install to a different folder, click Browse and select

anather folder.

Destination Folder
’7 C:MPragram FileshCizcoh

Browse... |

|rstallShield

< Back

LCancel |

Step 9

In the next window, the summary for the current settings specified will be displayed. Click Next to

proceed with installation or click Back to edit the settings made on the previous screens.

Figure 4-9

Cisco Unified Attendant Server - InstallShield Wizard

Start Copying Files
Pleaze review the zettings before proceeding.

displays the summary for the configuration made

Setup will naw install your new software.

Current Settings:

Install Path: C:%Program FileshCizcoh

Server Information
User Mame: MT
Server Mame: 172.12.252.70
Company Mame: Arc

CCM Information
CCM IP Address: 172.16.252.70
CCH Port: 443

K

IristallS hield

LCancel |

Step 10

The next screen will display the progress bar for the installation.
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Installing Cisco Unified Attendant Server W

Figure 4-10 displays the progress bar for the installation

Cisco Unified Attendant Server - Installshield Wizard

Setup Status

Setup is now instaling vour new software

| riztall5higld

Step11  Once the application has been installed, the Database Wizard will create and configure the databases for
the application. Click Next.

Figure 4-11 displays the Database Wizard welcome screen

Database Wizard x|

Database Yizard

. This *fizard will guide vou through the steps
involved in the creation of the databaze.

It iz strongly recommended that before running the
Configuration ‘Wizard, please check that you have the
right Security privileges on Metwork Domain and on
SOL Server as a User.

Click Cancel to exit the wizard or Nest to continue.

LCancel |

Step12 In the next window, the status of database installation will be displayed. Once the installation is
complete.

[ oL-18667-01
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Installing Cisco Unified Attendant Server

Figure 4-12 displays the installation progress of the databases

Database Wizard

x|

Installation Progress...

Thiz screen will advise you of the status of your installation and will ' ' I ' ' ' I l '
shiow details of any erors that may occur. On receiving an eror C I s c °

pleaze refer to your installation guide or contact pour Cisco
technical representative

Installation Details | Errars I
| | [ietailz
+ Initiglize Corfiguration Database Ervionment,
/" Creating Configuration D atabaze.
+ Initiglizing Logging O atabase Erviorment,
" Creating Logaing DB
| Updating Registry.
« Updating Iri File

< Back | Hest > | Finish |

Step13  The application has now been installed successfully. It is recommended that you restart your computer.

Click Finish.

Figure 4-13 displays the screen once the installation is complete

Cisco Unified Attendant Server - InstallShield Wizard

InstallShield Wizard Complete

pour cormputer,

% Heg, | want o restart my computber now.}

7 Mo, | will restart my computer later,

Remave any disks from their drives, and then click Finish to
complete setup.

Setup has finished instaling Cizco Unified Attendant Server on

< Back | Firizh I Cancel

~

Note After the restart and before using the software, the Cisco TSP and Cisco TAPI Wave driver have to be
installed and configured. This is covered in Appendix C “TAPI Configuration” on page C - 1
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Installing Cisco Unified Enterprise Attendant Console Client
N

Note  When installing the software you will need to have administration rights.

Step1  Browse to the directory where the downloaded installation files are saved.

Step2  The first window appears displaying a message that Cisco Unified Enterprise Attendant Console
Installation Wizard is preparing to install. The progress bar on the screen shows the status of the setup
and also shows the names of the files being extracted. Once the installation wizard is ready to install the

application, a new screen will be displayed that will guide you through the setup process for Cisco
Unified Enterprise Attendant Console.

Figure 4-14 displays the first install screen

Installshield Yizard

Preparing to Install...

Cizco Unified Enterprise Attendant Console Setup is
preparing the InstallShield Wizard | which will guide you
through the program setup process. Please wait.

Extracting: Cizco Unified Enterprise Sttendant Console.msi

|

Step3  The new window that is displayed after the Preparing to Install window, shows a welcome note. This
screen specifies that Cisco Unified Enterprise Attendant Console and its components will be installed on
your computer. To continue, click Next. If you wish to exit from the setup at this point, click Cancel.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Figure 4-15 displays the welcome screen to installation

Cisco Unified Enterprise Attendant Console - Installshield Wizard |

‘Welcome to Cisco Unified Enterprise Attendant
Console installation wizard

The wizard will install the Cisco Unified Enterprise
Attendant Congole components onto your computer, To
continue, click Nest

LCancel |

Step4  The next window contains the registration information. In the Name text box, type the name of the
registered owner of Cisco Unified Enterprise Attendant Console, and type the owner’s company name
into the Company text box. Click the Next button to proceed.

Figure 4-16 displays the screen for Registration Information
zl

R eqiztration [nformation

Pleaze enter the name and company of the registered owner of Cisco Unified Enterprize
Attendant Conzole into the fields belaw. These fields must be filled in to proceed.

I ame:

IFlegistered Uszer Hame

Company Mame:

IHegistered Compaty

IrstallShield

< Back | Mest » I LCancel |

Step5  In the next window, select the folder where you wish to install the application. It is recommended to use
the default destination folder specified on the screen. The default destination folder is created on the
following path:

C:\Program Files\Cisco\

If you wish to install the application to a different location, use the Browse button to select a different
location. Click Next to proceed.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Step 6

Note

Step 7

Note

Installing Cisco Unified Enterprise Attendant Console Client

Figure 4-17 displays the screen used to select a location where the application must be installed
Cisco Unified Enterprise Attendant Console - Installshield |
Choose Destination Location “
Select folder where setup will install files. ‘M

Setup will install Cizco Unified Enterprize Attendant Conzale in the following folder.

Toinstall to this Folder, click Mest. Tao install to a different folder, click Browse and select
another folder.

C:\Program FileshCiscoh Browsze... |

ImstallShield

" Destination Folder

Cancel |

In the next window, enter the IP Address or name of the machine running Cisco Unified Attendant
Server. This is required in order to enable communication between Cisco Unified Enterprise Attendant
Console and Cisco Unified Attendant Server. Click Next to proceed.

If the IP address for Cisco Unified Attendant Server is entered incorrectly, Attendant Console will not
be able to connect to the server and will therefore not function.

Figure 4-18 displays the screen for Server Information
x

Server [nformation ~ 2

Pleaze enter Machine Mame / |P &ddiess where the Cisco Unified Attendant Server iz installed.

Thiz iz required to enable IP communication between the Cizco Unified Enterprize Attendant
Congole client applications and the Cizco Unified Attendant Server.
Thiz field must be filled in ta proceed.

Cisco Urified Attendant Server Machine Name / [P Address:

|mstallShield

< Back | Mext > I LCancel |

In the next window, you must select the language in which you want to install the application. Click Next
to proceed.

Where a DNS Server is not present on the network or the Servers Machine Name cannot be resolved, the
Hosts file (WINDOWS\system32\drivers\etc\) should be amended to reflect the IP Address and Server
Machine Name of the server

[ oL-18667-01
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Figure 4-19 displays the screen used to select the language for the application

Cisco Unified Enterprise Attendant Console

Language Information

“;.'.

x|

Fleaze choose the language for pour Cizco Unified Enterprize Attendant Console.

ste= = =l

< Back I Hest > I LCancel

Step 8 In the next window, select the check box to add an icon for Cisco Unified Enterprise Attendant Console

on the desktop. Click Next to proceed.

Figure 4-20 displays the screen that asks to add an icon to desktop

Cisco Unified Enterprise Attendant Console

lcon Infarmation

Fleaze select 'Add lcon to Desktop' if you would like a Cizco Unified Enterprise
Attendant Conzole Application lcon added to pour desktop.

[ < Back " Mest »

] [ Lancel ]

In the next window, the installation wizard displays the summary of the information you have entered so
far. You can review these settings on this screen and click Back if you wish to edit some information. If
you are satisfied with the settings, click Next to allow the setup to start copying the files.
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Installing Cisco Unified Enterprise Attendant Console Client

Figure 4-21

Cisco Unified Enterprise Attendant Console - InstallShield

Start Copying Files

Review settings before copying files.

displays the screen that shows the summary for the setup

Setup has enough information to start copying the program files. [F you want to review ar
change any settings, click Back. I you are satisfied with the settings, click MNest to begin
copying files.

Current Settings:

Install Path: C:\Pragranm FileshCizcah -
Register Information

Llzer Mame: Registered User Mame

Company Mame: Registered Company

Server Information
Server Mame: 172.22.241.29

Desktop lcon: YES
Kl

| ristall5 hild

< Back

Step9  In the next window, a progress bar is displayed that shows the status of the installation configurations
and the files being copied. If you wish to exit the setup at this point, click Cancel.
Figure 4-22 displays the progress bar for the software configuration
x
Setup Status ﬂ
a™
Cizco Unified Enterprize Attendant Conzole iz configuring your hew software installation.
Fiemoving applications
ENEEEREENREEENNENENNENEER
ImstallShield
Step10 The final window displays the confirmation that Cisco Unified Enterprise Attendant Console has been

installed successfully. Click the Finish button.
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Figure 4-23 displays the screen notifying that the installation is complete

Cisco Unified Enterprise Attendant Console - InstallShield Wizard

InstallShield Wizard Complete

Setup has finished instaling Cisco Unified E nterprise Attendant
Conzole on your computer.

< Back Cancel
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This section will guide you through the configuration for Cisco Unified Enterprise Attendant Console.
Cisco Unified Enterprise Attendant Admin allows you to create and manage the Attendant Console
system.

System configuration provides the facility to manage synchronization of devices and directories with
Cisco Unified Communications Manager. Cisco Unified Enterprise Attendant Console and Cisco
Unified Communications Manager communicate via AXL API, using SSL, to synchronize the system
devices used for queuing, servicing and parking calls. These devices are created as CTI Port and CTI
Route Point devices within the Cisco Unified Communications Manager database.

User configuration allows you to make configurations for the Cisco Unified Enterprise Attendant
Console. These settings are configured in order to make global configurations for internal/external calls
access, Force Authorization and Client Matter Codes and Recall timers. These settings are made in order
to manage the call flow.

In order to get started, an initial URL will be used to access Cisco Unified Enterprise Attendant Admin
web session. This URL will be in the following format:

http://<<ip address of Unified Attendant Server>>/webadmin/login.aspx

The URL, as provided by the network administrator will be entered in the address bar of the web browser,
as shown in the following image:

Figure 5-1 displays URL entered in the Internet Explorer address bar

a about:blank - Microsoft Internet Explorer ) ;IEIEI

J File Edit ‘iew Faworites Tools  Help

J $mEBack - = - () i | ‘hsearch  [GFavorites  PMedia 2

| Address | http:/{209,165, 200,224/ wWebAdminlagin. asp] | e

| Lirks

You must login to Cisco Unified Enterprise Attendant Admin in order to configure settings for Cisco
Unified Enterprise Attendant Console.

[ oL-18667-01
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B Administrator Login

The following icons may be used while configuring the Cisco Unified Enterprise Attendant Console,

Table 5-1 provides the description for the icons used in the user guide

Icon Description

Submit

Reset Password

Test Connection

Repair Database

Start Server

Stop Server

Information Icon: Used to view runtime
information for a service.

Refresh

Synchronize with CUCM

5% e 0 0 ER L

Administrator Login

Cisco Unified Enterprise Attendant Admin requires authentication for users, and is accessible only to
Administrators for making new configurations for Cisco Unified Enterprise Attendant Console or
updating them. Most of the settings configured using Cisco Unified Enterprise Attendant Admin will be
made in real-time, however, some changes may require Cisco Unified Attendant Server to be restarted.
The default user name is ADMIN and the default password is CISCO.

To log on to Cisco Unified Enterprise Attendant Admin,

Step 1 Enter the URL specified by your network administrator to access Cisco Unified Enterprise Attendant
Admin.

Step2  The Logon page will open.
Step3  Enter User name.

Stepd  Enter Password.

Step5  Click Submit.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Home Page M

Figure 5-2 Figure 2: displays the login page for the application

—Logon
Lzer name: |ADM|N

Pazzward: |"""*"

| Reset |

The following table gives a brief description for the fields mentioned in the form displayed above,

Table 5-2 provides the description for the fields of the login page

Field Example Description

User name ADMIN This field specifies the user name to log in with. The
user name is ADMIN by default.

Password ok ok The password used by the Administrator to log in.

To clear the contents of the User name and Password fields, click Reset.

Home Page

Following a successful log in, you will be shown the home page that displays the main menus for
configuring the application. The following areas can be accessed and configured,

Table 5-3 provides the details for different types of configurations available
Configuration Menu Description
Engineering This section provides connectivity and support

management facilities.

System Configuration This section provides the administrator with
facilities to manage synchronization of devices
and queues with Cisco Unified Communications
Manager.

User Configuration This section provides the administrator with
facilities to manage Cisco Unified Enterprise
Attendant Console configuration.

Help Provides help information and also includes a
section for licensing the applications.

As well as the configuration options the Home Page also displays version numbers and the registration
status.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Figure 5-3 displays the Cisco Unified Enterprise Attendent Console home page.
3 Cisco Unified Enterprise Attendant Admin - EYALUATION - Microsoft Internet Explorer ;IQIEI
File Edt Wiew Favotites Tools  Help | =
aBack - - IJ @1 :‘_ | ,':'Search - Favorites £ | - g E
Address Iféj http:/flocalhostwebadmingabout, asp: j Go | Links **

afa]n
[ [{d+ I Cisco Unified Enterprise Attendant Admin Loaged in &

Engineering +  System Configuration = User Configuration »  Help - Log Off

These configurations are explained in detail in the following sections

Engineering

The Engineering section provides connectivity and support management facilities. It allows
administrators to:

e Administrator Management

e Database Management

e Service Management

¢ Cisco Unified Communications (CUCM) Connectivity
e CUPS Connectivity

¢ Logging Management

Administrator Management

Step 1

This section allows you to change or reset the password used for logging into the Web Admin
application.

To change password,

Go to Engineering > Administrator Management.
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Step 2
Step 3
Step 4
Step 5

Figure 5-4

Engineering M

displays the menu option for Administrator Management

+ Suystem Conf

Admirnistrator kM anagement

D atabaze Management

Semice Management
CUCKM Connectivity
CUPS Cantectivity

Logging Management

Enter Old Password.

Enter New Password.

Re-enter new password in the Confirm New Password field.

Click G Submit to save changes.

Figure 5-5

displays the Administrator Management page

Administrator Management

Bid

— General

0ld paszward:*
Mew pazsword:

Confirm new pazsword:®

The following table gives a brief description for the fields mentioned in the form displayed,

Table 5-4 descriptions for the fields mentioned on the Administrator Management page
Field Example Description

Old password ok ok The existing password for the ADMIN user name.
New Password Rlaklo The new password you wish to switch to.
Confirm new Rlokol)

password

The new password has to be re-entered in this field in
order to confirm you did not mistype in the New
Password field.

To set the password back to its default value, that is, CISCO, click ?l. { 5 Reset Password.

[ oL-18667-01
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Database Management

This web page allows configuration for database connectivity details. You can test and repair the
databases as well.

The Configuration database will be created at the time of installation. Only the connectivity details can
be modified through this page.

To manage database,

Step 1 Go to Engineering > Database Management.

Figure 5-6 displays the Database Management menu option

= Spztem Conf
Admiristrator b anagement
D atabaze Management
Service Management
CUCH Connectivity
CUPS Connectivity

Logaging Management

Step2  In the Server field, specify the name of the machine where the SQL Server is installed.
Step3  Enter User Name.
Stepd  Enter Password.

Step5 To save changes, click Q Submit. You will be prompted that Cisco Unified Enterprise Attendant
Server must be restarted for the changes to take affect. If you select the option, Cisco Unified Enterprise
Attendant Admin can resta@erver automatically.

Step 6 To test the database, click Test Connection.

Step7  To repair database, click Q‘ Repair Database. You will be prompted that Cisco Unified Enterprise
Attendant Server must be stopped before repairing the database. If you select the option, Cisco Unified
Enterprise Attendant Admin can stop the server and repair the database. The server service will need to
be manually restarted.

The following image shows the configurations you can set using the above-mentioned procedure.
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Figure 5-7 displays the Database Management page

Engineenng «  System Configuration »  Lszer Configuration =  Help -
Database Management
o[ g

— Database
Server” |209.165.202.128
semame:® lusernamm

Passnrt Y

— Submit | Test Cnnnectiunl Fepair Datahasel

The following table gives a brief description for the fields mentioned in the form displayed above,

Table 5-5 provides description for the fields mentioned in the Database Management page
Field Example Description
Server 209.165.202.128 In this field you specify the IP Address of the

machine where MS SQL Server 2005 is installed.

User name usernamel You must enter the user name used to connect to SQL
Server. If MS SQL Server was installed through
Cisco Unified Enterprise Attendant Server
Installation Wizard, the user name would be sa.

Password kil You must enter the password used to connect to SQL
Server. If MS SQL Server was installed through
Cisco Unified Enterprise Attendant Server
Installation Wizard, the password would be
Z1ppyfOrever.

~

Note  Changes to the database configuration will require a stop and restart of Cisco Unified Attendant Server.

Service Management

The Service Management web page allows you to start or stop the following servers,
1. Cisco Unified Attendant Server

Cisco Unified Attendant LDAP Plug-in

Cisco Unified Attendant CUPS Plug-in

Cisco Unified BLF Plug-in

& @« DN

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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The following controls are available,

Table 5-6 provides the description for server controls

Control Icon Description

Start Server o This button allows you to start the server.

Stop Server o This button allows you to stop the server.

Information @ This button allows you to view runtime information for
the service. The information is displayed in a separate
pop-up window.

Refresh E The Refresh button and the icon shown on the left
allow you to see the current status of the server.

Figure 5-8 displays the Service Managment page

Cisco Unified Enterptise Attendant Admin Loged in as: ADMIN

Engineering »  Spstem Configuration »  User Configuration - Help » Lag Off |

v

— Service Management

— Cisco Unified Attendant Server

Status: Active - Server iz active and fully operational ("‘ o @

— Cisco Unified Attendant LDAP Plug-in

Status: Active - Server iz active and fully operational r" o @

— Cisco Unified Attendant CUFS Flug-in

Status: Active - Server is active and fully operational ("'- o @

— Cisco Unified Attendant BLF Plug-in

Status: Active - Server iz active and fully operational f”‘ o @
— Refresh |

The status window will display the statuses of the following for Cisco Unified Attendant Server,

e CUCM Link

e Configuration Database
e Logging Database
e Event Network
The status window will display the statuses of the following for Cisco Unified LDAP Plug-in,
e Primary Server
e Configuration Database
¢ Logging Database
The status window will display the statuses of the following for Cisco Unified CUPS Plug-in,

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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e Primary Server
The status window will display the statuses of the following for Cisco Unified BLF Plug-in,
e CT Link

e DRM
e COMMS
Table 5-7 displays the statuses for the Service Management page,

Status Description

Connected The server and databases are connected.

Not Connected The server and databases are not connected.

Standby This status can be viewed for Logging Database
only. It specifies that the connection between the
service and the Logging Database is currently not
in use.

CUCM Connectivity

Step 1

Step 2
Step 3
Step 4

Step 5
Step 6

CUCM Connectivity is essential to allow system devices to be configured automatically on the Cisco
Unified Communications Manager. This section allows the connection details to be managed and tested,
initially using the details entered during the installation process.

To manage connectivity details,

Go to Engineering > CUCM Connectivity.

Figure 5-9 displays the menu option for CUCM Connectivity

»  Sustem Conf
Admiriztrator M anagerment
[ atabaze Management
Service Management
CUCHM Connectivity
CUPS Connectivity
Logaging bManagement

Enter CUCM name. This is the IP Address of the Cisco Unified Communications Manager Publisher.
Enter CUCM Port number. This should be left as 443 by default.

Enter User name and Password of the End User profile that is used to connect to Cisco Unified
Communications Manager .

To save, click - J Submit.
To test, click @ Test Connection.

The following image shows the configurations you can set using the above-mentioned procedure.

[ oL-18667-01
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Figure 5-10 displays the CUCM Connectivity page

]

— Connectivity

CUCH narne ar [P |1?2 16.252 70

CUCM port:= |443
I sermane:® I\.-'alitlatil:llﬂ
Pazzword:” In.n.n.n.n.n.n.n

Test Connection |

Table 5-8 provides description for the fields on the CUCM Connectivity page

Field Example Description

CUCM name or IP 209.165.201.0 In this field you specify the IP Address of the machine
where CUCM is installed.

CUCM port 443 In this field you specify the CUCM port you wish to
connect to. This is set to 443 by default.

Username usernamel You must enter the end user id used to connect to

CUCM. The end user is created through CUCM
administration. This is has been explained in the
appendices at the end of the guide.

Password Hkk kK You must enter the password used to connect to
CUCM.

>

Warning  The Username and Password provided here are case-sensitive. Please make sure you enter the
information in these fields in proper case.

The information provided in the Username and Password fields must not belong to an application user, for example
CCMAdministrator.

CUPS Connectivity

CUPS Connectivity details are used to configure the Cisco Unified Attendant CUPs Plug-in with the
Cisco Unified Presence Server, which is available with CUCM 6.0 upwards.

To manage connectivity details,

Step 1 Go to Engineering > CUPS Connectivity.
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Step 2
Step 3
Step 4

Step 5

Step 6

Step 7

Step 8

Engineering M

Figure 5-11 displays the menu option for CUPS Connectivity

» Systemn Conf
Administrator M anagement
D atabaze Management
Service Management
CUCM Connectivity
CUPS Connectivity

Logging Management

Enter CUPS name or IP. This is the IP Address of the Cisco Unified Presence server.
Enter CUPS Port number.

Enter Realm. The realm is used to authenicate the SIP communication. If this is left blank then the IP
address of the Cisco Unified Presence Server will be used.

Enter User name and Password of the End User profile that is used to connect to Cisco Unified Presence
Server.

Enter the CUPs TLS (Transport Layer Security) Port. By default this is set to -1 indicating that TLS is
switched off. To enable TLS, specify the correct Port number (Normally either 5061 or 5062).

Enter Certificate nickname and the Certificate Database password if TLS has been enabled.

Figure 5-12 displays the CUPs Connectivity page

— Connectivity
— Connection
CUPS namne aor [P |1?2 16.262 70 Leave empty to dizable CUPS
CUPS part: |5(]r50 [0-E5535]
Realm: I
Uzemame: I‘f'alitl ation1
Passwond: Innaannnnnaannnn
— Security
TLS part:* |.1 [-1 - B5535, -1 = Dizabled]
Cerlificate nickname:* I Mot required when TLS or CUPS iz dizabled
Cerificate database password: I Mot required when TLS or CUPS is disabled
— Submit I Test Connection |

@ * -indicates required item

To save, click - J Submit.
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Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide g



Chapter5  Cisco Unified Enterprise Attendant Admin |

Bl Engineering

Step9  To test, click @ Test Connection.

Table 5-9 provides description for the fields on the CUCM Connectivity page

Field Example Description

CUPS name or IP 209.165.201.0 In this field you specify the IP Address of the
machine where CUPS is installed.

CUPS port 5060 In this field you specify the CUPS port you wish to
connect to. This is set to 5060 by default.(When not
using TLS)

Realm The realm is used to authenicate the SIP

communication. If this is left blank then the IP
address of the Cisco Unified Presence Server will be

used.

Username usernamel You must enter the end User ID used to connect to
CUPS.

Password okl You must enter the password used to connect to
CUPS.

TLS Port -1 Transport Layer Security Port. By default this is set

to -1 indicating that TLS is switched off. To enable
TLS, specify the correct Port number (Normally
either 5061 or 5062).

Certificate nickname |nicknamel Transport Layer Security certificate nickname is used
to identify the correct certificate in the certificate
database

Cerificate database Glololololo Transport Layer Security certificate password will

password validate the user name above to provide access to the
database.

>

Warning  The Username and Password provided here are case-sensitive. Please make sure you enter the
information in these fields in proper case.

The information provided in the Username and Password fields must not belong to an application user,
for example CCMAdministrator.

Note IMPORTANT - The Cisco Unified Attendant CUPs Plug-in has to be added to the firewall information on
the CallManager. See section “Configuring Access for the Cisco Unified Attendant CUPS Plug-In” on page A
-6

Logging Management

The Logging Management page allows real-time logging to be enabled or disabled for Cisco Unified
Attendant Server and Cisco Unified Attendant LDAP Plug-in.
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To manage logging,

Step 1 Go to Engineering > Logging Management.

Figure 5-13 displays the menu option for Logging Management

» Syztem Canf

Adminiztrator M anagement
Databaze Management
Service Management
CUCM Connectivity

CUPS Connectivity
Logging banagement

Step2  Enter Cisco Unified Attendant Server Logging Management details.

Step3  Enter Cisco Unified Attendant LDAP Plug-in Logging Management details.
Step4  Enter Cisco Unified Attendant CUPs Plug-in Logging Management details.
Step5  Enter Cisco Unified Attendant BLF Plug-in Logging Management details.
Step6  Click G Submit to save changes.

The following image shows the configurations you can set using the above-mentioned procedure.
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Figure 5-14 displays the Logging Management page

Logging Management

—Logging Management
— Cisco Unified Attendant Server
¥ Main process ¥ Rauter process
¥ CTl process ¥ Database process
¥ Communication process
Logging path & fle name: C:WProgram FileshCisco' Logging' 3RV, Logh ICDLog. TET ﬂ
Mumber of files: |1 0oo [1-255]
Lines per file:* IQDDDD (1-10000000)
SR B e C:yProgram Filesh CiscohLogging 3RV Logh CTS3Log. TET ﬂ
— Cisco Unified Attendant LDAP Plug-in
Logging lewel: | Full ;I
) . C:'wFrogram Filea'CiscohLoggingy LDAPY Logh LDAPTrace . TET ;I
Logging path & file name: _I
Murnber of files:* I2DD [1-255]
Liries per file:* 50000 (1-10000000)
— Cisco Unified Attendant CUPS Flug-in
Laaaing lewvel: | Detailed [Default] ;’
Logging path & file name; ﬂ
Mumber of files: I 11-255]
Lines per file:* I [1-10000000)
— Cisco Unified Attendant BLF Plug-in
Logging lewel: | Full ;I
Cngging paths Hidname: C:wFrogram Filesh Aredbre ConnecthLoggingy CTISYCTIServer. log ﬂ
Murnber of files:* |1 oo [1-255]
Liries per file:* {aoooo (1-10000000)

—  Submit |
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The following table gives a brief description for the fields mentioned in the form displayed above,

Table 5-10

provides the description for the fields on the Logging Management page

Field

Example

Description

Logging Management

Cisco Unified Attendant Server

Main process

This checkbox is checked to log the main process.

CTI process This checkbox is checked to log the CTI process.
Communication This checkbox is checked to log the communication
process process.

Router process

This checkbox is checked to log the router process.

Database process

This checkbox is checked to log the database
process.

Logging path & file
name

C:\Program
Files\Cisco\Attendant
LDAP
Plug-in\Log\log.txt

In this field you specify the location where the log
file must be saved. Include the name of the log file
in the path so that the file is created by the name
specified.

Number of files

200

In this field you specify the number of log files that
can be created in the logging folder.

Lines per file 10000 In this field you specify the number of lines each log
file can contain.
Service logging path |C:\Program In this field you specify the location and name for

& file name

Files\Cisco\Attendant
Server\Log\ICD1.TXT

the file that stores the logs for the service.

Cisco Unified Attendan

t LDAP Plug-in

Logging level

Detailed (default)

This can be set from Detailed, Advanced, Minimum,
Full.

Logging path & file
name

C:\Program
Files\Cisco\Attendant
Server\Log\ICD.TXT

In this field you specify the location where the log
file must be saved. Include the name of the log file
in the path so that the file is created by the name
specified.

Number of files 200 In this field you specify the number of log files that
can be created in the logging folder.

Lines per file 10000 In this field you specify the number of lines each log
file can contain.

Cisco Unified Attendant CUPS Plug-in

Logging level

Detailed (default)

This can be set from Detailed, Advanced, Minimum,
Full.

Logging path & file
name

C:\Program
Files\Cisco\Attendant
Server\Log\CUPS.TXT

In this field you specify the location where the log
file must be saved. Include the name of the log file
in the path so that the file is created by the name
specified.

Number of files

200

In this field you specify the number of log files that
can be created in the logging folder.
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Table 5-10 provides the description for the fields on the Logging Management page
Field Example Description
Lines per file 10000 In this field you specify the number of lines each log

file can contain.

Cisco Unified Attendant BLF Plug-in

Logging level Detailed (default) This can be set from Detailed, Advanced, Minimum,
Full.
Logging path & file |C:\Program In this field you specify the location where the log
name Files\Cisco\Attendant file must be saved. Include the name of the log file
Server\Log\CUPS.TXT |in the path so that the file is created by the name
specified.
Number of files 200 In this field you specify the number of log files that

can be created in the logging folder.

Lines per file 10000 In this field you specify the number of lines each log
file can contain.

Cisco Unified Attendant Server Logging

Step 1

Step 2
Step 3
Step 4
Step 5

Runtime logging for Cisco Unified Attendant Server maintains logs for each event that is fired by Cisco
Unified Attendant Server. The logs can be maintained for the following areas,

1. Main Process
Router Process
CTI Process

Database Process

e B2 W b

Communication Process

By default Main and Router processes will be activated at installation. You should only need to amend
these settings if requested as part os a Support Case investigation.

To manage logging for Cisco Unified Attendant Server,

You must select the areas for which the log is to be maintained. In order to keep the log file up to a
manageable size, it is recommended that you should keep only the required areas selected.

You must specify the Logging path and file name where the log must be created.
Specify the number of log files that must be created in the Number of files field.
Specify the number of lines each log file can contain in the Lines per file field.

Enter Service logging path and file name to maintain log of the services for Cisco Unified Attendant
Server.

Cisco Unified Attendant LDAP Plug-in Logging

Cisco Unified Attendant Admin has the ability to keep records of all the events and processes through
the process of logging. It is structured to enable and support you to check LDAP Plug-in’s performance
and activity, determine functionality loss and the configuration issues.
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To manage logging for Cisco Unified Attendant LDAP Plug-in,

Select the Logging Level for LDAP Plug-in. Cisco Unified Enterprise Attendant Admin provides the
following options:

e Detailed
e Advanced
e Minimum
e Full
Specify the Logging path and file name where the log must be created.
Specify the number of log files that must be created in the Number of files field.

Specify the number of lines each log file can contain in the Lines per file field.

Cisco Unified Attendant CUPS Plug-in Logging

Step 1

Step 2
Step 3
Step 4

Cisco Unified Attendant Admin has the ability to keep records of all the events and processes through
the process of logging. It is structured to enable and support you to check CUPS Plug-in’s performance
and activity, determine functionality loss and the configuration issues.

To manage logging for Cisco Unified Attendant CUPS Plug-in,

Select the Logging Level for CUPS Plug-in. Cisco Unified Enterprise Attendant Admin provides the
following options:

e Detailed
e Advanced
e Minimum
e Full
Specify the Logging path and file name where the log must be created.
Specify the number of log files that must be created in the Number of files field.

Specify the number of lines each log file can contain in the Lines per file field.

Cisco Unified Attendant BLF Plug-in Logging

Step 1

Cisco Unified Enterprise Attendant Admin has the ability to keep records of all the events and processes
through the process of logging. It is structured to enable and support you to check BLF Plug-in’s
performance and activity, determine functionality loss and the configuration issues.

To manage logging for Cisco Unified Attendant BLF Plug-in,

Select the Logging Level for BLF Plug-in. Cisco Unified Enterprise Attendant Admin provides the
following options:

e Detailed
e Advanced

[ oL-18667-01
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Step 2
Step 3
Step 4

e Minimum
e Full
Specify the Logging path and file name where the log must be created.
Specify the number of log files that must be created in the Number of files field.

Specify the number of lines each log file can contain in the Lines per file field.

System Configuration

This section provides facilities to manage the synchronization of devices and directories with Cisco
Unified Communications Manager. The following configurations are available under this menu,

1. System Device Management
Synchronise with CUCM
Directory Synchronization

Directory Field Mappings

o B W DN

Directory Rules

System Device Management

Step 1
Step 2

Step 3

Step 4

This web page allows device ranges to be configured and synchronized with Cisco Unified
Communciations Server.

To add devices,

Go to Engineering > System Device Management.

Select a Template Device. All device properties (such as device pool, partition, calling search space) of
the selected device will be mapped onto new devices being created.When you click on Find Template
Device you are able to search by a variety of criteria. This criteria is broken into the following entities:-

e Device type e.g. Device Name, Description, Directory Number.
e Search critera e.g. Begins with, Contains, Ends with, etc.
e Specific criteria: The variable to search.

e There is also facility by using the = |_.=._| to add additional search criterias. This would be used
to narrow the search.

Click on Find to run the Query.

Figure 5-15 displays the Device search functionality (with 2 criteria displayed)
Device Search
iDevice Rows Per Page: Fﬂj
Find device where | Device Name = | begins with =] I
| Device Name | | beging with =] I Find I Clear Filter |_i|i|

Enter a device range for each of the following:

e CT Gateway Devices (See “CT Gateway Devices” on page 3 - 2)
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e Service Devices (See “Service Queues” on page 3 - 2)

e Park Devices (See “Park Devices” on page 3 - 2)

Note By default the maximum internal device digit length is set to 4 digits.
To change this setting. See User Configuration > General Properties and Maximum internal device digit
length

Step5 Click U Submit to save changes.

Step6  Clicking rzﬁ Synchronize with CUCM will redirect to Synchronizing with CUCM page within Cisco
Unified Attendant Admin application.

The following image shows the configurations you can set using the above-mentioned procedure.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Figure 5-16 displays the System Device Management page

— System Device Management

— Template Device

Copy all device properties from this device: |MTCTIF‘ORT1D Find Ternplate Device

—CT Gateway Devices

From: [123456763 10-9)

To:  [123456798 -9

—Service Devices
From: [123456799 10-3)

Ta |1 23456809 10-3)

—Park Devices

From: [123456810 0-3)

To  [123456520 0-5)

— Subrit | Synchronize with CUCH |

The following table gives a brief description for the fields mentioned in the form displayed above,

Table 5-11 provides description for the fields on the System Device Management page

Field ‘Example Description

Template Device

Copy all device When you click on Find Template Device you are able
properties from this to search by a variety of criteria. This is criteria is
device broken into the entity

e Device type e.g. Device name, Description,
Directory Number.

e Search critera e.g. Begins with, Contains, Ends
with, etc.

e Specific Criteria: The variable to search.

There is also facility by using the = & |_.:._| to add
additional search criterias.(To a maximum of 10).

CT Gateway Devices

From 6301 Specify the starting number for the range of devices to
be configured.

To 6302 Specify the last number in the range of devices to be
configured.

Service Devices

From 6401 Specify the starting number for the range of devices to
be configured.

To 6402 Specify the last number in the range of devices to be
configured.

Park Devices
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Table 5-11 provides description for the fields on the System Device Management page
Field Example Description
From 6501 Specify the starting number for the range of devices to

be configured.

To 6502 Specify the last number in the range of devices to be
configured.

Synchronizing with CUCM

This web page is used to synchronize device configurations with Cisco Unified Communications
Manager via AXL API. It will create the devices that have been configured if they don’t already exist
and assign them to the End User profile. The following devices will be displayed on this page,

e Queue Locations
e CT Gateway Devices
e Service Devices
e Park Devices
=14
To synchronize the above-mentioned devices with Cisco Unified Communciation Manager, click &1

Synchronize with CUCM. Cisco Unified Enterprise Attendant Admin will automatically synchronize
the devices with CUCM for you. You will not have to login to the CUCM administration.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Figure 5-17 displays the devices that will be synchronized with CUCM

— Synchronize with CUCM

— Queue Locations
Device DN Device Type
5411 CTI Route Paint

— CT Gateway Devices

Device DN Device Type
511 CTI Port
5112 CTI Port
5113 CTI Port
5114 CTI Port
5115 CTI Port
5116 CTI Port

— Service Devices

Dewvice DN Device Type
5211 CTI Port
e bl CTI Port
513 CTI Port
he1d CTI Port
5215 CTI Port
h&1E CTI Port

— Park Devices

Device DM Device Type
5311 CTI Part
5312 CTI Part

— Synchronize with CUCN | CUCM Sync Report

The following table gives a brief description for the fields mentioned in the form displayed above,

Table 5-12 provides description for the fields shown on the Synchronize with CUCM page
Field Example Description
Device DN 2000 This field specifies the directory number of each

configured device.

Device Type CTI Route Point This field specifies the type of device.

Once the synchronization has been initialized, you can click on CUCM Sync Report to view the status
of synchronization. This will confirm that all devices have been created and assigned to the End User
Profile.
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Figure 5-18 displays the CUCM Sync Report generated after the CUCM synchronization

— CUCM Sync Report

— Sync Status

Status: Completed Started at: 2007-04-12 16:08:52
Ended at: 20070412 16:10:22

— CUCM Connection Validation

Uszer Hame Status Error Code Error Description

Al Completed
—Device Sync

Device DN Device Type Status Emor Code Ermor Description

6101 [Queue Location Completed

6201 CT Gateway Device Completed

G202 CT Gateway Device Completed

6203 CT Gateway Device Completed

The following table explains the fields shown in the image above,

Table 5-13 provides description for the fields mentioned on the CUCM Sync Report

Field

Example

Description

Sync Status

Status

Completed

This field specfies whether the synchronization was
successful or not. The following statuses can be
viewed,

In Progress - This is displayed when the
synchronization is taking place.

Completed - This is displayed when
synchronization is completed without any error.

Error - This is displayed when synchronization
process encounters an error.

Started At

2007-04-12 16:08:52

This field specifies the date and time when CUCM
synchronization started.

Ended At

2007-04-12 16:08:52

This field specifies the date and time when CUCM
synchronization ended.

CUCM Connection Validation

User Name usernamel This specifies the CUCM end user profile ID.

Status Completed This specifies whether the CUCM Connection
established or not.

Error Code 9400 This field specifies the code of the error that has

been encountered. The error codes have been
explained in detail in the next table.

Error Description

HTTP/1.1 503 Service
Unavailable

This field gives a brief description of the error that
has been encountered.

Device Sync
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Table 5-13 provides description for the fields mentioned on the CUCM Sync Report
Field Example Description
Device DN 6101 This field specifies the number of the device being
synchronized.
Device Type Queue Location This field specifies the type of device being
synchronized.
Status Completed This field specifies the status of the device
synchronization.
Error Code 9550 This field specifies the error code in case an error
encountered synchronizing a device.
Error Description HTTP/1.1 403 Access |This field specifies the description of the error.
to the requested
resource has been
denied

The table below gives a list of error codes and description that may be encountered during CUCM
synchronization.

Table 5-14 provides error codes that may be displayed in the CUCM Sync Report

Error Code Error Description
AXL Errors

Less than 5000 These are errors that directly correspond to DBL
Exception error codes.

5000 Unknown Error—An unknown error occurred
while processing the request.

This can be due to a problem on the server, but can
also be caused by errors in the request.

5002 Unknown Request Error—This error occurs if the
user agent submits a request that is unknown to
the APL.

5003 Invalid Value Exception—This error occurs if an
invalid value is detected in the XML request.

5004 AXL Unavailable Exception—This error occurs if
the AXL service is too busy to handle the request
at that time.

The request should be sent again at a later time.

5005 Unexpected Node Exception—This error occurs
if the server encounters an unexpected element.
For example, if the server expects the next node to
be <name>, but encounters <protocol>, then this
error is returned. These errors are always caused
by malformed requests that do not adhere to the
latest AXL Schema.
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Table 5-14 provides error codes that may be displayed in the CUCM Sync Report

Error Code Error Description

-239 Duplicate value in a UNIQUE INDEX column -
This error occurs if the device being synchronized
already exists in CUCM.

9000 Exception in AXL component - This error occurs
if the device being synchronized already exists in
CUCM.

9200 Device already created - This error occurs if the
device being synchronized already exists in
CUCM.

9300 Template device not found - This error occurs if
the template device that you have selected to copy
all device properties from does not exist.

9400 HTTP/1.1 503 Service Unavailable - This error is
encountered when the CUCM limit for input
through AXL exceeds.

9500 HTTP/1.1 401 Unauthorized - This error occurs
due to problems in user authentification.

9550 HTTP/1.1 403 Access to the requested resource
has been denied - This error occurs when access
to a device is denied.

9600 CallManager OS not recognized - This error
occurs when access to CUCM is denied.

9650 CallManager Version not detected - This error
occurs when access to CUCM is denied.

9700 Socket error - This error occurs due to network
problems.

9750 Connection refused - This error occurs due to
network problems.

9755 Read Timeout - This error occurs due to network
problems.

10000 Connection timeout - This error occurs due to
network problems.

9900 An unknown error occured - This is an unknown

€ITor.
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Directory Synchronization

The Directory Synchronization web page provides the ability to synchronize the contact details for the
Cisco Unified EnterpriseAttendant Console database with Cisco Unified Communications Manager via
AXL API. The page has been divided into following sections,

1. Directory Import: In order to enable directory import, you must check the Enable contact
synchronization checkboXx. Auto Synchronization and Schedule Settings fields will remain disabled
if you do not select the Enable contact synchronization option.

2. Auto Synchronization: You can set preferences for automatic synchronization. The following
options are available to do so,

— Onstart-up: If this checkbox is checked then the synchronization is started when Cisco Unified
Attendant Server starts.

— On reconnect: If this checkbox is selected then the synchronization will start when Cisco
Unified Attendant Server reconnects with the LDAP plug-in following a loss of connection.

3. Route Partition: In this section you specify the Route Partition. Select from either ALLPartitions
or choose a specific partion if required.This will prioritize which DN to import when identical DN’s
in different partitions are copied over.

4. Schedule Settings: This section requires information on the scheduling of the synchronization. You
must enter the following information,

— Type: This is an option list. The synchronization will take place on the basis of the type
selected. It has the following options,

i None

ii. Hourly
iii.  Daily

iv.  Weekly
V. Monthly

— Every [(Number)(Type)]: The caption for this option changes with the selection of the Type.
For example, Every 2 Week(s) or Every 1 Day(s).

- Start date: This field is used to specify a date to start the synchronization.

— Start time: This field is used to specify the time to start the synchronization.

To configure directory synchronization for Cisco Unified Enterprise Attendant Console,

Step 1 Go to System Configuration > Directory Synchronization.
Step2  Enter specifications for the above-mentioned sections.

Step3  Once you have configured directory synchronization, click ' J Submit would save the changes.

The following image shows the configurations you can set using the above-mentioned procedure.
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Figure 5-19 displays the settings for Directory Synchronization
Directory Synchronization

— Directory Synchronization

—Directory Import

¥ Enable contact sunchronization

—Auto Synchronization
¥ on ghart-up

¥ Or reconnect

—Route Partition
Select a route partiion: [ |CT Patition -]

—Schedule Settings

Type: | Drily ]

Every: |1 Dawis)
Statdate: (2008 - [10 - [29 [FFTY-MM-DD)
Starttime: |21 :[30 .00 [HH:bM:55)

— Submit |

Directory Field Mapping

This web page is used to manage information coming from the Cisco CallManager database to the Cisco
Unified Attendant Server. The table is broken into a selection column, a Source Field (CUCM),
Destination Field (Attendant Server) and a default value if the source file is empty.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
[ oL-18667-01 .m



Chapter 5

Cisco Unified Enterprise Attendant Admin |

Il Directory Rules

Step 1
Step 2
Step 3
Step 4
Step 5
Step 6

Figure 5-20 displays the Directory Field Mapping

—Directory Field Mappings
— Field Mappings
Source Fields Destination Fields Default ¥alue

I Select department Department 04 Test
' Select firsthame First M arme Frank
[ Select lagthame Last Mame Bruno
] Select rnailid Email eevbota
[ Select middlename Middle Mame James
E Select telephonenumber Extension
[ Selact uzerid Jzer Profile HAl

—  AddMew |  Selectal | clearall | Delste Selected

To Add a New Field for Mapping

Go to System Configuration > Directory Field Mapping.
Click on Add New.

On the Field MappingInformation, select a Source field from the dropdown selection.

Select a Destination field from the drop down selection.

Enter a default value which will be entered if the original Source field is empty.

Click Submit to save the changes.

The following image shows the Field Mapping Information screen when a new field is added via the Add

New button.

Figure 5-21 displays the Field Mapping Information

— Directory Field Mappings

Field Mapping Information

Source fields: I department ;I
Destination fields: I Cepartment ;I
Default value: |

— Submit |

Directory Rules

This web page is used to manage rules that are used to filter the LDAP information coming from the

Cisco CallManager database to the Cisco Unified Attendant Server.
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Directory Rules W

Multiple rules can be created, each with a seperate filter then the import will use each one seperately,

using an ‘OR’ i.e. Rule 1 is lastname = T* and Rule 2 is Department = Product. The result will be an

import that includes all people with a lastname beginning with T and all people that are in the product
team.

If you create multiple filters within a single rule then an ‘AND’ is used. i.e. lastname = T* Department
= Product, will result in all people in the Product team that have a last name starting with T

The table is broken into a selection column, a Rule Name and a Filter Counter.

Figure 5-22 displays the Directory Rules
Directory Rules

Rules
Rule HName Filter Count
r Select CCMDefaultRule 0
—  AddMew |  Selectall |  Clearanl | Delste Selected

To Add a Directory Rule

Go to System Configuration > Directory Rules.
Click on Add New.
On the RuleFilter Information, select a Source field from the dropdown selection.

Select an Operator from the drop down selection. The selection includes Equal (=), Approx_Equal
(like), Less_Equal (<=), Greater_Equal (>=).

Enter a default value which will be entered if the original Source field is empty.

Click Submit to save the changes.

The following image shows the Rule Filter Information screen when a field is addded.

Figure 5-23 displays the Directory Rules - Rule Filter Information

— Directory Rules

Rule Filter Information

Source fields: | department B2
Operator; | Equal ta _ﬂ
alue: |QA

—  Submit |
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User Configuration

The User Configuration section provides administrators with facilities to manage Cisco Unified
Enterprise Attendant Console configuration. These include,

e General Properties
¢ Queue Management

e Operator Management

General Properties

This web page manages the global configuration for Cisco Unified Enterprise Attendant Console. It has
been divided into four sections,

1. Internal/External Access: These settings allow Cisco Unified Enterprise Attendant Console to
distinguish between internal and external calls. They also ensure that the correct digit is used that
allows you to access an external line. The fields required here are,

— Minimum internal device digit length: This text box requires you to enter the minimum
number of digits being used for an internal device.

— Maximum internal device digit length: This text box requires you to enter the maximum
number of digits being used for an internal device.

>
Note  The default setting for this is 4 digits. If your Internal Extension Numbers exceed this it will require

changing to accommodate this. This can be set to manage an internal device with a number of up to 24
digits.

— External access number: This field specifies the access number when making a call to an
external number.

— External international access number: This is the number that is to be dialled when making
a call to an international external number.

— External area code: This field represents the Country Code for where the CUCM is located.
When a call is dialled out by the system and the number string is determined to be in a standard
international format i.e +44 (0) 208 8241000, the Area code set here will determine if the call
is dialled as an international call or a domestic call. In this example an Area Code of 44 would
result in a domestic call being dialled.

2. Default FAC and CMC Settings : If Forced Authorization (FAC) and/or Client Matter Codes
(CMC) are configured in CUCM then these may be needed for any Attendant calls or transfers to be
made. The codes entered here are generic and will be used in certain situations that require the
system to place these calls or transfers. An example would be a blind transfer where the final
outbound call is made from a Service Queue CTI port. If a call or transfer is made which results in
the call being made from the operator’s handset externally, then the operator will be presented with
a CFAC or CMC dialog box, requiring them to manually enter the code from their application.

3. Recall Timers: This area is used for setting the time duration for the recall activity of the calls. You
can update three types of timers for the calls. These are as follows,

— Hold recall: This is the maximum time limit a call can be put on hold by an operator.
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— Transfer recall: When an operator transfers a call, and if the call is not received within the time
period specified in the Transfer recall field, it will come back to the same operator who had
transferred the call.

— Park recall: When an operator parks a call, and if the call is not received within the time period
specified in the Park recall field, it will come back to the same operator who had parked the call.

— Camp On recall: When an operator transfers a call to an extension that is busy. the Operator
can put that call on Camp On. The Call will wait for that extension to be free for the time as set
in 'Camp on Recall' Timer. After that time call returns back to the Operator.

4. Working Days: This section allows you to set specific days and hours when the Attendant Console
queues will be active. You must specify the following fields,

— The checkboxes provided allow you to select the days the queues are active.

— You must also enter the Working hours from time and Working hours to time in order to specify
the time period that the queues will be active during these working days.

Working Days is a global setting, and may not be suitable in a situation where Queues are specifc to
offices that are in different time zones. This scenario could be managed by using No Operator Overflow
which can be found in User Configuration > Queue Management. This would provide the facility to push
calls to a specific extension if No Operators are logged into the queue. This does not apply to a queue
where an operator is unavailble, i.e. busy with a call.

To configure General Properties,

Go to User Configuration > General Properties.

Figure 5-24 displays menu option for General Properties

» He

I eneral Froperties
[ueue Management

Operator Management

Enter specifications for the above-mentioned sections.

Once you have configured the general properties, click ‘& J Submit to save the changes.

The following image shows the General Properties page used to configure Cisco Unified Enterprise
Attendant Console.

[ oL-18667-01
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Figure 5-25 displays the setting made on the General Properties page

— General Properties

— Internal\External Access

Minimum internal device digit length: |1

[1-24] The value must be less than or equal to maximurn intemal device

digit length

Mawirum internal device digit length: |24 1-24]

External access number: I [+3.0-9)

E=temal international access number: I [+#.0-9]

Euternal area code: I [+4.0-9]

— Default FAC and CMC Settings
Forced authorization code [FAC): |5 (0-9)
Clignt matter code (CMC): |5 0-9)

—Recall Timers

wiorking haurs ta time: |1? . |3U . IUU [HH:MM:55]

Hold recall [secs): |3[] [0-255, 0 = Disabled)
Tranzfer recall [secs)® |3[] [0-255, 0 = Dizabled)
Park recall [zecs)” IQ[] [0-255, 0 = Digabled)
Camp Onrecall [zecs]® |3[] [0-255, 0 = Dizabled)
—Working Days
¥ Sunday ¥ Tuesday ¥ Thursday ¥ Saturday
W M onday v Wwiednesday v Friday

“working haurs from time: IUQ : IUU : IUU [HH:MM:55) Working hours fram time rmust be less than working hours b time

Submit |

Queue Management

The Queue Management web page allows you to manage the configuration for existing queues.

To find a Queue,

Step 1 Go to User Configuration > Queue Management.

Step2  To find a queue using the filter options. Select either Name or DDI, then enter search criteria option and
then the specific criteria. This criteria is broken into the following entities

* Queue type: Name and DDI number.

e Search critera e.g. Begins with, Contains, Ends with, etc.

e Specific criteria: a variable to search.

* There is also facility by using the 4 | = | to add additional search criterias. This would be used

to narrow the search.

Step3  Click on Find to run the Query.

Jl_ Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide

0L-18667-01 |



| Chapter5 Cisco Unified Enterprise Attendant Admin

User Configuration W

Figure 5-26 displays the Queue Management screen)

— Queue Management

‘ Queue

Rows Per Page: r

Find queve where | Queus Name _lebeginswith_le Find Clear Filter |i|ﬂ

Mo active query. Please enter your search criteria using the options above.

‘—Select queue profile

The configuration is divided into four sections,

1. General: This section allows you to configure the general attributes of a queue. The following fields
can be edited in this section,

Name: This field specifies the name of the queue.

DDI: This is the number that is dialled internally to reach the respective queue session. External
calls must be routed to this DN to reach the queue.

Priority: You can assign a priority number to a queue that determines which queue must be
given priority when calls are being routed.

Salutation: A specific salutation or greeting can be entered here.

2. Emergency : The Emergency number field allows you to specify a number in case the calls need to
be forwarded to another number in the event of sudden need.

3. Overflow: In case the number of calls waiting exceeds the number of calls that are allowed to wait
in a queue, an overflow occurs. This section allows you to manage such overflow by configuring the
following fields,

Overflow number: In case of an overflow the exceeding number of calls will be transferred to
the number specified in this field.

Maximum calls: This field allows you to set the total number of calls that can wait in a Queue
at any given time.

No operator overflow: If there is no operator logged in to this selected queue, an incoming call
will be immediately routed to the Overflow number if this checkbox is selected.

4. Night Service: This section allows you to specify a Night service number. The calls made outside
of the days and time specified for working day, are routed to this number.

To manage queues,

Step 1 Go to User Configuration > Queue Management.

Figure 5-27 displays the menu option for Queue Management

+ He

General Properties I
Hueue Managerient |

O perator Management ]

Step2  Select the queue profile that needs to be modified. Once the queue is selected, the form will be
automatically loaded with the queue configuration.

Step3  Edit the specifications for the above-mentioned sections.
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Step 4
Step 5

Once you have modified the configuration, click E J Submit to save the changes.

Click ﬂj Synchronize with CUCM will redirect to Synchronizing with CUCM page.

The following image shows the Queue Management page used to configure Cisco Unified Enterprise
Attendant Console.

Figure 5-28 displays the Queue Management page for Cisco Unified Enterprise Attendant Console

Engineering -  Spstem Configuration «

Uszer Configuration -

Help «

Queue Management

s

Related Link:

— Queue Management

— General
Name:" |QUEUE 1
DDl:= 5411 =.4,0-9)
Priarity: Ig ] [1-39]
Salutation:

— Emergency
Emergency number: I544-1 [ 4.0-9]

— Owverflow
Overflow number: |5 500 [=.4.0-9]
Maimum callz; |1 1 [0-255, 0 = Disabled)
M Mo operator overflow

— Might Service
Hight service number: [5600 [=.4.0-9]

— Submit

Synchronize with CUCM l

Operator Management

Step 1

The Operator Management web page allows you to manage the configuration for the operator profile.
This includes associating Queues to the operator profile.

To manage operators,

Select User Configuration > Operator Management.

Jl_ Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide

0L-18667-01 |



| Chapter5

Cisco Unified Enterprise Attendant Admin

User Configuration W

Figure 5-29 displays the menu option for Operator Management

| vHE

I eneral Properties
[ueue Management

Operator kManagement

Step2  Select the operator profile that needs to be modified. To use the find option enter the following criteria,
e Login Name.
e Search critera e.g. Begins with, Contains, Ends with, etc.
e Specific criteria: The variable to search.

e There is also facility by using the = |_.=._| to add additional search criterias. This would be used
to narrow the search.

Step3  Click on Find to run the Query.

Step4  Once an operator profile is selected, the form will be automatically loaded with the operators profile
information.

Step5  Edit Login name.

Step6  Change Password.

Step7  Re-enter password to confirm in the Confirm password field.
Step8  Click G Submit to save changes.

Step9  Click ﬂg Reset password to reset the user password to be the same as the operator’s login name.

The following image shows the Operator Management page used to configure Cisco Unified Enterprise
Attendant Console.

Figure 5-30 displays Operator Management page
— Operator Management

—General
Lagin name:* IOF'ERATOW

Pazzword: I

Canfirm pazsword: I

— Queue Association

Azgzociated Jueues: A, ﬂ
QUELUE 2 =
QUEUE 3 Clueue Association
QUELUE 4 LI

— Submit | Reset Password |

To Associate Queues to an operators profile,

Step 1 Select User Configuration > Operator Management.

Step2  Select the operator profile that needs to be modified. To use the find option enter the following criteria,

[ oL-18667-01
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e Login Name.
e Search critera e.g. Begins with, Contains, Ends with, etc.
e Specific criteria: The variable to search.

e There is also facility by using the | |_.=._| to add additional search criterias. This would be used
to narrow the search.

Step3  Click on Find to run the Query.

Stepd  Once an operator profile is selected, the form will be automatically loaded with the operators profile
information.

If any Queues have been associated, they will be listed in the Associated Queues dialogue box.
Step 5 To Add to that list, or create an association, click on Queue Association.

A new screen will appear where you can select any Queues that need to be associated.

Figure 5-31 displays Queue Association page
—Queue Association
Queue [1 - 10 of 50) Rows Per Page: |1D vl
Find queus where IName;l Ibegins with | I Find Clear Filter |i| il
— Select queues for association
Name DDI
¥ GQUEUE1 6300
Ird QUELE 2
~ QUELE 3
GUELE 4
- QUELE &
r QUELE &
[ QUELE 7
r QUELE 8
[ QUELE 3
r QUEUE 10
4 4 Go||1— of5 b M
—  Select All | Clear All | Select All In Search | Clear All In Search | Save Selected/Changes |—

There is an option to search for a specific queue if it is not displayed by using either:-
e Queue Name.
e Search critera e.g. Begins with, Contains, Ends with, etc.
e Specific criteria: The variable to search.

e There is also facility by using the | |_.=._| to add additional search criterias. This would be used
to narrow the search.

Step6  Click on Find to run the Query.

Step7  Tick the respective Queues that are required to be associated then click on Save Selected/Changes to
return the operator profile. Click on Submit to complete the process.
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Revised: February 20th, 2009, OL-18667-01
This section describes in detail how to uninstall the following,

1. Cisco Unified Attendant Server
2. SQL Server 2005

3. BDE

4. Net Framework

Uninstalling Cisco Unified Attendant Server

The following steps are followed in order to uninstall the application,

Step 1

Step 2

CHAPTER

Go to Start > Settings > Control Panel > Add/Remove Programs.

Figure 6-1

]

L
L5
Change or
Rermcnes
Programs

o]
Add Nerms
Frograms

AddRemoyve
Lt

Comgeoreenks

displays the Add/Remove Programs window
5;5 Add /Remove Programs

Curentty instaled programs:

A ticrosoft Office 2000 Premium

B Microsoft Offis HTHL Fiker 2,0

3 Microscft Office Fraject Professonal 2000

B Macrosoft SOL Server 2000

{5 Microsclt visual D 2.0 Redistributsble Packags

[ Hicrosoft visusl Sourcehefe betSstup

[ rcrosoft word Fonk Repair Macro

b MSN Messanges 7.0

{3 HESEML 4.0 52 (RBEETATH)

15 om

i) safuty lert 2006

# Sequsity Update for Step By Sbep Interactive Training
MESZITER)

{51 Security Undste for Windowes 2000 (KESDHTIG)

#5) Security Lipdate for Windows Hedia Player (KB911584)

H5) Security Uipdate for Windows Medsa Player 6.4 (KESZSIRE)

FEYEeYNyy

)

LL3M8

452¥8

i |
o |

Select Cisco Unified Attendant Server from the list of Programs. Click Remove.
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Step3  The next window that is displayed will show the status of the wizard while the files are being prepared
to uninstall the application.

Figure 6-2 displays the Preparing to Install screen

TnstallShickd Wizard

[

Preparing to lnstall...

Chco Linified Abencanl Server Selup i proparing e
Instafied WATArd, which will guide you theough e
program Seup procets. Pase wal

Configuairg "windows Insialler
-

Step4  The following message box will appear confirming whether you want to remove Cisco Unified Attendant
Server from your machine or not. Click OK to continue.

Figure 6-3 displays the message box that asks you if you want to remove the application from
the system

Contiem Uninatall__________——— £

Are o Sure you want to complebely remae ‘Ciaco Undfied Attendant Serer” and o of i features?

[ ok |  coe |

Step5 The next window displays the progress of the un-installation.

Figure 6-4 displays the un-installation progress of the application

Cisrn Linilied Attendant Server - TnstalSheeld Wizard T =]

- | g|
|

Cipta Ursteed Alterddant Seive & confiung your new tollwse nibalaton

Wakdating insisl
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Uninstalling MS SOL Server

Step6  Once the files have been uninstalled successfully, the next window will ask whether you wish to restart
the computer now or later. It is recommended that you restart the machine. Click Finish.

Figure 6-5 displays the options for restarting the machine

Ciscn Unified Attendant Server - InstaliShield Wizard

Mairtenance Complebe

Irisl S hasld Wizaid has bnedked pail pisrg marlenants
opesgtions on Cizco Unifed Atbendant Sener

& [res, | wank o iestai my compute: nov |

€ Ho Leell et oy computes Lates.

Remse anp ditks fom tes dives, s then oick Frash ta
complete setup

Uninstalling MS SQL Server

Once you have uninstalled the application, you are required to remove all the third-party components
installed with the application. Therefore we uninstall MS SQL Server as well.

To uninstall the SQL Server,

Step 1 Go to Start > Settings > Control Panel > Add/Remove Programs.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Figure 6-6 Figure 6: displays the Add/Remove Programs window
Egg Add/Remove Programs = (=] |
Currently installed programs: Sertbs[Hame =]
3 Hicrosoft ffice 2000 Premium Sz Ll |
f Microsolt Offics HTML Fiter 2,0 S FMIE
3 Microsoft Office Praject Professional 2003 S 13008
(B Macrosaft SOL Server 2000 Sire vt L]
{5 Microsoft visual 1 2.0 Redistributable Package S 105G
D Microzoft sisual SourceSafe MetSstup o 128
[ Mecrosoft word Font Repair Macro Sz 44858 J
4 MSH Merssenger 7.0 S 1L3ME
"ff,.fﬂ’ {3 HESKML 4.0 562 (HBEETETE) Sme  L260B
li-:rrp:.n:r.ts- # o
15 safity Alsct 2005
= Secusity Uipdate for Step By Step Interactive Training
(KEsEITea)
Q Security Update for Windows. 2000 (KES04T06)
5 Security Update for Windows Medis Player (KB911554) S 452¢8
H5) Security Uipdate for Windaows Medis Player 6.4 (KESZ5IRE) S e x|
-

Step2  Select Microsoft SQL Server from the list of Programs. Click Remove.

Step3  The next window will display the list of server instances. Select the instance that you wish to be
removed.

Figure 6-7 displays the server instance to be removed

B2 Microsalt SOL Server 2005 Uninstall x|

Component Selection
Salact SO Servar 2005 componants Lo uniretal,

T unnstall axhRiveg comporsnls, Seack COMpONEntS b nefmens and chek Neot.
[+ Reemose S0L Server 2005 instance components]

Sedact an instarcs:
) MESOLSERVER:: Databese Ergine

blo common components have been installed,

Step4  The next window will display a summary of the components that will be removed. Click the Finish
button to proceed. Click Back in case you wish to change any of the information.
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Figure 6-8 displays the summary screen for the components that need to be uninstalled
e Microsalt SO Server 2005 Uninstall xj
Confirmation
Werfy S0 Sarver 205 component s bo urinstal
Thes Followang componerts il be uninstaled from your machine. Ta procesd,
A iy
= Database Engine: MESOLSERVIR =]

g of

<ot [ Fosh | concel | hew

Step5  In the next window, the status will be displayed for the components removal. Click Finish once all the

components have been removed.

Figure 6-9 displays the setup progress

P Micensalt SOL Server 2005 Setup x|

Setup Progress
e mebeected comporents ang being configuned

Record Instsl Sk in Windows Event Log

Step6  Once you have uninstalled MS SQL Server, you must delete the following location and the databases

within,

C:\DBdata\
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Uninstalling BDE Utility

The following steps are followed in order to uninstall BDE Utility,

Step 1 Go to Start > Settings > Control Panel > Add/Remove Programs.

Figure 6-10 displays the Add/Remove Programs window

Egg Add/Remove Programs I =] |
Currenithy installed programs: Zertbri[Hame 7]
& Microsoft Office: 2000 Premium e |
-f Microsolt Offices HTHL Fiter 2,0 S S04EE
1 Microsaft Offics Praject Professional 2003 e R ]
& moresoft S8 Server 2000 Sge 5238
g Microsolt Wisual M 2.0 Rsdistributable Packags S B ]
2] Microsckt isual Sourcedafe MatSetup £ L2iMB
[ Mecrosoft word Font Repair Macro Se 448£8 J
ik HISH Massanges 7.0 Sre  LLaMB
gmu-\.q.nm-:xmnm S L2600
g o
15 safiety alsrt 2005
= Secusity Lipdate for Step By Shep Interactive Trainirg
[KEE3TEa)
15} Security Updste For Windows 2000 (KBS4TOG)
25 Security Update for Windows Media Player (KB911554) Sae 45248
ﬁ Segusity Uipdate for Windows Medis Player 6.4 (KESZSIRE) S AGTE _rl
o |

Step2  Select BDE Utility from the list of Programs. Click Remove.

Step3  The next window that is displayed will show the status of the wizard while the files are being prepared
to uninstall BDE.

Figure 6-11 displays the Preparing to Install screen

Installshickd Wizard

Preparing to lnstall...

BDE LAMy Sefup ix prapaning Thi instalShiekd VWizerd,
wechy wwill G you i e EFOGIAT SEE PrOCEEE
Plesss vl

Configeairg windows Inslaller
e}

=

Step4  The next message box will confirm whether you wish to remove BDE or not. Click OK to continue.
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Figure 6-12

Uninstalling BDE Utility

displays the message box to confirm whether all features of the BDE Utility need to
removed or not

BOE Utility - InstallShield Wizard ii

Do you veanik ko eomplately remons the selected application and all of s fasturss?

e

Step5  The next window will display the setup status and the progress for the features removed.

Figure 6-13

displays the setup status for the uninstallation of the application

BDE Utility - Instalihield Wizaed o x|

- . g

BDE Litbly b corliguamg wour rew soltvsne nsalshion

Femaving applcations:

SENEEEEEEANNENNNNNONEEENRERERE

Step6  Once the BDE Utility has been removed the following screen will appear.

Figure 6-14

displays the screen that shows that the removal of BDE Utility is complete

BOE Lty - TnstallShiekd Wizard

Urinztall Compleis

InstalShisld Wizard has firighed uringtalieg EDE Ry
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Uninstalling .NET Framework

The following steps are followed in order to uninstall NET Framework,

Step 1 Go to Start > Settings > Control Panel > Add/Remove Programs.

Figure 6-15 displays the Add/Remove Programs window

Egg Add/Remove Programs o (=] |
Currenthy installed programs: Tertbri[Hame =
s" Microsoft Office: 2000 Premium STe - |
-q Microsolt Offics HTML Fiter 2,0 S FHEE
O3 Microscft Office Praject Professional 2003 S 13008
B Macrosoft SOL Server 2000 Sze £Z.3M8
@ Microgolt Wisual M 20 Riedestribatable Packags S 10EE
[ Microsct Wisual Sourcedafe MetSetup S [ ]
[ tcrosoft word Fonk Rrepair Macro Sae 44888 J
b MEH Messanges 7.0 Sre  |L3ME
ﬂm*.ﬂ?ﬂ(xmﬂm Se L6
# o
5 safety slert 2006
= Secuity Uipdate for Step By Sbep Interactive Training
[KER23REE)
g Secuity Update For Windows 2000 (KB4 T0E)
45 Security Update for Windows Madia Player (K891 1564) Sze 45218
B8 Security Uipdate for Windows Madss Player 6.4 [KESZSIE) =) i |
_gwe |

Step2  Select Microsoft .NET Framework 3.5 from the list of Programs. Click Remove.

Step3  The next window provides you with the option to either repair the installed files or uninstall NET

Framework.
Figure 6-16 displays the option to either repair or uninstall .INET Framework
|l5=r"|||r||\|'||l NET Framework 2.0 Sebup ‘]—Ir_' ﬁl
Maintenance miode
Seleck one of the options bekaw:
2 Repair

Fiepar Marosoft MET Framework 2.0 b k= original state,

& Lininstall

Uininetall Microsoft NET Pramessork 2.0 From this compuber.

met> | [ gancel |
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Step 4

Step 5

Step 6

Uninstalling .NET Framework

The next message box will appear confirming if you would like to remove .NET Framework. Click OK.

Figure 6-17 displays the message box to confirm whether you wish to remove .NET Framework
or not
Microenlt SET Frammwork 2.0 Sefup .ﬂ

! Lininstallrg Microsoft \MET Framewerk 2.0 might caurse cther programs to stop sorking correctly. Are you sure you
| wiank Ibo uniretal Microgolt WET Framevwork 2,09

_w |

The next window will display the setup progress of the components being removed.

Figure 6-18 displays the setup progress for the uninstallation of .NET Framework

5! Microsalt NET Framework 2.0 Setup P [=] 3|

Uninstalling components

Iiow uninet aling Microsoft WET Pramessork 2,00

Urninetall progress:

Unragishering System. EntepriseSarmaces, dl
Exmouting: G WTNNTHcrosicft, NET|Framevworkiv 2.0, 507271 Regsves. s (bootstrapy

The next window will display that the components have been uninstalled successfully.Click Finish.

Figure 6-19 Figure 19: displays the message that the .NET Framework components have been
removed successfully

il Miicrosolt NET Framesork 2.0 Sebup =1c] =l

Setup Complete

PMlicrosolt SET Framework 2,0 has been successiully uninstalled.
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Creating the Attendant Application End User for
CallManager 6.x

Revised: February 20th, 2009, OL-18667-01
An End User is required within CUCM to allow Cisco Unified Attendant applications to communicate
with the CallManager via TSP. This user is created in order to,

e Access AXL API
e All CTI related functionalities

The end user profile that is created here is later used to connect to CCM through Cisco Unified
Eneterprise Attendant Admin. This end user profile provides you enough roles and privileges to modify
or synchronize information. These roles have been explained in the following sections.

Creation of a user involves the following steps,

1. Setting up an End User

2. Creating a User Group with the correct roles associated
3. Associating the user with the user group.

These steps have been explained in detail in the following sections.

~

Note  If using Active Directory to Synchronize with the CallManager, the End User profile must exist in AD.

Setting Up an End User

To set up a new End User, you must follow these steps,
From CUCM Administration,

Step 1 Choose User Management > End User.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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W Setting Up an End User

Figure A-1 displays menu option for End User configuration

User Management » | Bulk Adminis

Application Uzer

End Uzer

Role

U=zer Graup

l=zerPhone Add

Application User CAPF Profile
End User CAPF Profile

ZIP Realm

Step2  Click the Ell]] button to add a new user.

Step3  Enter information in the following fields. Please note that the fields mentioned below are mandatory.
e User ID
e Password
¢ Confirm Password
e PIN
e Confirm PIN

e Last Name

Figure A-2 displays the End User Configuration page

End User Configuration

— Status
@StatUS: Ready
— User Information
*
User ID |UserlD1
Password * Im
Confirm Password® |ﬁrm
PIN* R
Canfirm PIN* |ﬂ***
*
Last name IIastname1

Step4  Click Q Save to save the settings for newly created user.
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Creating a User Group Il

Creating a User Group

Once the user is created, in order to associate it with a group, a new group must also be configured. The
User Group will then have Roles assigned to it which govern what can be done using this profile.

To create a new user group,

Step 1 Choose User Management > User Groups.

Figure A-3 displays the menu option for User Group

Uzer Managemert » | Bulk Adminis

Application User
End User

Fiole

ser Group

UzerPhone Add
Application User CAPF Profile
End Uzer CAPF Profile

ZIP Realm

Step2  Click the EB:I button to add a new user group.

Step3  Enter Name for the new user group.

Figure A-4 displays the User Group Configuration page

User Group Configuration

— Status
(@) Status: Ready

—User Group Information
NamE*IUseerupNameﬂ

— Save |

Stepd  Click Q Save to save the settings for newly created user group.
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Assigning Roles and User to the User Group

Step 1
Step 2

Step 3
Step 4
Step 5

Note

Step 6
Step 7

Step 1
Step 2
Step 3

To assign roles to the newly created user group,

Choose Back To Find/List > Go or User Management > User Groups.

On Find and List User Groups page, search for the user group you created.

Figure A-5 displays the field you may use to search a user group

—Search Options

Find User Group whera Mame |hegin5 weith j |UserGrnupName1
(narme begins with any)

In the Search Results, click on the Roles link @ for the user group.
Click Assign Role to Group to find and list roles for assignment.
Select the roles that need to be assigned to this group. The following checkboxes must be selected,
e Standard CTI Allow Call Park Monitoring
e Standard CTI Allow Calling Number Modification
e Standard CTI Allow Control of All Devices
e Standard CTI Allow Reception of SRTP Key Material
e Standard CTI Enabled

Standard CTI Secure Connection should ONLY be enabled if required, as it may affect the operation of
the server that is not using CTI secure connections.

Click Add Selected to assign roles.
Click Save.

To add the End User to the User Group,

Choose User Management > User Groups.
Click the newly created User Group.
Click Add End Users to the Group to find and list the users.
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Adding the End User to Standard CCM Super Users group

Figure A-6 displays the User Group Configuration page

B IhE

— Status
(@5tatus: Ready

—User Group Information
Name® [l)serGrouphamet

—Users in Group

| Add End Users to Group | Add Application Users to Group
Stepd  Select the newly created End user from the list and click Add Selected to successfully add the user to
the group.
Figure A-7 displays the search field you may use to search for a User ID

—Search Options

Find userwherel User D j | begins with leserlm Find |

(userid begins with UserID1)

—Search Results
|U59r jin} |Fir5t Mame |Last Mame |IZ
[ UserlD1 lastnamel

Select Al | Clear Al | [AST Seieeted | Close | rows per page]250 =)

Adding the End User to Standard CCM Super Users group

The standard CCM Super Users user group represents a named user group that always has full access

permission to all named roles. You cannot delete this user group. You can only make additions and
deletions of users to this group.

After you have added the user to the newly created group, you must also add this user to the Standard
CCM Super User group.

To add the user to Standard Super CCM User,

Step 1 Choose User Management > User Groups.

Step2  Find Standard Super CCM User using the search field.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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W Configuring Access for the Cisco Unified Attendant CUPS Plug-In

Figure A-8 displays the search option you may use to find and list user group
Find and List User Groups

Search Options
’7Find User Group where | begins with j |Standard CCM Super Use | F

Step3  In the Search Results, Click Standard Super CCM Users.

Figure A-9 displays the search result for the user group

-Search Results

|Name
Standard CCM Super Users
Add Mew | Select All Clear All Delete Selected Rows per PagelED vI

Step4  Click Add End Users to the Group to find and list the users.

Step5  Select the newly created End user from the list and click Add Selected to successfully add the user to
this group.

Figure A-10 displays the selected search result that is to be added to the user group

—Search Options

Find USErwherel User ID | | begins with = | |UserID1 Find |

(userid begins with UserIiDl)

—Search Results
|U59r o |Fir5t Marme |LE|St Marne |IZ
I UserlDl lastnamel

Select All | | Clear All |[7"Add Selected | Close | rows per page[250 7]

Configuring Access for the Cisco Unified Attendant CUPS
Plug-In

It is important that the Cisco Unified Attendant Server Address is added to the firewall information on
the CUPS Server.

Step 1 To do this go to Cisco Unified Presence menu, and select Proxy Server and Incoming ACL (access
control list)
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Configuring Access for the Cisco Unified Attendant CUPS Plug-n

Figure A-11 displays accessing the Cisco Unified Presence Proxy Server, Incoming ACL menu.

alimlin  Cisco Unified Presence Administration
cisco

For Cisco Unified Communications Solutions

System | Cizco Unified Prezence » | Application +  User Management =  Bulk Adminiztration + Help

Settings

Prezence Engine

Proxy Server Settings

Security Static Routes

Transport Listeners WMethod/Event Routing

Inter-Clustering Incoming ACL

Qutgeing ACL

The page Find and List Allowed Incoming Hosts will be displayed.

Figure A-12 Displays Find and List Allowed Incoming Hosts page

ulmln,  Cisco Unified Presence Administration
cisco

For Cisco Unified Communications Solutions

System +  Cizco Unified Prezence +  Application v  User +  Bulk istration = Help

Find and List Allowed Incoming Hosts
E“F Add Mew @ Select Al @ Clear All & Delete Selected

— Status

@ Records found: 4
Incoming ACL Entry (1 -4 of 4)

Find Incoming ACL Entry where |Address Pattern ;" begins with ;" Find | Clear Filter i | — |

r Address Pattern *
r 172.22.240.172 Sam Munro (Test Rig)
(| 172.22.240.220 Sam Munro (own maching)
r 172.22.240.243 Stefan Wloch
(] 172.22.240.247 MT Test Rig
Add New I Select All | Clear All I Delete Selected |

Step2  Click on Add New and enter the Description and Address Pattern.
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| Configuring Access for the Cisco Unified Attendant CUPS Plug-In

Figure A-13 displays Incoming Access Control List Configuration page
Lo - - I 1

alial  Cisco Unified Presence Administration
CIS€O  Epr Cisco Unified Communications Solutions

System = Cigco Unified Presence =  Application »  User Management v  Bulk Administration =  Help «

Incoming Access Control List Configuration

B Save

—Status

@ Status: Ready

—@ Incoming ACL Information

Configure an address which will be added to the SIP Prowy list of allowed incoming addresses. Note: any address added to this list will bypass digest
requests.

Description |Arc Cups Server

Address Pattern® Ilgz_ 163.1.5

—  Save

Step3  Click on Save.

Step4  Confirm the address and description have been added.
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Creating the Attendant Application End User for
CallManager 7.x

Revised: February 20th, 2009, OL-18667-01
An End User is required within CUCM to allow Cisco Unified Attendant applications to communicate
with the CallManager via TSP. This user is created in order to,

e Access AXL API
e All CTI related functionalities

The end user profile that is created here is later used to connect to CCM through Cisco Unified Enterprise
Attendant Admin. This end user profile provides you enough roles and privileges to modify or
synchronize information. These roles have been explained in the following sections.

Creation of a user involves the following steps,

1. Setting up an End User

2. Creating a User Group with the correct roles associated
3. Associating the user with the user group.

These steps have been explained in detail in the following sections.

~

Note  If using Active Directory to Synchronize with the CallManager, the End User profile must exist in AD.

Setting Up an End User

To set up a new End User, you must follow these steps,
From CUCM Administration,

Step 1 Choose User Management > End User.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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W Setting Up an End User

Figure B-1 displays menu option for End User configuration

User Management » | Bulk Adminis

Application Uzer

End Uzer

Role

U=zer Graup

l=zerPhone Add

Application User CAPF Profile
End User CAPF Profile

ZIP Realm

Step2  Click the Ell]] button to add a new user.
Step3  Enter information in the following fields. Please note that the fields mentioned below are mandatory.
e User ID
e Password
e Confirm Password
e PIN
e Confirm PIN

e Last Name

Figure B-2 displays the End User Configuration page

End User Configuration

— Status

®5tatu5: Feady

— User Information

User ID* [UserD1
Password* Im
Confirm Password® Im
PIM* Im

Confirm PIM* Id.—.o.—.o.—x—x-

Last name*

IIastname1

Stepd  Click Q Save to save the settings for newly created user.
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Creating a User Group Il

Creating a User Group

Once the user is created, in order to associate it with a group, a new group must also be configured. The
User Group will then have Roles assigned to it which govern what can be done using this profile.

To create a new user group,

Step 1 Choose User Management > User Groups.

Figure B-3 displays the menu option for User Group

Uzer Managemert » | Bulk Adminis

Application User
End User

Role

ser Group

UzerPhone Add
Application User CAPF Profile
End Uzer CAPF Profile

ZIP Realm

Step2  Click the Ell]:l button to add a new user group.

Step3  Enter Name for the new user group.

Figure B-4 displays the User Group Configuration page

User Group Configuration

— Status
(d@) Status: Ready

—User Group Information
Mame

*IUSErGrDupNameﬂ

— Save I

Stepd  Click Q Save to save the settings for newly created user group.
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W Assigning Roles and User to the User Group

Assigning Roles and User to the User Group

Step 1
Step 2

Step 3
Step 4
Step 5

Note

Step 6
Step 7

Step 1
Step 2
Step 3

To assign roles to the newly created user group,

Choose Back To Find/List > Go or User Management > User Groups.

On Find and List User Groups page, search for the user group you created.

Figure B-5 displays the field you may use to search a user group

—Search Options

Find User Group whera Mame |hegin5 weith j |UserGrnupName1
(narme begins with any)

In the Search Results, click on the Roles link @ for the user group.
Click Assign Role to Group to find and list roles for assignment.
Select the roles that need to be assigned to this group. The following checkboxes must be selected,
e Standard CTI Allow Call Park Monitoring
e Standard CTI Allow Calling Number Modification
e Standard CTI Allow Control of All Devices
e Standard CTI Allow Reception of SRTP Key Material
e Standard CTI Enabled

Standard CTI Secure Connection should ONLY be enabled if required, as it may affect the operation of
the server that is not using CTI secure connections.

Click Add Selected to assign roles.
Click Save.

To add the End User to the User Group,

Choose User Management > User Groups.
Click the newly created User Group.
Click Add End Users to the Group to find and list the users.
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Creating the Attendant Application End User for CallManager 7.x

Adding the End User to Standard CCM Super Users group

Figure B-6 displays the User Group Configuration page

B AN

— Status
(@ status: Ready

—User Group Information
Name™ [UserGroupMamet

—Users in Group
| Add End Users to Group | Add Application Users to Group

Stepd  Select the newly created End user from the list and click Add Selected to successfully add the user to
the group.

Figure B-7 displays the search field you may use to search for a User ID

—Search Options

Finduser wherel Llser D j I begins with j IUserID1 Find |

fuserid begins with UserIDi1)

—Search Results
|USEI’ D |Fir5t Mame |La5t Mame |IZ
i UseriD1 lastnamel

Select Al | Clear Al | [T Add Seiected | Close | rows per page|250 7

Adding the End User to Standard CCM Super Users group

The standard CCM Super Users user group represents a named user group that always has full access
permission to all named roles. You cannot delete this user group. You can only make additions and
deletions of users to this group.

After you have added the user to the newly created group, you must also add this user to the Standard
CCM Super User group.

To add the user to Standard Super CCM User,

Step 1 Choose User Management > User Groups.
Step2 Find Standard Super CCM User using the search field.
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W Configuring Access for the Cisco Unified Attendant CUPS Plug-In

Figure B-8 displays the search option you may use to find and list user group
Find and List User Groups

i

Search Options
’7Find User Group where |begins with j |Standard CCM Super Use

Step3  In the Search Results, Click Standard Super CCM Users.

Figure B-9 displays the search result for the user group
-Search Results
|Name
Standard CCM Super Users
Add Mew | Select All | Clear All Delete Selected Rows per F‘age|5|:| vI

Step4  Click Add End Users to the Group to find and list the users.

Step5  Select the newly created End user from the list and click Add Selected to successfully add the user to
this group.

Figure B-10 displays the selected search result that is to be added to the user group

—Search Options

Find userwherel User ID j I begins with j IUserID1 Find |

(userid begins with UserlD1)

—Search Results

|USEI’ D |First Marne |Last Harne |IZ
| UserlDl lastnamel
Select Al | Clear Al |[[7Add Selected ] Close | raws per page[250 <]

Configuring Access for the Cisco Unified Attendant CUPS
Plug-In

It is important that the Cisco Unified Attendant Server Address is added to the firewall information on
the CUPs Server.

Step1  To do this go to Cisco Unified Presence menu, and select Proxy Server and Incoming ACL (access
control list)

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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Step 2

Configuring Access for the Cisco Unified Attendant CUPS Plug-n

Figure B-11 displays accessing the Cisco Unified Presence Proxy Server, Incoming ACL menu.

wlinln  Cisco Unified Presence Administration

cisco For Cisco Unified Communications Solutions

System w | Presence = Application +  User Management = Bulk Administration +  Diagnostics = Help =

Topalogy
CUCH Publizher
Application Listeners

Licensing 3

Security 3 g ACL

Service Parameters Outgning ACL

TLS Cortesxt Configuration

TLS Peer Subjects

The page Find and List Allowed Incoming Hosts will be displayed.

Figure B-12 Displays Find and List Allowed Incoming Hosts page
e it Avilisivethined ok

T

il Cisco Unified Presence Administration
CISCO o Cisco Unified Communications Solutions

System » Cizco Unified Prezence - Application +  User + Bulk iztration =+ Help

Find and List Allowed Incoming Hosts

E:} Add New @ Select Al @ Clear All % Delete Selected

— Status

® Records found: 4

Incoming ACL Entry (1 -4 of 4)

Find Incoming ACL Entry where |Address Pattern ;" begins with ;" Find | Clear Filter L | = |

r Address Pattern *
| 172.22.240.172 Sam Munro (Test Rig)
m| 172.22.240.220 Sam Munro {own machine)
| 172.22.240.243 Stefan Wloch
(] 172.22.240.247 MT Test Rig
Add New I Select All | Clear All I Delete Selected |

Click on Add New and enter the Description and Address Pattern.

[ oL-18667-01
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Configuring Access for the Cisco Unified Attendant CUPS Plug-In

Figure B-13

displays Incoming Access Control List Configuration page
Lo - - I 1

alial  Cisco Unified Presence Administration
CIS€O  Epr Cisco Unified Communications Solutions

System = Cigco Unified Presence =  Application »  User Management v  Bulk Administration =  Help «

Incoming Access Control List Configuration

B Save

—Status

@ Status: Ready

—@ Incoming ACL Information

Configure an address which will be added to the SIP Prowy list of allowed incoming addresses. Note: any address added to this list will bypass digest
requests.

Description |Arc Cups Server

Address Pattern® Ilgz_ 163.1.5

—  Save

Step3  Click on Save.

Step4  Confirm the address and description have been added.
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TAPI Configuration

Revised: February 20th, 2009, OL-18667-01

You must install Cisco Telephony Service Provider (TSP) on the machine that will run the Cisco Unified
Attendant Server. This allows the Server to communicate with CUCM’s CTI Manager service to allow
call control on all devices associated to the End User profile created for the Server.

Installing the TAPI TSP

To install the Cisco TSP you must follow the steps mentioned below.

The installation of the Cisco Unified Enterprise Attendant Console will download the TSP installation
file to the Desktop of the server machine. To download manually follow steps 1-4 below.

On the Server machine browse to CUCM Administration,

Step 1 Select Application > Plugins.

Figure C-1 displays the menu option for plugins

Application - | User Managemert -~ Bulk

Cizco IPMA Configuration Wizard

Cizco Unified Ch Attendant Consale »

Pluginz

Step2  Find Cisco Telephony Service Provider using the search field.

Figure C-2 displays the search option to find and list the required plugin
Find and List Plugins

Search Options
Find Plugin where Plugin |Name j |hegins with j |Ciscu Telephony Service F
and Plugin Type equals Ilnstallatiun -]

Step3  In the Search Results, click Download on the Cisco Telephony Service Provider line.

Step4d  Save CiscoTSP.exe on your desktop.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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M Configuring the TAPI TSP

Step5 Double Click the CiscoTSP.exe icon on the desktop and follow the on screen instructions to complete
the install.

Step6  During the installation, you will be asked if you want to install multiple instances of TSP. Click No.

Figure C-3 displays the message box confirming whether multiple instances for TSP are to be
installed or not

Question =

@ Do ol wank to Install Multiple Instances of Cisco Unified CallManager TSP

Step7  After a successful installation the setup will prompt you to restart the system. You must restart the
machine for the changes to take effect

Configuring the TAPI TSP

To configure TSP.

Step 1 Go to Start > Settings > Control Panel > Phone and Modem Options.

Step2  Select Advanced tab.

Step3  Select CiscoTSPOO1.tsp.

Stepd  Click Configure.

Step5  Enter the End User ID of the user that was created for the CallManager earlier in the User Name field.

Step6  Enter the password of the user in the Password field.

Figure C-4 displays the End User ID information to be entered in the fields

Cisco Unified CallManager TSP _ |

General User IETI Managerl Seu:urit_l.ll W ave I Trace I .-’-'-.-:Ivanu:edl Languagel

SecLrity

Izer Hame: ILlserID'I
Pazzword: Imxx
Werfy Pazaword: Ixxxxx

Step 7 Select the CTI Manager tab,
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Configuring the TAPITSP

Figure C-5 displays the CTI Manager information to be entered for the TAPI configuration

Cisco Unified CallManager TSP x|

| Seu:urit_l,ll W ave I Trace I .ﬁ.dvancedl Languagel

— Primary CTI M anager Location

£ Mone

" Local Host

P Address: |

f* Host Mame: |MachineName

—Backup CT| Manager Location

" Maone

" Local Host

" |P Address: I

% Host Mame: IMachineName

Step8  Enter the Name or IP Address of the CTI Manager that you require to obtain your TAPI information from.
A second CTI Manager can be used for resilience if required and available.

Note  CTI Manager is a service that runs on each of the CUCM Nodes within a cluster. It is recommended that
the primary CTI Manager points to the publisher CUCM and the backup on one of those subscriptions.

Step9  Select the Wave tab.

Step10  Enter the number of desired Voice Lines. You must enter a value that will allow all of your CTI Ports
being monitored by this TSP in this field. You may want to add a higher figure at this point for future
expansion of ports.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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W Installing the Cisco TAPI Wave driver

Figure C-6 displays the Wave configuration for TAPI

Cisco Unified CallManager TSP x|

................... =

| Trace I .ﬁ.dvancedl Languagel

—Autornated Woice Callz
Desired number of pozzible Automated Yoice lines: |2':":| (0- 255]

[Current number of pozzible open Automated Woice lines 1z 5.]
™ Erumerate only ines which support Automated Yoice

[Currently enurmerating all linesz. ]

— Silence Detection
¥ Al phones and gateways perform silence supprezsion

16 bit linear PCKM energy level: 200 [0- 32767)

Note By default Voice lines is set to 5. If when your installation is complete, your devices are not monitored,
this should be the first place to check that the number set is sufficient to cover the CTI Ports required.

Note  You will also need to uninstall and reinstall the Cisco TAPI Wave driver every time you change the Voice
Lines figure.

Step11  Click OK.

Step12 Select Advanced tab.

Step13 In the Provider Open Completed Timeout (secs) field enter 300.
Step14 Click OK. Reboot the machine.

)

Note  After completing the TSP configuration you will need to install the Cisco TAPI Wave driver.

Installing the Cisco TAPI Wave driver

The following instructions are also in the Cisco TSP readme file located in C:\Program
Files\Cisco\ciscotsp.txt and relate to installation on a Windows 2003 Server.

Step 1 From Control Panel execute the Add Hardware utility. Click the Next button.

Step2  Select Yes, I have already connected the hardware Radio button. Click Next.

Step3  Select Add a new Hardware device from the list. Click the Next button.

Step4  Select Install the hardware that I manually select from a list radio button. Click the Next button.

Step5  Select Sound, video and game controller when prompted for hardware type. Click the Next button.
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Installing the Cisco TAPI Wave driver

Step6  Click the Have Disk button when prompted to Select a Device Driver. Click the Browse button on the
Install from Disk window. Browse to C:\Program Files\Cisco\Wave Drivers and select the file
OEMSETUP.

Step7  Click Open to install the Cisco Wave Driver and select OK.

Step8  Highlight the Cisco TAPI Wave Driver in Select a Device Driver window and select Next. Select Next
in Start Hardware Installation window.

Step9  If Prompted for Digital signature Not Found click on Continue Anyway button.

When prompted for Install from disk 1 for file avaudio32.dll, choose Browse button and select path
C:\Program Files\Cisco\Wave Drivers and click Open to install the avaudio32.dll.

Step10  You will be prompted to reboot the server. Do so.

Step11  TAPI has now been successfully installed.
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W Installing the Cisco TAPI Wave driver
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= APPENDIX D

Downloading, Updating and registering
Software

Revised: February 20th, 2009, OL-18667-01
The following Appendix outlines the process of downloading, updating and licensing the Cisco Unified
Attendant Applications. This is done via the Solutions + website.

Updating from an Earlier Version of Cisco
Unified Enterprise Attendant Applications

The Cisco Unified Enterprise Attendant Console Applications are designed in such a way that to upgrade
from an earlier version of the software, you simply run the installation processes as outlined in Chapter
4 of this manual.

As with any software upgrade, it is worth taking a backup prior to the install, incase there is a failure of
any sort. In the case of the Cisco Unified Enterprise Attendant Console Applications it is recommended
that you back up the Cisco Folder, backup of DBs and within the Registry the backup of Arc Solutions
folder.

Accessing the Solutions + Website

Note

Step 1

To download or register a version of the Cisco Unified Enterprise Administration Console you will need
to have a valid account on the Solutions + Website.

Go the website http://www.cisco.com/go/ac

The User Name and Password are NOT your CCO (Cisco Connection Online) ID and Password!

Enter your User Name and Password to Log In to the web site.

[ oL-18667-01
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M Creating an Account

Figure D-1 Solutions + Log In screen
/= Solutions Plus! - Windows Internet Explorer
@\:: - |g http:{/cisco-ac. arcsolutions, com{UserwebSite redirect. aspx V‘ 2 ([ % | | P
W e I@smutmnspms! ]_] G- B - & - [rrage v ook

"cll's"cl")' Welcome to Cisco Unified Attendant Console software procurement and documentation

[IRemember me next time.

Existing Users

Log in to download evaluation software or activate your purchased product

LOG IN

New Users

Register your details and wait for the system to supply you with a secure
password via e-mail before you can access evaluation software or activate
purchased software

Contacts & Feedback | Help | Site Map
©® 1992-2007 Cisco Systems Inc. All rights reserved. Tems & Cangiticns | Privacy Ststement | Cockie Policy | Tredemarks of Cisco Systems

Creating an Account

To create an account you will have to click on the link to Register your details. This will take you through
a series of questions.

When these questions have been answered, click on Register to complete.

Figure D-2 Cisco User Registration
W @regsia [ Bov B v @ v Bage v 3 Tooks

Il welcome to Cisco Unified Attendant Console software procurement and documentation

cisco
Cisco User Registration

Company
Username:
Email:
First Name:
Last Name:
Job Title:

Phone Number:
RECOVER FASSWORD

Street Address:

LOG IN
City:
State/County/Province:
Postcode/Zip:

Country: United Kingdom v
Preferred Language: English / American -

Contacts & Feedback | Help | Site Map
© 1992-2007 Cisco Systems Inc_ All rights reserved. Temms & Conditions | Privacy Sts

t | Cootie Policy | Trademasris of Cisco Syste

Done € Internet | Protected Mode: OFff H 100%

After you have clicked on Register you will be prompted to confirm your Reseller from a drop down
selection. Alternatively if your Reseller is not in the drop down selection you can Add New Reseller.
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Logging into the site

Click on Submit to complete the registration of this account..

Figure D-3 Confirming your Reseller
Company Mettoni
Username- M_Kent
Email: mark.kent@mettoni.com
First Name: Mark
Last Name: Kent
Job Title: Technical Author
Phone Mumber: 0118 972 8552

Green Park, Pincents Lane,
Tilehurst ~

Street Address:

City: Reading

State/County/Province: |Berkshire

Postcode/Zip: rg31 4uh
Country: United Kingdom e
Preferred Language: English / American e
Contacts & Feedback | Help | Site Map
@ 1992-2007 Cisco Systems Inc. All rights reserved. Terms & Gonditions | Privacy Coakie Policy | Tradem f Gisoo Syster
Inc
Daone €D Internet £, 100%

A confirmation screen will appear and you will then be sent an email containing your password which
will enable you to access the website.

Figure D-4 Completing the Account creation

lialn welcome to Cisco Systems Unified Attendant Console solutions

Cisco
Welcome Back The user account has been created successfully. An email containing your password will be sent to
RUPERTA address you specified. Once you have received the email you will be able to log on and use the site.
you have requested Engineer level access a separate email will be sent to confirm this when your re
MY DETAILS has been approved by the ARC team.

CHANGE PASSWORD Contacts & Feedback | Help | Site Map

© 1992-2007 Cisco Systems Inc. All rights reserved. Terms & Conditions | Frivagy

LOG OUT Trademarks of Cisco Systems Inc.

Logging into the site

When you log into the account, the initial Welcome screen provides the following options:-
¢ About this Site - Is a link back to this Welcome page when you are in other screens.

¢ My Details - Selecting this will display a page with the information that was requested when you
registered the account.

e Downloads - Selecting this will display a page with the facility to download the software and other
supporting documentation if required.

¢ Activate Evaluation Software - After the inital 5 days the software requires registration. This
Evaluation license lasts for 60 days.

e My 60 Day Evaluations - Displays all information related to activated software including
Customer Name, Product, Site, Product Key and Date.

Cisco Unified Enterprise Attendant Consoles Web Admin / Installation Guide
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W My Details

e Activate Purchased Software - Selecting this will provide a screen where you are required to enter
the registration details to confirm the purchase and activate the full product license.

Figure D-5

My Details

Welcome Screen
L iy » FVEILUINIIS IVITWLIY | WD iDLy \J!{bLCIIIb LAPHIESU AL TUELT L 12U UL U s

cisco

ABOUT THIS SITE

MY DETAILS

DOWNLOADS

ACTIVATE EVALUATION
SOFTWARE

MY 80 DAY ACTIVATIONS

ACTIVATE PURCHASED
SOFTWARE

CHANGE PASSWORD

LOG OUT

This website is for the use of registered engineers to download evaluation software and si

RECCVER FASSWORD
Once you are registered you can use this menu link on the Home Page to be allocated a
You can then change that password to one more mermorable to you using the cHANGE Pa

LY DETAILS
Allows you to edit certain of the personal details you have recorded when registering

DOWNLOADS
You can download _zip files of software for evaluation as well as supporting documents

ACTIVATE EVALUATION SOFTWARE
You can extend the software evaluation period by 60 days

MY 80 DAY ACTIVATIONS
This menu item shows you the Customer, Product, Site, Product Key and Date of all act

ACTIVATE FURCHASED SOFTWARE
If your Customer or Reseller has paid for software this menu item allows you to permaner

Contacts & Feedback | Help | Site Map

© 1992-2007 Cisco Systems Inc. All rights reserved. Terms & Conditions | Privacy Statement | ¢

My details screen provides a summary of the information that was entered when the account was
registered. There is facility to Edit the User Details, but the User Name and Email Address is read only.

Downloads

Selecting Downloads from the right hand menu will present you with information regarding the
available downloads, and any criteria or constraints that may impact on the use of the software.
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Note

To Activate the 60 day Evaluation Software W

Figure D-6 Download Screen

Obtaining, evaluating and activating Cisco Unified Attendant Console (CUDAC, CUBAC and CUEAC) products

DOWHLOADS Evaluation periods beyond B0 days are not available

Cigco Unified Business Attendant Console (CUBAC) and Cisco Unified Departrnent Attendant Congole (CUDAC)
are fully supported by Cisco Technical Assistance Centre (TAC)

ABOUT THIS SITE o Downloaded software is available for & days for free evaluation, before you must activate the software using this site

& The software may be activated for free evaluation or permanently using the LAC cods provided on the letter from Cisco Systems
MY DETAILS ® |f you do not EE[IVE?E the software it will _slup wurkmg_ after 5 days of use .
— & Once you have activated your software, it will be available to you for evaluation for 80 days

o After the 60 day evaluation period you must purchase the software from Cisco

.

.

ACTIVATE EVALUATION
SOF TIARE

Cisco Unified Business Attendant Consale
Cisco Unified Department Attendant Console

W B0 DAY ACTIVATIONS

Select Download required
ACTIVATE PURCHASED
SOFTWARE

Cisco Unified Enterprise Attendant Console

&1

Contacts & Feedhack | Help | Site bap
1992-2007 Cisco Systems Inc. All rights reserved. Terms & Conditions | Privacy Statement | Cookie Polisy | Tradematks of Cisco Systems Ine.

CHANGE PASSWORD
e 2456 MB

LOG OUT

When the software required is selected the screen will display the file format and the size of the
download.

Click on Download to continue.

You will be prompted to Open or Save the Download. Saving the file to a local area is recommended

File Download prompt to either Open or Save
=5

Figure D-7

File Download

Do you want to open or save this file?

4 Mame: 07.06.11_CUBAC_FCS_All_Lang_V1.11.21.zip
Type: Compressed (zipped) Folder, 254MEB

From: arcsolutions.fileburst.com

Open I { Save I [ Cancel

Always ask before opening this type of file

hamn your computer.  you do not trust the source, do not open or

i g i While files from the Intemet can be useful, some files can potentialy
- save this file. What's the risk?

The download for CUEAC is around 250mb. The contents include SQL database, explorer, installs, languages
and the software.

When the software has been downloaded, continue with the installation process described in
Section 4 Installation Checklist and Procedure for Cisco Unified Enterprise Attendant Admin of this
manual.

To Activate the 60 day Evaluation Software

Initially the download can be used for 5 days. After that period the software must be registered with
Cisco to extend it to a 60 day evaluation copy.

You will require:-

e To enter the Reseller, Customer and Site Details. This is done via a drill down method across three
screens.
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B To Activate the 60 day Evaluation Software

e Registration code from an installed Cisco Unified Enterprise Attendant Console software. This
information is obtained from the Help menu within Cisco Unified Enterprise Attendant Console

Web Admin.
Figure D-8 License Management screen within CUEAC software
Lonterts |
l]ﬁ Thiz Page I
..
Licensing
About
— License Management
— Licenses
Product Status Serial No.  Information
Cizco Unified Enterprise Attendant Console Server Evaluation 44 Evaluation Days Left

— Product Details

Registration code:

— {* Registration Key
Sernial number; I .I .|

Registration key:* I .I .I l _l_

— " Registration File

File name & path: I

Log into the account, and select Activate Evaluation Software. You will be prompted to select your
Reseller.

Note  If your Reseller is not available there is facility to add a Reseller.

Figure D-9 60 Day Software Activation - Selecting a Reseller
c Isco WVERILUITIZ MU A W LIy DYl T UTIHITEU ALLST T U DU SUunui
LY CETALS 60 Day Cisco Software Activation
DOWNLOADS

Completing this process will extend the activation of your software for 60 days

ACTIVATE EVALUATION B

AT Arc Solutions Morth America ADD A RESELLER

- Selecta

ACTIVATE PURCHASED Reseller CHOOSE SELECTED RESELLER

=l ARE

Contacts & Feedback | Help | Site Map
© 1992-2007 Cisco Systems Inc. All rights reserved. Terms & Conditions | Friva

Trademarks of Cisco Systems Inc

CHANGE PASSWORD

tatement | Cookie Policy |

LOG OUT

When you have completed the Reseller, Customer and Site Details you will be prompted to enter the
Product Key from installed CUEAC software. This information is obtained from the Help>Licensing
menu within the Cisco Unified Enterprise Attendant Console Web Admin.

Note  Within the Cisco Unified Enterprise Attendant Console Web Admin the Product Key is refered to as
Registration Code within the Help>Licensing menu.
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To Activate the 60 day Evaluation Software W

Figure D-10 60 Day Software Activation - Software Activation (Product Key)
ABOUT THIS SITE

Wy DETAILS

Cisco Software Activation

DOWHLOADS

Completing this process will extend the activation of your software for 60 days
ACTIVATE EWALUATION

SOFTWARE

Enter the Product Key

by G0 DAY ACTIVATIONS

ACTIMATE FURCHASED
SOFTWARE

CHANGE PASSWORD Contacts & Feedback | Help | Site Map
E 1992-2007 Cisco Systems Inc. All rights reserved. Tems & Conditions | Frivacy Statement | Cookie F

Select the Product that you have installed.

When you click Next. an Activation Code will be emailed out to the registered email address, and a
confirmation screen will confirm this.

Figure D-11 60 Day Software Activation - Confirmation screen
T VVEILOIMIE RUFCR A LD LISLO SYSIEMS UNITTEU ALETUATNL LOnsoie sOIunons
CISCO
MY DETAILS
DOWNLOADS The Activation Code
- D:/Cisco/EFD2AFCA rgf
T e eV T has been emailed to you at

rupert.adair@idl-mettoni.com

ACTIVATE PURCHASED

T Contacts & Feedback | Help | Site Map

© 1992-2007 Cisco Systems Inc. All rights reserved. Terms & Conditions | Privacy Statement | Cookie Policy |
Trademarks

of Cisco Systems Inc.

CHANGE PASSWORD

Figure D-12 The conflrmatlon email with the activation code

rup L Auan
Cc
Subject: ‘Your 60 day Activation Code

Attachments: || _Cisco_FFD2AFC1.rgf (313E)

The Cisco 60 Day Software Activation Code you
requested is attached

This email and any files transmitted weith it are confidential and

Save the Activation code to a location where it can be browsed to from the CUEAC Web Admin server.

Return to the CUEAC Web Admin Server and bring up the License Management screen (Help >
Licensing)
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W Activate Purchased Software

Figure D-13 License Management screen
Enginesring »  Spstem Configuration =  User Configuration = |55+ Log Of
BG This Page
Licensing |
About
|--- License Management =
Figure D-14 License Management screen - Registration File
— @ Registration Key
Serial number* I .| .|
Fegizstration key:® I .I .I _I _!

— " Registration File

File name & path: I

— | Submit I Refresh ||

Use Browse to locate the Registration File. When the file has been found, Click on Submit to complete
the process

After Applying the License the services should be stopped and restarted.

The Registration Key section is not usually required. Its inclusion on this page is to cater for existing
customers that do not have physical access to the server and are required to enter the registration numbers
manually.

This is done by opening the Registration file with Notepad and entering the two respective codes into
the Serial Number and Registration Key.

Activate Purchased Software

Note

The Activation of the purchased software is done in a similar way to the 60 evaluation except there are
several considerations to be made:

e This activation is permanent and you can not revert back to a trial version.

e It can be completed at any point within either the 5 day free evaluation, or the 60 day activated
evaluation period.

e Requires 27 digit LAC (entitlement code) provided by Cisco on purchase of software.

ONE LAC per system, regardless of number of client licenses ordered

Log into the account, and select Activate Purchased Software. You will be prompted to select your
Reseller, Customer and Site Details you will be prompted to select the version of software and LAC
number that you are activating.
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Figure D-15

ABOUT THIS SITE
b DETAILS
DOMHLOAD S

ACTIVATE EVALUATION
SOFTWARE

ACTIWATE PURCHASED
SOFTWARE

CHANGE FASSWORD

LOG OuT

W G0 DAY ACTIVATIONS

Activate Purchased Software 1l

Activate Purchased Software

Activate Purchased Software

Completing this process will fully activate your software

Console Selection - CUDAC

CUDAC Upgrade- Add One Additional Client

Console Selection - CUBAC

Add One Additional Client
CUEAC

Select a Product

The License Code (LAC) is obtained from the reseller when the product is purchased.

Figure D-16

ABOUT THIS SITE
MY DETAILS
DOWNLOADS

ACTIVATE EVALUATION
SOFTWARE

MY 80 DAY ACTIVATIONS

Activate Purchased Sofware - Entering the LAC Code

Activate Purchased Software for
CUEAC Server and 02 Clients

Completing this process will fully activate your software

A License Code is required - if you do not have such a code please contact your reseller

Flease enter your License Code m

When you click Submit, another screen will appear and you will be prompted to enter the Product Key.
This information is obtained from the Help>Licensing menu within the Cisco Unified Enterprise

Attendant Console Web Admin.

Note

Within the Cisco Unified Enterprise Attendant Console Web Admin the Product Key is refered to as

Registration Code within the Help>Licensing menu.
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W Activate Purchased Software

Figure D-17 License Management screen within CUEAC software

Enginesring ~  System Configuration ~  User Configuration - B Lag O

License Management Contents
B t? This Page

Licensing
About [
— License Management
r— Licenses
Product Status Serial No.  Information ‘
Cizco Unified Business Attendant Conzole Server Evaluation 44 Evaluation Days Left

— Product Details

‘ Registration code:

Figure D-18 Activate Purchased Software - Product Key
ABOUT THIS SITE

MY DETAILS

e Activate Purchased Software for
—  CUEAC Server and 02 Clients

ACTIVATE EVALUATION

SOFTWARE

MY 80 DAY ACTIVATIONS Enter the Product Key from the User machine SUBMI

ACTIVATE PURCHASED Contacts & Fee

SOFTWARE c P e
CHANGE PASSWORD

T OLIT

When you click Submit. The Activation Code will be emailed out to the registered email address, and a
confirmation screen will confirm this.

Figure D-19 Software Activation - Confirmation screen
I(I:Iilsltl:lt;l Welcome 1515 1 EPS to Cisco Systems Unified Attendant Console solutions

ABOUT THIS SITE

MY DETAILS
R The RGF File for your Full Cisco Software activation
1stSteps19.rgf
ACTIVATE EVALUATION .
e has been emailed to you at
R Lavsim wsillimmmaan A AdAtaniidlan Aamm
Figure D-20 The confirmation email with the activation code

subject:  Your b0 day Activation Code
Attachments: || _Cisco_EFD2AFC1.raf (313 B)

\ N
Save the Activation code to a location where it can be browsed to from the Cisco Unified Enterprise

Attendant Console Web Admin server.

Return to the CUEAC Web Admin Server and bring up the License Management screen (Help >
Licensing)
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Activate Purchased Software 1l

Figure D-21 License Management screen
Enginesring »  Spstem Configuration = User Configuration = |55+ Log Of
Liconse Management ot
Qe Thiz Page |
Licensing |
About
ik License Management =
Figure D-22 License Management screen - Registration File

Serial number*

Fegizstration key:®

— @ Registration Key

] —

] ] | I

File name & path:

— " Registration File

— | Submit I Refresh ||

Use Browse to locate the Registration File. When the file has been found, Click on Submit to complete

the process.

After Applying the License the services should be stopped and restarted.

The Registration Key section is not usually required. Its inclusion on this page is to cater for existing

customers that do not have physical access to the server and are required to enter the registration numbers

manually.

This is done by opening the Registration file with Notepad and entering the two respective codes into the
Serial Number and Registration Key.
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AXL API

The AVVID XML Layer (AXL) Application Programming Interface (API)
provides a mechanism for inserting, retrieving, updating, and removing data
from the database using an eXtensible Markup Language (XML) Simple
Object Access Protocol (SOAP) interface. This allows a programmer to access
Cisco Unified Communications Manager data using XML and receive the data
in XML form, instead of using a binary library or DLL.

Call Parking Devices

Virtual devices where calls can be held temporarily and picked from any other
call centre extension.

CMC

Client Matter Code (CMC) is used to provide extra call logging facilities
within the Communications Manager. This is used to log calls from different
destinations. The user has to enter their CMC Code before their external
consult transfer can proceed. The call detail records are updated with the CMC
code along with the call information. This can then be used later on to charge
calls to different cost centres.

CTI Port

The Computer Telephony Integration (CTI) port is actually a virtual device
that allows you to create a virtual line. A CTI port must be added for each
active voice line intended to be used on a Cisco IP SoftPhone.

CTI Route Point

A computer telephony integration (CTI) route point designates a virtual device
that can receive multiple, simultaneous calls for application-controlled
redirection.

CUPs

Cisco Unified Presence is a standards-based platform that collects information
about a user's availability and communications capabilities to provide unified
user presence status and facilitate presence-enabled communications for Cisco
Unified Communications and critical business applications.
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FAC

Forced Authorization Code (FAC) is used to provide security in the
Communications Manager for dialling "Route Patterns". Traditionally, this is
used to block calls to external numbers. For example, often in call centres, only
some callers are allowed to make external consult transfers to certain numbers.
In order to enforce security, these callers are provided with a Forced
Authorization Code. The concept of FAC is that if the user makes such an
external call transfer that is protected by a FAC, the user must enter the FAC
before the call can continue. If an incorrect FAC is entered, or if no FAC is
entered, the call fails.

Night Service

This facility allows you to take the queue out of operation at certain times of
the day. During this time, calls are routed to some other destination. For
example, if you close down the 'Accounts service' queue every day at 7pm,

beyond that time calls can be routed to a destination - device or another queue.

SSL

Short for Secure Sockets Layer, a protocol used for transmitting private data
through the Internet.
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