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Important Safety Instructions

Read and Retain Instructions
Carefully read all safety and operating instructions before operating this equipment, and
retain them for future reference.

Follow Instructions and Heed Warnings
Follow all operating and use instructions. Pay attention to all warnings and cautions in the
operating instructions, as well as those that are affixed to this equipment.

Terminology

The terms defined below are used in this document. The definitions given are based on those
found in safety standards.

Service Personnel - The term service personnel applies to trained and qualified individuals
who are allowed to install, replace, or service electrical equipment. The service personnel are
expected to use their experience and technical skills to avoid possible injury to themselves
and others due to hazards that exist in service and restricted access areas.

User and Operator - The terms user and operator apply to persons other than service
personnel.

Ground(ing) and Earth(ing) - The terms ground(ing) and earth(ing) are synonymous. This
document uses ground(ing) for clarity, but it can be interpreted as having the same meaning
as earth(ing).

Electric Shock Hazard

This equipment meets applicable safety standards.

mWARNING!

To reduce risk of electric shock, perform only the instructions that are included in the
operating instructions. Refer all servicing to qualified service personnel only.

Electric shock can cause personal injury or even death. Avoid direct contact with dangerous
voltages at all times. The protective ground connection, where provided, is essential to safe
operation and must be verified before connecting the power supply.

Know the following safety warnings and guidelines:
¢ Dangerous Voltages

— Only qualified service personnel are allowed to perform equipment installation or
replacement.

— Only qualified service personnel are allowed to remove chassis covers and access any of
the components inside the chassis.

¢ Grounding

— Do not violate the protective grounding by using an extension cable, power cable, or
autotransformer without a protective ground conductor.

— Take care to maintain the protective grounding of this equipment during service or
repair and to re-establish the protective grounding before putting this equipment back
into operation.

Continued on next page
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Important Safety Instructions, Continued

Installation Site

When selecting the installation site, comply with the following:

Protective Ground - The protective ground lead of the building’s electrical installation
should comply with national and local requirements.

Environmental Condition - The installation site should be dry, clean, and ventilated. Do
not use this equipment where it could be at risk of contact with water. Ensure that this
equipment is operated in an environment that meets the requirements as stated in this
equipment’s technical specifications, which may be found on this equipment’s data sheet.

Installation Requirements

/!\ WARNING:

Allow only qualified service personnel to install this equipment. The installation must
conform to all local codes and regulations.

Equipment

Placement

/!\ WARNING:

Avoid personal injury and damage to this equipment. An unstable mounting surface
may cause this equipment to fall.

Ventilation

To protect against equipment damage or injury to personnel, comply with the following:

Install this equipment in a restricted access location.

Do not install near any heat sources such as radiators, heat registers, stoves, or other
equipment (including amplifiers) that produce heat.

Place this equipment close enough to a mains AC outlet to accommodate the length of this
equipment’s power cord.

Route all power cords so that people cannot walk on, place objects on, or lean objects
against them. This may pinch or damage the power cords. Pay particular attention to
power cords at plugs, outlets, and the points where the power cords exit this equipment.

Use only with a cart, stand, tripod, bracket, or table specified by the manufacturer, or sold
with this equipment.

Make sure the mounting surface or rack is stable and can support the size and weight of
this equipment.

The mounting surface or rack should be appropriately anchored according to
manufacturer’s specifications. Ensure this equipment is securely fastened to the mounting
surface or rack where necessary to protect against damage due to any disturbance and
subsequent fall.

This equipment has openings for ventilation to protect it from overheating. To ensure
equipment reliability and safe operation, do not block or cover any of the ventilation
openings. Install the equipment in accordance with the manufacturer’s instructions.

vii

Continued on next page
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Important Safety Instructions, Continued

Rack Mounting Safety Precautions
Mechanical Loading

Make sure that the rack is placed on a stable surface. If the rack has stabilizing devices, install
these stabilizing devices before mounting any equipment in the rack.

m WARNING:

Avoid personal injury and damage to this equipment. Mounting this equipment in the
rack should be such that a hazardous condition is not caused due to uneven mechanical
loading.

Reduced Airflow

When mounting this equipment in the rack, do not obstruct the cooling airflow through the
rack. Be sure to mount the blanking plates to cover unused rack space. Additional
components such as combiners and net strips should be mounted at the back of the rack, so
that the free airflow is not restricted.

m CAUTION:

Installation of this equipment in a rack should be such that the amount of airflow
required for safe operation of this equipment is not compromised.

Elevated Operating Ambient Temperature

Only install this equipment in a humidity- and temperature-controlled environment that
meets the requirements given in this equipment’s technical specifications.

/!\ CAUTION:

If installed in a closed or multi-unit rack assembly, the operating ambient temperature
of the rack environment may be greater than room ambient temperature. Therefore,
install this equipment in an environment compatible with the manufacturer’s maximum
rated ambient temperature.

Handling Precautions

When moving a cart that contains this equipment, check for any of the following possible
hazards:

m WARNING: Avoid personal injury and damage to this equipment! Move any
equipment and cart combination with care. Quick stops, excessive
force, and uneven surfaces may cause this equipment and cart to
overturn.

¢ Use caution when moving this equipment/cart combination to avoid injury from tip-over.

If the cart does not move easily, this condition may indicate obstructions or cables that may
need to be disconnected before moving this equipment to another location.

¢ Avoid quick stops and starts when moving the cart.
e Check for uneven floor surfaces such as cracks or cables and cords.

Continued on next page
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Important Safety Instructions, Continued

Grounding
This section provides instructions for verifying that the equipment is properly grounded.
Safety Plugs (USA Only)

This equipment is equipped with a 3-terminal (grounding-type) safety plug. The wide blade
or the third terminal is provided for safety. Do not defeat the safety purpose of the
grounding-type or polarized safety plug.

To properly ground this equipment, follow these safety guidelines:

¢ Grounding-Type Plug - For a 3-terminal plug (one terminal on this plug is a protective
grounding pin), insert the plug into a grounded mains, 3-terminal outlet.

Note: This plug fits only one way. If this plug cannot be fully inserted into the outlet,
contact an electrician to replace the obsolete 3-terminal outlet.
Grounding Terminal

If this equipment is equipped with an external grounding terminal, attach one end of an
18-gauge wire (or larger) to the grounding terminal; then, attach the other end of the wire to a
ground, such as a grounded equipment rack.

Safety Plugs (European Union)

¢ Class I Mains Powered Equipment - Provided with a 3-terminal AC inlet and requires
connection to a 3-terminal mains supply outlet via a 3-terminal power cord for proper
connection to the protective ground.
Note: The equipotential bonding terminal provided on some equipment is not designed to
function as a protective ground connection.

Equipotential Bonding

If this equipment is equipped with an external chassis terminal marked with the IEC

60417-5020 chassis icon (.-“'ri'i), the installer should refer to CENELEC standard EN 50083-1 or
IEC standard IEC 60728-11 for correct equipotential bonding connection instructions.

AC Power
Important: If this equipment is a Class I equipment, it must be grounded.

o If this equipment plugs into an outlet, the outlet must be near this equipment, and must be
easily accessible.

o Connect this equipment only to the power sources that are identified on the
equipment-rating label normally located close to the power inlet connector(s).

¢ This equipment may have two power sources. Be sure to disconnect all power sources
before working on this equipment.

o If this equipment does not have a main power switch, the power cord connector serves as
the disconnect device.

¢ Always pull on the plug or the connector to disconnect a cable. Never pull on the cable
itself.

¢ Unplug this equipment when unused for long periods of time.

Continued on next page
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Important Safety Instructions, Continued

Circuit Over

load

Know the effects of circuit overloading before connecting this equipment to the power
supply.

/!\ CAUTION:

Consider the connection of this equipment to the supply circuit and the effect that
overloading of circuits might have on overcurrent protection and supply wiring. Refer
to the information on the equipment-rating label when addressing this concern.

General Servicing Precautions

/!\ WARNING:

Avoid electric shock! Opening or removing this equipment’s cover may expose you to
dangerous voltages.

Be aware of the following general precautions and guidelines:

¢ Servicing - Refer all servicing to qualified service personnel. Servicing is required when

this equipment has been damaged in any way, such as power supply cord or plug is
damaged, liquid has been spilled or objects have fallen into this equipment, this equipment
has been exposed to rain or moisture, does not operate normally, or has been dropped.

o Wristwatch and Jewelry - For personal safety and to avoid damage of this equipment

during service and repair, do not wear electrically conducting objects such as a wristwatch
or jewelry.

¢ Lightning - Do not work on this equipment, or connect or disconnect cables, during

periods of lightning.

¢ Labels - Do not remove any warning labels. Replace damaged or illegible warning labels

with new ones.

e Covers - Do not open the cover of this equipment and attempt service unless instructed to

do so in the instructions. Refer all servicing to qualified service personnel only.

¢ Moisture - Do not allow moisture to enter this equipment.

¢ Cleaning - Use a damp cloth for cleaning.

o Safety Checks - After service, assemble this equipment and perform safety checks to

ensure it is safe to use before putting it back into operation.

Electrostatic Discharge

Electrostatic discharge (ESD) results from the static electricity buildup on the human body
and other objects. This static discharge can degrade components and cause failures.

Take the following precautions against electrostatic discharge:

¢ Use an anti-static bench mat and a wrist strap or ankle strap designed to safely ground

ESD potentials through a resistive element.

¢ Keep components in their anti-static packaging until installed.

¢ Avoid touching electronic components when installing a module.

4025954 Rev E
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Important Safety Instructions, Continued

Electromagnetic Compatibility Regulatory Requirements

EMC

This equipment meets applicable electromagnetic compatibility (EMC) regulatory

requirements. EMC performance is dependent upon the use of correctly shielded cables of

good quality for all external connections, except the power source, when installing this

equipment.

¢ Ensure compliance with cable/connector specifications and associated installation
instructions where given elsewhere in this guide.

Otherwise, comply with the following good practices:

e Multi-conductor cables should be of single-braided, shielded type and have conductive
connector bodies and backshells with cable clamps that are conductively bonded to the
backshell and capable of making 360° connection to the cable shielding. Exceptions from
this general rule will be clearly stated in the connector description for the excepted
connector in question.

¢ Ethernet cables should be of single-shielded or double-shielded type.

¢ Coaxial cables should be of the double-braided shielded type.

Where this equipment is subject to USA FCC and/or Industry Canada rules, the following
statements apply:

FCC Statement for Class B Equipment

This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation.

This equipment generates, uses, and can radiate radio frequency energy and, if not installed

and used in accordance with the instructions, may cause harmful interference to radio

communications. However, there is no guarantee that interference will not occur in a

particular installation. If this equipment does cause harmful interference to radio or

television reception, which can be determined by turning the equipment off and on, the user

is encouraged to try to correct the interference by one or more of the following measures:

¢ Reorient or relocate the receiving antenna.

¢ Increase the separation between the equipment and receiver.

e Connect the equipment into an outlet on a circuit different from that to which the receiver
is connected.

¢ Consult the dealer or an experienced radio/TV technician for help.
Industry Canada - Industrie Canadienne Statement

This apparatus complies with Canadian ICES-003.
Cet appareil est confome a la norme NMB-003 du Canada.

Fuse Replacement

To replace a fuse, comply with the following:
¢ Disconnect the power before changing fuses.
¢ Identify and clear the condition that caused the original fuse failure.

o Always use a fuse of the correct type and rating. The correct type and rating are indicated
on this equipment.

xi

Continued on next page
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Important Safety Instructions, Continued

Modifications

This equipment has been designed and tested to comply with applicable safety, laser safety,
and EMC regulations, codes, and standards to ensure safe operation in its intended
environment.

Do not make modifications to this equipment. Any changes or modifications could void the
user’s authority to operate this equipment.

Modifications have the potential to degrade the level of protection built into this equipment,
putting people and property at risk of injury or damage. Those persons making any
modifications expose themselves to the penalties arising from proven non-compliance with
regulatory requirements and to civil litigation for compensation in respect of consequential
damages or injury.

Accessories

Use only attachments or accessories specified by the manufacturer.
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Preface

Overview

About This Guide

This guide provides the instructions for installing, setting up, and operating the Ethernet
over COAX Element Management system (ECEM). This guide is subject to ECEM V 3.0.4.

In This Guide

This User Guide is divided into the following sections:
Chapter 1: Introduction - This chapter provides a brief overview about ECEM.
Chapter 2: Installing ECEM - This chapter describes how to install ECEM.

Chapter 3: Setting up ECEM - This chapter describes how to initiate and set up ECEM, such
as loading the license and user management.

Chapter 4: Operating ECEM - This chapter provides information on device management,
parameter configuration, and performance testing.

Chapter 5: Customer Support Information - This chapter contains information on obtaining
technical support.
Additional Documentation

Visit our website (http:/ /www.scientificatlanta.com/TNS/index.htm to view additional
publications about our products.

You need a user name and password to access this website. If you do not have a user name
and password, contact your customer service representative.

Note: You may need to install a PDF reader, such as Adobe Acrobat Reader, on your system
to view these publications.

Note: You can download these guides separately, or find them on the CD that comes
packaged with the master and end-point devices.
Important Notice

Please read the following notice before performing instructions in this guide.

m NOTICE:

Although DigiStar EoC Aggregation Point (AP) and End Point (EP) contain various
types of offerings, the DigiStar EoC E220 IP54 and E320 can be considered as a typical
DigiStar EoC AP and EP. All instructions in this guide are based on the DigiStar EoC
E220 IP54 and E320. All instructions are applicable to all types of DigiStar EoC
offerings.
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Chapter 1
Introduction

Overview

Introduction

This chapter provides a brief overview of the ECEM system.

In This Chapter
This chapter contains the following topics.
Topic Page
About ECEM 1-2
Remote Management Application 1-4
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About ECEM

Introduction

The DigiStar™ Ethernet over COAX (EoC) system is designed to combine CATV signals with
Ethernet signals for transmission to the subscriber’s home through the existing coax access
network.

The Ethernet over COAX Element Management (ECEM) System is a uniform management
platform that can remotely manage and monitor all master and end-point devices in the EoC
network system. With remote accessing of master devices based on SNMP standard protocols,
the ECEM System can monitor device status and report alarms in real time, configure key
device parameters, upgrade device firmware, and test and analyze device performance,
thereby reducing maintenance cost and improving management efficiency of a complex EoC
network system.
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ECEM Features

e Supports remote management based on SNMP protocol

e User management: Add and Delete User

e Device configuration including VLAN and Rate Limitation

¢ Supports adding and deleting devices

e Supports remote checking of status and firmware version of master and end-point devices
¢ Real-time and fixed-time performance test for forward and reverse link

¢ Real-time and fixed-time monitoring of end-point device data flow

e Supports report and chart analysis for performance testing and data flow monitoring
¢ Supports fault management from multiple E220s.

¢ Firmware remote batch upgrade for master and end-point devices

e Database support for user and device information reservation

¢ Supports EP offline configuration

e Automatic EP Join/Leave updates

Continued on next page
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About ECEM, Continued

ECEM System

The ECEM System offers comprehensive management for all master and end-point devices in
a complex EoC network system. With remote access to master devices based on SNMP
standard protocols, ECEM can monitor device status and report alarms in real time, configure
key parameters, upgrade firmware, and test and analyze the device’s performance, thereby
reducing maintenance cost and improving management efficiency.

ECEM provides operators with following major benefits:

1. General Management Platform - There are many devices (master and end-point) in an
EoC network system, and these devices may be deployed in different MDUs, or areas.
ECEM is designed as a platform to manage all master and end-point devices in a complex
EoC network system through a user-friendly graphical interface. The number of managed
devices and function modules can be defined by license. ECEM can reduce the cost of
system maintenance with improved management efficiency.

2. Comprehensive Device Management - Each AP device can be regarded as one device
node in the Device Tree, and all end-point devices of this AP device will be loaded by
double-clicking the node. The status of connection and access control configuration of the
end-point device can be marked with color, helping the user to recognize the device’s
working status and monitor the whole complex network.

3. Online Monitoring and Testing - The device status of failed connection, new identified,
and disabled access can be recognized by color. This helps the user identify failed devices,
quickly locate the failure, and identify degradation in the EoC network. ECEM can create
a task to test online device’s performance, and monitor the data flow.

4. Online Configuration and Upgrade - ECEM can remotely configure the key parameters
of the end-point devices (enable or disable the access control, VLAN ID, rate limit), and
check and upgrade the online device’s firmware. You can also save, import, or export the
device’s settings. This can reduce the difficulty of maintaining devices in the field, and
allows for upgrading the whole network both quickly and on a large scale. You can access
the online AP device’s internal management system via the embedded web browser in
ECEM to implement the comprehensive management and status monitor.

5. Performance Evaluation - With the optional SQL Server database support, ECEM can
save the records of performance testing and dataflow monitoring tasks. By following the
report wizard, you can generate several types of reports or charts to analyze the
performance and communication activities of the devices.

6. Open Standards - ECEM is a management system based on industry open standards such
as SNMP and HTTP.

Important Concepts

The following items have been defined in ECEM.

¢ Node: A node is defined as the virtual IP address of the root AP device. The host can
remotely access this AP device via Ethernet network. The node is helpful in managing a
large number of devices in an EoC system, even though these devices are not directly
connected to the host.

1-3
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About ECEM, Continued

Names and Descriptions

The following table shows the names and the descriptions of terms used in the ECEM system.

Names Description

AP (Aggregation Point) E220

EP (End Point) E320

Module E220 Plug-in Module

Device AP (Aggregation Point), EP (End Point)

Admin The account that has full control of the ECEM system.
The account used to view the ECEM system

User configurations. Under the user account, no changes to

the system configuration are allowed.
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Remote Management Application

Remote Management Architecture

ECEM can remotely manage all online master and end-point devices in an EoC network
system via Ethernet network.

The following illustration shows the typical remote management architecture.

E220 with ONU module inside:

Network = ‘ gl
- N
.3 | e e
- - ~ B
- - ” - MDU 2

Headend "3 Node "‘\\\

1P Net \ EoC Master
P
cArs
Ethernet Z l =
Transceiver y '\"
Q Active Amplifi
. e
EoC EP / EoC EP
[ &G 9] [ G 9]
oh A
MDU 1 SUB 1 suB 2
E220 with ONU outside:
Network o
- - ““'\
- Y - ~d
- ot o ~
£ Node g
Headend b
EPON .
Fiber Py \ EoC Mast
AP CAT-s T it
X
COAX
\“\
NG
EoC EP SRE EoC EP
[ Dt 0] (S0 9]
5 =5
MDU 1 — B e — R
SUB 1 SUB 2

Note:

1. Inthe above application, the master devices are connected via LAN interface, and are
responsible for providing Ethernet and video signals to one MDU. The end-point
devices should be deployed in each subscriber’s apartment in the unit.

2. The end-point device can provide both Ethernet and CATV services to subscribers.

3. Be sure that network resources are sufficient to provide the required number of master
and end-point devices in each MDU, and to ensure adequate bandwidth for each
subscriber.

4.  ECEM enables remote access to each online AP device’s internal management system via
the Ethernet network.
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Chapter 2
Installation

Overview

Introduction

This chapter contains the information on how to install ECEM.

In This Chapter
This chapter contains the following topics.
Topic Page
System Requirements 2-2
Installing ECEM 2-3
Connection 2-5
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System Requirements

System Requirements

Make sure your computer meets the following requirements to install ECEM V2.9.2.

Item Requirements
Windows Server 2003/
Windows XP Service Pack 2/
Operating System
Windows 2000/
Windows 7
Disk Space At least 310 MB
Display Minimal: 1024 x 768, 16-bit high color
Supporting Software

ECEM may need the following software support according to your requirements.

Software Items

Descriptions

Microsoft SQL Server
(Optional)

The ECEM software package does not include the Microsoft
SQL server application. The SQL Server is used to store
performance test results. ECEM provides a wizard to instruct
EoC network administrators how to configure, test, and
maintain the SQL Server.
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Installing ECEM

Installation Steps

To install ECEM on the host, follow the instructions below.

1.

3.

Run Setup.exe. The InstallAware Wizard starts. The installation program will collect the

necessary information for installing ECEM on your computer.

The .Net Framework 2.0 and Crystal Reports are required for running the ECEM. If
the .Net Framework 2.0 and Crystal Reports have been installed, the installation wizard

will start to install ECEM directly, go to step 4.

ECEN 2 - Installiware Wizard N [=[ 3]

ECEM 2 Pre-Requisites

Collecting information Your system lacks the following pre-requisites required to install ECEM 2:
Preparing installation

Installing

Crystal Reports for .NET Framework 2.0
Finalizing installation

e the required

Installaware

Cancel

If necessary, the wizard then installs the .Net Framework 2.0 and Crystal Reports.

" ECEN ? — Installhware Tirard =10 x|

Installing ECEM 2 Pre-Requisities

aen]n,
Collecting information C I 5 C O

Preparing installation
Installing

Finalizing installation

T—'_ﬁ‘

Key: Writing system registry values, Mame: | Value:

Installaware

Cancel

Continued on next page
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Installing ECEM, Continued

4.  After completing the above steps as needed, the wizard proceeds to install ECEM.

-ECEN - InstallAware Wizard

Welcome to ECEM Setup

Collecting information Welcome to the InstallAware Wizard for ECEM Setup.
Preparing installation

Installing

Finalizing installation

®

Installaware

5. Accept the License Agreement by ticking the box before “I agree with the license
agreements” and click Next. Type your user name and company information, and then
select the installation path, and so on.

6. ECEM is now installed.
7.  Click Finish to finish the installation.

"-ECEN - InstallAware Wizard

ECEM Setup Complete

Collecting information ECEM has been installed successfully.
Preparing installation
Installing

Finalizing installation

®

Installaware

8. When uninstalling ECEM, the wizard only removes the ECEM program. We do not
recommend that you uninstall the .NET Framework and Crystal Reports applications.

Continued on next page
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Connection

Connection of Remote Management
The following illustrations show a typical example for directly connecting to an Ethernet

network.
Internet ) ™
e 6
| I
w ]|
b e .' - " = = el e ’s
RF output 1 RF output 2
RF input 1 RF input 2

Node

TEEE

The configuration of the network determines the number of master devices supported.

Note:

1.

Please refer to Remote Management Application for more information.
Continued on next page
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Connection, Continued

Connection at Subscriber Home

The end-point device should be deployed at the subscriber’s home. The following diagrams

illustrate examples of a coax network connection, and user device connection.

Coax Network Connection

HPNA and RF Coax AC Adapter

Subscriber's home

User Device Connection

Optional for RF
to TV or Set-lop

IF Sel-Tap

4025954 Rev E
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Chapter 3
Setting up ECEM

Overview

Introduction

This chapter mainly introduces the layout and menus of ECEM, and provides a simple
instruction about user management, and how to activate the license.

In This Chapter
This chapter contains the following topics.
Topic Page
License Management 3-2
ECEM Overview 3-5
User Management 3-12
Alarm Management 3-14
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License Management

Introduction

ECEM needs a license to activate the function modules. After installation, ECEM has no
license installed, and therefore, no function modules are activated.

The license is bonded to the host’s network adapter MAC address. To purchase a license, you
should provide the host's MAC address to the sale representative. Cisco Systems will then
provide the correct license file in accordance with your actual requirements.

To Launch ECEM
Follow these steps to launch ECEM.
1. Click Start menu, and then point to Programs.
2. Point to ECEM, and then click ECEM to start up this program.

3. When you launch ECEM for the first time, it notifies you that no valid license file is
found.

ECEN
3 No valid license found

Flease make sure that wou have a valid license on this computer

To Purchase a License

1. To apply for a license, click License Status option from the Help menu.

Help ‘

%4 License Status
© | User Manuzl F1 R@

2 | Reportlssue

About ECEM

Continued on next page
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License Management, Continued

1. Click License Status. The license status dialog box appears.

‘f‘-. License Status

i Purchase Guide Upgrade
Module List

Hame Description
[] RegisterNode

[[] PerformanceTest

[] DataFlow

[] RemoteTest

[[] PerformaceGraphic
[[] PerformanceReport
[] versionCheck

[[] ParameterConfigu. ..
[] SoftwareDownload
[] DeviceTopology

[

[] OperatorAccount v

2. Inthe module list, all modules are invalid. Click Purchase Guide to get the host's MAC
address.

%, Purchase Guide

211311041

N01E6EF3A3F17
0002454C02C0

Fleaze copy the whole content and send it to a sale reprezentitive.

The representative will zend vou a license later, After receiving the
license, please click Upgrade button in License Statuz dialog to import the
license,

Provide all contents in the text box to the sales representative. The representative needs
this information to apply for a license from Cisco Systems. In the example shown above,
the number “00166F3A3F17” is the host’s MAC address.

Continued on next page

3-3 4025954 Rev E



License Management, Continued

To Load the License
1. If you received the license file, click Upgrade to load the license.

2. Click Browse, and then select the valid license file from your computer.

Open @

Lookin: | 3 ECEM v @@
£ [)20080628
{ J) I)20080703

My Recent [Dimages
Documents  |(5)ROS5A

= (2 0016CF1CF204

File name: |0016CFICF204 v [ open ]

My Network  Files of type: ‘ License Files [*.dat) v ] [ Cancel J

3. Click Ok to load the license file. When the file loads successfully, the relevant function
modules are activated.

f,“x License Status @

i Purchase Guide | Upgrade
Module List

Description »

PerformanceTe'st
DataFlow
RemoteTest
PerformaceGraphic
PerformanceReport
VersionCheck
ParameterConfigu. ..
Softwarelownload
DeviceTopology
OperatorAccount

[

Total master count: 20; Endpoint count per master: 25

The license will show the maximum number of managed master and end-point devices.
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ECEM Overview

To log in to ECEM

After loading the license, you can log in to ECEM using the default user name and password.

Follow these steps to log in to ECEM.

1.

Choose Operators menu, and then click Log In.

Operators | Wiew Edit Ct

'E'_.J‘,I Login

-

Note: You can also click B8 on the toolbar to quickly open the Log In dialog box.
The Log In dialog box appears.

Log In [Z|

Operator
Operator Hame v|
FPasswaord | |
[ 0K ] [ Cancel ]

For the first login, there is only one user “admin” in the Operator Name drop box.

The default password of “admin” is 123456. In the Password text box, type the initial
password, and then click OK.

If you are a registered operator, select your ID from the Operator Name drop box, and
then type your password to log in.

After login, select the language (Simplified Chinese or English) for ECEM in the View
menu.

Language k Ta{d i

Preferences ¥ || English

3-5

Continued on next page
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ECEM Overview, Continued

Layout
The following screen shows the default layout after you log in to ECEM.
£CEM -|5]]
: File Opersiors View Edi  Coefiguention  Perfermance  Dambase  Help
SRl ORI M SN D ERO | _
b  ator tizzn | o
o Ditict S0 O | hpiye.sa [ORONE |
= Shesl -
"‘—L‘:;DIIRIW.I.II ol I lel I 1 5l ™
o 0125803209 DigiStar™ Ethernet over Coax Product E220
Modude (00 C5-0% 00 00:06) c I s c o
Systam Status
LAN Caonfigurafion System: ‘xo=
wowwr | o i
Port Management Fimware Version povnree
Fumware Date Mon Oct 18 12:13:49 C5T
o 2010
NS VLAN Tefminetor) Local Tung Mon Oct 18 04:18:49 2010
AL Uptime U7h 22min 565
Manageren Haotloader Version 0.04.08
Sl LAN/WAN -
1P Address 192.168.1.1
Subrnet Mask 255.255.255.0
Mac Addross 00:3d:00:10:22: 75
£ 7one Trew (1) |y Devien Tere Default Gateway -
£ 7 Solect &l [ Regiater 41 Jill Expert Tetal device count 3; Endpoint device count 3
No | MaC | ey | Type | Mame | Tednphone | Fmad | Stahe |
Ou [LEALA AT T e [ ¥~} Qe
o 000505 000001 E120 Ovire.
O: 00050 00:00:04 E320 Onire.
£ Hstory Devien Lt (B Tost fvats WA Yoesion foseorcts (#4100 [ Devices
You can use the View menu to adjust the layout and set various preferences for ECEM.
Wiew | Bdit Configurahon Performance Datsbase
@ Wiew Device List ]
Eﬂ View Test Result @ EoC E22
J View Version . )
b | QO
Toolbar 3 7 LAocount |
EI Statusbar 7 Devices
Device Tree EI Management
Zone Tree | Offline '
Device List
Leg
System St
Web Browser
Lenguage 3 LAN Cnnﬁg
Preferences
Continued on next page
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ECEM Overview, Continued

Menu Items

Options Description
Toolbar To show or close the shortcut icons on the toolbar.
Statusbar To show or close the status bar.

Device Tree

To show the device tree diagram.

Zone Tree

To manage AP and discover AP feature in context menu.

Device List

To show the Devices table.

Log

To show the operation log event table.

Web Browser

To show the embedded web browser.

Preference To set the Main Window theme, SNMP, FTIP, Polling parameters,
Data Field Selection and Renaming.
- Main Window
MP r— Connection

FIP —

Poling Fietry I 53, times
- DataBage field selection
- Data field renarning

—Trap
IV Enable Listening
Ok I Cancel
Vi
1. Operators menu

Operators | View

Edit Cr

'%:,l Login

e LogIn-Tologinto ECEM.
e LogOut - To exit ECEM.

e  Change Password - To change the password of a registered operator.

e  Manage Operators - To add a new operator or delete a registered operator.

3-7

Continued on next page
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ECEM Overview, Continued

2. View menu

Yiew | Edit Configuration
[% View Device List
[ | View Test Result

Wi | View Version

Toolbar 3
¥ || Statusbar

Device Tree

Zone Tres

Device List

Log

web Browser
Language 3

Preferences

e  View Device List - To view the device list which the operator saved.
e  View Test Result - To view the test results which the operator saved.
e View Version - To view the version of selected device’s firmware.

e  Toolbar - To turn on or off the relevant tool shortcut icons.

e  Statusbar - To turn on or off the status bar.

e  Device Tree - To activate the Device Tree view.

e  Zone Tree - To activate the Zone Tree view.

e  Device List - To activate the Device List view.

e Log - To show the system logging information list.

e  Web Browser - To activate the Web Browser window.

e Language - To select the language (Simplified Chinese or English) for ECEM.

e  Preferences - To allow the user to set the Main Window theme, SNMP, FTP, Polling
parameters, Data Field Selection and Renaming.

e Note: Polling will check AP online status periodically. Set polling to 0 min to disable
polling.

Continued on next page
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ECEM Overview, Continued

Edit menu

Edit | Configuration

Perfor

Refresh Devices — Refresh the device list and their status. All new connected devices

can be loaded under the Device Tree marked with light blue color.

e  Delete Device - Delete devices or nodes. If you delete a node, all devices of this
node will be deleted.

o  Register Device - Register new devices into the database, or edit the device’s basic

information.

Configure menu

%! Check Version

P

Batch Upgrade

4 | Download Firmware

Configuration | Performance

e Check Version - Check the online device’s firmware version.

e Configure Device - Configure the device’s key parameters.

e Download Firmware - Upgrade the firmware for online devices.

e Batch Upgrade - Upgrade a group of devices of firmware. There are three options:

- Batch Master Firmware Upgrade

- Batch Gateway Firmware Upgrade

- Batch Endpoint Firmware Upgrade

For details, please refer to Section B
Configuration of Chapter 4 Operating ECEM.

P

Batch Upgrade

Configuration | Performance  Database  Help

y EoC E220

htraei 192 1681 .1

Batch Master Firmware Upgrade

1]
FRANNFRRM

Batch Gatewsy Firmware Upgrade

Batch EP Firmware pgrade

3-9

Continued on next page
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ECEM Overview, Continued

Performance menu

The Performance menu is used to test the device’s performance.

Performance | Database  He
2 Maonitor Data Flow

ﬁ Test Performance

|H_H Report Wizard

e  Monitor Data flow - Create a task to monitor the device’s data flow.
o  Test Performance - Create a task to test the device’s performance.

e  Report Wizard - Instruct the user to generate reports and charts to analyze the
device’s data flow and performance.

Database menu

The Database menu is used to configure, test, and maintain the SQL Server database.

Database | Help

l_,J Configure Database

Maintain Database

e  Configure Database - Configure the Database to save the records of data flow
monitoring and performance test.

e  Maintain Database - Maintain the records of the database.

Help menu

Help

License Status
User Manual F1

Report lzsue

About ECEM

e License Status - To allow the user to purchase and load the license and to view the
license’s status.

o  User Guide - To open the ECEM User Guide.
e  Report Issue - To report an issue to the contact person.

e About ECEM - To view ECEM system information.

4025954 Rev E
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ECEM Overview, Continued

Toolbar
The following dialog box shows the Toolbar. The toolbar enables a quick launch of special
function modules. If one function module is invalid, the related icon on the toolbar is also
invalid.
B[O AW L YLD
The following table gives the basic description of toolbar.
Icons Hints Description
gy Log In Log in to ECEM.
e Manage Operators Add a new user, or delete a registered user.
g Change Password Change the password of one registered operator.
-~ Refresh EP Device Refresh the device’s status, and find out new devices of
> one node.
Iﬁ Register Device Reg.ister new qevices ir.1t0 the database, or edit the
device’s basic information.
% View Device List View the device list.
H | View Test Result View the test results.
i View Version View the device firmware version.
=1 Check Version Check an online device’s firmware version.
=) Configure Device Configure the device functionality.
o Download Firmware | Upgrade an online device’s firmware.
LA Monitor Data Flow Create a task to monitor a device’s data flow.
£ Test Performance Test an online device’s performance.
Alarm Management Manage the alarm thresholds.
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User Management

Introduction

This section provides instructions for adding a new user, deleting a registered user, and
changing the password.

Note: The user account is enabled to view all the system configurations while any change to
the system configurations is allowed. Please switch to admin account if you are expecting to
make changes to the system configurations.

To Add or Delete a User

Note: Only the admin account has the privilege to delete users. The admin account is also
enabled to add more Admin accounts.

3

1. Click =] on the toolbar, or choose Operators menu, and then click Manage
Operators.

The Manage Operators dialog box appears.

Manage Operators ﬁl

[Addl

Delete Cancel

2. Toadd a new user, click Add and then type the new user name and password into the
appropriate text boxes. ECEM will not distinguish between uppercase and lowercase
letters.

3. Click Add again. A new operator has been added successfully.

4. To delete a user, click Delete, and then select the targeted registered user from the
Operator name drop box.

Manage Operators n

Operator name | |Admin j

Admin
Pazswond

Fe-type pazsword |

Add Delste Cancel

5. Click Delete again to delete the selected operator. The operator “admin” cannot be
deleted.

Continued on next page

4025954 Rev E 3-12



User Management, Continued

Changing a Password

3-13

The default administrator of ECEM can change the password for all registered users without
knowing their current passwords. Registered users can only change their own passwords.

Follow these steps to change the password.

1.

&
Click 2| on the toolbar, or choose Operators menu, and then click Change Password.

The Change Password dialog box appears.
Change Password E

Operator hame | adrnin ﬂ

[ —

Current paszword |

Enter new paszword |

Re-type pazsword |

] Cancel

Choose your user name from the drop-down box, and then type your current password
and new password separately into the appropriate text boxes.

Note:

e  For aregistered user, only your own password can be changed. The administrator
can change all registered users’ passwords, and does not need to type the current
passwords of the selected registered users.

e ECEM will not inform the registered user automatically after the administrator
changes his or her password, so the registered user needs to get help from the
administrator if he or she finds that the password was changed.

Click OK. The password has been changed.
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Alarm Management

Introduction

This section provides instructions on how to manage alarms by changing the threshold.
To View Alarms

Click .22 on the toolbar, or choose View menu, and then click Fault Management. The
following screen shows an example of the alarms ranked chronologically.

HExport ﬁchangeThresholds

Index  TimeStamp Device Alarmt ame Severity Statug
1] 09152010 14:23:16 192.168.1.1 eocLinkR=Powerdlarm 00:1ciearabi 3772 <= 00:c5:d3:00:00:ee -46 dBm minor raise
1 09152010 14:25:40 192.168.1.1 eacHighT emperaturedlarm current temperature iz 41.0 centigrade critical clear
2 09152010 14:25:30 192.168.1.2 eocHighT emperaturedlarm current temperature i 42,0 centigrade critical clear

3 Jlogtsa0fotatsr feeiesll Lerical —lvaise

l4Jlogts20t0t4ns07 (18278812l eocHighTemperatureAlam curent temperature is 41.0 certigrade [lertical a1
Note: Once the alarm thresholds are exceeded, the alarms are activated. The severity of
alarms are distinguished and highlighted by colors. The sustained user data traffic which
lasts for more than 10 minutes is necessary to activate the SNR alarm function.

To Change Thresholds

1. Click the ﬁ Change Thresholds |

— Configure Thresholds

button. The following screen is displayed.

HighTemperature [g0.0 = er Apply R Power [-45.00 = &m Apply |
LinkFHYyFate |32.DD 3: MB/s Apply SME Alarm |2U.DD 3: dB Apply |

2. Change the number in High Temperature tab from “60.0” to the expected number
(“20.0” in this case), and check the boxes in line with the corresponding APs to be
changed. Or check the box before the Select All tab if you want to change Alarm
Thresholds for all APs in the network.

/4% Change Alarm Threshold

Configure Thresholds

deC RX Power \4500 37 dBm Apply
LinkPHYRate {3200 < | MB/s Apply SNR Alarm  |20.00 v Apply

Wliriaterways -
Index IP Address ‘

0 192.168.1.2
1 192.168.1.1

O

HighTemperature [20.0

3. Click the Apply button.

4.  After viewing the following status reminder, the configuration is successful. Click the
Quit button.

Status

9-15-2010 14:23:46

start ta configure high temperature alarm threshald:

successully zet High Temperature Threshold 20.0t0 192, 168.1.2
successiully zet High Temperature Threshold 20.0 1o 192.168.1.1
Configure Finizhed!
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Chapter 4
Operating ECEM

Overview

Introduction

This chapter contains necessary information for EoC network administrators regarding
ECEM, including device management, performance testing, and parameter configuration.

In This Chapter

This chapter contains the following sections.
Topic Page
Section A Device Management 4-2
Section B Device Configuration 4-15
Section C Performance Test 4-27

4-1
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Section A
Device Management

Overview

Introduction

There are many devices (master and end-point) in a typical EoC network system, and these
devices may be deployed in different MDUs, or areas. ECEM is designed as a platform to
manage all master and end-point devices in a complex EoC network system through a
user-friendly graphical interface. The number of managed devices and function modules are
defined by the license.

There are two tabs for viewing and managing the devices: Zone Tree and Device Tree. Zone
Tree displays AP and its affiliations in geographical locations. The Device Tree shows the
relationship between both AP and EP in a hierarchical way.

Note: You can find shortcut menus for some device management functions by right-clicking
in the Devices table, as shown below.

Devices

: [ Select All | [Z]Register All [l Export

Mo, | MALC | Address | Type |
On 00:18:68:00:58:03 E220

00 C5:Cr9: 00 00 0

Oa: 00:C5:05:00:00:04

Register Device
Configure Device
Download Firmware
Maonitor Data Flow

Test Performance

Eis « % &

In This Section

This section contains the following topics.

Topic Page
Adding a Node 4-3
Discovering AP 4-6
AP Polling 4-8
Registering a Device 4-9
Deleting Devices 4-11
Loading and Refreshing Devices 4-12
Viewing Device List 4-14
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Adding a Node

Introduction
The remote master devices should be defined as a node in Zone Tree. The end-point devices
can be loaded by double-clicking the online master device in the Device Tree. If the master
device is offline, the end-point device cannot be loaded into the Device Tree.

To Add a Node

Follow these steps to add a new node.

1.

Right-click on the Zone Tree diagram.

Zone Tree (1)

= City
—|- Drigtrict
= Street
—|- Building

- E220 (132.1658.1.1)

fodule [00:18:68:00:5E:D3)
Maodule [00:C5:D9:00:00:08]

bl

4-3

Continued on next page

4025954 Rev E



Adding a Node, Continued

Click Add. The Add dialog box appears. Before adding the new node, fill in the City,
District, Street, and Building information by selecting Add from the pop-up menu,
which is activated by right-clicking the established geographical location.

(g |
Add... = O
Zohe Information

City

Add Close

0

After Building has been filled out, right-click it and select Add to access Add New Node
dialog box.

Add Hew Hode =y

Mode Information

IP Address: 192.162.1.1|

Type the IP address of the remote master device. The IP address you add should be the
IP address of the master device’s LAN interface. You can also use this IP address to
access this master device via an embedded browser.

Note: The default IP address of the remote master device’s LAN interface is
192.168.1.254. You should use a public IP address (which you can get from your ISP
service provider) for each master device to replace the default IP address of the LAN
interface. For details on changing the default IP address of the master device’s LAN
interface, refer to the DigiStar EoC Master E220 Installation and Operation Guide (part
number 4034992).
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Adding a Node, Continued

3. Click Add. The new node is added to the Zone Tree.

Zone Tree (1)

—|- District
—|- Street
=1 Building
—- E220 (192.168.1.1]
b odule [00:18:68:00:58:03]
b odule [00:C5:09:00:00:08]

4.  After adding a node, right-click the node to open its context menu, and then click
Manage AP from the menu to begin loading the end-point devices.

5. Click Yes at the prompt window shown below to add the new EP.

Found new unregistered devices, Add those devices?

Yes Mo |

Result: The master device and its end-point devices will be regarded as new devices
(marked with light blue color). The new devices should be registered to the database.
Refer to the section Registering Nodes for more information.

Devices
i [ Select All | [Z] Register All [idl] Export

Mo. | AL | Address Tupe Mame Telephone E mail Status
Oao 00:18:68:00:56:03 E220 Orline
[m 00:CH:D3:00:00:01 E320 Orline
Oz 00:C5:03:00: 00:04 E320 Unregist...

Continued on next page
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Discovering AP

Introduction

Discovering AP allows you to look through APs that are available for adding to the network.

To Discover AP

1. Select the entry at the Building level from the four levels of City, District, Street, and
Building. Right-click the Building entry, and then select Discover AP.

T

Refresh 4P
Add...
Delets. .
Edit Info
Discowver AP

& | Search AP
e

Search EF

2. Click Scan to start scanning for available APs.

bicow o BHE

M ode |nformation

IF Address: 1592.168.1.1

Scan Cloze

4

3. If anew AP is found, the following window appears.

4025954 Rev E
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Discovering AP, Continued

Found a new AP1192,165.1.1
Lo wou want to add this APF

Yes Mo |

1. Click Yes. The new AP will be displayed in the Zone Tree tab, as shown below.

ZFone Tree (1)
=1 City
=1 Digtrict
—I- Street
=1 Building
=~ E220 [192.168.1.1)
Module [00:18:63:00.58:03)
b odule [00:C5: 0 3:00:00:08]

2. Click Yes to add the unregistered AP. For details on registering the AP, refer to
Registering a Device for more information.

? ) refresh
<&/

Found new unregistered devices, Add those devices?

es l [ Mo
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AP Polling

Introduction

The Polling feature, if turned on, can periodically check AP online status.

To Turn on / Turn off AP Polling
1. Select Preferences from the View menu.

2. Select Polling from the Preferences menu.

- Main Window .
- SNMP Palling
~FTP
Palling Paliing Period | ::I ity

[ atab aze field zelection
i Drata field renaming

Ok I Cancel
A

3. Set Polling to 0 to turn off the Polling. The default time interval for an AP online status
check is every 5 minutes.
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Registering a Device

Introduction
This feature allows registering all new devices in the database, including both AP and EP.
You can edit each device’s basic information at the time you register it.

To Register a Device
1. Select a device from the Device Tree, and then click the Register Device option from the

Edit menu.

Edit Cu::-nflguratu::-n Pe

Delete Device

Register Device

Note: You can also right-click a device in the Devices list, and then click the Register

Device option. Or, you can click the Ij button on the toolbar to open the Register
Device dialog box.

Mo. | MAC | Address | Type | Mame | Telephone | E mail | Statuz I
E220 Orline

——— Dniine

Register Device

Configure Device

Download Firmware

Menitor Data Flow

Cis €« |

Test Performance

&Hlstory Device List |:|Test Rezults |‘lq‘i'erslon Records ﬁLog EDevlce

2. Enter the basic information of the selected device in the appropriate text boxes.

|l Save | B Synchronize

— O:1C:EA:AR IZER Froperties
User M arme: IEisu:u:u
Address: IEiscn, China
Telephone: IE'I -24114300
Email: Ienc-suppnrt@ciscn. Com

Continued on next page
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Registering a Device, Continued

After typing the user name, address, telephone number, and email address, click Save to
save the basic information for this device to the database.

Result: The configuration of the device is shown in the device list. See the screen below:

i [ Select All | [ Register All [l Export

Mo. | MAC | Address | Type | Mame | Telephone | E mail | Statuz I
Oo 00:18:68:00:66:A8 EZ20 Online
1 001 C:EAAR:31:24 Cizco, China E320 Cizco 21-24014300 e0c-supportiEicizco. com Online

To View Device Configuration

Click the Synchronize button.
Result: The configuration of the EP will be displayed. See the screen below:

| [ Save B Synchronize

— 001 CEAAB3ZER Properties

Jser Mame: |Ei3u:u:|

Address: |Ei3u:u:|, China
Telephone: |21 240714200

E rmail: Ieuc-suppurt@ciscu.cnm

— Configuratian

U pztream Fate Limit: |2E|48Kb|:|s

Downstream R ate Limit:l lan1:1024K bps land 2048k bps

WLAM: IIan'I: WLAM iz enabledlan: YLAM iz enabled
Fort 1: IEnaI:nIed; WLaAM Tag 101; Pronty: 1
Fuort 2 |Enabled; YWLAM Tag 102; Praity: 2
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Deleting Devices

To Delete Devices
Follow these steps to delete devices.

1. Select the device which you want to delete, and then click the Delete Device option in
the Edit menu.

Edit | Configuration Per

-

Delete Device

Register Device

Or, right-click the device, and then click the Delete Device option.

= A Module [00:15:65:00:58:03)
F E320(00:C5:09:00:00:01)

E .

Delete Device

Reset Device

Or, to delete an AP device, right-click a device in the Zone Tree, and then select Delete
from the pop-up menu.

Zone Tres (1)
—| City
= District
—|- Street
= Building
SR E 220 [192.1 (i
Module |
Module | 2 Refresh AP

Delete. .

|g, | Search AP
|g | SearchEP

Note: If you delete one master device, all end-point devices below this master device will
also be deleted.
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Loading and Refreshing Devices

To Load and Refresh Devices

Use the refresh device operation to load and refresh the device’s status and to find new
devices.

1. Click the Refresh Devices option from the Edit menu.

Edit | Configuration Perfo

“% | Refresh Devices

Or, right-click any place in the Device Tree diagram, and then choose the Refresh
Devices option from the menu.

2. An offline end-point device is marked with red color. If a new device is found, it will be
added under the device marked with light blue color.

- A Module [00:18:68:00:58:03)
E E320[00:C5D9:00:00:01)
F  E320[00:C5D9:00:00:04)

3.  You can view the details in the Devices List table.

Devices

i [ Select All ﬂRs;istsr;‘dl @E:q:-:-rt

Mo. | A | Address Type MName Telephone E mail Status
Ouo 00:18:68:00:568:03 Ez220 Online
O 00:C5:09:00:00:01 E320 Online
Oz 00:C5:09: 00:00:04 E320 Unreqist...

4. Click Register All. All devices are registered to the database without basic information.
You can edit their configurations separately.

5. Click Export. The registered device list is saved to a file (the default save location is the
folder ...\ECEM\files\ DeviceUser).

6. Right-click anywhere in the Device Tree diagram, and then Click Search AP. Type the
condition of an AP in the text box in the Search Devices menu, and then click Find to
find detailed information about an AP.

Add...

Search 4P

Search EP

=
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Loading and Refreshing Devices, Continued

Search AP HHE
Condition
L [ MecAddred  yserName |
EET T —— -

[P | MaC | Location | Usemame | Telephone | Email |

4

7. Orclick Search EP, type the MAC address of an EP in the text box in the Search Devices
menu, and then click Search to find detailed information about an EP.

swenp

Specify Mac: I_:_:_:_:_:_ ,J Search J

— Uzer

M ame ||

Telephone I

Email |

Addresz I
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Viewing the Device List

Introduction

You can view the device list, if you have saved one. The device list is different from the
records in the database.

To View the Device List

Follow these steps to view the device list.

1. Click the View Device List option from View menu, or click @ on the toolbar.

2. Choose the device list from the specified folder (.../Files/DeviceUser/).
Open H E

Lok ir: IE}DeviceUser j O ¥ £ -
| sample. dev

tdp Documents

g
-
tdy Compuiter

File narne; || j Open I
- Cancel |
) g

Files of type: ITE:-:t Files [*.dev]

3. Choose the History Device List table to view details.

Mo, MAC Address Tppe Mame Telephone Email

o 00:1%8:68:00:30:82 Shanghai E220 SA5Co 11112222 test{@test. com
1 00:18:68:00:42:64 Shanghai E320 SASCo 11112222 test@test, com

mHistnry Device Lisk JE] Test Resulks |v Wersion Records ‘zﬂ Log ‘E Devices
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Section B
Configuration

Overview

Introduction
This section provides EoC network administrators with information on how to configure the
device’s parameters, upgrade device firmware, and access the remote master device’s
internal management system for monitoring and configuration via an embedded browser.

In This Section

This section contains the following topics.

Topic Page
Configuring Devices 4-16
Firmware Management 4-18
Accessing the Online Master Device 4-25

4-15 4025954 Rev E



Configuring Devices

Introduction

This section describes how to configure the end-point devices.

To Configure the Devices

Follow these steps to configure the end-point device.

1.

=t
ﬁ Configure Device
4

Check Version

Download Firmware

Batch Upgrade »

Result: The Configure EP dialog box appears.

Configure E320|E330

a Apply Setting | @ Stop

Choose the target end-point devices (one or more devices) from the Device Tree or the
Devices table.

Click the Configure Device option from the Configuration menu, or click P2 on the
toolbar.

Configuration | Performance

Note: A short-cut for configuring device parameters is also accessible by right-clicking
the Devices table.

Upztream Fate Control (R ate zetting for Data Link Layer data - Metwark, layer throughput will be legz)

Upstream {2048 . HostLimit  |° i
— Port Configuration
— LAk
¥ Enable Patl [V Wlan Enable YLANID [0 —
Downstream Hate |1|:|24 j Fbps Pricrity I-I ::I
— LAk
M Enable Potz W Wlan Enable WLANID 402 =
Diowristreamn Bate |2U43 j Kbpz Priarity |2 ::I
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Continued on next page

4-16




Configuring Devices, Continued

The following list provides a detailed description of the configuration options.

Upstream Rate Control:

1. Includes the option to set the upstream data rate of Data Link Layer from the
Upstream drop-down box.

2. Includes the option to set the limit for host from the HostLimit drop-down box.
Port Configuration: includes the option to choose configure LAN 1 and LAN 2.
1. Enable Port 1/2: includes the option to enable or disable the port access.

2. VLAN Enable: includes the option to enable or disable the VLAN

3. VLAN ID: includes the text box to input the VLAN ID.

Note: VLAN ID should not be identical for different ports in real operations.
Otherwise, if both ports have the same VLAN ID, the uni-cast traffic will only come
from Port 1 of the EP.

4. Downstream Rate: includes the option to set the upstream data rate of Data Link
Layer from the drop-down box.

5. Priority: includes the text box to input the priority of the VLAN from 0 to 7.

Details: This area summarizes the configuration results.

Click Apply Setting to apply the new settings.

x
() Apply Setting Stop 100%

Upstream Fate Control (Fate zetting for Data Link Layer data - Metwork: layer throughput will be less)
’7Upstream

[2048 53 [ Hostinit |2 =

r— Port Configuration

¥ Enable Part] [V ‘Lan Enable WLAM 1D 101

Downstream Rate |1D24 'l Kbps Priority |1 3:

—LAN2

IV Enable Ptz W Wlan Enable YLAN 1D 102

Dawnstream Fate |2U43 'l Kbps  Priority |2 3:

— Details

2010-12-22 15:52:58: Moatifying device about hostlimil
2010-12-22 15:52:59: Successfully configured -- rate contral upstream

2010-12-22 15:52:59: Motifying device about update --port enable/disable lanl

20101 2-22 15:52:58; Successfully configured - lan1 port enable/dizable

2010-12-22 15:52:59: Motifying device about update lan1 - WLAN

20101222 15:53:00: Successfully configured land - Y0LAN enable/dizable

2010-12-22 15:53:00: Successfully configured lanT-- WLAN id

2010-12-22 15:53:00: Moatifying device about update --port lan] rate control downstream
20101222 15:53:00: Successfully configured - lan1 downsteam rate limit

2010-12-22 15:53:00: Motifying device about update --port enable/disable lan2

20101 2-22 15:53:01: Successfully configured - lan port enable/dizable

2010-12-22 15:53:01: Moatifying device about update lan2 -- WLAN

2010-12-22 15:63:01: Successfully configured lan2-- V0LAN enable/dizable

2010-12-22 15:53:01: Successfully configured lan2-- WLAN id

2010-12-22 15:53:01: Moatifying device about update --port lan2 rate control downstream
2010-12-22 15:53:02: Successfully configured - lan2 rate control downstreamn
2010-12-22 15:53:02: Motifying device about update - Wlan Priority

20101222 15:53:02 Successfully configured - Vlan Priority successful

20101222 15:53:27: Successfully configured 1./1devices

Ty

p connected host limit num :I

Ll

4-17
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Firmware Management

Introduction

ECEM supports remote downloading and upgrading of online device firmware. It also
allows the user to view and check the firmware version.

To Set the FTP
1. Set the local IP address.

(%) Usze the following IP address:
IP address: 192 163 . 36 . 10 |

2. Open the preferences dialog box.

3. Click on the FTP tab, and check the IP address under FTP Server Options. If the text box

turns red with the inappropriate setup, click ¥ | and choose the right address in the
popup box.

FTP Server Optionz

- Poling P [1:2.168. % .10~

[1ataB aze field zelection

. Data field renaming Port 212

FTP zerver zettings are 0K

Ok Cancel

4

4.  Click the Test button to test the FTP server settings. Proceed to the next step only if the
FTP server settings are OK.

Continued on next page
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Firmware Management, Continued

To Download Online Device Firmware

Use this procedure when upgrading one AP master firmware, or when upgrading firmware
for multiple endpoints attached to the same AP.

1. Select one or more target devices from the Device Tree or the Devices table.

2. Click Download Firmware in the Configuration menu, or click 4 on the toolbar.

"% Download Firmware - X
H Download @ Stop ,}Brcwse Progress[ l
Details

3.  Click Browse to select the firmware image file (the filename must match the EoC model

number).
Qpen RIx
Look in: |_)Firmware v| ¢) ? s [T
) = E210.bin
{ :} = ez10a.bin
My Flecent | [HEZ20_D512-25_1U512-28.bin

Documents | ||l E220_DS12-44_US12-44.bin
— B E220_DS12-44_11528-44.bin

F
[ H| E220_D528-44_U528-44.bin
B E310.bin
E320.hin

My Documents

My Computer
.:;,] File: name: | & | [ Open ]
= !
My Metwork. | Files of type: | Firmware Images [* bin:* dat) v | [ Cancel ]

4.  For the E220 master, select the AP image file with the band configurations for your

network.
File Name Downstream | Upstream | Unit
E220_DS12-28_US12-28.bin | 12-28 12-28 MHz
E220_DS12-44_US12-44.bin | 12-44 12-44 MHz
E220_DS12-44_US28-44.bin | 12-44 28-44 MHz
E220_DS28-44_US28-44.bin | 28-44 28-44 MHz

Continued on next page
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Firmware Management, Continued

5. Click Download to start upgrading the selected device’s firmware image.

rogress I NNNNNNNNNNN] 2003

6. The Details box includes the log details.

7. ECEM allows you to remotely upgrade the device’s firmware image in the internal
management system. Refer to Accessing the Web UI, on page 4-25 for more
information.

To Upgrade Online Master Device Firmware

Depending on the device to be upgraded, there are three categories of devices: master,
gateway, and endpoint. Use this procedure when upgrading multiple AP masters’ firmware.

1. Select Batch Upgrade from the Configuration menu.

Configuration | Performance  Database  Help

! Check Version E
@ ST LS ormBatchDownload
|

Download Firmware L 0l | Select < EMO C
Batch Upgrade » Batch Master Firmware Upgrade %

Batch endpoint firmware upgrade

‘ ‘ ] oo Batch Gateway Firmware Upgrade

2. Select Batch Master Firmware Upgrade to upgrade master firmware.

l<iatch Master Firmware Upgrad(]

: [4 Select All | [ZZFirmware: Il status &, Version 2 Refresh
| Mo | Module Address | Wersion | AP Address | AP Tupe | Signature | Status
O 00:18:68:00:56:03 192.168.1.1 Ez20 ready

3.  Click Firmware to select the firmware image file to be upgraded (the master or endpoint
firmware image file is located in the folder ...\ECEM\files\ Firmware).

Continued on next page
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Firmware Management, Continued

2:iatch Master Firmware Upgradt]

: [ Select All | [ Firmware: J I Status [ Version g* Refresh
| Mo | Module Address Yersion | AP Address | AP Type | Signature Statug
O 001 &:E2:00:58:03 19216811 Ez20 ready

Open EE
Laak ir: |lﬂ Fitmware j ) ¥ £* -

=/ E210.bin
Ez20_DS12-26_US12-28.bin
E220_DE12-44_LIS12-44.bin
E220_DE12-44_LI528-44.bin
E220_D528-44_LIS28-44.bin
E310.bin

E320.bin

E3z0a.bin

LG e,

File rarne: || j Open

Filez of type: | j Cancel

4.  Select the AP image file with the band configurations for your network.

File Name Downstream | Upstream | Unit
E220_DS12-28_US12-28.bin | 12-28 12-28 MHz
E220_DS12-44_US12-44.bin | 12-44 12-44 MHz
E220_DS12-44_US28-44.bin | 12-44 28-44 MHz
E220_DS28-44_US28-44.bin | 28-44 28-44 MHz

5. Click the checkbox to tick it and to select the master device you want to upgrade.
6. Click Start to start upgrading. You can click Current Status for details during
upgrading.
To Upgrade Gateway Firmware
Use this procedure when upgrading multiple AP gateways’ firmware.

1. Select Batch Upgrade from the Configuration menu, and then select Batch Gateway
Firmware Upgrade.

2. Click Open to select the gateway firmware image file to be upgraded (the gateway
firmware image file is located in the folder ...\ECEM\ files\ WebFirmware).

Continued on next page
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Firmware Management, Continued

3. Click the checkbox to tick it and to select the gateway device you want to upgrade.

“Satch Gateway Firmware Upgrad]

[ Select All I.)"-."srsi:-r b Update _}Dpsr User Name Password Timeout 40
| MaC Address ‘ IP Address | Device | Device Version | Status | Lser Name | Pazsword | Timeout(s] |
O oo:18:68:00:58:03 19216811 E220 ready 40 i

4. Enter your AP username and password.

5. Click Update to start upgrading.

To Upgrade Online Endpoint Device Firmware
Use this procedure when upgrading multiple endpoints” firmware for different APs.

1. Select Batch Upgrade from the Configuration menu, and then select Batch EP Firmware
Upgrade.

2. Click Firmware to select the firmware image file to be upgraded (the master or endpoint
firmware image file is located in the folder ...\ECEM\files\ Firmware).

3 Batch EP Firmware Upgrade ]

[ Select All {E; Update |[Z=F Open ECersrt State X Stop

Drevice List

SN | 152.168.1.1 | O0:18:68:00:58:03

[ E320(00:C5:08:00:00:01)

[ E320(00:C5:05:00:00:04)

--[0192.168.1.1 [ O0:C5:09:00:00:06 ]
[ E320(00:C5: 0 3:00:00:02)

3. Click the checkbox to tick it and to select the endpoint device you want to upgrade.
4.  Click Update to start upgrading. You can click Current Status for details during
upgrading.
To View the Firmware Version

You can view the device’s firmware information, which is saved as a file when you check the
device’s firmware.

1. Click View Version in the View menu, or click “#* on the toolbar.

2. Choose the version file from the specified folder (.../Files/Version).

Continued on next page
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Firmware Management, Continued

Open @

Look in: ‘Q\fersion v‘ € ¥ ® -

[@] sample. ver

&

My Recent
Documents

e |

Ly

Desktop

\$

My Documents

J

‘;3 File name: “ v ‘
> =
My Network Files of type: ‘Text Files (*.ver) Z_‘ Cancel

3. The firmware information of all devices is listed in View Firmware Version table.

Ma. AL Hardware Firrmware Sighature
il 00:00:00:11:00:11 CG310 275 Q0oaoanoc
1 11:00:00:11:00:01 CG310 275 Q0oooa0oc
2 11:00:00:11:00.02 CG3N0 2758 Q0oooano;
3 11:00:00:11:00.03 CG30 2758 Q0oooano;
I 00:00:00:11:00:11 CGa0 275 Q0oooano;
1 11:00:00:17:00:01 CG30 278 Q0oooaoc
2 11:00:00:11:00:02 CG310 275 Q0oaoanoc
3 11:00:00:17:00:03 CG310 275 Q0oooa0oc
I 00:00:00:11:00:11 CG3N0 2758 Q0oooano;
1 11:00:00:11:00:01 CG30 2758 Q0oooano;
2 11:00:00:11:00.02 CG310 275 Q0000a00;

ﬁ History Device List |E| Test Resulks l‘\' Yersion Records ‘ﬁ Log |€, Devices |

To Check Device Firmware

You can check the online device’s current firmware version. This procedure is important
when you want to upgrade or update the device’s firmware.

1.  Select the target devices from the Devices table.

2. Click Check Version in the Configuration menu, or click b on the toolbar.

3. The Check Version dialog box appears.

Continued on next page
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Firmware Management, Continued

\,’ Device ¥ersion l v X

: P View

Fo.  MAC Hardware Firmware Signature

4. Click View to view its current firmware information.

_/C\,1 Device Version ]

b View HEE‘.'E Expart

Ho. | MAC Hardware Firmware Signature
il 0o0:C5:D9:00:00:75 Ciz3110 T T33ABTCYASESTEF4BCRAFFOAITINIO4EST
1 00:158:85:00:3C:53 Ciz3010 2.T7.5 BCZOEC2545413COEQADNZ 32 TEOFESL 16

5. Click Save. The current firmware version is saved to the database.

6. Click Export to save the current firmware version to a file.
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Accessing the Web Ul

Introduction

ECEM allows accessing the Web User Interface (UI) via the embedded web browser. If you
have its user name and password, you can login to the Web Ul system to remotely manage
and monitor the online master device.

To Remotely Access the Web Ul
Follow these steps to remotely access the online master devices via Ethernet network.
1. Open the embedded web browser by clicking Web browser in the View menu.
2. Type the URL address in the embedded browser.

D =

httpeff192,168.1.1]

—

Note: You should type the IP address of this master device’s LAN interface, such as
http://192.168.1.254.

0
3. Click Enter or .*="_ to open the Log In dialog box.

-~ @ EoC E220 hd

http://192.168.1.1] » =]

"cllls'élc;' DigiStar™ Ethernet over Coax Product E220

Authorization Required

To Configure the AP with Web Ul

Refer to the DigiStar Ethernet over COAX (EoC) Aggregation Point (AP) Web User Interface
(UI) User Guide for the configuration of the AP, part number 4040429, after you have
finished the mounting of the AP. This document provides information on how to configure
the E220 via its internal management system by using a laptop or PC.

Visit our website (http:/ /www.scientificatlanta.com/TNS/index.htm to view additional
publications about our products.

You need a user name and password to access this website. If you do not have a user name
and password, contact your customer service representative.

Note: You may need to install a PDF reader, such as Adobe Acrobat Reader, on your system
to view these publications.

Note: You can download these guides separately, or find them on the CD that comes
packaged with the master and end-point devices.
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Overview

Section C
Performance Testing

Introduction

In addition to analyzing the device’s performance, ECEM can also collect performance data.

ECEM supports testing device performance and monitoring device data flow.

This section contains information for EoC network administrators about how to test device

performance, perform remote testing, and monitor data flow.

In This Section

This section contains the following topics.

Topic Page
Configuring the Database 4-28
Testing Performance 4-31
Monitoring Data Flow 4-33
Report Analysis 4-34
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Configuring the Database

Introduction

The Microsoft SQL server can be used to save all test and monitor records from monitoring
data flow and testing remote devices. If you have installed the Microsoft SQL server, follow
the steps in this section to configure and maintain the SQL server database.

Note: Be sure to install the SQL server on the same host where ECEM is installed.

7 SOL Server Configuration Manager |;||E|E|
File  Action Wiew Help

B RR 2

‘@ 3QL Server Configuration Manager {Local) e tate tart Mode: Log On &
3QL Server 2005 Services EE}ESQL Server (SOLEXPRESS) Runining Manual LocalSystem I

5 4. 5QL Server 2005 Netwark Configuration SOL Server Browser Running Autornatic LacalSystemn

8, 5L Native Client Configuration

(3
|

To Configure the Database

1. Click the Configure Database option in the Database menu.

Help
L_J Canfigure Database

Maintain Database

2. ECEM automatically finds the SQL server you installed on the host.
Note: If ECEM does not find the server, it displays the following warning.

Continued on next page
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Configuring the Database, Continued

'} SOL Server is not yet installed.
L

If you have already prepared the SQL server to save the test and monitor records, you
can specify the name of the SQL server.

F Connect to Server &|

Connection Properties

Server name: | local) eglexpress |

Authentication

Windows Authertication A |

Login: | |

Password: | |

| Connect | ’ Cancel ]

The wizard creates a new database on the SQL server for saving ECEM records.

If you specify an account on the SQL server for safety use, you can cancel the option of
Integrated Safety, and then type the user name and password.

Click Ok. The wizard reminds you that all existing data will be lost after configuration.

Click Yes to configure the SQL Server. After successful completion, the wizard displays
a confirmation notice.

Notice B

1 ) SQL Server is running OK.

To clear old records from the database, choose the Maintain Data option from the SQL
Server menu.

4025954 Rev E
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Configuring the Database, Continued

Maintain Data - |0 x

Clear data older than thiz date

1/z9/2010

Categary Options

¥ include data flow data

¥ include performance data

Clear Cancel
Y

In the Maintain Data dialog box, choose the type of records, specify the date, and then
click Clear to delete the corresponding records from the database.
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Testing Performance

Introduction

ECEM can set a task to automatically test device performance within a specified time

window.
database

If you have SQL Server database support, you can save the test results to the

1

Note: Data flow to the endpoint is required for performance testing statistics to be valid.

To Set a Task to Test Device Performance

1.  Select the target devices from the Devices table.

Important: Remote testing requires establishing a data link between one master device
and one end-point device of this master. To do this, you must select one master device
and one end-point device of this master (at least) for testing. However, the master device
cannot establish a data link to one end-point device of another master device. So, when
selecting devices for this test, be sure to note the relation of master and end-point
devices.

2. Click the Test Performance option in the Performance menu.

- ﬁ Test Performance - X

: b start [] Pause M Stop | [ Save Export

Options

<

Operator Ta-:Rx Tx/Rx Packets | PER SNR(dB) | Rate(l

[

Note:

You can also click "<& on the toolbar to open the Test Remote Devices dialog box.

A short-cut for remote testing is accessible by right-clicking the Check Device List
table.

If you have SQL Server support, the results can be saved to the database.

Continued on next page

! Link Loss is only available for AP and EP Tx directions.
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Testing Performance, Continued

Set the time range and the save mode.
For auto save mode:

e This mode sets the intervals for the next task. If the connection to the SQL server is
established, all test results will be saved to the database.

e The time interval counts from the end of the last task.
For guide save mode:

e If the connection to the SQL server is established, click Save to save the test results
to the database.

Click Start to start monitoring the remote device’s performance. Click Stop to end this
task.

The results are displayed in the Records table.

Note: The results of one task in the Record table will be replaced by the results of the
next task. For guide mode, you need to click Save to save them to the database.

Click Export. The results are saved as a file.

4-31
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Monitoring Data Flow

Introduction

ECEM can set a task to monitor online device data flow. If you have SQL Server database
support, you can save the results to the database.

Monitoring Online Device Dataflow

1. Select the target devices from the Devices table.
2. Click the Monitor Data Flow option in the Performance menu. The monitor data flow
dialog box appears.
/U Download Firmyare )/2 Monitor Data Flow ] - X
: b start 0] Pause M Stop | [l Save Clear
Options
Results
Note:
e  You can also click 2 on the toolbar to open the Monitor Data Flow dialog box.
e A short-cut for monitoring data flow is accessible upon right-clicking the Devices
table.
e If you have SQL Server support, the results can be saved to the database.
3.  Set the time range. In the Data Flow Configuration dialog box, the time and date
synchronize with the host’s current date and time.
4.  Select the save mode.
e Auto save mode sets the intervals for next task. If the connection to the SQL server
is established, all test results will be saved to the database.
e The time interval counts from the end of the last task.
e  For guide save mode, click Save to save the results to the database.
5. Click Start to start monitoring the local device’s data flow. Click Stop to end this task.
6. The results are displayed in the Results table.
Note: The results of one task in the Results table will be replaced by the results of the
next task. For guide mode, you must click Save to save them to the database.
4.  Click Clear to empty the Results table. This does not clear the records in the database.
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Report Analysis

Introduction

This section explains how to generate different charts and reports for analyzing device data
flow. Follow the report wizard to make report settings and generate the corresponding report
or chart.

Note: Be sure that there are saved records in the database of the target devices and that the
SQL server is running normally.

Report Wizard

1. Click the Report Wizard option in the Performance menu.

Report Wizard @

Welcome to the Report Wizard

This wizard will lead you to generate a report of
collected data durng the management process.

Fleaze follow the guide to select report parameters.

Click Mext to continue.

Meat | [ Cancel

Continued on next page
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Report Analysis, Continued

2. Choose the report type. There are two report types to analyze device data flow.

Report Wizard
Choose Report Type ‘?‘.’
Choose from one of the options i ‘ﬁ
) Chart
A chart based report
= B | M‘,
< Back H Mest = ] ’ Cancel J

e Text - To produce a text report that analyzes the performance or data flow.

e Chart - To produce a chart that analyzes the performance or data flow.

Continued on next page
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Report Analysis, Continued

1. Set up the time range.

Report Wizard ad
Choose Time Period \?‘,
Choose a time period that data in the report were collected. a 'ﬁ
Time Options
©last [1 3| K v |
() Mtemative
From | |
To | |
[ < Back ” Meat = l [ Cancel ]
You can also select a time range for analysis.
Report Wizard ['5__(|
Choose Time Period \?‘,
Choose a time period that data in the report were collected. a 'ﬁ
Time Options
Ot [ ]
®: Atemative ;
T |6f2?f2|]l]8 10:54:23 AM v|
To |s,f2?fznns 10:54:23 AM v|
< Back ” Meat = l [ Cancel

4-35
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Report Analysis, Continued

3.

Choose the data category and content type.

Report Wizard

Choose Data Category and Content Type
Choose one of the data categores and one of the content types.

Diata Cateqories

Data collected in Test Peformance dialog

() Data Flow
Data collected in Monitor Data Flow dialog

Content Types

{(*) Evolution
This content type displays data for one device and illustrates changes during the time period

) Comparison
This content type displays data for two devices and illustrates differences between them

< Back H MNext l ’ Cancel

Data category - You can choose to analyze the device’s performance or a device’s
monitored data flow.

Content type - ECEM gives you two choices for displaying the analysis results as an
illustration. The evolution report illustrates changes in device performance or data
flow over the specified time period. The comparison report illustrates differences in
performance or data flow between two end-point devices.

The evolution report is useful for analyzing a single device, while the comparison
report is provided for comparing two device’s performance or data flow.

For the data flow analysis, you must select one master device and one end-point
device to establish a communication link between these two devices. The comparison
report is not available for data flow analysis.

When using the comparison report, you can select only one parameter for analysis per
report.
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Report Analysis, Continued

1.  Select the target device for analysis.

Report Wizard X
Choose the devices that you want to analyze a )
™
Select Devices
= Open afile = Use default list
Mo. MAC Address Type
< L

You can select the device from a specified device list, or just select from the default list.

Report Wizard
. ~f 4
Choose the devices that you want to anahyze ! 'ﬁ

Select Devices

= Open afile = Use default list

Mo. MAC Address Type

o 00:C5:D5:00.00:78 EZ10

1 00:18:68:00:42:B5 adf E30D
]z 00:18:68:00:3C:53 ad E30D

< L

Continued on next page
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Report Analysis, Continued

1.  Select the parameters for analysis. You can load the default parameter list by clicking
Load Parameters.

Report Wizard

Select Parameters fos
Multiple parameters can be selected and displayed in the final text based report. \

=< Load Parameters < Configure Parameters

Parameter Set

[] Packet Sent

[] Packet Received
[] PER

] SR

[] Fate

[] Baud Fate

[] bpb

] Link Loss

You can also configure the parameter options by clicking Configure Parameter Set.

Configure Parameter Set BE

Select parameters you care the most
Parameter M
Packet Received
FER
SNR
Rate
Baud Rate
bpb
Link Loss

=]

This parameter set is available for performance analysis.

Continued on next page
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Report Analysis, Continued

Configure Parameter Set |: E| E'

Select parameters you care the most

Parameter Nam

3

FxPackets
TxEytes
RaEytes
TxEcast
FuBoast
TuMcast
FocMcast
RaclCre B
R Short
TxShort
TxDropped
ReDropped

W

This parameter set is available for data flow analysis.

4. Review your settings in the report summary (see example below), and then click Finish
to start generating the report.

Report Wizard by
Summary e
Flease review vour settings before the report is generated ﬁ ﬁ

Report type is Text

Data type is Performance

Content type is Evolution

Devices are Cisco. Triple Play. Devices . E300.
Time option is last 1 days

Parameters are ‘Packet_Sent, Packet_Received. PER. SNR. Rate, Baud_Rate, bpb,
Link_Loss'|

< Back ” Finish l ’ Cancel

Continued on next page
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Report Analysis, Continued

The following are two report samples.

Data Flow Evolution Report

A

Date TePackets FxPackets

TuBytes

FxBytes

i7/2/2008 4:58:55 PM
7/2/2008 £:55:05 FM
7/2/2008 £5517 FM
7272008 45326 FM
7/2/2008 4:55:33 PM
7/2/2008 45541 FM

[ = e Y e [ e Y e Y e |

Data Flow Evolution Chart

[ == = R e Y i Y - |

£ £ £3 €3 €3 £

i [l save 5§ print
Data Flow Evolution Chart

800 00:C5:D9:00:00.78

600 1+—— — — —— — — —
]
= 40— — — —— — — —
=

200 4——  — —_— — — —_— —

0 T T T
7/22008 459 PM  7/2/2008 459 PM  72/2008 4:59 PM 7/2/2008 459 PM  7/2/2008 4:59 PM
Time
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Chapter 5

Customer Support Information

Overview

Introduction

This chapter contains information on obtaining technical support.

Obtaining Product Support

IF...

THEN...

you have general questions about this
product

contact your distributor or sales agent for
product information or refer to product
data sheets on www.cisco.com.

you have technical questions about this
product

call the nearest Technical Service center.

you have customer service questions about
this product

call the nearest Customer Service Center.

In This Chapter
This chapter contains the following topics
Topic See Page
Support Telephone Numbers 5-2
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Support Telephone Numbers

This table lists the Technical Support and Customer Service numbers for your area.

Region

Centers

Telephone and Fax Numbers

North America

Cisco Services

Atlanta, Georgia
United States

For Technical Support, call:
= Toll-free: 1-800-722-2009
= Local: 678-277-1120
For Customer Service, call:
= Toll-free: 1-800-722-2009
= Local: 678-277-1120
» Fax: 770-236-5477
» E-mail: customer-service@cisco.com

(Press 2 at the prompt)

(Press 3 at the prompt)

Europe,
Middle East,
Africa

Belgium

For Technical Support, call:

s Telephone: 32-56-445-197 or 32-56-445-155
= Fax: 32-56-445-061

For Customer Service, call:

s Telephone: 32-56-445-444

= Fax: 32-56-445-051

= E-mail: service-elc@cisco.com

Japan

Japan

s Telephone: 81-3-5908-2153 or +81-3-5908-2154
= Fax: 81-3-5908-2155

Korea

Korea

s Telephone: 82-2-3429-8800
= Fax: 82-2-3452-9748
s E-mail: songk@cisco.com

China (mainland)

China

s Telephone: 86-21-2401-4433
s Fax: 86-21-2401-4455
s E-mail: eoc-support@cisco.com

All other
Asia-Pacific
countries &
Australia

Hong Kong

s Telephone: 852-2588-4746
s Fax: 852-2588-3139
s E-mail: support.apr@sciatl.com

Brazil

Brazil

s Telephone: 11-55-08-9999

= Fax: 11-55-08-9998

» E-mail: fattinl@cisco.com or
ecavalhe@cisco.com
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Support Telephone Numbers, Continued

Mexico, Mexico For Technical Support, call:
Central America, = Telephone: 52-3515152599
Caribbean = Fax: 52-3515152599

For Customer Service, call:
s Telephone: 52-55-50-81-8425
= Fax: 52-55-52-61-0893

All other Argentina For Technical Support, call:
Latin America = Telephone: 54-23-20-403340 ext 109
countries » Fax: 54-23-20-403340 ext 103

For Customer Service, call:

s Telephone: 770-236-5662
= Fax: 770-236-5888

= E-mail: keillov@cisco.com
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