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Known Issues in this release 
============================= 
 
1. (82475)  
On extreme load of traffic across a stack of units it may happen that no control 
traffic is transferred. If this traffic would traverse for extended duration of 
time master unit would perform self reset to recover. 
 
2. (83666) 
If master unit on stack is disconnected and than reconnected in a period which 
is not longer than 10 minutes, the configuration that is stored on the master 
unit will take precedence and not the one located on the backup unit. 
Please note that resync master and backup units would occur only if the master 
is reconnected in more than 10 minutes.  
Recommended Workaround: Do not make changes to the stack configuration during 
those 10 minutes till backup take full control on the configuration database. 
 
3. (88960)  
Fatal error occurs while configuring two units with same unit id (not always 
happens) 
Recommended Workaround: please make sure no matching unit IDs exists in the 
stack. It is recommended to use auto-numbering mode. 
 
4. (85873) 
Web browser availability 
The web management interface is best viewed using Internet Explorer 5.5 and up, 
with a resolution of 1024 x 768. In the current software version, certain pages 
cannot be viewed well using other browsers. It is recommended to apply the 
following workarounds.  
Note: Internet Explorer web browser must be installed prior to running the 
following procedures. 
 
Recommended Workaround: 
-Using Mozilla Firefox Web Browser: 
(a) Install Firefox "IE Tab" add-ons. The latest version is available on 
https://addons.mozilla.org/firefox/1419/  
(b) Select Tools --> IE Tab. Add in the IP address of switches to Sites Fitters 
    (e.g. ?http://172.18.1.27?   accepts wildcard http://172.18.1.*). 
(c) Ensure that cookies are enabled, by clicking "enable" to "All sites to set 
cookies "Tools -> Options -> Privacy -> Cookies.  
 
-Using Netscape Web Browser:  Click the icon in the left corner, and select "IE 
Display"  
 
5. (85274) 
VLAN 4094 is pre-allocated for internal system usage. 

Recommended Workaround: don�t use VLAN 4094. 
 
6. (88932)  



When changing the management VLAN ID and the system was configured with the 
default IP address (192.168.1.254) will loss connection to the system. 
Recommended Workaround: One should first change default ID to any other IP 
address (include DHCP address) and only afterwards change the management VLAN 
ID. If the change was already done then use menu CLI to configure the address or 
change the Management VLAN. 
 
7. (89647)  
Can't delete SNMP group even though there are no members in this group. 
Recommended Workaround: None. 
 
8. (90249)  
While configuring RMON alarm falling trigger, also raising events alarms is 
received 
Recommended Workaround: None. 
 
9. Layer 3 Query router is required in a network that include this device in 
order to execute IGMP Snooping 
 
10. Dynamic MAC Address table does not display the MAC addresses learned on 
backup master and slave units upon entering the "Admin => Dynamic Address" page. 
Work around: Hit the "Query" button on the page. 


