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• Software 

 clonezilla ISO file for respective CPU architecture 

 Reference: clonezilla.org 

• Hardware 

 Network-based storage (NFS, CIFS, SSHFS) or USB hard drive 

 Network-based storage can be a Windows or Linux server with respective file system listed above 
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• Network 

  Network devices management IP and console IP are accessible from Cisco corporate or internal 
network 

 Not all of the host devices will be accessible from Cisco corporate or internal network.  There are private 
networks utilized as part of the lab and demo process 

• Software 

 Required to have telnet client  

 Required to have Microsoft Remote Desktop client 

  Recommended to have either Chrome or Firefox browser 

• Reference 
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