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General Compatibility Information 
Each release of the Cisco Content Security Management Appliance (SMA) is compatible with several 
releases of the Email Security appliance (ESA) and several releases of the Web Security appliance 
(WSA). 

A feature is supported on the Security Management appliance only when it is supported on the associated 
Email Security appliance or Web Security appliance. 

The compatibility tables below assume that you have the latest build for each version. For example, if 
7.9.0-201 is the latest build for version 7.9.0, you should have build 201, not build 107. This applies to 
Security Management appliances and associated Email and Web Security releases. 
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  Compatibility with Email Security Appliances
Compatibility with Email Security Appliances 

Compatibility with Web Security Appliances
 • Centralized Web Reporting and Tracking, page 2

 • Centralized Configuration Management, page 2

Centralized Web Reporting and Tracking 

Centralized Configuration Management 
 • Advanced File Publishing, page 3

 • Importing Configuration Files into Configuration Masters, page 3

Release ESA 7.1.x ESA 7.3.x ESA 7.5.x  ESA 7.6.x ESA 8.0.x 

Releases earlier than 7.9.1: See the Release Notes for your version. 

SMA 7.9.1 ESA 7.1.5 ESA 7.3.1

ESA 7.3.2

ESA 7.5.1

ESA 7.5.2

ESA 7.6.1

ESA 7.6.2

ESA 7.6.3

—

SMA 8.0 ESA 7.1.5 ESA 7.3.1

ESA 7.3.2

ESA 7.5.1

ESA 7.5.2

ESA 7.6.1

ESA 7.6.2

ESA 7.6.3

—

SMA 8.1.x — ESA 7.3.1

ESA 7.3.2

ESA 7.5.1

ESA 7.5.2

ESA 7.6.1

ESA 7.6.2

ESA 7.6.3

ESA 8.0.0

ESA 8.0.1

Release WSA 7.1 WSA 7.5 WSA 7.7.x 

Releases earlier than 7.9.1: See the Release Notes for your version. 

SMA 7.9.1 WSA 7.1.3 

WSA 7.1.4 

WSA 7.5.0 

WSA 7.5.1

WSA 7.5.2 

—

SMA 8.0 WSA 7.1.3 

WSA 7.1.4 

WSA 7.5.0 

WSA 7.5.1

WSA 7.5.2

WSA 7.7.x 

SMA 8.1.x WSA 7.1.3 

WSA 7.1.4 

WSA 7.5.0 

WSA 7.5.1

WSA 7.5.2

WSA 7.7.x
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  Additional Information
 • Publishing Configuration Masters, page 3

Advanced File Publishing

For Advanced File Publishing, the file to be published must be saved from a Web Security appliance 
running the identical version as the target Web Security appliance, including build number. For example, 
you can use Advanced File Publishing to publish a WSA 7.1.4-999 configuration file to a WSA running 
7.1.4-999. 

Importing Configuration Files into Configuration Masters 

You can import configuration files from Web Security appliances into Configuration Masters on the 
Security Management appliance as follows: 

Publishing Configuration Masters 

Additional Information 
For additional information about your release of AsyncOS for Cisco Content Security Management, see 
the Release Notes at http://www.cisco.com/en/US/products/ps10155/prod_release_notes_list.html. 

Release WSA 7.1.x WSA 7.5.x WSA 7.7.x 

Releases earlier than 7.9.1: See the Release Notes for your version. 

SMA 7.9.1 WSA 7.1.4 WSA 7.5.1 

WSA 7.5.2 

—

SMA 8.0 WSA 7.1.4 WSA 7.5.1

WSA 7.5.2

WSA 7.7.x 

SMA 8.1.x WSA 7.1.4 WSA 7.5.1

WSA 7.5.2

WSA 7.7.x 

Release WSA 7.1.x WSA 7.5.x WSA 7.7.x

Releases earlier than 7.9.1: See the Release Notes for your version. 

SMA 7.9.1 WSA 7.1.4 WSA 7.5.1 

WSA 7.5.2 

—

SMA 8.0 WSA 7.1.4 WSA 7.5.1 

WSA 7.5.2

WSA 7.7.x 

SMA 8.1.x WSA 7.1.4 WSA 7.5.1

WSA 7.5.2

WSA 7.7.x 
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  Additional Information
Cisco and the Cisco logo are trademarks or registered trademarks of Cisco and/or its affiliates in the U.S. and other countries. To view a list of 
Cisco trademarks, go to this URL: www.cisco.com/go/trademarks. Third-party trademarks mentioned are the property of their respective owners. 
The use of the word partner does not imply a partnership relationship between Cisco and any other company. (1110R)

Any Internet Protocol (IP) addresses and phone numbers used in this document are not intended to be actual addresses and phone numbers. Any 
examples, command display output, network topology diagrams, and other figures included in the document are shown for illustrative purposes only. 
Any use of actual IP addresses or phone numbers in illustrative content is unintentional and coincidental.

© 2013 Cisco Systems, Inc. All rights reserved.
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