
  
What’s New in This Release

This section describes new features, updates, and changes that have been added to the Cisco Identity 
Services Engine (ISE) documentation for this release.

New in Cisco Identity Services Engine, Release 1.1

Table 1 Updates for the Cisco Identity Services Engine User Guide, Release 1.1

Feature Location

Active Directory • Microsoft Active Directory, page 5-4

Administration • Changing Administrator Name, page 4-65

• Support for Microsoft Internet Explorer version 9 and 
FireFox 9 on the Cisco ISE administrative GUI, see 
Logging In, page 8-1

• New look-and-feel for the Cisco ISE Admin user interface, 
see Understanding the User Interface, page 2-1 for an 
overview

• Configuring Cisco ISE for Administrator Access Using an 
External Identity Store, page 4-44

Common Access Card • Configuring Cisco ISE for Administrator CAC 
Authentication, page 8-4

Egress Policy • Egress Policy, page 22-18

Endpoint Protection Services • Chapter 11, “Setting Up Endpoint Protection Services”

Federal Information Processing 
Standards (FIPS) 140-2 support

• Enabling FIPS Mode in Cisco ISE, page 8-2

• Adding and Editing Devices, page 6-3

• Configuring a Default Device, page 6-9

• Generating a Self-Signed Certificate, page 13-7

• Generating a Certificate Signing Request, page 13-8

• Creating RADIUS Servers, page 16-23
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Guest • Wireless LAN Controller with Local WebAuth, page 21-4

• Device Registration WebAuth, page 21-8

• Specifying a Simple URL for Sponsor Portal Access, 
page 21-30

• Creating a Custom Portal Theme, page 21-31

Internationalization and 
Localization

• Cisco ISE Internationalization and Localization, page 2-1

Migration and Upgrade • ISE 1.1 Migration Tool changes

• Upgrading the Cisco ISE chapter of the Cisco Identity 
Services Engine Hardware Installation Guide, Release 1.1

Network Time Protocol (NTP) • System Time and NTP Server Settings, page 8-18

Online Certificate Status Protocol 
(OCSP)

• OCSP Services, page 13-25

Posture • Simplified Posture Policy configuration

– Chapter 20, “Simplified Posture Policy Configuration”

– Chapter 20, “Creating a New Posture Policy”

– Chapter 20, “Creating a New Posture Requirement”

Profiler • IOS Sensor for Profiling

– Chapter 18, “Endpoint Profiling by Using an IOS 
Sensor on a Network Access Device.”

• NMAP Profiler

– Chapter 18, “Configuring the Network Scan (NMAP) 
Probe.”

– Chapter 18, “Endpoint Scan.”

– Chapter 18, “Profiling Network Scan Actions.”

• Profile LLDP information via an SNMP Probe

– Chapter 18, “Configuring the SNMP Query Probe.”

Security Group Access (SGA) • SGA CoA, page 22-34

• Egress Policy, page 22-18

• Generating the PAC for EAP-FAST, page 16-11

Security Group Access Control List 
(SGACL)

• SGA CoA, page 22-34

• Monitor Mode, page 22-28

Table 1 Updates for the Cisco Identity Services Engine User Guide, Release 1.1 (continued)

Feature Location
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Related Documentation
• General product information for Cisco ISE is available at http://www.cisco.com/go/ise. 

• End-user documentation is available on Cisco.com at 
http://www.cisco.com/en/US/products/ps11640/tsd_products_support_series_home.html.

Security Group Tag (SGT) name 
download

• Adding and Editing Security Groups, page 22-11

Virtual Machine (VM) • Configuring the Cisco ISE 3300 Series Appliance chapter 
of the Cisco Identity Services Engine Hardware Installation 
Guide, Release 1.1

• Performing Post Installation Tasks chapter of the Cisco 
Identity Services Engine Hardware Installation Guide, 
Release 1.1

• Installing the Cisco ISE System Software on a VMware 
Virtual Machine chapter of the Cisco Identity Services 
Engine Hardware Installation Guide, Release 1.1

Table 1 Updates for the Cisco Identity Services Engine User Guide, Release 1.1 (continued)

Feature Location
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