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These Release Notes describe the changes and known issues in Cisco RV120W 

firmware version 1.0.5.6.

IMPORTANT:

As with any firmware release, please read these release notes before 

upgrading the firmware. Cisco also recommends backing up your 

configuration before any firmware upgrade.
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Changes Since Firmware Release 1.0.4.10

Known Issues in Release 1.0.5.6

Table 1 Resolved Issues in Firmware Version 1.0.5.6

Ref Number Description

CSCts32168 When the DMZ is enabled, access to a device through the WAN is not allowed.

CSCty01349 When users clicked to reorder access rules, some rules may not be available for 

reordering while others may be duplicated. 

CSCub58856 Firewall does not support IPv6.

CSCub59425 If a client has its IP address bound to a MAC address in the IP/MAC Binding table, firewall 

rules/filters enabled for the client no longer work. All traffic is allowed to pass from this 

client even though IP blocking/filtering for the client is enabled on the RV120W.

CSCua43141 DHCP Option 66 does not work if the TFTP server type is set to IP.

CSCtj73922/

CSCua04977

When Daylight Saving Time (DST) is enabled on Central European Time, the device 

shows Central European Summer Time (CEST) instead of Central Daylight Time (CDT).

CSCua43159 The device does not allow users to append the domain to a hostname when configuring 

DHCP Option 66. For example, the device will accept “MyHost” as a host name, but not 

“MyHost.example.com.” 

CSCua43166 When specifying the configuration file for Option 67, the Networking > LAN (Local 

Network) > Advanced DHCP Configuration page allows only files with a .cfg extension. 

Table 2 Known Issues in Firmware Version 1.0.5.6

Ref Number Description

CSCui21565 Issue—The device considers the start IP address of the DHCP pool and static DHCP 

client invalid if it contains a 0 or 255 as the last number. For example, 10.0.1.0.

Workaround—None.
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CSCuj03033 Issue—The device does not allow users to add static routes with special next hop 

addresses such as 172.19.0.255. 

Workaround—None.

CSCuj13802 Issue—The device reboots when users click the Sys Summary menu 5 times per second 

or more.

Workaround—None.

CSCub51099 Issue—Configuration and logging policies are lost after an upgrade. The RV120W loses 

the PPTP users and any specific logging options after the upgrade.

Workaround—None. You must reconfigure PPTP users after the upgrade.

CSCtr76264 Issue—PPTP users can access the configuration utility even if remote management is 

disabled.

Workaround—None.

CSCtu34004 Issue—Certain syslogs such as IKE and Kernel logs will appear with the timestamp of 

2000-01-01 and not the current time.

Workaround—None.

CSCub64446 Issue—DHCP option 150 does not work.

Workaround—Use option 66 and enter a hostname (without a domain name).

CSCtj42903 Issue—When blocked keywords are configured in the Firewall page, users attempting 

to reach sites that use blocked keywords are redirected to the device login page instead 

of the appropriate warning page.

Workaround—None.

CSCts24763 Issue—Changing the MTU value from the default value in the WAN window prevents 

clients from connecting to the Internet.

Workaround—None. Use the default MTU value (1500 bytes) to ensure that clients can 

connect to the Internet.

CSCtu24324 Issue—QoS Profile Binding does not work properly for a selected service.

Workaround—Select the service type Any instead of selecting a particular service 

when configuring a QoS profile. QoS profile binding is then based on an IP address or a 

group of IP addresses.

Table 2 Known Issues in Firmware Version 1.0.5.6

Ref Number Description
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Support

Cisco Small Business 

Support Community

www.cisco.com/go/smallbizsupport

Cisco Small Business 

Support and Resources

www.cisco.com/go/smallbizhelp

Phone Support Contacts www.cisco.com/en/US/support/

tsd_cisco_small_business 

_support_center_contacts.html

Cisco Small Business 

Firmware Downloads

www.cisco.com/go/software

Select a link to download firmware for Cisco Small 

Business Products. No login is required.

Product Documentation

Cisco Small Business RV 

Series Routers

www.cisco.com/go/smallbizrouters

Cisco Small Business

Cisco Partner Central for 
Small Business (Partner 
Login Required)

www.cisco.com/web/partners/sell/smb

Cisco Small Business 
Home

www.cisco.com/smb
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