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Changes Since Firmware Release 1.0.2.6

Resolved Issues

Table 1 Resolved Issues in Firmware Version 1.0.3.10

Ref Number Description

none Cannot add Static DNS for PPPoE Profiles.

CSCtr39253 Router does not apply new SSL Certificate to HTTPS sessions.

none The upgrade progress bar does not update when using Internet Explorer to access the 
management interface.

none When the country code is set to Europe, only channels 1-11 are displayed.
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Table 2 Known Issues in Firmware Version 1.0.3.10

Ref Number Description

CSCts32168 Issue—When the DMZ is enabled, access to a device through the WAN is not allowed.

Workaround—Use port forwarding instead.

CSCtn43366 Issue—Microsoft Internet Explorer version 8 accessibility upon reboot issue.

Workaround—To prevent problems, clear the web browser cache after the router is 
upgraded.

CSCtj31483 Issue—When remote management is enabled and a non-standard QVPN port (standard 
QVPN ports are 443 or 60443) is configured, the QuickVPN client cannot successfully 
establish a connection.

Workaround—Use port 443 or 60443 QVPN port when defining the remote 
management.

NOTE 443 is the default remote management port.

CSCto46996 Issue—PPTP connected/configured users are not shown on the VPN Client Connection 
Status page.

Workaround—Go to the Dashboard page to see the numerical count of connected PPTP 
users.

CSCts21176 Issue—Enable inter-VLAN option does not work when setting up multiple VLANs at one 
time.

Workaround—Create VLANs individually. Choose Networking > VLAN Membership. 
Create the new VLAN and enable the Inter-VLAN option. Click Add and add the additional 
VLANS. Click Save.

CSCts24763 Issue—Changing the MTU value from the default value in the WAN window prevents 
clients from connecting to the Internet.

Workaround—None. Use the default MTU value (1500 bytes) to ensure that clients can 
connect to the Internet.

CSCtu24324 Issue—QoS Profile Binding does not work properly for a selected service.

Workaround—Select the service type Any instead of selecting a particular service 
when configuring a QoS profile. QoS profile binding is then based on an IP address or a 
group of IP addresses.
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CSCtw85203 Issue—The QuickVPN client cannot access the computers in the LAN of the RV120W 
when the LAN subnet is smaller than a /24 subnet.

Workaround—Leave the LAN subnet as a standard /24 subnet.

CSCtx84235 Issue—If a manually-configured NTP server is used, the RV120W does not synchronize 
with the NTP server after a reboot.

Workaround—Use one of the default NTP servers from the drop-down list.

CSCty01349 Issue—When the Access Rules table contains more than 10 rules, the reorder function 
may not work.

Workaround—Delete and re-add the access rules in the desired order.

none Issue—Configuring Wi-Fi Protected Setup using the push-button configuration method 
does not work properly. 

Workaround—Configure WPS using the PIN method.

Issue—6to4 Tunneling will not work when SLA ID is set to zero.

Workaround—User should set a non-zero SLA ID value.

Issue—6to4 tunneling requires a static route to work.

Workaround—Under IPv6 routing, add a static route to point to the destination's IPv4 
gateway. For more information on setting up 6to4, see the following Cisco support 
community document (this can be used with the Cisco RV120W as well as the Cisco 
RV220W, although menu names and options may differ):

https://supportforums.cisco.com/docs/DOC-17069

Issue—Windows native FTP File transfer fails when using QuickVPN behind NAT on 
Windows 7. 

Workaround—Use an FTP Client (for example, FileZilla FTP Client) or configure FTP 
client in Passive mode.
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Support

Cisco Small Business 
Support Community

www.cisco.com/go/smallbizsupport

Cisco Small Business 
Support and Resources

www.cisco.com/go/smallbizhelp

Phone Support Contacts www.cisco.com/en/US/support/
tsd_cisco_small_business 
_support_center_contacts.html

Cisco Small Business 
Firmware Downloads

www.cisco.com/go/software

Select a link to download firmware for Cisco Small 
Business Products. No login is required.

Product Documentation

Cisco Small Business RV 
Series Routers

www.cisco.com/go/smallbizrouters

Cisco Small Business

Cisco Partner Central for 
Small Business (Partner 
Login Required)

www.cisco.com/web/partners/sell/smb

Cisco Small Business 
Home

www.cisco.com/smb
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