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Changes Since Cisco RV120W Firmware Version 1.0.1.3

Changes were made and problems were fixed.

Changes

The following changes were made:

• The web management interface was enhanced to provide better usability.

• Added the Setup Wizard for router configuration to the web management 

interface.

• Fixed PPTP Server support.
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Resolved Issues

The following problems were fixed in firmware version 1.0.2.6:

• Wireless clients to PPPoE server performance issue

Known Issues

The following issues exist in this release:

6to4 Tunneling issues.

• Description—6to4 Tunneling will not work when SLA ID is set to zero.

• Workaround—User should set a non-zero SLA ID value.

• Description—6to4 tunneling requires a static route to work.

• Workaround—Under IPv6 routing, add a static route to point to the 

destination's IPv4 gateway. For more information on setting up 6to4, see the 

following Cisco support community document (this can be used with the 

Cisco RV120W as well as the Cisco RV220W, although menu names and 

options may differ):

https://supportforums.cisco.com/docs/DOC-17069

DMZ Host option does not work.

• Description—When the DMZ is enabled, access to a device through the 

WAN is not allowed.

• Workaround—Use port forwarding instead.

PPTP connected/configured users are not shown on the VPN Client Connection 

Status page.

• Description—The VPN Client Status page does not show connected/

configured PPTP users.

• Workaround—Go to the Dashboard page to see the numerical count of 

connected PPTP users.

Windows native FTP File transfer fails when using QuickVPN behind NAT on 

Windows 7. 

Workaround—Use an FTP Client (for example, FileZilla FTP Client) or 

configure FTP client in Passive mode.
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When remote management is enabled and a non-standard QVPN port (standard 

QVPN ports are 443 or 60443) is configured, the QuickVPN client cannot 

successfully establish a connection.

Workaround—Use port 443 or 60443 QVPN port when defining the remote 

management.

NOTE 443 is the default remote management port.

Wi-Fi Protected Setup (push button). 

• Description—Configuring WPS using the push-button configuration method 

does not work properly. 

Workaround—Configure WPS using the PIN method.

Microsoft Internet Explorer version 8 accessibility upon reboot issue.

• Workaround—To prevent problems, clear the web browser cache after the 

router is upgraded.

Internet NAT redirection does not work using firewall port-forwarding rules. 

• Description—A LAN client cannot access a service by using the WAN IP 

address of the LAN device (such as an IP camera or an FTP server).

• Work Around—Enable access to the service by creating a firewall access 

rule on the Firewall > Access Rules page. After clicking Add to add a rule, 

make the following selections:

- Connection Type—Inbound (WAN (Internet > LAN (Local Network)

- Action—Always Allow

- Service—Specify HTTP for web server or, if the service uses a custom 

port, you can add it.

- Send to Local Server (DNAT IP)—Enter the internal IP address of the 

server.

- Make sure the Rule Status is set to Enabled and save the settings. 

After this you will be able to access the server via FQDN from both 

internal and external hosts. Note that it is not necessary to create a port 

forwarding rule; when applying the access rule, the router creates the 

corresponding port forward.

ETSI Band Plan Options

• Description—The Wireless > Basic Settings page displays only 11 

channel options, not the 13 channels expected for the ETSI band plan.
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Support

Cisco Small Business 

Support Community

www.cisco.com/go/smallbizsupport

Cisco Small Business 

Support and Resources

www.cisco.com/go/smallbizhelp

Phone Support Contacts www.cisco.com/en/US/support/

tsd_cisco_small_business 

_support_center_contacts.html

Cisco Small Business 

Firmware Downloads

www.cisco.com/go/software

Select a link to download firmware for Cisco Small 

Business Products. No login is required.

Product Documentation

Cisco Small Business RV 

Series Routers

www.cisco.com/go/smallbizrouters

Cisco Small Business

Cisco Partner Central for 
Small Business (Partner 
Login Required)

www.cisco.com/web/partners/sell/smb

Cisco Small Business 
Home

www.cisco.com/smb
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