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Changes Since Firmware Release 1.2.0.9

Important Notes

Code optimization for web GUI interfaces. 

Resolved Issues in Firmware Version 1.2.0.10

Ref Number Description

CSCto97111 Port Forwarding cannot forward traffic after the RV110W 

operates for a long time. 
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Known Issues in Release 1.2.0.10

Issue—The RV110W cannot block previously-installed ActiveX applications when 

Block ActiveX is enabled.

Workaround—Clear the cache on the browser before beginning configuration.

Issue—When adding a new VLAN, the user loses connection to the GUI. 

Workaround—None; the management interface should become available in 

approximately 15 seconds.

Issue—If DHCP server is turned off on the RV110W, the status page still displays 

the DHCP server as “on,” even if there is only one VLAN.

Workaround—None.

Issue—In the Logging page, the email Settings Test button is unavailable when the 

authentication with SMTP server parameter is set to none.

Workaround—Do not use the none option; use one of the other authentication 

methods.

Issue—When the SNMPv3 traps are set with the Authentication and No Privacy or 

Authentication and Privacy security levels, no SNMPv3 traps are seen. 

Workaround—Set SNMPv3 traps with the security level of No Authentication and 
No Privacy.

Issue—Minor online help navigation bar display issue in Google Chrome browser.

Workaround—Open Chrome browser using the command-line interface:

• Windows: chrome.exe --allow-file-access-from-files

• Mac: open /Applications/Google\ Chrome.app --args --allow-file-access-

from-files
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Issue—Text-based configuration files cannot be modified by the user and then 

uploaded to the router. 

Workaround—None

Issue—Degraded performance with certain wireless client adapters. 

Workaround—Upgrade to the latest drivers. Enable Wireless Multimedia (WMM) 

and disable the power save mode in the wireless client driver properties. 
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Support

Cisco Small Business 

Support Community

www.cisco.com/go/smallbizsupport

Cisco Small Business 

Support and Resources

www.cisco.com/go/smallbizhelp

Phone Support Contacts www.cisco.com/en/US/support/

tsd_cisco_small_business 

_support_center_contacts.html

Cisco Small Business 

Firmware Downloads

www.cisco.com/go/software

Select a link to download firmware for Cisco Small 

Business Products. No login is required.

Product Documentation

Cisco Small Business RV 

Series Routers

www.cisco.com/go/smallbizrouters

Cisco Small Business

Cisco Partner Central for 
Small Business (Partner 
Login Required)

www.cisco.com/web/partners/sell/smb

Cisco Small Business 
Home

www.cisco.com/smb
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