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Additions

• Added “No-IP.com” to supported DDNS services.

• Clicking Help now displays the context-sensitive online help page.

• Statistics display has been revised to allow users to display data in KB, MB, 
GB, or TB.

• The RV110W now provides a user-configurable refresh rate for the system 
dashboard display.

• The RV110W now provides the ability to add Static DHCP from the DHCP 
Leased Clients table.

Resolved Issues

Table 1 Resolved Issues in Firmware Version 1.1.0.9

Ref Number Description

CSCts58689 In the Firewall > Basic Settings page, filtering options for cookies and proxy do not work.

CSCts67685 The RV110W does not perform input checking on the QVPN client list when importing.

CSCts56561 Setting up port forwarding causes the router to freeze when using VNC.

CSCts45243 Default remote management login should use https and port 443.

CSCts43176 QVPN clients cannot access any devices behind the LAN.

CSCts16833 RV110W should allow a maximum of 100 static route entries.

CSCts29174 Changing from WPA to WPA2 security mode requires a password change.

CSCts13892 PPTP users can access all VLANS.

CSCto97498 The Cisco RV110W allows the creation of multiple subnets that overlap.

CSCto97785 There are no logs or status indicators for RIP.

CSCtq90512 Incorrect SNMP option name.

CSCtr83877 DNS lookup hint is incorrect.

CSCtr83951 In the Wireless Statistics page, when using the Show Simplified Statistics Data option, 
data is shown incorrectly.
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CSCtr91841 PPTP server input fields do not check for correct input.

CSCtr92661 After using the backup and restore functions, the default gateway is unresponsive.

CSCts00211 The Firewall > Access Rules page gives an error when a user deactivates and 
reactivates a previously-configured access rule.

CSCts00987 The QOS > COS page displays incorrect default settings.

CSCts08816 Navigating from the Time settings page gives an incorrect error.

CSCts08841 VLAN page displays incorrect prompt when setting the default gateway of a VLAN to 
one that was previously allocated.

CSCtl77834 The PPTP client does not support Microsoft Point-To-Point Encryption (MPPE).

CSCtl89139 The RV110W stores the WAN IP address and uses it instead of obtaining a new WAN IP 
address.

CSCtn87791 Upgrading the firmware via Simple Network Management Protocol (SNMP) requires the 
firmware image to be renamed to code.bin. 

CSCtn15514 The Website Blocking Table on the Internet Access Policy page allows duplicate 
entries.

CSCtn51404 Multicast traffic does not pass to wireless clients from LAN to WLAN. 

CSCtn90976 Some time zones are incorrect on Time Settings page of the web-based Device 
Manager.

CSCtn40792 Changing VLAN subnet causes system reboot.

CSCtn43215 Multicast traffic passes from LAN to LAN clients, but does not work from LAN to WLAN.

CSCtn48412 WDS: WLAN fails to associate with the WAP4410N in N-Only wireless mode.

CSCtn54551 When copying any configuration file to the startup configuration, the system reboots 
without warning.

CSCtn54336 Guest user account is not disabled by default.

CSCtn59407 When viewing logs, the oldest logs are displayed first, rather than the newest logs.

CSCtn72050 When configuring the Firewall > Internet Access Policy, the “allow by schedule, 
otherwise block” option allows access after the schedule ends.

CSCtn74683 Static DHCP pop-up message needs clarification.

Table 1 Resolved Issues in Firmware Version 1.1.0.9

Ref Number Description
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Known Issues in Release 1.1.0.9

• Text-based configuration files cannot be modified by the user and then 
uploaded to the router. Workaround—None.

• Degraded performance with certain wireless client adapters. 
Workaround—Upgrade to the latest drivers. Enable Wireless Multimedia 
(WMM) and disable the power save mode in the wireless client driver 
properties. 

CSCtn78322 When configuring WDS links with the maximum number of peers, WDS links become 
unstable.

CSCto15252 In Wireless Security, the terminology for security key needs revision and the password 
needs to be masked after it is saved.

CSCto14516  “Set on incomplete OID” causes SNMP to lock up.

CSCto45937 Typographical error in French graphical user interface.

CSCto65805 The RV110W needs to display the gateway WAN IP address in the summary page.

CSCto81941 Pressing Enter on the Schedule Management pages logs out the user.

CSCto78766 The AP Management VLAN does not work correctly.

CSCto97723 Deleting a VLAN causes the LAN configuration page to display blank.

CSCtq05397 The QVPN client cannot access LAN clients when inter-VLAN routing is enabled.

CSCtq05513 The Setup Wizard should not display again after it has been completed.

CSCtq05475 Message that the administrator is already logged in is shown in error.

CSCtq40722 Checksum for the MIB needs to be provided.

CSCtr05042 The RV110W does not handle DHCP requests from untagged packets.

Table 1 Resolved Issues in Firmware Version 1.1.0.9

Ref Number Description
4 Release Notes for Cisco RV110W Firmware Version 1.1.0.9



Release Notes
Related Information
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Support

Cisco Small Business 
Support Community

www.cisco.com/go/smallbizsupport

Cisco Small Business 
Support and Resources

www.cisco.com/go/smallbizhelp

Phone Support Contacts www.cisco.com/en/US/support/
tsd_cisco_small_business 
_support_center_contacts.html

Cisco Small Business 
Firmware Downloads

www.cisco.com/go/software

Select a link to download firmware for Cisco Small 
Business Products. No login is required.

Product Documentation

Cisco Small Business RV 
Series Routers

www.cisco.com/go/smallbizrouters

Cisco Small Business

Cisco Partner Central for 
Small Business (Partner 
Login Required)

www.cisco.com/web/partners/sell/smb

Cisco Small Business 
Home

www.cisco.com/smb
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