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Resolved Issues

Table 1 Resolved Issues in Firmware Version 1.0.1.6

Ref Number Description

CSCto89324 The Cisco RV110W router’s web-based configuration utility cannot support IP 

addresses that have octets with a value above 250.

CSCtn12643 The Cisco RV110W router’s web-based configuration utility may not respond 

consistently over time, although network traffic is unaffected. 

CSCtn30604 Remote and LAN access to the router’s web-based configuration utility fails after 

setting Web Access and Remote Access to HTTP.

CSCto81709 Using a Firefox 4 web browser for remote management can cause the router to block 

clients from accessing the web-based configuration utility.
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CSCto75073 When a user attempts to load a configuration file from firmware version 1.0.0.2 to 

firmware version 1.0.1.6, the web-based configuration utility continuously asks the user 

to enter a username and password.

CSCto42810 When you enter a policy name on the Internet Access Policy page and press the Enter 

key, the web-based configuration utility logs you out.

CSCtn90545 The user ID information of the user who initiated the last Simple Network Management 

Protocol (SNMP) configuration change needs to be added.

CSCto03538 The Time of Day Access option does not work for Wireless Distribution System (WDS) 

peers. 

CSCtn97014 The System Summary page shows two instances of DNS 2.

CSCtn97018 On the Networking > Dynamic DNS page, the Dyndns password should be empty by 

default.

CSCtn97021 Moving from the SNMP page to the Diagnostics page results in unnecessary popups.

CSCtn97023 IPv6 remote management can be accessed even if the remote access of the web-

based configuration utility is turned off. 

CSCtn97033 WLAN and LAN clients are not able to access the remote web-based configuration 

utility through the 6to4 tunnel.

CSCtn97038 A Point-to-Point Tunneling Protocol (PPTP) VPN client is able to access the router using 

HTTP even if HTTP access is disabled.

CSCtn97042 The information imported from the VPN Client Settings file must be verified.

CSCtn97051 When a second language is uploaded, a message is briefly displayed on the 

Connected Devices and View Logs page.

CSCtn97058 After generating a new certificate, the router continuously displays a Rebooting Device 

message.

CSCtn97063 When a user logs into the router through HTTP and generates a new VPN certificate, the 

router doesn’t return to the correct webpage.

CSCtn97325 A QuickVPN connection can cause the HTTPS process to quit, causing a user to be 

unable to login. 

CSCto12416 The Point-to-Point Tunneling Protocol (PPTP) client cannot connect to the PPTP Server if 

CHAP is enabled.
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CSCto15292 A user cannot create an Inbound (WAN to LAN) access rule. Error checking forces user 

to put the IP address in the same subnet as the LAN, but this is incorrect. 

CSCto15118 The Cisco RV110W router doesn’t allow the user to increase the length of a password 

beyond the length of the current password. 

CSCto15088 While running the Setup Wizard and entering the wireless security key, if a leading or 

trailing blank space is entered the wizard does not prompt for an error, but stops.

CSCto15510 When you try to add two identical MAC addresses on the Wireless > WDS page, both 

MAC addresses can appear in the web-based configuration utility. 

CSCto17638 The web-based configuration utility hangs when a user enters spaces instead of a pin 

when configuring Method 2 on the Wireless > WDS page.

CSCto14926 When the system is rebooted, there are some errors with the linkUp trap.

CSCto22883 When using SNMPv3 for the traps, no traps are being sent to trap destination. 

CSCto22889 If you have a SNMP community set for v1 or v2c and switch to v3, the Community field is 

nulled out when you save. After the save is complete, the value is restore.

CSCto35408 The error message on the Administration > Backup / Restore Settings page needs to 

be changed.

CSCto40516 The router does not allow users to create a DHCP server IP address upper range when 

the subnet mask is different than /24 (255.255.255.0).

CSCto40489 A user can't consistently establish a WDS connection if using ciscosb.

CSCto42810 In the Firewall > Internet Access Policy page when you enter a policy name and press 

the Enter key, the web-based configuration utility logs you out. 

CSCto45953 When you upload a new language pack to the router, every time you change the 

language in the first log in screen, you must log in twice in order to access the web-

based configuration utility.
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Known Issues

• Upgrading the firmware via Simple Network Management Protocol (SNMP) 

requires the firmware image to be renamed to code.bin. 

Workaround—None.

• The Website Blocking Table on the Internet Access Policy page allows 

duplicate entries. Workaround—Do not create duplicate entries.

• The PPTP client does not support Microsoft Point-To-Point Encryption 

(MPPE). Workaround—None.

• Text-based configuration files cannot be modified by the user and then 

uploaded to the router. Workaround—None.

• Multicast traffic does not pass to wireless clients from LAN to WLAN. 

Workaround—None.

• Degraded performance with certain wireless client adapters. 

Workaround—Upgrade to the latest drivers. Enable Wireless Multimedia 

(WMM) and disable the power save mode in the wireless client driver 

properties. 

• Some time zones are incorrect on Time Settings page of the web-based 

Device Manager. Workaround—Set the local time manually in the router’s 

web-based Device Manager.
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Support

Cisco Small Business 

Support Community

www.cisco.com/go/smallbizsupport

Cisco Small Business 

Support and Resources

www.cisco.com/go/smallbizhelp

Phone Support Contacts www.cisco.com/en/US/support/

tsd_cisco_small_business 

_support_center_contacts.html

Cisco Small Business 

Firmware Downloads

www.cisco.com/go/software

Select a link to download firmware for Cisco Small 

Business Products. No login is required.

Product Documentation

Cisco Small Business RV 

Series Routers

www.cisco.com/go/smallbizrouters

Cisco Small Business

Cisco Partner Central for 
Small Business (Partner 
Login Required)

www.cisco.com/web/partners/sell/smb

Cisco Small Business 
Home

www.cisco.com/smb
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