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Scalability and Performance

The infrastructure of the service provider must be capable of supporting the services the enterprise 
customer or Internet service provider (ISP) wants to offer its subscribers. It must also be able to scale to 
an expanding subscriber base. You can configure the Cisco 10000 series router for high scalability.

This chapter discusses the following topics:

• Line Card VC Limitations, page 2-1

• Limitations and Restrictions, page 2-3

• Scaling Enhancements in Cisco IOS Release 12.2(33)XNE, page 2-4

• Scaling Enhancements in Cisco IOS Release 12.2(33)SB, page 2-5

• Scaling Enhancements in Cisco IOS Release 12.3(7)XI1, page 2-6

• Scaling Enhancements in Cisco IOS Release 12.3(7)XI2, page 2-7

• Scaling Enhancements in Cisco IOS Release 12.2(28)SB, page 2-8

• Configuring the Cisco 10000 Series Router for High Scalability, page 2-8

• Using the RADIUS Attribute cisco-avpair="lcp:interface-config", page 2-20

• Using Full Virtual Access Interfaces, page 2-20

• Preventing Full Virtual Access Interfaces, page 2-21

Line Card VC Limitations
The Cisco 10000 series router supports four ATM service categories for virtual circuits (VCs):

• Constant Bit Rate (CBR)

• Variable Bit Rate-nonreal-time (VBR-nrt)

• Unspecified Bit Rate (UBR) with a peak cell rate (PCR), referred to as shaped UBR

• UBR without a PCR, referred to as unshaped UBR

The segmentation and reassembly (SAR) mechanism configures priority and additional traffic 
management parameters for the various ATM service categories. Table 2-1 lists the priority levels the 
SAR sets for the service categories.
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The number of SAR priority levels and the service categories supported at each priority level vary from 
line card to line card. For example, the 1-port OC-12/STM-1 line card supports the four levels of priority 
and the service categories listed in Table 2-2, but the 4-port OC-3 line card supports only two levels of 
priority and the service categories listed in the table. 

The ATM line cards support a maximum number of VCs per priority. That VC limit depends on the VC 
limit of the SAR (SAR limit) and the number of priority levels configured. Table 2-2 describes how to 
determine the VC limit per priority level per port for the specified line cards.

Configuring more channels or VCs than there are available priority locations can cause random channels 
or VCs to get stuck in the SAR. This occurs when an active channel tries to reschedule itself, but no 
priority locations are available. Therefore, the channel cannot find a place to reschedule itself, which 
results in a lost event for the channel, and the channel becomes stuck in the SAR. 

On the PRE2, when a VC becomes stuck in the SAR, the PRE2 scheduler stops forwarding traffic on 
only the VC that is stuck in the SAR; the other VCs still carry traffic. On the PRE3, the PRE3 scheduler 
stops forwarding traffic on all the VCs configured on that ATM line card. 

For example, suppose a 1-port OC-12 line card at full line rate is configured for four levels of priority 
and a 4-port OC-3 line card at half line rate is configured for two levels of priority. By calculating the 
maximum number of VCs as described in Table 2-2, you can configure 8192 VCs per priority level for 

Table 2-1 ATM Service Categories

Parameter CBR VBR-rt VBR-nrt Shaped UBR Unshaped UBR

Priority 0 1 2 3 None

Table 2-2 Maximum Number of VCs per Priority 

ATM Line Card SAR Priority Levels VC Rate Maximum Number of VCs per Priority

1-Port OC-12/ 
STM-1 

0 = CBR VCs

1 = VBR-rt VCs

2 = VBR-nrt VCs

3 = UBR VCs

Full line rate SAR limit / 2 / number of priority levels

4 priority system:

65,536 / 2 / 4 = 8192 VCs per priority level

Half line rate 
and below

SAR limit / number of priority levels

4 priority system:

65,536 / 4 = 16,384 VCs per priority level

4-Port OC-3 0 = CBR, VBR-nrt VCs
1 = UBR VCs

Half line rate 
and below

SAR limit / number of PHYs / number of 
priority levels

2 priority system:

65,536 / 4 / 2 = 8192 VCs per priority level 
per port

8-Port E3/DS3 0 = CBR VCs
0 = VBR-nrt VCs
1 = UBR VCs

Half line rate 
and below

SAR limit / number of PHYs / number of 
priority levels

2 priority system:

65,536 / 8 / 2 = 4096 VCs per priority level 
per port
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the 1-port OC-12 and 8192 VCs per priority level per port for the 4-port OC-3—a total of 16,384 VCs 
per priority level per port. If the number of VCs you configure exceeds the VC limit, the VCs get stuck 
in the SAR.

Limitations and Restrictions
The Cisco 10000 series router has the following limitations and restrictions for scalability and 
performance:

• When Layer 4 Redirect (L4R) service is applied without Port Bundle Host Key (PBHK) service, the 
translations are all done in the PXF, except for those translations that encounter a collision 
condition. A collision occurs when a subscriber has two simultaneous TCP connections whose 
source ports have the same Modulo 64 result.

For example, the subscriber has an active TCP connection on source port 1026, and while this 
connection is still alive the subscriber starts another TCP connection on source port 1090. A 
collision is created because the Modulo 64 result for both the source ports (1024 and 1090) is 2. In 
this example, L4R translation for the first traffic stream is done in the PXF and for the second TCP 
stream the packets are sent to the route processor (RP) where the L4R translation is done. This 
seperation prevents collisions.

• When the PBHK service is applied with L4R service, certain restrictions apply:

– When the destination IP in any one of the access control entries of the PBHK ACL matches the 
redirected server IP address, then both L4R and PBHK translations are done in the RP.

– When the destination IP address in the access control entries of the PBHK ACL does not match 
the redirect server IP address, then L4R translations are done in the PXF, and the packets that 
match the PBHK ACL are translated in the RP.

For configuration examples, see the “Layer 4 Redirect Scaling” section on page 2-5.

• Certain restrictions apply on L4R translations for IP subnet sessions. If two subscribers send TCP 
traffic using the same source port, then L4R translation for the common port is done in the RP. 
However, if a group of IP subscribers in an IP subnet session send traffic on different source ports 
then L4R translations for all the subscribers are done in the PXF.

• For permanent L4R service, you can scale up to the number of sessions listed in Table 2-3. Scaling 
beyond these sessions can lead to an increase in CPU usage that is beyond the recommended limits.

• You can apply access control lists (ACLs) to virtual access interfaces (VAIs) by configuring them 
under virtual template interfaces. You can also configure ACLs by using RADIUS attribute 11 
or 242. Prior to Cisco IOS Release 12.2(28)SB, when you used attribute 242, a maximum of 30,000 
sessions could have ACLs; this restriction was removed in release 12.2(28)SB and subsequent 
releases.

• For PRE2, the Cisco 10000 series router supports mini-ACLs (eight or fewer access control entries) 
and turbo ACLs (more than eight access control entries) for non-SSG interfaces. The limit for 
mini-ACLs is 32,000. The limit for turbo ACLs depends on the complexity of the defined ACLs. For 
PRE3, the Cisco 10000 series router does not use mini-ACLs.

Table 2-3 Scaling Limit of L4R Sessions

Cisco IOS Release PRE2 PRE3 PRE4

12.2(31)SB 4000 4000 —
12.2(33)SB 4000 16000 16000 
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• For SSG (RADIUS) configurations on PRE2, the following limitations apply:

– For Cisco IOS Release 12.3(7)XI, ACLs defined through SSG configuration (RADIUS) are 
restricted to mini-ACLs only. Turbo ACLs cannot be used in combination with SSG and 
RADIUS. If you apply a Turbo ACL to an SSG session, the following syslog error is generated: 
“%C10K_ACLS-3-SSG_TURBO_ACL: acl is a Turbo ACL and cannot be used for SSG.”

Note If a mini-ACL is on the verge of becoming a turbo ACL (that is, the ACL contains eight 
access control entries), SSG redirection can cause the mini-ACL to become a turbo ACL. 
For Cisco IOS Release 12.3(7)XI, this change would also cause a syslog error to be 
generated as follows: “%C10K_ACLS-3-SSG_ACL_ERR: acl is miniACL but cannot have 
another punt rule added.”

• The Cisco 10000 series router supports a maximum of 2,000 authentication, authorization, and 
accounting (AAA) method lists. If you configure more than 2,000 AAA method lists by using the 
aaa authentication ppp or aaa authorization network command, traceback messages appear on 
the console.

• To avoid CPU overload and router instability, use the logging rate-limit command to limit the rate 
that the Cisco 10000 series router logs system messages. For more information, see the logging 
rate-limit command in the Cisco IOS Configuration Fundamentals and Network Management 
Command Reference, Release 12.3, located at the following URL:

http://www.cisco.com/en/US/products/sw/iosswrel/ps5187/products_command_reference_book09
186a008017d0a2.html

• The Cisco 10000 series router high-speed interfaces work efficiently to spread traffic flows equally 
over the queues. However, using single traffic streams in a laboratory environment might result in 
less-than-expected performance. To ensure accurate test results, test the throughput of the Gigabit 
Ethernet, OC-48 POS, or ATM uplink with multiple source or destination addresses. To determine 
if traffic is being properly distributed, use the show pxf cpu queue command.

• The Cisco 10000 series router supports a configuration file of up to 16 megabytes.

• If you configure create on demand PVCs (individual and within a range) and PPP sessions, RP CPU 
utilization can be extremely high when bringing up and tearing down sessions and PVCs. This usage 
is a concern only when the configuration contains approximately 30,000 PPP sessions, and 
additional services are enabled (such as DBS, ACLs, and service policies). 

To reduce the RP CPU usage for PPPoA sessions, reduce the number of configured PVCs in a single 
subinterface. To reduce the RP CPU usage for PPPoEoA sessions, use call admission control (call 
admission limit command).

Scaling Enhancements in Cisco IOS Release 12.2(33)XNE
Starting from Cisco IOS Release 12.2(33)XNE, the microcode reload pxf command has been made for 
general availability. When this command is executed in a scalable scenario, CPUHOG messages may 
appear as the IOS software populates the parallel express forwarding (PXF) plane with the required 
information to resume forwarding of traffic as soon as possible. If there is lot of information to be 
populated, especially when the configuration is scaled up, CPUHOG messages may not appear till all 
the information is populated.
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Scaling Enhancements in Cisco IOS Release 12.2(33)SB
Cisco IOS Release 12.2(33)SB provides increased scalability for the Layer 4 Redirect feature.

Layer 4 Redirect Scaling
The Layer 4 Redirect feature allows redirection of users' TCP or UDP traffic to a server to control and 
increase performance. In Cisco IOS Release12.2(33)SB, the ISG L4R feature is implemented in the PXF. 
This design increases the number of redirects to provide higher scalability and performance. This 
enhancement is a scalable solution for portals and self-provisioning and is supported on PRE3 and PRE4 
only. On a PRE2 L4R translations are done in the RP.

PBHK translations are always done in the RP. The L4R feature is scalable when applied alone; however, 
certain scalability restrictions apply when it is used with PBHK. See also the “Limitations and 
Restrictions” section on page 2-3.

In Example 2-1, when the destination IP used in the PBHK ACL (162) matches the redirected server IP 
address, L4R translations are done in the RP.

Example 2-1 L4R Translations in the Route Processor

class-map type traffic match-any class-l4r
match access-group input 152

policy-map type service ser-l4r
class type traffic class-l4r
redirect to ip 200.0.0.2

ip portbundle
match access-list 162
source loopback 1

access-list 152 deny tcp any host 200.0.0.2
access-list 152 permit tcp any any

access-list 162 permit tcp any host 200.0.0.2

In Example 2-2, when the destination IP used in the PBHK ACL (162) is not the same as the redirected 
server IP address, L4R translations are done in the PXF.

Example 2-2 L4R Translations in PXF

class-map type traffic match-any class-l4r
match access-group input 152

policy-map type service ser-l4r
class type traffic class-l4r
redirect to ip 210.0.0.2

ip portbundle
match access-list 162
source loopback 1

access-list 152 deny tcp any host 200.0.0.2
access-list 152 permit tcp any any

access-list 162 permit tcp any host 200.0.0.2
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Scaling Enhancements in Cisco IOS Release 12.3(7)XI1
For more information on configuring L4R, see the “Redirecting Subscriber Traffic Using ISG Layer 4 
Redirect” chapter in the Cisco IOS Intelligent Service Gateway Configuration Guide, Release 12.2 SB 
at the following URL:

http://www.cisco.com/en/US/products/ps6566/products_configuration_guide_chapter09186a0080630d
65.html#wp1048970

For more information on configuring PBHK, see the “Configuring ISG Port-Bundle Host Key” chapter 
in the Cisco IOS Intelligent Service Gateway Configuration Guide, Release 12.2 SB at the following 
URL:

http://www.cisco.com/en/US/products/ps6566/products_configuration_guide_chapter09186a0080630d
6c.html

Scaling Enhancements in Cisco IOS Release 12.3(7)XI1
Cisco IOS Release 12.3(7)XI1 provides increased limits with FIB scaling, policy-map scaling, and 
queue scaling. 

FIB Scaling
The FIB is a routing table that is used to look up the next hop route for the destination IP address and 
the reverse path forwarding (RPF) route using the source IP address. The FIB Scaling feature implements 
the following changes:

• Up to 1 million routes in the global FIB table are supported without MPLS VPN configuration.

• Total number of virtual routing and forwarding instances (VRFs) supported is 4095.

– Up to 100 routes per VRF with 4095 VRFs configured.

– Up to 70 routes per VRF with 4095 VRFs configured, plus 200,000 global BGP routes.

– Up to 600 routes per VRF with 1000 or fewer VRFs configured.

Policy-Map Scaling
The Policy-Map Scaling feature increases the system-wide number of quality of service (QoS) policy 
maps that you can configure. Depending on the complexity of your configuration, the 
Cisco 10000 series router supports up to 4096 policy maps. In complex configurations the maximum 
number of policy maps can be as small as a few hundred. Additionally, when you use percent-based 
policing in a service policy, the system may convert a single customer-configured service to multiple 
service policies (which count against the 4096 limit). The system uses one such service policy for each 
different speed interface that uses a service policy with percent-based policing

Each policy-map command counts as one policy map and applying the same policy map on different 
speed interfaces also counts as an extra policy map. The policy-map command syntax is unchanged. The 
maximum number of classes that you can configure in a policy is 127.
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Scaling Enhancements in Cisco IOS Release 12.3(7)XI2
Queue Scaling
The Queue Scaling feature increases the total number of queues that VTMS supports to 131,072. Of the 
total number, 254 queues are available for high speed interfaces, and 130,816 queues are available for 
low speed interfaces. This increase allows the support of the 31,500 priority queues (of 131,072 total 
queues) on 31,500 sessions or interfaces. 

Each interface includes a class-default queue and a system queue. If you attach an output policy map 
with 1 priority queue and 1 class-based weighted fair queue (PQ/CBWFQ) to each of the 31,500 
interfaces, the number of priority queues is 31,500 and the total number of queues is 31,500 x 4, or 
126,000 queues.

The maximum number of queues per link remains at 32, of which 29 are user-configurable because there 
is 1 class-default queue, 1 system queue, and 1 reserved queue.

To support 131,072 queues, the queue limits range has changed. For high-speed interfaces (an interface 
that has a speed greater than 622 Mbps), the queue limit range is 128 to 65,536. For low-speed interfaces 
the queue limit range is 8 to 4,096. Because the total number of packet buffers for queue limits is 
4,194,304, the average queue depth is less than or equal to 32 per queue with 131,072 queues configured.

On low-speed interfaces, the default queue size is 8 for all QoS CBWFQ queues, with the exception of 
WRED queues. The default queue size for WRED queues is 32. 

The class-default queue size on low-speed interfaces has changed from 32 to 8. If the traffic is too bursty 
and packets drop, you can use the queue-limit command to increase the class-default queue size. 

If you change the queue size for 131,072 queues while traffic is running, the queue size for a few queues 
might not be changed if packets were in the queues. An “out of resource” message can also appear. Use 
the queue-limit command to modify the queue size for those queues that were not changed.

The queue limits packet buffers can become fragmented after the queue sizes on 131,072 queues has 
been changed a few times. The system might indicate that there are not enough resources to increase 
queue size, even though there are enough free packet buffers. Removing and reapplying the policy map 
on the interfaces solves this problem. 

Use the show pxf cpu queue summary command to see the number of packet buffers, packet buffers 
being recycled, and free packet buffers.

Scaling Enhancements in Cisco IOS Release 12.3(7)XI2
Cisco IOS Release 12.3(7)XI2 provides increased limits with queue scaling and VC scaling. 

Queue Scaling
At least two queues are allocated for every interface or subinterface for which separate queues are 
created. The first queue is the default queue for normal traffic, and the second queue, known as the 
system queue, is used for a small amount of router-generated traffic that bypasses the normal drop 
mechanisms. For 32,000 VCs, this setup would require the allocation of a minimum of 64,000 queues. 
While Cisco IOS Release 12.3(7)XI1 adds support for up to 128,000 queues, a more effective use of 
these limited resources is realized by having the subinterfaces on a given main interface share the single 
system queue of the main interface. 
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Scaling Enhancements in Cisco IOS Release 12.2(28)SB
In Cisco IOS Release 12.3(7)XI2, the subinterfaces on a given main interface share the single system 
queue of the main interface, which allows for 32,000 subinterfaces with a three-queue model that 
supports assured forwarding (AF) queues and expedited forwarding (EF) queues, in addition to the 
default best effort (BE) queues. Because a system queue does not exist for every subinterface, this setup 
frees up queues for a 4-queue model.

VC Scaling
When configured for hierarchical shaping, ATM line cards support the following number of VCs:

• E3/DS3 line card supports a maximum of 4,096 VCs

• OC-12 ATM line card supports a maximum of 16,384 VCs (previously 14,436)

• OC-3 ATM line card supports a maximum of 8,191 VCs

Scaling Enhancements in Cisco IOS Release 12.2(28)SB
In Cisco IOS Release 12.2(28)SB, up to 16,384 L2TP tunnels are supported. Because of a limit on the 
number of VPDN groups supported, it is not possible to configure 16,384 tunnel definitions using the 
CLI. Configure the remaining tunnel definitions using RADIUS.

Configuring the Cisco 10000 Series Router for High Scalability
To ensure high scalability on the Cisco 10000 series router, perform the following configuration tasks:

• Configuring Parameters for RADIUS Authentication, page 2-9

• Configuring L2TP Tunnel Settings, page 2-9

• VPDN Group Session Limiting, page 2-10

• Disabling Cisco Discovery Protocol, page 2-10

• Disabling Gratuitous ARP Requests, page 2-11

• Configuring a Virtual Template Without Interface-Specific Commands, page 2-11

• Monitoring PPP Sessions Using the SNMP Management Tools, page 2-13

• SNMP Process and High CPU Utilization, page 2-13

• CISCO-ATM-PVCTRAP-EXTN-MIB, page 2-14

• Configuring the Trunk Interface Input Hold Queue, page 2-15

• Configuring no atm pxf queuing, page 2-15

• Configuring atm pxf queuing, page 2-16

• Configuring keepalive, page 2-17

• Enhancing Scalability of Per-User Configurations, page 2-17

• Placing PPPoA Sessions in Listening Mode, page 2-19

• Placing PPPoA Sessions in Listening Mode, page 2-19

• Scaling L2TP Tunnel Configurations, page 2-19
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Configuring Parameters for RADIUS Authentication
If your network uses a RADIUS server for authentication, set the small, middle, and big buffers by using 
the buffers command. Table 2-4 lists the buffer sizes to configure (and see Example 2-3).

Example 2-3 Configuring Buffer Sizes

Router(config)# buffers small perm 15000
Router(config)# buffers mid perm 12000
Router(config)# buffers big perm 8000

Typically, if the RADIUS server is only a few hops away from the router, we recommend that you 
configure the RADIUS server retransmit and timeout rates by using the radius-server command. 
Table 2-5 lists the recommended settings (and see Example 2-4).

Example 2-4 Configuring RADIUS Server Parameters

Router(config)# radius-server retransmit 5
Router(config)# radius-server timeout 15

Configuring L2TP Tunnel Settings
Configure an L2TP tunnel password using Cisco IOS Release 12.2(4)BZ1 or later. We recommend that 
you configure the L2TP tunnel parameters listed in Table 2-6 (and see Example 2-5, Example 2-6, and 
Example 2-7).

Table 2-4 Buffer Sizes for RADIUS Authentication 

Buffer Size

Small 15000

Middle 12000

Big 8000

Table 2-5 RADIUS Server Parameters

Parameter Value

RADIUS Server Retransmit Rate 5

RADIUS Server Timeout Rate 15

Table 2-6 L2TP Tunnel Settings

Parameter Setting

No Session Timeout 30

L2TP Tunnel Receive Window 100

L2TP Tunnel Retransmit Timeout 2 (minimum)
8 (maximum)
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Note The No Session Timeout parameter indicates the length of time a tunnel persists when there are no 
sessions in the tunnel.

Example 2-5 Configuring an L2TP Tunnel Password

Router(config)# vpdn-group tunnel1
Router(config-if)# l2tp tunnel password 7

Example 2-6 Configuring the No Session Timeout Parameter

Router(config)# vpdn-group tunnel1
Router(config-if)# l2tp tunnel nosession-timeout 30

Example 2-7 Configuring the L2TP Tunnel Receive-Window and Retransmit Timeout Parameters

Router(config)# vpdn-group tunnel1
Router(config-if)# l2tp tunnel receive-window 100
Router(config-if)# l2tp tunnel retransmit timeout min 2
Router(config-if)# l2tp tunnel retransmit timeout max 8

VPDN Group Session Limiting
Before the introduction of the VPDN Group Session Limiting feature introduced in Cisco IOS software 
release 12.2(1)DX, you could only globally limit the number of VPDN sessions on a router with limits 
applied equally to all VPDN groups. Using the VPDN Group Session Limiting feature, you can limit the 
number of VPDN sessions allowed per VPDN group. For more information, see the VPDN Group 
Session Limiting feature documentation, located at the following URL:

http://www.cisco.com/en/US/products/sw/iosswrel/ps5012/products_feature_guide09186a0080087ef2.
html

Configuring the PPP Authentication Timeout
To keep the L2TP network server (LNS) from timing out a PPP authentication process, set the 
PPP Timeout parameter to 100, using the ppp timeout authentication command (Example 2-8).

Example 2-8 Configuring the PPP Authentication Timeout

Router(config)# interface Virtual-Template1
Router(config-if)# ppp timeout authentication 100

Disabling Cisco Discovery Protocol
To maximize scalability, do not enable the Cisco Discovery Protocol (CDP).

Note CDP is disabled by default.
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Disabling Gratuitous ARP Requests
To maximize the performance of the router, disable gratuitous ARP requests, using the no ip 
gratuitous-arp command (Example 2-9).

Example 2-9 Disabling Gratuitous ARP Requests

Router(config)# no ip gratuitous-arp

Configuring a Virtual Template Without Interface-Specific Commands
If you configure a virtual template interface with interface-specific commands, the 
Cisco 10000 series router does not achieve the highest possible scaling. To verify that the router does 
not have interface-specific commands within the virtual template interface configuration, use the test 
virtual-template <number> subinterface command.

Including interface-specific commands in a virtual template can limit PPP session scaling. Table 2-7 lists 
the interface-specific commands that prevent the Cisco 10000 series router from attaining the highest 
possible PPP session scaling.

Table 2-7 Interface-Specific Commands That Prevent PPP Scaling

Command Function

access-expression Builds a bridge Boolean access expression.

asp Asynchronous Port (ASP) subcommands.

autodetect Autodetects encapsulations on serial interfaces.

bridge-group Transparent bridging interface parameters.

bsc Binary Synchronous Communications (BSC) 
interface subcommands.

bstun Block Serial Tunnel (BSTUN) interface 
subcommands.

carrier-delay Specifies delay for interface transitions.

cdp Cisco Discovery Protocol (CDP) interface 
subcommands.

clock Configures the serial interface clock.

compress Sets the serial interface for compression.

custom-queue-list Assigns a custom queue list to an interface.

diffserv Differentiated Services (diffserv) for 
provisioning.

down-when-looped Forces a looped serial interface down.

encapsulation Sets the encapsulation type for an interface.

fair-queue Enables fair queuing on an interface.

full-duplex Configures full-duplex operational mode.

h323-gateway Configures the H.323 Gateway.

half-duplex Configures half-duplex and related commands.
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help Provides a description of the interactive help 
system.

hold-queue Sets the hold queue depth.

lan-name Specifies a name for the LAN that is attached to 
the interface.

lapb X.25 Level 2 parameters (Link Access Procedure, 
Balanced).

load-interval Specifies the interval for load calculation for an 
interface.

locaddr-priority Assigns a priority group.

logging Configures logging for an interface.

loopback Configures the internal loopback on an interface.

mac-address Manually sets the MAC address for an interface.

max-reserved-bandwidth Specifies the maximum reservable bandwidth on 
an interface.

mpoa Multiprotocol over ATM (MPOA) interface 
configuration commands.

multilink Configures multilink parameters.

multilink-group Puts the interface in a multilink bundle.

netbios Defines Network Basic Input/Output System 
(NetBIOS) access list or enables name-caching.

ntp Configures the Network Time Protocol (NTP).

priority-group Assigns a priority group to an interface.

qos pre-classify Enables quality of service (QoS) preclassification.

random-detect Enables weighted random early detection 
(WRED) on an interface.

roles Specifies roles (by entering roles mode).

sap-priority Assigns a priority group.

sdlc Configures Synchronous Data Link Control 
(SDLC) to Logical Link Control type 2 (LLC2) 
translation.

serial Serial interface commands.

Table 2-7 Interface-Specific Commands That Prevent PPP Scaling (continued)

Command Function
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In Example 2-10, the output of the test virtual-template <number> subinterface command indicates 
that the interface-specific command carrier-delay is set.

Example 2-10 Verifying Interface-Specific Commands in the Virtual Template

Router(config)# test virtual-template 11 subinterface

Subinterfaces cannot be created using Virtual-Template11
Interface specific commands:
carrier-delay 45

Monitoring PPP Sessions Using the SNMP Management Tools
To prevent the virtual-access subinterfaces from being registered with the SNMP functionality of the 
router and using memory, do not use the router’s SNMP management tools to monitor PPP sessions. Use 
the no virtual-template snmp command to disable the SNMP management tools (Example 2-11).

Example 2-11 Preventing SNMP Registration of Virtual-Access Subinterfaces

Router(config)# no virtual-template snmp

SNMP Process and High CPU Utilization
Network management applications retrieve information from devices by using SNMP. If a user 
application polls the SNMP MIBs while the router is updating its routing table, the SNMP engine 
process can cause CPU HOG messages to appear and sessions and tunnels to go down until the process 
releases the CPU.

For information about how to avoid high CPU utilization by an SNMP process, see the 
IP Simple Network Management Protocol (SNMP) Causes High CPU Utilization Tech Note, located at 
the following URL:

http://www.cisco.com/warp/public/477/SNMP/ipsnmphighcpu.shtml#polling

snmp Modifies Simple Network Management Protocol 
(SNMP) interface parameters.

source Gets the configuration from another source.

stun Serial Tunnel (STUN) interface subcommands.

transmit-interface Assigns a transmit interface to a receive-only 
interface.

trunk-group Configures an interface to be in a trunk group.

tx-ring-limit Limits the number of particles or packets that can 
be used on a transmission ring on an interface. 

Table 2-7 Interface-Specific Commands That Prevent PPP Scaling (continued)

Command Function
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CISCO-ATM-PVCTRAP-EXTN-MIB
The Cisco 10000 series router does not support the CISCO-ATM-PVCTRAP-EXTN-MIB for large 
numbers of permanent virtual circuits (for example, 32,000 PVCs). To exclude the 
Cisco-ATM-PVCTRAP-EXTN-MIB from the Simple Network Management Protocol (SNMP) view and 
enhance scalability, configure the following commands in global configuration mode:

Example 2-12 shows how to create or modify the SNMP view named myview to include the information 
polled from the Internet oid-tree and to exclude the CISCO-ATM-PVCTRAP-EXTN-MIB oid-tree. The 
community access string named private is set up and access to SNMP is read-only (ro) access.

Example 2-12 Excluding CISCO-ATM-PVCTRAP-EXTN-MIB from the SNMP View

Router(config)# snmp-server view myview internet included
Router(config)# snmp-server view myview ciscoAtmPvcTrapExtnMIB excluded
Router(config)# snmp-server community private view myview ro 

For more information about the snmp-server view and snmp-server community commands, see the 
Cisco IOS Configuration Fundamentals and Network Management Command Reference, Release 12.3, 
located at the following URL:

http://www.cisco.com/en/US/products/sw/iosswrel/ps5187/products_command_reference_book09186a
008017d0a2.html 

Command Purpose

Step 1 Router(config)# snmp-server view 
view-name oid-tree included 

Creates or updates a view entry.

The view-name argument is a label for the view record that you 
are updating or creating. The name is used to reference the record. 

The oid-tree argument is the object identifier of the ASN.1 
subtree to be included from the view. Specify a valid oid-tree from 
where you want to poll the information.

The included argument configures the OID (and subtree OIDs) 
specified in the oid-tree argument to be included in the SNMP 
view. 

Step 2 Router(config)# snmp-server view 
view-name ciscoAtmPvcTrapExtnMIB excluded

Configures the CISCO-ATM-PVCTAP-EXTN-MIB OID (and 
subtree OIDs) to be explicitly excluded from the SNMP view. You 
must specify the oid-tree as shown in the command line.

The view-name argument must match the view-name you 
specified in step 1.

Step 3 Router(config)# snmp-server community 
string [view view-name] [ro | rw] 
[access-list-number]

Sets up the community access string to permit access to SNMP. 

The string argument is a community string that acts like a 
password and permits access to the SNMP protocol. 

The view-name argument must match the view-name you 
specified in step 1.
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Configuring the Trunk Interface Input Hold Queue
To ensure high scalability, set the trunk interface input hold queue to a high value (Example 2-13).

Note The default value for the OC-12 ATM line card trunk interface input hold queue is 27230. Cisco 
laboratory tests have shown this setting to result in the highest scalability for the OC-12 ATM line card. 
We recommend that you not change the default setting.

Example 2-13 Setting the Trunk Interface Input Hold Queue

Router(config)# interface gig1/0/0
Router(config-if)# hold-queue 4096 in

Configuring no atm pxf queuing 

Note We do not recommend using this mode for QoS-sensitive deployments. 

Configuring the no atm pxf queuing command on each port of the Cisco 10000 series router enables 
the router to support a high number of VCs. PPPoA supports one session per VC and requires that you 
enable no atm pxf queuing to support 32,000 PPPoA sessions. Enabling no atm pxf queuing is not 
required for L2TP, and might not be required for PPPoE, because you can have 32,000 sessions on a 
single VC.

The Cisco 10000 series router supports three ATM traffic classes when you configure no atm pxf 
queuing: unshaped UBR (no PCR is specified), shaped UBR (PCR is specified), and VBR-nrt. To 
configure an unspecified bit rate (UBR) quality of service (QoS) and specify the output peak cell rate 
(PCR), use the ubr command in the appropriate configuration mode. In ATM VC configuration mode, 
the syntax is:

Router(config-if-atm-vc)# ubr output-pcr

If you do not specify a PCR, unshaped UBR is configured. 

To configure the variable bit rate-nonreal-time (VBR-nrt) QoS, use the vbr-nrt command in the 
appropriate configuration mode and specify the output PCR, output sustainable cell rate (SCR), and the 
output maximum burst cell size (MBS) for a VC class. Note that if the PCR and SCR values are equal, 
the MBS value is 1.

output-pcr output-scr output-mbs 

Note Before you configure VCs on an interface, configure the atm pxf queuing mode for the port 
(atm pxf queuing or no atm pxf queuing). After you configure the mode, then configure the VCs. Do 
not change the mode while VCs are configured on the interface. If you need to change the mode, delete 
the VCs first and then change the mode. Changing the mode while VCs are configured can produce 
undesired results, and the change will not take effect until the next router reload.
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Configuring atm pxf queuing
The Cisco 10000 series router supports two ATM traffic classes when you configure atm pxf queuing: 
unshaped UBR and VBR-nrt. When you specify an output PCR for an unshaped UBR class, the 
Cisco 10000 series router accepts the PCR. However, the router does not use the PCR value and it does 
not notify you of this omission.

For information about configuring the traffic classes, see the “Configuring no atm pxf queuing” section 
on page 2-15.

Note Before you configure VCs on an interface, configure the atm pxf queuing mode for the port (atm pxf 
queuing or no atm pxf queuing). After you configure the mode, then configure the VCs. Do not change 
the mode while VCs are configured on the interface. If you need to change the mode, delete the VCs first 
and then change the mode. Changing the mode while VCs are configured can produce undesired results.

Table 2-8 lists the number of active VCs the ATM line cards support in atm pxf queuing mode for Cisco 
IOS Release 12.3(7)XI2 or later releases.

You can configure the maximum number of VCs across the ports in any fashion, provided that you do 
not exceed the per-port maximum.

Although the maximum number of VBR, CBR, and shaped UBR VCs per E3/DS3 and OC-3 ATM line 
card is 28,672 VCs, the router supports a maximum of 22,204 VBR, CBR, and shaped UBR VCs per line 
card that you can place within virtual path (VP) tunnels. If you attempt to bring up more than 22,204 
VCs in a configuration that includes VP tunnels and VCs (hierarchical traffic shaping configuration), the 
VCs might not assign traffic correctly or the VCs might not come up at all. Be sure to limit the number 
of configured VBR, CBR, and shaped UBR VCs on an ATM card to less than 22,204 VCs if you place 
the VCs in VP tunnels.

For the OC-12 ATM line card, the router supports 16,384 VCs in VP tunnels.

Table 2-8 Active VCs on ATM Line Cards

Line Card Maximum VCs per Port Maximum VCs per Module No. VBR, CBR, Shaped UBR VCs

E3/DS3 4,096 32,7681

1. For 32,768 VCs per module, 4096 of them must be unshaped UBR VCs.

28,6722

2. For 28,672 VBR, CBR, and shaped UBR VCs, no VCs can be in shaped VP tunnels. If VCs are in shaped VPs, the number of VBR, CBR, and shaped 
UBR VCs is 22,204.

OC-3 8,191 32,7643

3. For 32,764 VCs per module, 4096 of them must be unshaped UBR VCs.

28,6724

4. For 28,672 VBR, CBR, and shaped UBR VCs, no VCs can be in shaped VP tunnels. If VCs are in shaped VPs, the number of VBR, CBR, and shaped 
UBR VCs is 22,204.

OC-12 16,384 (previously 14,436) 16,384 16,384
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Configuring keepalive
The keepalive command sets the keepalive timer for a specific interface. To ensure proper scaling and 
to minimize CPU utilization, set the timer for 30 seconds or longer (Example 2-14). The default value 
is 10 seconds.

Example 2-14 Configuring keepalive for a Virtual Template Interface

interface Virtual-Template1
 ip unnumbered Loopback1
 keepalive 30
 no peer default ip address
 ppp authentication pap

Enhancing Scalability of Per-User Configurations
To enhance scalability of per-user configurations without changing the router configuration, use the 
ip:vrf-id and ip:ip-unnumbered RADIUS attributes. These per-user vendor specific attributes (VSAs) 
are used to map sessions to VRFs and IP unnumbered interfaces. The VSAs apply to virtual access 
subinterfaces and are processed during PPP authorization. 

In releases earlier than Cisco IOS Release 12.2(16)BX1, the lcp:interface-config RADIUS attribute is 
used to map sessions to VRFs. This per-user VSA applies to any type of interface configuration, 
including virtual access interfaces. Valid values of this VSA are essentially any valid Cisco IOS interface 
command; however, not all Cisco IOS commands are supported on virtual access subinterfaces. To 
accommodate the requirements of the lcp:interface-config VSA, the per-user authorization process 
forces the Cisco 10000 series router to create full virtual access interfaces, which consume more 
memory and are less scalable.

In Cisco IOS Release 12.2(16)BX1 and later releases, the ip:vrf-id attribute is used to map sessions to 
VRFs. Any profile that uses the ip:vrf-id VSA must also use the ip:ip-unnumbered VSA to install IP 
configurations on the virtual access interface that is to be created. PPP that is used on a virtual access 
interface to be created requires the ip:ip-unnumbered VSA. An Internet Protocol Control Protocol 
(IPCP) session is not established if IP is not configured on the interface. You must configure either the 
ip address command or the ip unnumbered command on the interface so that these configurations are 
present on the virtual access interface that is to be created. However, specifying the ip address and ip 
unnumbered commands on a virtual template interface is not required because any pre-existing IP 
configurations are removed when the ip:ip-vrf VSA is installed on the virtual access interface. 
Therefore, any profile that uses the ip:vrf-id VSA must also use the ip:ip-unnumbered VSA to install 
IP configurations on the virtual access interface that is to be created.

These per-user VSAs can be applied to virtual access subinterfaces; therefore, the per-user authorization 
process does not require the creation of full virtual access interfaces, which improves scalability. 
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Setting VRF and IP Unnumbered Interface Configurations in User Profiles

Although the Cisco 10000 series router continues to support the lcp:interface-config VSA, the 
ip:vrf-id and ip:ip-unnumbered VSAs provide another way to set the VRF and IP unnumbered 
interface configurations in user profiles. The ip:vrf-id and ip:ip-unnumbered VSAs have the following 
syntax:

Cisco:Cisco-AVpair = “ip:vrf-id=vrf-name”
Cisco:Cisco-AVpair = “ip:ip-unnumbered=interface-name”

You should specify only one ip:vrf-id and one ip:ip-unnumbered value in a user profile. However, if 
the profile configuration includes multiple values, the Cisco 10000 series router applies the value of the 
last VSA received, and creates a virtual access subinterface. If the profile includes the 
lcp:interface-config VSA, the router always applies the value of the lcp:interface-config VSA, and 
creates a full virtual access interface.

In Cisco IOS Release 12.2(15)BX, when you specify a VRF in a user profile, but do not configure the 
VRF on the Cisco 10000 series router, the router accepts the profile. However, in Cisco IOS 
Release 12.2(16)BX1 and later releases, the router rejects the profile. 

Setting VRF and IP Unnumbered Interface Configuration in a Virtual Interface Template

You can specify one VSA value in the user profile on RADIUS and another value locally in the virtual 
template interface. The Cisco 10000 series router clones the template and then applies the values 
configured in the profiles it receives from RADIUS, resulting in the removal of any IP configurations 
when the router applies the profile values.

Redefining User Profiles to Use the ip:vrf-id and ip:ip-unnumbered VSAs

The requirement of a full virtual access interface when using the lcp:interface-config VSA in user 
profiles can result in scalability issues such as increased memory consumption. This situation is 
especially true when the Cisco 10000 series router attempts to apply a large number of per-user profiles 
that include the lcp:interface-config VSA. Therefore, when updating your user profiles, we recommend 
that you redefine the lcp:interface-config VSA to the scalable ip:vrf-id and ip:ip-unnumbered VSAs.

Example 2-15 shows how to redefine the VRF named newyork using the ip:vrf-id VSA.

Example 2-15 Redefining VRF Configurations

Change:
Cisco:Cisco-Avpair = “lcp:interface-config=ip vrf forwarding newyork”

To:
Cisco:Cisco-Avpair = “ip:vrf-id=newyork”

Example 2-16 shows how to redefine the Loopback 0 interface using the ip:ip-unnumbered VSA.

Example 2-16 Redefining IP Unnumbered Interfaces

Change:
Cisco:Cisco-Avpair = “lcp:interface-config=ip unnumbered Loopback 0”

To:
Cisco:Cisco-Avpair = “ip:ip-unnumbered=Loopback 0”
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Placing PPPoA Sessions in Listening Mode
For better scalability and faster convergence of PPPoA, PPPoEoA, or LAC sessions, set sessions to 
passive mode, using the atm pppatm passive command in ATM subinterface configuration mode. This 
command places PPP or L2TP sessions on an ATM subinterface into listening mode. For large-scale 
PPP terminated aggregation (PPPoA and PPPoEoA) and L2TP (LAC), the atm pppatm passive 
command is required.

Instead of sending out Link Control Protocol (LCP) packets to establish the sessions actively, the 
sessions listen to the incoming LCP packets and become active only after they receive their first 
LCP packet. When PPPoX is in passive mode, the LAC brings up the sessions only when the subscribers 
become active and does not waste processing power polling all the sessions.

The following example configures passive mode for the PPPoA sessions on an ATM multipoint 
subinterface:

Router(config)# interface atm 1/0.1 multipoint
Router(config-subif)# atm pppatm passive
Router(config-subif)# range range-pppoa-1 pvc 100 199
Router(config-subif-atm-range)# encapsulation aal5mux ppp virtual-template 1

Scaling L2TP Tunnel Configurations
To prevent head-of-the-line blocking of the IP input process and save system resources, configure the 
following command in global configuration mode:

Router(config)# vpdn ip udp ignore checksum

When you configure this command, the router directly queues L2TP Hello packets and Hello 
acknowledgements to the L2TP control process. We recommend that you configure this command in all 
scaled LAC and LNS L2TP tunnel configurations.

If you do not configure the vpdn ip udp ignore checksum command, the L2TP software sends the 
packet to UDP to validate the checksum. When too many packets are queued to the IP input process, the 
router starts selective packet discard (SPD), which causes IP packets to be dropped. 

Note Head-of-the-line blocking of the IP input process might occur in other non-L2TP configurations. A flush 
occurring on an input interface indicates that SPD is discarding packets.
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Using the RADIUS Attribute cisco-avpair="lcp:interface-config"
When you use the lcp:interface-config RADIUS attribute to reconfigure the virtual-access subscriber 
interface, scaling on the Cisco 10000 series router decreases for the following reasons:

• The lcp:interface-config command syntax includes an IOS interface configuration command. This 
command is any valid IOS command that can be applied to an interface. When the 
lcp:interface-config attribute is downloaded from the RADIUS server to the 
Cisco 10000 series router, the command parser is activated to configure the interface as per AV-pair, 
determining if the option is valid and then applying the configuration to the virtual access interface 
(VAI). 

• The lcp:interface-config command forces the Cisco 10000 series router to create full VAIs instead 
of subinterface VAIs. Full VAIs consume more memory and are less scalable, and they follow a 
significantly slower and different path when sessions are established.

• The lcp:interface-config command degrades the call rate.

To enhance the scalability of per-user configurations, in many cases different Cisco AV-pairs are 
available to place the subscriber interface in a virtual routing and forwarding (VRF) instance or to apply 
a policy map to the session. For example, use the ip:vrf-id and ip:ip-unnumbered VSAs to reconfigure 
the user’s VRF. For more information, see the “Enhancing Scalability of Per-User Configurations” 
section on page 2-17.

Using Full Virtual Access Interfaces
A virtual access interface (VAI) is an interface that is dynamically created to terminate PPP subscribers. 
The Cisco router indicates full VAIs using a notation similar to Virtual-Access6 (without a .number 
suffix). 

Note For Cisco IOS Release 12.3(7)XI and later releases, the router does not support the use of full VAIs for 
broadband interfaces due to the scaling implications full VAIs have.

In general, the router creates full VAIs for one or more of the following reasons:

• Virtual template interface-specific configuration 

Some Cisco IOS configuration commands configured under the virtual template, such as the 
carrier-delay command, can force the router to create a full VAI. You can use the test command to 
determine the interface-specific configuration under the virtual template that triggered the full VAI. 

• RADIUS attribute lcp:interface-config

• Global configuration no virtual-template subinterface command
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Preventing Full Virtual Access Interfaces
The lcp:interface-config RADIUS attribute is used to reconfigure the subscriber interface. To 
accommodate the requirements of this attribute, the per-user authorization process forces the router to 
create full VAIs. 

Cisco IOS Release 12.2(31)SB2, Release 12.2(28)SB6, and later releases include an enhancement that 
allows you to use the lcp:interface-config attribute while preserving subvirtual access subinterfaces. 
You can achieve this behaviour in the following ways:

• Entering the following command in global configuration mode to preserve virtual access 
subinterfaces:

Router(config)# aaa policy interface-config allow-subinterface

• Sending a Cisco attribute-value pair (AV-pair) in the user’s profile on the RADIUS server:

cisco-avpair="lcp:interface-config allow-subinterface=yes"

When you use the aaa policy interface-config allow-subinterface command, the router does not allow 
you to reconfigure the router using any commands that interact with the interface’s hardware interface 
descriptor block (HWIDB), for example, the compression command.

When you use the lcp:interface-config attribute, sessions are not established if the sessions receive the 
attribute and the attribute reconfigures the HWIDB for the virtual access interface (VAI).

When the allow-subinterface=yes option is used in the Cisco AV-pair or the aaa policy interface-config 
allow-subinterface command is set, enter the following command to verify the condition for which a 
full VAI reconfiguration is required:

Router# debug sss feature-name interface-config {error | event}

In general, for interface reconfiguration, use the dedicated Cisco vendor specific attributes (VSAs). For 
example, use Cisco-Policy-Up or Cisco-Policy-Down, or ip:vrf-id instead of lcp:interface-config. 
Alternatively, when no dedicated Cisco AV-pair is present, use lcp:interface-config with the 
allow-subinterface=yes option, or the aaa policy interface-config allow-subinterface command to 
preserve VAI subinterfaces (for example, to enable multicast on the subscriber interface).
2-21
Cisco 10000 Series Router Software Configuration Guide

OL-2226-23



 

Chapter 2      Scalability and Performance
Preventing Full Virtual Access Interfaces
2-22
Cisco 10000 Series Router Software Configuration Guide

OL-2226-23


	Scalability and Performance
	Line Card VC Limitations
	Limitations and Restrictions
	Scaling Enhancements in Cisco IOS Release 12.2(33)XNE
	Scaling Enhancements in Cisco IOS Release 12.2(33)SB
	Layer 4 Redirect Scaling

	Scaling Enhancements in Cisco IOS Release 12.3(7)XI1
	FIB Scaling
	Policy-Map Scaling
	Queue Scaling

	Scaling Enhancements in Cisco IOS Release 12.3(7)XI2
	Queue Scaling
	VC Scaling

	Scaling Enhancements in Cisco IOS Release 12.2(28)SB
	Configuring the Cisco 10000 Series Router for High Scalability
	Configuring Parameters for RADIUS Authentication
	Configuring L2TP Tunnel Settings
	VPDN Group Session Limiting
	Configuring the PPP Authentication Timeout
	Disabling Cisco Discovery Protocol
	Disabling Gratuitous ARP Requests
	Configuring a Virtual Template Without Interface-Specific Commands
	Monitoring PPP Sessions Using the SNMP Management Tools
	SNMP Process and High CPU Utilization
	CISCO-ATM-PVCTRAP-EXTN-MIB
	Configuring the Trunk Interface Input Hold Queue
	Configuring no atm pxf queuing
	Configuring atm pxf queuing
	Configuring keepalive
	Enhancing Scalability of Per-User Configurations
	Setting VRF and IP Unnumbered Interface Configurations in User Profiles
	Setting VRF and IP Unnumbered Interface Configuration in a Virtual Interface Template
	Redefining User Profiles to Use the ip:vrf-id and ip:ip-unnumbered VSAs

	Placing PPPoA Sessions in Listening Mode
	Scaling L2TP Tunnel Configurations

	Using the RADIUS Attribute cisco-avpair="lcp:interface-config"
	Using Full Virtual Access Interfaces
	Preventing Full Virtual Access Interfaces



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /All
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile ()
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000500044004600206587686353ef901a8fc7684c976262535370673a548c002000700072006f006f00660065007200208fdb884c9ad88d2891cf62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef653ef5728684c9762537088686a5f548c002000700072006f006f00660065007200204e0a73725f979ad854c18cea7684521753706548679c300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA <FEFF005500740069006c0069007a007a006100720065002000710075006500730074006500200069006d0070006f007300740061007a0069006f006e00690020007000650072002000630072006500610072006500200064006f00630075006d0065006e00740069002000410064006f006200650020005000440046002000700065007200200075006e00610020007300740061006d007000610020006400690020007100750061006c0069007400e00020007300750020007300740061006d00700061006e0074006900200065002000700072006f006f0066006500720020006400650073006b0074006f0070002e0020004900200064006f00630075006d0065006e007400690020005000440046002000630072006500610074006900200070006f00730073006f006e006f0020006500730073006500720065002000610070006500720074006900200063006f006e0020004100630072006f00620061007400200065002000410064006f00620065002000520065006100640065007200200035002e003000200065002000760065007200730069006f006e006900200073007500630063006500730073006900760065002e>
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020b370c2a4d06cd0d10020d504b9b0d1300020bc0f0020ad50c815ae30c5d0c11c0020ace0d488c9c8b85c0020c778c1c4d560002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken voor kwaliteitsafdrukken op desktopprinters en proofers. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <FEFF004b00e40079007400e40020006e00e40069007400e4002000610073006500740075006b007300690061002c0020006b0075006e0020006c0075006f0074002000410064006f0062006500200050004400460020002d0064006f006b0075006d0065006e007400740065006a00610020006c0061006100640075006b006100730074006100200074007900f6007000f60079007400e400740075006c006f0073007400750073007400610020006a00610020007600650064006f007300740075007300740061002000760061007200740065006e002e00200020004c0075006f0064007500740020005000440046002d0064006f006b0075006d0065006e00740069007400200076006f0069006400610061006e0020006100760061007400610020004100630072006f0062006100740069006c006c00610020006a0061002000410064006f00620065002000520065006100640065007200200035002e0030003a006c006c00610020006a006100200075007500640065006d006d0069006c006c0061002e>
    /SVE <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>
    /ENU (Use these settings to create Adobe PDF documents for quality printing on desktop printers and proofers.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /NoConversion
      /DestinationProfileName ()
      /DestinationProfileSelector /NA
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure true
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles true
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /NA
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /LeaveUntagged
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


