CHAPTER

Managing an L2VPN Service Request

This chapter covers the basic steps to provision an L2VPN service. It contains the following sections:
e Introducing L2VPN Service Requests, page 5-1
e Creating an L2VPN Service Request, page 5-2
e Creating an L2VPN Service Request with a CE, page 5-3
e Creating an EWS L2VPN Service Request with a CE, page 5-10
e Creating an L2VPN Service Request without a CE, page 5-13
e Creating an EWS L2VPN Service Request without a CE, page 5-17
e Modifying the L2ZVPN Service Request, page 5-22
e Saving the L2ZVPN Service Request, page 5-27

Introducing L2VPN Service Requests

Note

An L2VPN service request consists of one or more end-to-end wires, connecting various sites in a
point-to-point topology. When you create a service request, you enter several parameters, including the
specific interfaces on the CE and PE routers.

2

If you are creating an L2TPv3 service request, see Chapter 7, “Introducing L2TPv3 Service Requests.

You can also integrate a Cisco IP Solution Center (ISC) template with a service request. You can
associate one or more templates to the CE and the PE.

To create a service request, a Service Policy must already be defined, as described in Chapter 4,
“Creating an L2VPN Policy”.

Based on the predefined L2VPN policy, an operator creates an L2VPN service request, with or without
modifications to the L2ZVPN policy, and deploys the service. Service creation and deployment are
normally performed by regular network technicians for daily operation of network provisioning.

The following steps are involved in creating a service request for Layer 2 connectivity between customer
sites:

¢ Choose a CE Topology for ERS/Frame Relay/ATM services.

e Select the endpoints (CE and PE) that must be connected. For each end-to-end Layer 2 connection,
ISC creates an end-to-end wire object in the repository for the service request.

e Choose a CE or PE interface.
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e Choose a Named Physical Circuit (NPC) for the CE or PE.
e [Edit the end-to end connection.

e [Edit the link attributes.

Creating an L2VPN Service Request

Perform the following steps to create an L2VPN service request.

Step 1 Select Service Inventory > Inventory and Connection Manage > Service Requests. The Service

Requests window appears as shown in Figure 5-1.

Figure 5-1 L2VPN Service Activation
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Step2  Click Create.
Step3  Choose L2VPN from the drop-down list.
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L2VPN service requests must be associated with an L2ZVPN policy. You choose an L2VPN policy from
the policies previously created (see Chapter 4, “Creating an L2VPN Policy™).

Stepd  Select the L2ZVPN policy of choice. See Figure 5-2. If more than one L2VPN policy exists, a list of

L2VPN policies appears.
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Step 5

Figure 5-2 L2VPN Policy Choice

Select L2YPN Policy

Creating an L2VPN Service Request W

Show L2vEN policies with | Policy Name = || matehing |* Find
Shovving 1-10 of 10 records
# Select Policy Hame C’:\?Jirc\:;'r Service Type Core Type
1. 7 AtmCe Glohal ATh MPLE
2. AtmMocs Global ATM_NO_CE MPLE
3. 7 FrameRelayCe Global FRAME_RELAY MPLS
4. " FrameRelayNoCe Glohal FRAME_RELAY _hO_CE MPLE
5 L2vpnErsCe Glokal L2VPN_ERS MPLS
5. ("  L2vpnErshioCe Glohal L2VPN_ERS_MO_CE MPLE
7. T L2vprBwsCe Glokbal L2%PN_EWS MPLS
8 (" L2vprEwsNoCe Global  L2YPN_BMS_NO_CE MPLS
9. " L2vprPolicyl Globsl  L2VPN_ERS_NO_CE MPLS
10,  L2¥pnPolicy2 Glokal L2¥PN_EWS_MNO_CE MPLS
Rowrs per page: lﬂ <] < Goto page.IT ot 1 [ 20
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When you make the choice, click OK.

As soon as you make the choice, the new service request inherits all the properties of that L2ZVPN policy,
such as all the editable and non-editable features and pre-set parameters.

To continue creating an L2VPN service request, go to one of the following sections:

e Creating an L2VPN Service Request with a CE, page 5-3.
e Creating an EWS L2VPN Service Request with a CE, page 5-10.

e Creating an L2VPN Service Request without a CE, page 5-13.

e Creating an EWS L2VPN Service Request without a CE, page 5-17.

Creating an L2VPN Service Request with a CE

This section includes detailed steps for creating an L2VPN service request with a CE present for ERS,
ATM, and Frame Relay policies. If you are creating an L2VPN service request for an EWS policy, go to
Creating an EWS L2VPN Service Request with a CE, page 5-10.

After you choose an L2VPN policy, the LZVPN Service Request Editor window appears (see

Figure 5-3).
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Figure 5-3 L2VPN Service Request Editor
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Step 1 Choose a Topology from the drop-down list. If you choose Full Mesh, each CE will have direct
connections to every other CE. If you choose Hub and Spoke, then only the Hub CE has connection to

each Spoke CE and the Spoke CEs do not have direct connection to each other.

~

Note

The full mesh and the hub and spoke topologies make a difference only when you choose more
than two end points. For example, with four end points, ISC automatically creates six links with
full mesh topology. With hub and spoke topology, however, ISC creates only three links.

Step2  Click Add Link.

You specify the CE end points using the Attachment Tunnel Editor. You can create one or more CEs from

a window like the one in Figure 5-4.

Figure 5-4 Select CE

L2¥PHN{Point To Point} Service Request Editor

Attachment Tunnel Editor
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~
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Note
FRoMPLS) must have at least two CEs specified.

All the services that deploy point-to-point connections (ERS, EWS, ATMoMPLS, and
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Step 3

Step 4
Step 5

Step 6

Note

Creating an L2VPN Service Request W

Click Select CE in the CE column. The CPE for Attachment Circuit window appears (see Figure 5-5).
This window displays the list of currently defined CEs.

a. From the Show CPEs with drop-down list, you can display CEs by Customer Name, by Site, or by
Device Name.

b. You can use the Find button to either search for a specific CE, or to refresh the display.

¢. You can set the Rows per page to 5, 10, 20, 30, 40, or All.

Figure 5-5 Select CPE Device
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In the Select column, choose a CE for the L2VPN link.
Click Select.

The Service Request Editor window appears displaying the name of the selected CE in the CE column.

Select the CE interface from the drop-down list (see Figure 5-6).

Figure 5-6 Select the CE Interface
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When you provision an L2ZVPN ERS service, when you select a UNI for a particular device, ISC
determines if there are other services using the same UNI. If so, a warning message is displayed. If you
ignore the message and save the service request, all of the underlying service requests lying on the same
UNI are synchronized with the modified shared attributes of the latest service request. In addition, the
state of the existing service requests is changed to the Requested state.

| oL-7644-01

Cisco IP Solution Center L2VPN User Guide, 4.1 ]



Chapter5 Managing an L2VPN Service Request |

M Creating an L2VPN Service Request

~

Note  ISC only displays the available interfaces for the service, based on the configuration of the underlying
interfaces, existing service requests that might be using the interface, and the customer associated with
the service request. You can click the Details button to display a pop-up window with information on
the available interfaces, such as interface name, customer name, VPN name and service request ID,
service request type, VLAN translation type, and VLAN ID information.

Step7  If only one NPC exists for the Chosen CE and CE interface, that NPC is auto populated in the Circuit
Selection column and you need not choose it explicitly. If more then one NPC is available, click Select
one circuit in the Circuit Selection column. The NPC window appears, enabling you to select the
appropriate NPC.

Step8  Click OK.

Each time you choose a CE and its interface, the NPC that was precreated from this CE and interface is
automatically displayed under Circuit Selection as in Figure 5-7. This means that you do not have to
further specify the PE to complete the link.

Figure 5-7 NPC Created
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If you want to review the details of this NPC, click Circuit Details in the Circuit Details column. The
NPC Details window appears and lists the circuit details for this NPC. In Figure 5-8, the CE and PE and
their corresponding interfaces appear.

Figure 5-8 NPC Details
Source Incaming Outgaing Rin
Device Interface Interface 4
1. ce3 Ethernet0M
2. pel Ethernetds3

Step9  Continue to specify additional CEs, as in previous steps. ISC creates the links between CEs based on the
Topology that you chose.

135458
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Step10 Click OK in Figure 5-9.

Figure 5-9 NPCs Created
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For ERS, ATM, and Frame Relay, the End-to-End Wire Editor window appears as shown in Figure 5-10.

Figure 5-10 End-to-End Wire Editor

L2YPHN{Point To Point) Service Reguest Editor

ced-pel ceb-peld
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ate: * - Required Field

Step11  The VPN for this service request appears in the VPN field. If there is more than one VPN, click Select
VPN to choose a VPN. The VPN for L2ZVPN service request window appears as shown in Figure 5-11.

Cisco IP Solution Center L2VPN User Guide, 4.1
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Step 12

Step 13
Step 14

Figure 5-11 Select VPN for L2VPN Service Request

B T )

1. 7 2vpn_ers_vpn Customer

Choose a VPN Name and click Select. The L2VPN Service Request Editor window appears with the

VPN name displayed as shown in Figure 5-12.

Figure 5-12 Attachment Circuit Selection

L2YPN{Point To Point) Service Request Editor

ced-ped

T~ T S R M
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Click Add AC in the Attachment Circuit AC2 column.
Repeat Steps 3 to 10 for AC2.

138492

The End-to-End Wire Editor window displays the complete end-to-end wire as shown in Figure 5-13.
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Step 15

Creating an L2VPN Service Request W

Figure 5-13 End-to-End Wire Created
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Mote: * - Required Field

You can choose any of the blue highlighted values to edit the End-to-End Wire.

You can edit the AC link attributes to change the default policy settings. After you edit these fields, the
blue link changes from Default to Changed.

You can enter a description for the service request in the first Description field. The description will
show up in this window and also in the Description column of the Service Requests window. The
maximum length for this field is 256 characters.

You can enter a description for each end-to-end wire in the Description field provided for each wire.
The description shows up only in this window. The data in this field is not pushed to the device(s). The
maximum length for this field is 256 characters.

The ID number is system-generated identification number for the circuit.

The Circuit ID is created automatically, based on the service. For example, for Ethernet, it is based on
the VLAN number; for Frame Relay, it is based on the DLCI; for ATM, it is based on the VPI/VCIL.

If the policy was set up for you to define a VC ID manually, enter it into the empty VC ID field. If policy
was set to “auto pick” the VC ID, ISC will supply a VC ID, and this field will not be editable. In the case
where you supply the VC ID manually, if the entered value is in the provider’s range, ISC validates if
the entered value is available or allocated. If the entered value has been already allocated, ISC generates
an error message saying that the entered value is not available and prompts you to re-enter the value. If
the entered value is in the provider’s range, and if it is available, then it is allocated and is removed from
the VC ID pool. If the entered value is outside the provider’s range, ISC displays a warning saying that
no validation could be performed to verify if it is available or allocated.

You can also click Add Link to add an end-to-end wire.
You can click Delete Link to delete an end-to-end wire.
When you are finished editing the end-to-end wires, click Save.

The service request is created and saved into ISC.
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Creating an EWS L2VPN Service Request with a CE

This section includes detailed steps for creating an L2ZVPN service request with a CE present for EWS.
If you are creating an L2VPN service request for an ERS, ATM, or Frame Relay policy, go to Creating
an L2VPN Service Request with a CE, page 5-3.

After you choose an L2VPN policy, the LZVPN Service Request Editor window appears (see
Figure 5-14).

Figure 5-14 EWS Service Request Editor
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Step 1 Click Select VPN to select a VPN for use with this CE. The Select VPN window appears with the VPNs
defined in the system. See Figure 5-15.

Figure 5-15 Select a VPN

Show VPN with | VPN Name 7| imatehing |* | Find |

Showving 1 - 2 of 2 records

# YPH Hame Customer Hame
1. 7 2vpn_ers_vpn Customer
2. 7 12vpn_ers_wpn2 Customer
Fows per page: I 10 vl <] <] zota page:l'l of 1 B [0
o
-
‘ Select H Cancel | =
[anl

Step2 Choose a VPN Name in the Select column.
Step3  Click Select. The L2VPN Service Request Editor window appears with the VPN name displayed.
Stepd  Click Add Link. See Figure 5-16.
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Figure 5-16 End-To-End Wire Editor
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Step5  Click Add AC in the Attachment Circuit (A1) column. The Attachment Tunnel Editor appears as shown

in Figure 5-17.

You can enter a description for the service request in the first Description field. The description will
show up in this window and also in the Description column of the Service Requests window. The

maximum length for this field is 256 characters.

You can enter a description for each end-to-end wire in the Description field provided for each wire.

The description shows up only in this window. The data in this field is not pushed to the device(s). The

maximum length for this field is 256 characters.

The ID number is system-generated identification number for the circuit.

The Circuit ID is created automatically, based on the service. For example, for Ethernet, it is based on

the VLAN number; for Frame Relay, it is based on the DLCI; for ATM, it is based on the VPI/VCIL.

Figure 5-17 Select CE for Attachment Circuit

L2Y¥PN{Point To Point) Service Request Editor

Attachment Tunnel Editor
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Step6  Click Select CE. The CPE for Attachment Circuit window appears as shown in Figure 5-18.

This window displays the list of currently defined CEs.

138494

a. From the Show CPEs with drop-down list, you can display CEs by Customer Name, by Site, or by

Device Name.

b. You can use the Find button to either search for a specific CE, or to refresh the display.

¢. You can set the Rows per page to 5, 10, 20, 30, 40, or All.
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Step 7
Step 8
Step 9
Step 10

Step 11

Step 12

Step 13
Step 14

Step 15

Figure 5-18 CPE for Attachment Circuit

Show CPEs with | Customer Name ¥ matching [* | Find |

Showing 1 - 3 of 3 records
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In the Select column, choose a CE for the L2ZVPN link.
Click Select.
Choose a CE interface from the drop-down list.

If only one NPC exists for the Chosen CE and CE interface, that NPC is auto populated in the Circuit
Selection column and you need not choose it explicitly. If more then one NPC is available, click Select
one circuit in the Circuit Selection column. The NPC window appears, enabling you to select the
appropriate NPC.

Click OK.

Each time you choose a CE and its interface, the NPC that was precreated from this CE and interface is
automatically displayed under Circuit Selection as in Figure 5-19. This means that you do not have to
further specify the PE to complete the link.

Click OK.

Figure 5-19 NPC Created

L2vPN(Point To Point) Service Request Editor
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Mate: * - Required Figld

The Service Request Editor window appears displaying the name of the selected CE in the AC1 column.

Click AC1 Link Attributes and edit the attributes if desired (see the Modifying the L2ZVPN Service
Request, page 5-22). Click OK.

Repeat Steps 5 through 14 for AC2.

] Cisco IP Solution Center L2VPN User Guide, 4.1

0L-7644-01 |



| Chapter5 Managing an L2VPN Service Request

Creating an L2VPN Service Request

Step16 Click OK. You see a screen like Figure 5-20.

Figure 5-20 Attachment Circuits Selected
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Step17  Click Save. The EWS service request is created and saved in ISC.

Creating an L2VPN Service Request without a CE

This section includes detailed steps for creating an L2ZVPN service request without a CE present for ERS,
ATM, and Frame Relay policies. If you are creating an L2VPN service request for an EWS policy, go to
the Creating an EWS L2VPN Service Request without a CE, page 5-17.

After you choose an L2VPN policy, the L2ZVPN Service Request Editor window appears (see
Figure 5-21).

Figure 5-21 L2VPN Service Request Editor
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Step1  Choose a Topology from the drop-down list. If you choose Full Mesh, each CE will have direct
connections to every other CE. If you choose Hub and Spoke, then only the Hub CE has connection to
each Spoke CE and the Spoke CEs do not have direct connection to each other.

Cisco IP Solution Center L2VPN User Guide, 4.1
I oL-7642-01 .m



Chapter5 Managing an L2VPN Service Request |

M Creating an L2VPN Service Request

Step 2

Step 3

Step 4

~

Note  The full mesh and the hub and spoke topologies make a difference only when you choose more
than two endpoints. For example, with four endpoints, ISC automatically creates six links with
full mesh topology. With hub and spoke topology, however, ISC creates only three links.

Click Add Link.

You specify the N-PE/PE-AGG/U-PE endpoints using the Attachment Tunnel Editor. You can create one
or more PEs from a window like the one in Figure 5-22.

Figure 5-22 Select U-PE/PE-AGG/N-PE

L2¥PN{Point To Point) Service Request Editor

Attachment Tunnel Editor
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Mote: * - Regquired Field

Click Select U-PE/PE-AGG/N-PE in the U-PE/PE-AGG/N-PE column. The PE for Attachment Circuit
window appears (see Figure 5-23). This window displays the list of currently defined PEs.

a. The Show PEs with drop-down list shows PEs by customer name, by site, or by device name.
b. The Find button allows a search for a specific PE or a refresh of the window.

c. The Rows per page drop-down list allows the page to be set to 5, 10, 20, 30, 40, or All.

Figure 5-23 Select PE Device

Show PE= thIPrDviderName j matching |* \ﬂl
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4. 5 =w3 Provider1 region_1 U_PE
5. O @ awd Provicer region_1 L_PE
Rowvs per page: I‘]I] vl <] €] coto page:|1 of 1 U [0
‘ Select H Cancel |

138385

In the Select column, choose the PE device name for the L2VPN link.
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Step5  Click Select.
The Service Request Editor window appears displaying the name of the selected PE in the PE column.

Step6  Select the UNI interface from the drop-down list (see Figure 5-24).

Figure 5-24 Select the UNI Interface

L2YPN{Point To Point) Service Request Editor

Attachment Tunnel Editor

SR ID: Mew Job 1D: Mew Policy Hame: L2vpnErshloCe
Select Topology: I Full Mesh 'I
Showving 1-1 of 1 records
# o M-PEFPE-AGGU-PE Ul Interface Circuit Selection Circuit Details
1. [ w2 Select One ﬂ Select one circuit Circuit Details
Rowws per page |1|] 'l 1<] ] Goto page:[1 ot 1 [ [0
| Add Link | | Delete Link | | OK | | Cancel |

138386

Mote: * - Required Field

Note  When you provision an L2ZVPN ERS service, when you select a UNI for a particular device, ISC
determines if there are other services using the same UNI. If so, a warning message is displayed. If you
ignore the message and save the service request, all of the underlying service requests lying on the same
UNI are synchronized with the modified shared attributes of the latest service request. In addition, the
state of the existing service requests is changed to the Requested state.

Note  ISC only displays the available interfaces for the service, based on the configuration of the underlying
interfaces, existing service requests that might be using the interface, and the customer associated with
the service request. You can click the Details button to display a pop-up window with information on
the available interfaces, such as interface name, customer name, VPN name and service request ID,
service request type, VLAN translation type, and VLAN ID information.

Step7  If the PE role type is U-PE, click Select one circuit in the Circuit Selection column. The NPC window
appears (see Figure 5-25). If only one NPC exists for the Chosen PE and PE interface, that NPC is auto
populated in the Circuit Selection column and you need not choose it explicitly.

Note  If the PE role type is N-PE, the columns Circuit Selection and Circuit Details are disabled.

Cisco IP Solution Center L2VPN User Guide, 4.1
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Step 8
Step 9

Step 10

Step 11
Step 12
Step 13

Figure 5-25 Select NPC

Showing 1-2 of 2 records

# Select Hame
1. e S-[zw2-1===={pe] -Ethernet4/1)
2. ' B-(=w2-)====(pe1 -Ethernetd/2)
Rowws per page: I 10 'I N] ﬂ Goto page:|1 of 1 b bl
‘ OK ‘ | Cancel |

138357

Choose the name of the NPC from the Select column.
Click OK.

Each time you choose a PE and its interface, the NPC that was precreated from this PE and interface is
automatically displayed under Circuit Selection as in Figure 5-26. This means that you do not have to
further specify the PE to complete the link.

Figure 5-26 NPC Created

L2VPN(Point To Point) Service Request Editor

Attachment Tunnel Editor

SRID: Mewy Job 1D: Mewy Policy Hame: L2vprErsMoCe
Select Topology: I Full hdesh 'I
Showing 1-1 o1 1 recaords
# u M-PE/PE-AGGII-PE UMl Inter face Circut Selection Circuit Details
1. T w2 FastEtharnatli d pel:Ethermet 2 Circuit Details
Rows per page: I 10 'I 1] <] Goto page:[1 ot [ (0
| Add Link | | Delete Link | | oK | | Cancel |

138333

Mate: * - Required Field

If you want to review the details of this NPC, click Circuit Details in the Circuit Details column. The
NPC Details window appears and lists the circuit details for this NPC. In Figure 5-27, the CE and PE
and their corresponding interfaces appear.

Figure 5-27 NPC Details

. Incotming Outgoing .
#  Source Device Interface Interface Ring
1. sl 1-zw2-FastEthernetil 1
2. pel 1-zwe 2-FastEthernet0s 1

1383589

After you specify all the PEs, ISC creates the links between PEs based on the Topology that you chose.
Click OK. The Attachment Tunnel Editor window appears. See Figure 5-26.
Click OK.

For ERS, ATM, and Frame Relay, the End-to-End-Wire Editor window appears as shown in Figure 5-28.
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Step 14

Step 15
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Figure 5-28 End-to-End Wire Editor

L2¥PN{Point To Point) Service Request Editor

EndToEndWire Editor

SRID: Mew Job 1D: Mew Policy Hame: L2vprErsMoCe (Core Type: MPLS )
wpH: ™ Select WPH
N
Description: —I
H
Showing 1-1 of 1 records
# [ Do Dezcription Attachment Circuit! (AC1) ACT Attributes  Circuit! 1D Attachment Circut2 (AC2) ACZ Attributes  Circuit2 ID
N
1. 0 - I j S 2-ped Default - sw3-pel Detautt
-
Rowes per page: | 10 VI 1] ot page'l‘l of 1 [ [0
‘ Add Link | ‘ Delete Link | | Save | | Cancel |

138498

Mote: * - Reguired Field

The VPN for this service request appears in the Select VPN field. If there is more than one VPN, click
Select VPN to choose a VPN.

You can choose any of the blue highlighted values to edit the End-to-End Wire.

You can edit the AC link attributes to change the default policy settings. After you edit these fields, the
blue link changes from Default to Changed.

You can also click Add Link to add an end-to-end wire.
You can click Delete Link to delete an end-to-end wire.

You can enter a description for the service request in the first Description field. The description will
show up in this window and also in the Description column of the Service Requests window. The
maximum length for this field is 256 characters.

You can enter a description for each end-to-end wire in the Description field provided for each wire.
The description shows up only in this window. The data in this field is not pushed to the device(s). The
maximum length for this field is 256 characters.

The ID number is system-generated identification number for the circuit.

The Circuit ID is created automatically, based on the service. For example, for Ethernet, it is based on
the VLAN number; for Frame Relay, it is based on the DLCI; for ATM, it is based on the VPI/VCI.

When you are finished editing the end-to-end wires, click Save.

The service request is created and saved into ISC.

Creating an EWS L2VPN Service Request without a CE

This section includes detailed steps for creating an L2VPN service request without a CE present for
EWS. If you are creating an L2VPN service request for an ERS, ATM, or Frame Relay policy, see
Creating an L2VPN Service Request without a CE, page 5-13.

After you choose an L2VPN policy, the L2ZVPN Service Request Editor window appears (see
Figure 5-29).
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I Creating an L2VPN Service Request

Figure 5-29 EWS Service Request Editor

L2VPHN{Point To Point) Service Reguest Editor

hlote: * - Required Field

138350

Step1  Click Select VPN to select a VPN for use with this PE. The Select a VPN window appears with the VPNs
defined in the system. See Figure 5-30.

Figure 5-30 Select a VPN

1. {7 [2vpn_ers_vpn Customer1

3. {7 [2vpn_ers_vpns Customer3

5. {7 [2vpn_ews_vpn2 Customer2
&) D

Step2  Choose a VPN Name in the Select column.

1358499

Step3  Click Select. The L2VPN Service Request Editor window appears with the VPN name displayed.
Step4  Click Add Link. See Figure 5-31.
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Figure 5-31 End-To-End Wire Editor

L2YPH{Point To Point) Service Request Editor

EndToEndWire Editor

SR ID: Mewy Job 1D: Mew Policy Hame: L2wpnEwsMoCe (Core Type: MPLS )
=
Description: _I
-
Showing 1-1 o1 1 recaords
& [ D Description Attachment Circut! (AC1) ACT Aftributes  Circutt! ID Attachment Circuit2 (AC2) AC2 Aftributes  Circuit2 ID
-
1.0 - I :II Add AC Default - Add AC Detault
-
Rows per page: |1D hd 1<) <] Goto page:|1 ot [ 1
Add Link | | Delete Link | | Save | | Cancel |

138391

Mate: * - Required Field

You can enter a description for the service request in the first Description field. The description will
show up in this window and also in the Description column of the Service Requests window. The
maximum length for this field is 256 characters.

You can enter a description for each end-to-end wire in the Description field provided for each wire.
The description shows up only in this window. The data in this field is not pushed to the device(s). The
maximum length for this field is 256 characters.

The ID number is system-generated identification number for the circuit.

The Circuit ID is created automatically, based on the service. For example, for Ethernet, it is based on
the VLAN number; for Frame Relay, it is based on the DLCI; for ATM, it is based on the VPI/VCI.

Step5  Click Add AC in the Attachment Circuit (AC1) column. See Figure 5-32.

Figure 5-32 Select the PE for the Attachment Circuit

L2VPN(Point To Point) Service Request Editor

Attachment Tunnel Editor

SR ID: Mew Job 1D: Mew Policy Hame: L2vpnEwshoCe
Showving 1-1 of 1 records
# o M-PE/PE-AGGMU-PE LM Interface Circutt Selection Circuit Details
1. O Select N-PEPE-AGGIL-PE j Select one circuit Circuit Details
Rows per page I]U 'I 1<] ] Goto page:[1 oi1 [ 20
| Add Link | | Delete Link | | oK | | Cancel |

Mote: * - Required Field

138392

Step6  Click Select N-PE/PE-AGG/U-PE. The PE for Attachment Circuit window appears as shown in
Figure 5-33.

This window displays the list of currently defined PEs.

a. From the Show PEs with drop-down list, you can display PEs by Customer Name, by Site, or by
Device Name.

b. You can use the Find button to either search for a specific PE, or to refresh the display.

¢. You can set the Rows per page to 5, 10, 20, 30, 40, or All.

| oL-7644-01

Cisco IP Solution Center L2VPN User Guide, 4.1 ]



Chapter5 Managing an L2VPN Service Request |

Step 7
Step 8
Step 9

Note

Step 10
Step 11

Note

Creating an L2VPN Service Request

Figure 5-33 PE for Attachment Circuit

Show PE= thIPrDviderName j matching |* \ﬂl

Showving 1 - 5 of 5 records

# Device Hame (XL PE Region Hame Role Type
Hame
1. &3 pel Provider1 region_1 M_PE
2. &9 pe3 Provicler region_1 M_PE
3.0 8 aw2 Provider1 region_1 U_PE
4. O P sw3 Provicler region_1 L_PE
5. B awd Provider1 region_1 U_PE
Rows per page: Iﬂ <] <] zoto page:l'l of 1 B [0

‘ Select H Cancel |

1358393

In the Select column, choose a PE for the L2VPN link.
Click Select.

Choose a PE interface from the drop-down list as shown in Figure 5-34.

Figure 5-34 PE Interface

L2VYPH({Point To Point) Service Regquest Editor

Attachment Tunnel Editor

SRID: Mew Job 1D: Mew Policy Hame: L2vpnEwshoCe
Showing 1-1 of 1 records
# I M_PEPE_AGG_PE LM Interface Circuit Selection Circut Details
1. & w3 Select One j Select one circut Circuit Details
Rows per page: I]U 'l 1<) <] Goto page:|1 of1 [0
| Add|Link | | Delete Link | | OK | | Cancel |

Mote: * - Required Field

138394

ISC only displays the available interfaces for the service, based on the configuration of the underlying
interfaces, existing service requests that might be using the interface, and the customer associated with
the service request. You can click the Details button to display a pop-up window with information on
the available interfaces, such as interface name, customer name, VPN name and service request 1D,
service request type, VLAN translation type, and VLAN ID information.

Click OK if the PE role type is N-PE.

If the PE role type is U-PE, click Select one circuit in the Circuit Selection column. The NPC window
appears (see Figure 5-35). If only one NPC exists for the Chosen PE and PE interface, that NPC is auto
populated in the Circuit Selection column and you need not choose it explicitly.

If the PE role type is N-PE, the columns Circuit Selection and Circuit Details are disabled.
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Figure 5-35 Select NPC

8 1-(=w3-GigabitEthernet 012 )====(pe1 -FastEthernst010)

S-[zw3-1====(pe] -Ethernet4/2)

Choose the name of the NPC from the Select column.

Click OK.

138395

Each time you choose a PE and its interface, the NPC that was precreated from this PE and interface is
automatically displayed under Circuit Selection as in Figure 5-36. This means that you do not have to
further specify the PE to complete the link.

Figure 5-36 NPC Created

L2VPN(Point To Point) Service Request Editor

Attachment Tunnel Editor

1. T i i il pel:Ethernet4s2 Circuit Details

poatms [ owioti || o8|

Mote: * - Required Field

1383%

Click OK. The Service Request Editor window (Figure 5-37) appears displaying the name of the
selected PE in the AC1 column.

Figure 5-37 Attachment Circuit Selected

L2VPN(Point To Point) Service Request Editor

EndToEndWire Editor

1. O - I LI =w3-pel Default Addd AC Default

paa v wototo Lk || swo |

I~
=i}
]
m
M
—

hote: * - Required Field
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Bl Modifying the LZVPN Service Request

Step15 Click AC1 Link Attributes and edit the attributes if desired (see the Modifying the L2ZVPN Service
Request, page 5-22). Click OK.

You can enter a description for the service request in the first Description field. The description will
show up in this window and also in the Description column of the Service Requests window. The
maximum length for this field is 256 characters.

You can enter a description for each end-to-end wire in the Description field provided for each wire.
The description shows up only in this window. The data in this field is not pushed to the device(s). The
maximum length for this field is 256 characters.

The ID number is system-generated identification number for the circuit.

The Circuit ID is created automatically, based on the service. For example, for Ethernet, it is based on
the VLAN number; for Frame Relay, it is based on the DLCI; for ATM, it is based on the VPI/VCIL.

Step16 Repeat Steps 5 through 15 for AC2.
Step17 Click Save. The EWS service request is created and saved in ISC.

Modifying the L2VPN Service Request

After you choose all the CE end points and the NPC from the CE, go to the End-to-End Wire Editor and
work on the end-to-end wire—the end-to-end connection that links two CEs. An end-to-end wire is a
virtual logical link between a CE-CE pair. Each end-to-end-wire is associated with one end-to-end wire
attribute and two attachment circuits (ACs). An AC is a virtual logical link between a CE-PE pair. Each
AC is associated with one set of AC attributes and one or more L2VPN logical links.

Step1  Select Service Inventory > Inventory and Connection Manager > Service Requests. See Figure 5-38.

Figure 5-38 L2VPN Service Activation

Service Requests

Show Services with | Job (D j miatizhing I* of Type | All j Find
Showing 1 - 9 of 9 records
Job Cperatian Customer . - -

# | D State Type o Creator Hame Policy Mame  Last Modified Description
1.0 3 l:lREQUESTED L2%Ph MODIFY  admin Customer L2vpnPalicy1 91305 2:40 PM
2[4 l:lREQUESTED QoS ADD admin Customer! 3550-DECP 9M 2005 2:35 PM
3. 005 l:lHEQUESTED LZ2%PN ADD admin Customer! L2%pnPolicy2  9M 205 2:35 PM
46 l:lREQLIESTED WPLS ADD admin Customer2 “PLSPolicy1 SM205 2:56 PM
507 l:lREQUESTED VPLS ADD admin Customer2 WPLSPolicy2 971205 2:35 PM
6. 13 l:lREQUESTED L2%Ph ADD admin Customerd L2vpnErsCe 94305 5:21 PM
7.7 l:l REQUESTED L2%PH ADD admin Customert L2vpnEwsCe 91405 10:41 Ad
8" 13 l:lHEQUESTED LZ2%PN ADD admin Customer3 L2vpnErsMoCe  9M405 11:08 AM
9. [ 13 l:l REQLESTED L2%PH ADD admin Customer1 L2vpnEwshoCe 91405 11:35 A

Rowes per page: |1D 'I 1] cota WBE3|1 of1 i3l
Auto Refresh: [v | Create " | Details | ‘ Status | | Edit ‘ | Deploy: | | Decommission | | Purge ‘

138398

Step2  Select a check box for a service request.

Step3  Click Edit. The End-to-End-Wire Editor window appears as shown in Figure 5-39.
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Figure 5-39 End-to-End Wire Editor

L2¥PN{Point To Point) Service Request Editor

EndToEndWire Editor
SR ID: 13 Joh ID: 13 Policy Hame: L2vprErsCe (Core Type: MPLS )

=
Description: _I
-
Showing 1-1 of 1 records
Attachment Circuit! ACT Circuit] Attachment Circuit2 AC2 Circuit2
dLlE Deseription (4C1) stiributes 1D ek (4C2) Attributes D
N
1.0 8 | :II cel-pal Defautt  WLANA (104 ceb-pe3 Default  WLAMNT
-
Rowes per page: | 10 'I 1<] €] Goto page:[1 of 1 [ [21
Add Link || Delete Link H Save H Cancel |

138399

Mate: * - Required Field

The VPN for this service request appears in the Select VPN field. If this request has more than one VPN,
click Select VPN to choose a VPN.

You can choose any of the blue highlighted values to edit the End-to-End Wire.

You can edit the AC link attributes to change the default policy settings. After you edit these fields, the
blue link changes from Default to Changed.

You can enter a description for the service request in the first Description field. The description will
show up in this window and also in the Description column of the Service Requests window. The
maximum length for this field is 256 characters.

You can enter a description for each end-to-end wire in the Description field provided for each wire.
The description shows up only in this window. The data in this field is not pushed to the device(s). The
maximum length for this field is 256 characters.

The Circuit ID is created automatically, based on the VLAN data for the circuit.

If the policy was set up for you to define a VC ID manually, enter it into the empty VC ID field. If policy
was set to “auto pick” the VC ID, ISC will supply a VC ID, and this field will not be editable. In the case
where you supply the VC ID manually, if the entered value is in the provider’s range, ISC validates if
the entered value is available or allocated. If the entered value has been already allocated, ISC generates
an error message saying that the entered value is not available and prompts you to re-enter the value. If
the entered value is in the provider’s range, and if it is available, then it is allocated and is removed from
the VC ID pool. If the entered value is outside the provider’s range, ISC displays a warning saying that
no validation could be performed to verify if it is available or allocated.

You can also click Add Link to add an end-to-end wire.
You can click Delete Link to delete an end-to-end wire.
The ID number is system-generated identification number for the circuit.

The Circuit ID is created automatically, based on the service. For example, for Ethernet, it is based on
the VLAN number; for Frame Relay, it is based on the DLCI; for ATM, it is based on the VPI/VCI.

To add a template data file to an attachment circuit, click Default. The Link Attributes window appears
as shown in Figure 5-40.

To add a template to an attachment circuit, you must have already created the template. For detailed steps
to create templates, see Cisco IP Solution Center Infrastructure Reference, 4.1.
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Figure 5-40

Link Attributes

Link Attributes Window

Attribute

Value

PE Information
Interface Hame
Standard UM Port

PEUMI Inter face Description:

Encapsulstion:

CE Information
Interface Hame

Encapsulstion:

IP Aclelress with Mask:

pel
Ethernetd3

~
I—
IDOT1 Q >

ced
Ethernet0A

I DoTia -
I [ESE SV

Uil Shutdown ml
W¥LAH and Other Information
SLAM IO AutoPick =

“LAN Mame I
Link Speed | Mane 'l
Link Duplex I MNone | »

Use Existing ACL Hame r

Port-Based ACL Mame

UNIMAC Addresses

UHI Port Security r
H-PE Pseudo-wire On Sl I

YLAH Translation w oMo o 2

Device Hame Role Templates
ced MANAGED Al
pel N_FE Add

Cancel

Mote: *- Reguired Field

138400

Step6  Choose a Device Name, and click Add under Templates. The Add/Remove Templates window appears
as shown in Figure 5-41.

Figure 5-41 Add/Remove Templates

Showing 0 of 0 records
& Template Data File: Action Active
Rows pet page:I'ID vl 1] <] Goto page:l‘l of 1 [ [=0

| 0K | | Cancel |

135401

Step7  Click Add. The Template Data File Chooser window appears as shown in Figure 5-42.
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Figure 5-42 Template Datafile Chooser

Template DataFile Chooser
D Dla-Channelization Template: Accesslistl
[H Y Examples
i @ AccessList Showy Data Files matching I Show
5 @ Accesslist]
Showing 1-2 of 2 records
2] cBwancos
= o
T o Configlet Description
1 72 Protocol-TCP Wi
2 r Protocol-IP Wign
e 10 | N]ﬂGotopage:I 1 of 1 Pages (Ga) bbl
Accept Cancel g
+
o
]
—

Step8  Select the template that you want to add and click Accept.The Add/Remove Templates window appears
with the template displayed as shown in Figure 5-43.

Figure 5-43 Add/Remove Templates with Templates Shown

Showving 1 - 1 of 1 record
# Template [rata File Action Active Add

1. [T Exampleziscoesslizt Pratocal-IP IAPPEND j =
— —
Rovvys per page: |10 « 1] <] Goto page:|1 of 1 [=[20
| 0K || Cancel |

138403

Step9  Choose a Template name.

Step10 Under Action, use the drop-down list and select APPEND or PREPEND. Append tells ISC to append
the template generated CLI to the regular ISC (non-template) CLI. Prepend is the reverse and does not
append the template to the ISC CLI.

Step11  Select Active to use this template for this service request. If you do not select Active, the template is not
used.

Step12 Click OK. The Link Attributes with the template added appears as shown in Figure 5-44
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Step 13

Figure 5-44 Link Attributes with Template Added

Link Attributes

PE Information

h-]
o
-

Ethemetds

meseerome
o Sewmalner
BTN 2 N
B

CE Information X ]

DOT1Q =]

=
=]
=
m

None |

i
[m]
=
far)

KN

ewcmca

!‘
i

135404

Mote; *- Reguired Fisld

Click OK. The Service Request Editor window appears showing the default for AC1 changed as shown
in Figure 5-45.
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Figure 5-45

L2¥PN{Point To Point) Service Request Editor

Saving the L2VPN Service Request

Service Request Editor with Link Attributes Changed.

SRID: 4 Job Il

D:

EndToEndWire Editor

4 Policy HName:

vpH:™* [2vpn_ers_vpn | Select VPH

L2vprErsCe (Core Type: MPLS )

=]
Description: J
-
Showing 1-1 of 1 records
Attachment AT Circuit! Attachment Circuit2 AC2 Circuit2
e Deseription Cirout] (AC1)  Affributes 1D Ve (AC2) Atiributes 1D
N
1. ¥ 4 | :II ce3-pel Changed  YLAN:20 IWDD cef-pel Default  WLAN 20
-
Fowes per page: | 10 'I 1<) <] Goto page: |1 of 1 [ 620
Add Link H Delete Link || Save H Cancel |

Mote: * - Reguired Field

Step 14

138405

When you are finished editing the end-to-end wires, click Save.

Saving the L2VPN Service Request

When you are finished with Link Attributes for all the Attachment Circuits, click Save to finish the

L2VPN service request creation as shown in Figure 5-46.

If the L2VPN service request is successfully created, you will see the service request list window where

the newly created L2VPN service request is added with the state of REQUESTED as shown in
Figure 5-46. If, however, the L2ZVPN service request creation failed for some reason (for example, the

value chosen is out of bounds), you are warned with an error message. Go back to correct the error and

Save again.

Figure 5-46

Service Requests

L2VPN Service Request Created

Showe Services with | Jok D j matching I* af Type | All j Find
Showing 1 -1 of 1 record
& | 'll.:]h State Type (eBEEREm Creator CIEHNL Policy Mame  Last Modified Description
1.0 4 l:lREQLIESTED L2%PN MODIFY  admin Customer!  L2wpnErsCe 11423105 3:21 PM
Rows per page: |1E| vl 1] sotn page:|1 of 1 [ [0
Auto Refresh: [v | Create ‘-H Details: H Status || Edrt H Deploy. || Decommission || Purge ‘

The L2VPN service request is in Requested state. See Deploying Service Requests, page 12-1 for

information on deploying L2VPN service requests.

138406
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