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About This Guide

This guide describes how to administer and maintain the Cisco IP Solution Center Traffic Engineering
Management (1SC TEM) software. This chapter describes how this guide is organized, who should read
it, related information, and the document conventions used throughout the guide.

Objective and Audience

The purpose of thisuser guide isto enable users to take advantage of the features provided by ISC TEM
to enhance the traffic performance and predictability in an | P network.

This book iswritten as aresource for experienced users and administrators who must install, configure,
deploy and monitor the ISC TEM software.

It is assumed you have a basic understanding of network design, operation, and terminology, a general
familiarity with the | SC software, and that you are familiar with your own network configurations.

A general understanding of MPLS TE concepts and traffic engineering is also required.

How This Guide Is Organized

This guide is organized as follows:
Chapter 1, “Introduction to ISC TEM,” gives an overview of the ISC TEM software.

Chapter 2, “ Setting Up the Service,” describesthe bootstrapping processrequired to enable network data
collection and deployment of TE configurations on the network.

Chapter 3, “TE Network Discovery,” describes the process of discovering the network for a particul ar
TE provider.

Chapter 4, “TE Resource Management,” explains how to modify resource characteristics to optimize
tunnel placement.

Chapter 5, “Basic Tunnel Management,” provides an overview of the stages required to create and
deploy primary and backup tunnels with a base license.

Chapter 6, “Advanced Primary Tunnel Management,” describes the stages required to create and deploy
primary tunnels using the planning functions.

Chapter 7, “Protection Planning,” explains how to compute protection tunnelsfor network elements and
deploy these on the network.

Chapter 8, “Traffic Admission,” explains how to assign traffic to traffic-engineered tunnels.

[ oL-6376-01
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About This Guide |

Ml Related Documentation

Chapter 9, “Administration,” describes various administrative tools and features.

Chapter 10, “Task Monitoring,” explains how deployment and collection tasks are monitored and how
task details are logged.

Chapter 11, “TE Topology,” explains how to use the TE Topology tool to display the layout of the
network.

Appendix A, “Traffic Engineering Management GUI,” describes the ISC TEM GUI and the various
fields and other GUI elements.

Appendix B, “Warnings and Violations,” lists warnings and violations that might be invoked when using
the planning toolsin ISC TEM.

Appendix C, “Document Type Definition (DTD) File,” contains a sample DTD file that specifies the
structure and rules used for XML import.

Related Documentation

N,

Note

The entire documentation set for Cisco IP Solution Center, 4.0 can be accessed at:
http://www.cisco.com/univer cd/cc/td/doc/product/rtrmgmt/isc/4_0
The following documents comprise the | SC 4.0 documentation set.
General documentation (in suggested reading order):

e Cisco IP Solution Center Documentation Guide, 4.0

e Cisco IP Solution Center Release Notes, 4.0

e Cisco IP Solution Center Installation Guide, 4.0

e Cisco IP Solution Center Infrastructure Reference, 4.0

e Cisco IP Solution Center System Error Messages, 4.0
Application and technology documentation (listed al phabetically):

e Cisco IP Solution Center L2VPN User Guide, 4.0

e Cisco IP Solution Center MPLS VPN User Guide, 4.0

e Cisco IP Solution Center Quality of Service User Guide, 4.0

e Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
APl documentation:

e Cisco IP Solution Center APl Programmer Guide, 4.0

e Index: Cisco IP Solution Center API Programmer Reference, 4.0

All documentation might be upgraded.

Obtaining Documentation

Cisco documentation and additional literature are available on Cisco.com. Cisco also provides several
ways to obtain technical assistance and other technical resources. These sections explain how to obtain
technical information from Cisco Systems.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0


http://www.cisco.com/univercd/cc/td/doc/product/rtrmgmt/isc/4_0/index.htm
http://www.cisco.com/univercd/cc/td/doc/product/rtrmgmt/isc/4_0/docguide/index.htm
http://www.cisco.com/univercd/cc/td/doc/product/rtrmgmt/isc/4_0/relnotes/index.htm
http://www.cisco.com/univercd/cc/td/doc/product/rtrmgmt/isc/4_0/install/index.htm
http://www.cisco.com/univercd/cc/td/doc/product/rtrmgmt/isc/4_0/infrastr/index.htm
http://www.cisco.com/univercd/cc/td/doc/product/rtrmgmt/isc/4_0/mess/index.htm
http://www.cisco.com/univercd/cc/td/doc/product/rtrmgmt/isc/4_0/l2vpn/index.htm
http://www.cisco.com/univercd/cc/td/doc/product/rtrmgmt/isc/4_0/mpls/index.htm
http://www.cisco.com/univercd/cc/td/doc/product/rtrmgmt/isc/4_0/qos/index.htm
http://www.cisco.com/univercd/cc/td/doc/product/rtrmgmt/isc/4_0/tem/index.htm
http://www.cisco.com/univercd/cc/td/doc/product/rtrmgmt/isc/4_0/api/apipg/index.htm
http://www.cisco.com/univercd/cc/td/doc/product/rtrmgmt/isc/4_0/api/apiref/index.htm

| About This Guide

Documentation Feedback

Cisco.com

You can access the most current Cisco documentation at this URL:
http://www.cisco.com/univercd/home/home.htm

You can access the Cisco website at this URL:
http://www.cisco.com

You can access international Cisco websites at this URL:

http://www.cisco.com/public/countries_|anguages.shtml

Ordering Documentation

You can find instructions for ordering documentation at this URL:
http://www.cisco.com/univercd/cc/td/doc/es_inpck/pdi.htm
You can order Cisco documentation in these ways:

e Registered Cisco.com users (Cisco direct customers) can order Cisco product documentation from
the Ordering tool:

http://www.cisco.com/en/US/partner/ordering/index.shtml

e Nonregistered Cisco.com users can order documentation through alocal account representative by
calling Cisco Systems Corporate Headquarters (California, USA) at 408 526-7208 or, elsewherein
North America, by calling 800 553-NETS (6387).

Documentation Feedback

You can send comments about technical documentation to bug-doc@cisco.com.

You can submit comments by using the response card (if present) behind the front cover of your
document or by writing to the following address:

Cisco Systems

Attn: Customer Document Ordering
170 West Tasman Drive

San Jose, CA 95134-9883

We appreciate your comments.

Obtaining Technical Assistance

For all customers, partners, resellers, and distributors who hold valid Cisco service contracts, Cisco
Technical Support provides 24-hour-a-day, award-winning technical assistance. The Cisco Technical
Support Website on Cisco.com features extensive online support resources. |n addition, Cisco Technical
Assistance Center (TAC) engineers provide telephone support. If you do not hold a valid Cisco service
contract, contact your reseller.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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M Obtaining Technical Assistance

Cisco Technical Support Website

The Cisco Technical Support Website provides online documents and tools for troubleshooting and
resolving technical issueswith Cisco products and technol ogies. The website isavailable 24 hours aday,
365 days ayear at thisURL:

http://www.cisco.com/techsupport

Accessto al tools on the Cisco Technical Support Website requires a Cisco.com user D and password.
If you have avalid service contract but do not have a user 1D or password, you can register at this URL :

http://tools.cisco.com/RPF/register/register.do

Submitting a Service Request

Using the online TAC Service Request Tool is the fastest way to open S3 and $4 service requests. (S3
and $4 service requests are those in which your network is minimally impaired or for which you require
product information.) After you describe your situation, the TAC Service Request Tool automatically
provides recommended solutions. If your issue is not resolved using the recommended resources, your
service request will be assigned to a Cisco TAC engineer. The TAC Service Request Tool islocated at
this URL:

http://www.cisco.com/techsupport/servicerequest

For S1 or S2 servicereguests or if you do not have Internet access, contact the Cisco TAC by telephone.
(S1 or S2 service requests are those in which your production network is down or severely degraded.)
Cisco TAC engineers are assigned immediately to S1 and S2 service requests to help keep your business
operations running smoothly.

To open a service request by telephone, use one of the following numbers:

Asia-Pacific: +61 2 8446 7411 (Australia: 1 800 805 227)
EMEA: +32 2 704 55 55
USA: 1 800 553 2447

For acomplete list of Cisco TAC contacts, go to this URL:

http://www.cisco.com/techsupport/contacts

Definitions of Service Request Severity

To ensure that all service requests are reported in a standard format, Cisco has established severity
definitions.

Severity 1 (S1)—Your network is“down,” or thereis acritical impact to your business operations. You
and Cisco will commit all necessary resources around the clock to resolve the situation.

Severity 2 (S2)—Operation of an existing network is severely degraded, or significant aspects of your
business operation are negatively affected by inadequate performance of Cisco products. You and Cisco
will commit full-time resources during normal business hours to resolve the situation.

Severity 3 (S3)—Operational performance of your network isimpaired, but most business operations
remain functional. You and Cisco will commit resources during normal business hoursto restore service
to satisfactory levels.

Severity 4 (S4)—You require information or assistance with Cisco product capabilities, installation, or
configuration. Thereislittle or no effect on your business operations.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Obtaining Additional Publications and Information

Obtaining Additional Publications and Information

Information about Cisco products, technologies, and network solutions is available from various online
and printed sources.

Cisco Marketplace provides avariety of Cisco books, reference guides, and logo merchandise. Visit
Cisco Marketplace, the company store, at this URL:

http://www.cisco.com/go/marketplace/

The Cisco Product Catalog describes the networking products offered by Cisco Systems, aswell as
ordering and customer support services. Access the Cisco Product Catalog at this URL:

http://cisco.com/univercd/cc/td/doc/pcat/

Cisco Press publishes awide range of general networking, training and certification titles. Both new
and experienced users will benefit from these publications. For current Cisco Press titles and other
information, go to Cisco Press at this URL:

http://www.ciscopress.com

Packet magazine is the Cisco Systems technical user magazine for maximizing Internet and
networking investments. Each quarter, Packet delivers coverage of the latest industry trends,
technology breakthroughs, and Cisco products and solutions, as well as network deployment and
troubleshooting tips, configuration examples, customer case studies, certification and training
information, and linksto scores of in-depth online resources. You can access Packet magazine at this
URL:

http://www:.cisco.com/packet

iQ Magazine is the quarterly publication from Cisco Systems designed to help growing companies
learn how they can use technology to increase revenue, streamline their business, and expand
services. The publication identifies the challenges facing these companies and the technologies to
help solve them, using real-world case studies and business strategies to help readers make sound
technology investment decisions. You can access iQ Magazine at this URL:

http://www.cisco.com/go/igmagazine

Internet Protocol Journal is aquarterly journal published by Cisco Systems for engineering
professionals involved in designing, developing, and operating public and private internets and
intranets. You can access the Internet Protocol Journal at this URL:

http://www.cisco.com/ipj

World-class networking training is available from Cisco. You can view current offerings at
this URL:

http://www.cisco.com/en/US/learni ng/index.html

Conventions and Terminology

This section discusses conventions and terminology used throughout this manual.

pointer—indicates where the mouse action is to occur

select—to push and hold down the left mouse button

release—to let up on a mouse button to initiate an action

click—to select and release a mouse button without moving the pointer
double-click—to click a mouse button twice quickly without moving the pointer

[ oL-6376-01
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I Conventions and Terminology

e drag—to move the pointer by sliding the mouse with one or more buttons selected.

This manual uses this terminology throughout (even though it is possible for individual users to
customize their devices to use the buttons in an alternative manner). In situations that allow more than
one item to be selected from alist simultaneously, the following actions are supported:

e Toselect asingleiteminalist, click on the entry. Clicking a second time on a previously selected
entry deselects it.

e To select a contiguous block of items, click on the first entry; then, without releasing the mouse
button, drag to the last desired entry and release. (A subsequent click anywhere on the screen
deselects all previous selections.)

e To extend a currently selected block, hold the Shift key down and click on the entry at the end of
the group to be added

e To add a non-contiguous entry to the selection group, pressthe Ctrl (Control) key and click on the
entry to be added.

Names of on-screen elements that you click, or select (menu names and commands, and controls such
as buttons, drop-down lists, and so on) are printed in bold font. Bold font is also used for keywords,
names of commands, and names of keys on the keyboard. Text displayed as on-screen examplesis
printed in courier font.

When set off from the main text, words and characters you should enter by the keyboard are printed in
bold font. When the word or character string is enclosed in angle brackets (< and >), you should
substitute your own character string for the example presented in the text.

For example, when you see:

login: root

you should specify the string root at the login prompt. However, when you see:
password: <rootpassword>
you should specify your own password in place of the character string <rootpassword>. Theitalic style

is used to emphasize words, to introduce new terms, and for titles of printed publications (however, not
titles of CD-ROMs or floppy disks).

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0



CHAPTER 1
Introduction to ISC TEM

This guide contains a detailed description of the Cisco IP Solution Center Traffic Engineering
Management (1SC TEM) product, including the variousfeatures, the GUI, and the step-by-step processes
needed to perform various traffic engineering management tasks.

This chapter contains the foll owing sections:

e |ISC TEM Overview, page 1-1

e Featuresin ISC TEM, page 1-2

e Prerequisites and Limitations, page 1-2

e Supported Platforms, page 1-2

e Licensing Schemes, page 1-3

e |SC TEM Basics, page 1-3
- Managed/Unmanaged Primary Tunnels, page 1-3
— Conformant/Non-Conformant Tunnels, page 1-3
- Bandwidth Pools, page 1-4
- Planning Tools, page 1-4

e Process Flows, page 1-5

ISC TEM Overview

ISC TEM isthe Traffic Engineering Management module of 1P Solution Center. It isatool for managing
Multiprotocol Label Switching Traffic Engineering (MPLS TE) primary tunnels and backup tunnels for
the purpose of offering traffic Service Level Agreement (SLA) guarantees. It provides bandwidth
protection management, network discovery, and support for configuring MPLS TE. It includes a number
of powerful planning tools, including a sophisticated primary path calculation tool and backup tunnel
calculation for element protection.

MPLS TE mechanisms are provided to support requirements for predictability, traffic flow matched to
QoS requirements, and Fast Restoration with Guaranteed Bandwidth, ensuring that strict SLA
performance criteria (availability, delay, jitter) are met.

[ oL-6376-01
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M Features in ISC TEM

Features in ISC TEM

ISC TEM adds arange of MPLS TE primary tunnel management features:
e Tunnel Audit—finding inconsistencies after making tunnel modifications
e Tunnel Admission—admitting new tunnels onto the network
e Tunnel Repair—fixing tunnel inconsistencies after network and service changes
e Network Grooming—optimizing global network utilization.
In addition, ISC TEM offers interaction and integration with | SC features:
e Service activation focus
e |ntegration with other ISC modules (MPLS VPN, IPsec VPN, L2VPN, QoS)
e Data Persistence
e Logging of user intent
e Service state management
e Service auditing
e Web-based GUI
¢ Role-Based Access Control (RBAC)

Prerequisites and Limitations

See Cisco |P Solution Center Installation Guide for general system recommendations.

A number of requirements are associated with the TE Discovery task. These are described in TE
Discovery Prerequisites, page 3-1.

Some features might only be available with a particular license. For more information, see Licensing
Schemes, page 1-3.

The number of nodes provided by the license limits the size of the network.

In the Planning portion of the current implementation of 1SC TEM, concurrent useis not recommended
as users working simultaneously risk being unable to commit their changes.

ISC TEM Topology and Java Webstart requires JRE version 1.4.2_04.

Supported Platforms

For supported 10S platforms, see Cisco |P Solution Center Installation Guide.
Supported hardware platforms:

e 12xxX

e 75xX

o 72xX

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Licensing Schemes M

Licensing Schemes

The ISC TEM installation comes with three types of licenses, TE, TE/RG, and TE/BRG, that gives
accessto al 1SC TEM features, including Planning Tools for protection planning (backup tunnels).

Thelicensing for the TE license is based specifically on the scale of the MPLS-TE network, that is the
number of nodes.

Ranges are as follows:
e Upto 20 (starter pack)
e Upto50
e Upto100
e Upto150

For alarger number of nodes, please contact your Cisco sales representative.

ISC TEM Basics

To understand how |SC TEM works, certain key concepts must be explained.

Managed/Unmanaged Primary Tunnels

In ISC TEM, the concept of managed tunnelsis at the center of TE planning activities.
It isimportant to understand the differences:
e Managed TE tunnels:
— (setup/hold) priority zero
— non-zero RSV P bandwidth
— explicit first path option
— auto bandwidth must have a max value
e Unmanaged tunnels: All other tunnels.

Inthe ISC TEM Graphical User Interface (GUI), there is a separate entry point for dealing with managed
and unmanaged tunnels. The GUIs are very similar and the differences are described in Create
Unmanaged TE Tunnel, page A-58.

Conformant/Non-Conformant Tunnels

In the ISC TEM design, a sharp distinction has been made between conformant and non-conformant
tunnels:

e Conformant tunnel—A well-behaved tunnel that meets |SC TEM’s TE management paradigm
(described below). A managed tunnel can only be a conformant tunnel. A non-zero priority
unmanaged tunnel would also be a conformant tunnel. However, a conformant tunnel is not
necessarily a managed tunnel.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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¢ Non-conformant tunnel—A TE tunnel, which might impact ISC TEM’s ability to meet bandwidth
guarantees. This could be due to unknown bandwidth requirements such as no max bandwidth
configured for auto-bandwidth, potential for pre-emption, dynamic paths, etc. A zero priority
unmanaged tunnel would also be a non-conformant tunnel.

Conformant tunnels are preferred. They allow the system to offer bandwidth guarantees for managed
tunnels. Unmanaged non-conformant tunnels might or might not provide the needed bandwidth and no
bandwidth guarantees are given.

Non-conformant tunnelsintroduce factors that might not be accounted for during planning, which makes
it difficult to offer bandwidth guarantees for managed tunnels. They represent an obstacle to meeting
strict SLA guarantees due to their potential for impacting critical traffic on managed tunnels.

ISC TEM only alows the creation of conformant tunnels. Non-conformant tunnels can be introduced
through the TE Discovery process (see Chapter 3, “TE Network Discovery”). However, when a
non-conformant tunnel is discovered awarning islogged. |SC TEM tracks non-conformant tunnels so
that they can be decommissioned.

Bandwidth Pools

The bandwidth of each TE enabled interfaceis assigned anumber of nested bandwidth pools. Currently,
IOS supports two, namely Global Pool and Sub Poal.

For a better understanding of bandwidth pools, see Figure 1-1.

Figure 1-1  Bandwidth Pools
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AsFigure 1-1 illustrates, Sub Pool is nested inside Global Pool. Thus, if a primary tunnel reserves
bandwidth from the Sub Poal, it will also reserve the same bandwidth from the Global Pool.

Bandwidth reservations (primary tunnels) from the Sub Pool must not exceed, in total, the Sub Pool size.
Likewise, bandwidth reservations from the Global Pool must not exceed, in total, the Global Pool size.

Planning Tools

They are intended for evaluating planned improvements to a traffic-engineered network based on
What-1f scenarios .

The planning tools include the following features:
e Primary planning tools:

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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— Tunnel Audit—Auditsfor inconsistenciesin primary placement on the existing network with or
without proposed tunnel or resource changes.

— Tunnel Placement—Usually for new tunnels. Tunnel Placement can generate anew route. It can

be used for a tunnel that did not have a path before and needs to be placed.

— Tunnel Repair—L ogically performed after Tunnel Audit (if something iswrong). Tunnel Repair
has re-routing capabilities and can be used to move tunnels.

— Grooming—An optimization tool that works on the whole network. It is only available when no
tunnel attributes have been changed.

Protection planning tools:

— Audit SR—Audits protection for manually added, modified and del eted tunnels before they are

deployed.

— Compute Backup—Automatically cal culates the optimal backup tunnel for selected network

elements.

— Audit Protection—Audits protection of the selected elements against the existing backup

tunnels.

Process Flows

Figure 1-2  Main Process Flows in TEM
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The illustration includes the following components:

The following illustration shows the main components and flowsin ISC TEM.

116619

The planning tools are fully integrated within ISC TEM and are available from various | ocations within
the GUI:

TE Resource Modification (Tunnel Audit, Tunnel Repair)

[ oL-6376-01
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Bootstrapping—Sets up key parameters that enable the system to collect TE network information
and subsequently deploy TE configurations on the chosen network. (See Chapter 2, “ Setting Up the
Service”)

Performance Tasks—Cal culates interface/tunnel bandwidth utilization using the Simple Network
Management Protocol (SNMP). (See Chapter 9, “Administration”)

Resource Management—Tuning of certain properties on the TE interfaces to optimize the tunnel
placement. (See Chapter 4, “TE Resource Management”)

Primary Tunnel Management—Create and manage primary tunnels, either unmanaged (See
Chapter 5, “Basic Tunnel Management”) or managed. (See Chapter 5, “Basic Tunnel Management”
or Chapter 6, “Advanced Primary Tunnel Management”)

Protection Management—Protect selected elements in the network (links, routers, or SRL Gs)
against failure. (See Chapter 7, “Protection Planning”)

Traffic admission—Assign traffic to traffic-engineered tunnels. (See Chapter 8, “ Traffic
Admission”)
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CHAPTER 2

Setting Up the Service

Cisco IP Solution Center Traffic Engineering Management (ISC TEM) offers the license structure
described in Chapter 1, “Introduction to ISC TEM.” The ISC TEM specific installation steps are
described in this chapter whereas the general installation procedure for Cisco | P Solutions Center (1SC)
is described in Cisco IP Solution Center Installation Guide, 4.0.

This chapter contains the foll owing sections:
e Bootstrapping Process Overview, page 2-1
e |SC TEM Client Setup and Installation, page 2-3
e Creating a TE Provider, page 2-4

Bootstrapping Process Overview

The bootstrapping process sets up key parameters that enable the system to collect TE network
information and subsequently deploy TE configurations on the chosen network.

An overview of the bootstrapping processis provided in Figure 2-1.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure 2-1 Bootstrapping Process

Set Up User
& Install
License Keys

Y
Create
Provider

Y
Create Region
for Provider

Y
Create
Seed Device

Y

Create
TE Provider

Y
Create & Run
Discovery Task

View Not OK Resolve
Logs | Discrepancies

lOK

The process includes the following steps:
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Step1  Set up new user and install license keys—To run the TEM blade of 1SC, it isnecessary to create anew
user and install license keys. These keys will enable the user to view and manage the TE tunnels and
resources using ISC. (see ISC TEM Client Setup and Installation, page 2-3)

Step2 Createa provider and aregion for the provider—The provider is a concept designed to allow many
different operatorsto work on |SC TEM simultaneously, each working on different networks. Thus, each
provider has to be defined and used as a reference operator for future work on the system. Theregion is
important because a single provider could have multiple networks. The region is used as a further level
of differentiation to allow for such circumstances. (To create a provider and a region, see Cisco |P
Solution Center Infrastructure Reference, 4.0.)

Step3  Create a seed device—This 10S Device will be the seed router for network discovery. The network
discovery process uses the seed router as an initial communication point to discover the MPLS TE
network topology. A set of TE enabled devices, links, explicit paths, tunnels, and static routes are then
populated to the database. (To create a seed router, see Cisco |P Solution Center Infrastructure
Reference, 4.0.)
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Step 4

Step 5

ISC TEM Client Setup and Installation

Createa TE Provider—Providers can be defined as TE provider, if they are supporting MPLS TE in
their network. It is necessary to create a TE provider to enable a TE network to be managed. All TE
related data associated with a given network is stored under aunique TE provider. A provider and region
uniquely define a TE provider (see Creating a TE Provider, page 2-4).

Run Discovery Task—Discover the TE network for a particular TE provider to populate the repository
with aview to creating primary and backup tunnels (see Chapter 3, “TE Network Discovery”).

N

Note If Telnet isselected to communicate with the seed router, Telnet must al so be used for the other
network devices. Likewise, if SSH is selected for the seed router, SSH must be used for all other
devices.

ISC TEM Client Setup and Installation

Step 1

Step 2
Step 3
Step 4
Step 5
Step 6

Step 7
Step 8
Step 9

Step 10
Step 11

Before setting up |SC TEM, the ISC software must be installed. To do so, see Cisco |P Solution Center
Installation Guide, 4.0.

To set up anew |SC TEM user, one or more users with a TE role must be created. For step by step
instructions, see Cisco IP Solution Center Infrastructure Reference, 4.0.

For an explanation of license keysin ISC, see Cisco IP Solution Center Infrastructure Reference, 4.0.

To install a TE license, use the following steps:

Log into I SC with the following default values:
e User Name: admin
e Password: cisco
Navigate Administration > Security > Users.
Click Create.
Fill in User ID, Password, Verify Password, and the Personal | nformation section.
Click Edit to edit the assigned roles.

Select TERole and click OK. TERole provides full accessto ISC TEM. The TEServiceOpRole only
has the privilege to access the tunnel admission SR.

Click Save.

Navigate Administration > Control Center > Licensing.

Enter the three TEM license keys for TE, TE/RG, and TE/BRG successively:
e Click Install.
e Enter alicense key.
e Click Save.

Repeat the procedure for each license key.

Typing in all three license keys s the only valid installation.

Log out asadmin.

Log in as the user created above.

[ oL-6376-01
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You are now ready to start using ISC TEM.

N

Note

Theadmin role should only be used to manage I SC and not to perform network management operations.

Creating a TE Provider

After a provider and aregion for that provider have been set up (see Cisco IP Solution Center
Infrastructure Reference, 4.0), create a TE provider using the following steps:

Step1  Navigate Service Inventory > Inventory and Connection Manager > Traffic Engineering
M anagement.
The Traffic Engineering Management Services window shown in Figure 2-2 appears.
Figure 2-2  Traffic Engineering Management Services
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[OTTITIME | Cteheerne Management Services
T T
 Zervice Reqguests .
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by
Step2  Click TE Providers.
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Step 3

The TE Providers window shown in Figure 2-3 appears.

Figure 2-3 TE Providers
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Creating a TE Provider

For an explanation of the various window elements, see the “TE Providers” section on page A-3.

Click Createto create a TE provider.
The Create / Edit TE Provider window shown in Figure 2-4 appears.

Figure 2-4  Create/Edit TE Provider
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Mote: * - Reguired Figld

For an explanation of the various window elements, see Create/Edit TE Provider, page A-3.

To select a provider name, click the Select button next to the Provider Name field. The Provider for

Create TE Provider window shown in Figure 2-5 appears.

[ oL-6376-01
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Step4  Add primary and backup route generation parameters. To understand Fast Re-Route (FRR) protection
pools, see Bandwidth Pools, page 1-4.

Figure 2-5 Provider for Create TE Provider
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Step5  Select the desired provider using the radio buttons or search for a provider with search criteria matching
aprovider name and click Find.

Step6  Click Select to select the desired provider. The Provider for Create TE Provider window closes.
The selected provider nameis displayed in the Provider Namefield.
Step7  Fill intheremaining required fields (marked ‘*') and any optional fields as desired.

Step8  For the required Region for TE Devices field, click the corresponding Select button. The Region for
Create TE Provider window shown in Figure 2-6 appears.

Figure 2-6 Region for Create TE Provider
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Step9  Select the desired region using the radio buttons.
Step10 Click Select to select the desired region. The Region for Create TE Provider window closes.
The selected region nameis displayed in the Region for TE Devicesfield.

Step 11 For the optional Customer for Primary Tunnels field, click the corresponding Select button. The
Customer for Create TE Provider window shown in Figure 2-7 appears.
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Figure 2-7 Customer for Create TE Provider
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Step 12  If desired, select acustomer using the radio buttons or search for acustomer by entering customer search
criteriain the Show Customers with Customer Name matching field and click Find.

Step13  Click Select to select the desired customer. The Customer for Create TE Provider window closes.

The selected customer name is displayed in the Customer for Primary Tunnels field of the Create /
Edit TE Provider window.

Step14 Click Save.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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CHAPTER 3

TE Network Discovery

After the bootstrapping process has been completed and a seed router created, you can discover the TE
network for a particular TE provider to populate the repository with a view to creating primary and
backup tunnels.

The TE network is discovered by creating TE Discovery tasks and using alogging and verification
mechani sm.

This chapter describes the steps required to create and run a TE Discovery task and verify the results.
It includes the following sections:

e Overview, page 3-1

e TE Discovery Prerequisites, page 3-1

e Creating a TE Discovery Task, page 3-2

e Verifying a TE Discovery Task, page 3-6

The purpose of the discovery process is to populate the repository with the network topology, tunnels,
and static routes to tunnels present in the live network.

The discovery process uses a seed device to discover the MPL S TE network topology using either Telnet
or SSH. It uses a schedulable task that can be run once or on a periodic basis. Any inconsistencies
between the repository and the network are reported. The service state information is updated
incrementally by logging tunnel in-use Label Switched Paths (L SPs) and updating the service request
(SR) state.

TE Discovery Prerequisites

To successfully run a TE Discovery task, the seed router must be directly accessible from the
management station.

For Telnet, there must be either direct Telnet access from the Cisco |P Solution Center Traffic

Engineering Management (ISC TEM) management station to each device and/or Telnet access from the
seed device.

See Bootstrapping Process Overview, page 2-1 for instructions on how to select Telnet or SSH when
setting up a seed router.

[ oL-6376-01
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Memory Shortage on Large Networks

When running discovery on a large network (250+ devices or 5000+ tunnels, for example) and an
OutOfMemoryException is encountered, do the following:

Edit the watchdog.ser ver.wor ker.java.flags property in the vpnsc.properties file to say -Xmx1024m
instead of the default -Xmx512m. This increases the heapsize of the discovery task, which will clear up
the OutOf MemoryException problem.

When no longer needed, make sure to revert the properties back to their original state to reduce the
resource usage.

Creating a TE Discovery Task

To create a TE Discovery task on the TE network, use the following steps:

Step1  Navigate Monitoring > Task M anager. The window in Figure 3-1 appears.

Figure 3-1 Tasks
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Step2  Create anew task by clicking Create. The window in Figure 3-2 appears.
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Figure 3-2 Create TE Discovery Task (Step 1)
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Step3  Select TE Discovery in the Type pull-down menu and click Next. The Select TE Provider window in
Figure 3-3 appears.
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Figure 3-3 Select TE Provider
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Step4  Select aTE provider and click Next. The Select Seed Device window in Figure 3-4 appears.
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Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
[ oL-6376-01 .m



Chapter 3

TE Network Discovery |

M Creating a TE Discovery Task

Step 5

Step 6

Figure 3-4 Select Seed Device
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Select the seed device for discovery of the network and click Next. The Task Schedules window in
Figure 3-5 appears.

Figure 3-5 TE Discovery Task Schedules Window Before Scheduling
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Click Now to schedule the task to run immediately or click Create to create a scheduler for this task.
The Task Schedule window in Figure 3-6 appears.
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Figure 3-6 Task Schedule
Task Schedule
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Step7  Inthe Task Schedule window, make your selectionsto define when and how often the task should be run.
N
Note  The default setting is to schedule a single TE Discovery task to take place immediately (“Now”).
Step8  Click OK. The scheduled task should now appear in the Task Schedules table as shown in Figure 3-7.
Figure 3-7 TE Discovery Task Schedules Window After Scheduling
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Step9  Click Next. A summary of the scheduled task in Figure 3-8 appears.
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Figure 3-8 Discovery Task Summary
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Step10 Click Finish. This will add the task to the list of created tasks in the Tasks window (Figure 3-1).

Verifying a TE Discovery Task

The result of running the TE Discovery task can be assessed in three ways:
e Task Logs—View a summary log of any changes that have occured in the network.
e TE Topology—Display the latest TE Topology from the repository.

e View network element types—In the Traffic Engineering Management GUI, go to TE Nodes, TE
Links, TE Primary Tunnels, and so on to verify the state of specific network element types.

Task Logs

The TE Discovery log captures the state of the network and compares it with the most recent snapshot
of the repository.

To view the task log for a TE Discovery task, use the following steps:

Step1  Navigate Monitoring > Task M anager.

Step2  Select Logsin the table of contents on the left side of the Tasks window. The Task Runtime Actions
window in Figure 3-9 appears.
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Figure 3-9  Task Runtime Actions
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For an explanation of the various window elements, see Task Runtime Actions, page A-67.

The status of the tasks are shown in the displayed table. This updates automatically and indicates when
the discovery process is complete.

If the task is not completed and Auto Refresh is selected, the table continues to update periodical ly until
it is completed.

Click the desired task in the Runtime Task Name field. The Runtime Actions window in Figure 3-10
appears.

Figure 3-10 Runtime Actions
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For an explanation of the various window elements, see Runtime Actions, page A-67.
The Runtime Actions window shows the actions created for the selected task.

To view thelog for a particular task, click thelog namein the Action column. A copy of a TE Discovery
log is shown in the following screenshots, starting with Figure 3-11.

N,
Note To find the summary of changes in the network depicted in the following screenshots, scroll to
the bottom of the log .
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Cisco IP Solution Center Traffic Engineering Management User Guide, 40 g



Chapter 3

TE Network Discovery |

M Verifying a TE Discovery Task

Figure 3-11 TE Discovery Task Log - Devices/Interfaces
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Z.1. FastEthernetnysl -- 10.Z_2.112
Z.2. FastEthernetOf0 -- 10.2.3.114

3. dsctwmpd. cisco.com

Figure 3-12 TE Discovery Task Log - Links

[tep 2 of 6] Process Linkis)

ADD: Link(s) to Repository:

1. 1lo.2.z2. 16l -- 10.EZ. Z.174
2. 1lo.z.3.83% -- 1l0.2.3.50
3. lo.z.3.893 -- l0O.Z.3.594
4. 1lo.z.3.85 -- 1l0O.Z.3.86
5. 1lo.2 2 15 -- 10.E_Z_l4Ez
. lo.z.3.54 -- l0O.Z.3.53
7. 1lo.z.3.57 -- lO.Z.3.58
8. 1lo.z. 2. 110 -- 10.2.Z.397
9. 1lO.Z.2.14F -- 10.Z.z2.1E&
10, 10.&2.3.118 -- 1lO0.z2.3.117
11. 10.2.3.114 -- 1loO.z2.3.113
12. 10.Z.3.50 -- 10.Z.3.43
13, 10.&2.2.12ze -- 1lo.z.z2.11z3
14, 10.E_E_E38 -- 102 .2 225
15, 1l0.z.z.30 -- 10.Z.z.17
le. 10.&.3.101 -- 1lo.z.3.10Z

Figure 3-13 TE Discovery Task Log - Explicit Paths

[Btep 3 of &] Process Explicit Pathis)
ADD: Explicit Pathis) to Pepository:

isctmpl. cisco. com
. path-1-3-3: 132 1658_118.Z15

. path-1-Z-4-new: 10.2_Z_1E58

. disctumpl-gtisctmp?-1: 10_Z_3.
_E. pacth-1-7-8-new: 10.Z.Z.110

- isctupl-gtisctmpz-1: 10.Z_3.
7. dsctmpl-gtisctmp?-Z: 10_Z2.3.
8. dsctmpl-gtisctmp?-3: 10_Z.Z.
.9, isctmpl-gtisctmpS8-1: 10.E.Z.

Z isctups.cisco. com

Z.1. isctupS-gtisctmp?-1: 10.Z_3.
Z2.E. dsctup8-gtisctmp?-2: 10_EZ_Z.
2.3, dsctupS-gtisctmp&-1: 10_Z_Z.

10, isctmpl-gtisctmp3-1: 10_Z_3.53

94 :

LT &

86 =

a7
1&g

49
113
16l

- path-1-Z-4: 10 Z.2.1L8 © 10.Z.2.130 :
lo.z.

2.150

2.49

86 : 10.Z2_Z_Z06

0.2 2. 208
102374

10_E_E_142

0.2 2_z38

0.2 2. 238

10.2_.3_106

=
(=)
o
]
o
by
fu)
]
=
10.2.2.113 :
10.2_2_z22
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Figure 3-14 TE Discovery Task Log - Primary Tunnels

[tep 4 of 6] Process Primary Tunnel(s)
ADD: Primary Tunnel (s) to Bepository:

DS 1. Tunnel44444 : isctmp3 -- isctmpé
2. Tunneldd4 : isctmwp? -- disctmp3

SEIP: Matching Primary Tunmel (=) in Bepository:

MIZSSING: Primary Tunnel(s) frow Network but Found in Repository:

MISMATCH: Primary Tumnel (s) Discrepancy between Repository -—- Hetwork:
[
[}
0
]
o
Figure 3-15 TE Discovery Task Log - Backup Tunnels
[8cep & of ] Process EBackup Tunnel(s)
ADD: Backup Tunneli{s) to Bepository:
;_ Tunmnell : isctmpl --  isctmp?
. TunnelfZ : isctmpl -- disctmpld
3. Tunnell : isctmp? -- isctmp?
d . TunnelZ @ disctmpf® -—-  dsctmp?
5. Tumnell : isctmp? -- isckbmpd
6. TunnelZ : isctmp?Z -- isctmpé
7. Tunnell : isctmpdé -- disctmpi
8. Tunnell : isctmpd -- isctmpd
9. Tunnell : isctmp? -- disctmpl
10. TunnelZ : isctwp? -- disctwps
11. Tunwnell : isctmp3 -—-- isctmpl
12, Tunnell : isctwp® -- di=sctmpd
1z, TunnelZ : isctwp® -- disctmpsz
ZKIP: Matching Backup Tunnel{s) in RBepository: =
bt
b
Figure 3-16 TE Discovery Task Log - Static Routes
[Step & of &] Process Static Boute(s)
ADD: Static Routel(s) to Bepository:
SKEIP: Matching J;atic RBoute(s) in Repository:
MISSING: Static Routel(s) from Network but Found in Repository:
MISMATCH: Static Boute(s) Discrepancy between Bepository —— HMNetwork:
MODIFY: Static Boute(s) Attributes in Repository -- Network: g
&
=
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M Verifying a TE Discovery Task

The TE Discovery task log window is organized into sections that each describes particular eventsin the
TE network:

e either the state of the network as recorded in the repository the first timeaTE Discovery task isrun
e or changes in the network since the last time the TE Discovery task was run (repository delta).
The summary of changes in the network isreported in six steps:
1. Devices/Interfaces (Figure 3-11)
Links (Figure 3-12)
Explicit paths (Figure 3-13)
Primary tunnels (Figure 3-14)

LB T

Backup tunnels (Figure 3-15)
Static routes (Figure 3-16).
Asseenin the figures, in each step alog table reports the changes in the following reporting categories:

e ADD—This section lists any new network el ements that have been added to the repository since the
last TE Discovery task was run.

e SKIP—Thissection lists any network elements that remain unchanged since the previousrun of the
TE Discovery task.

e MISSING—This section lists any network elements that are missing when compared with the
repository.

e MISMATCH—This section lists any network elements, for which certain attributes have changed
since the previous run of the TE Discovery task. The repository is not automatically modified. Any
modifications must be performed manually.

e MODIFY—This section lists any network elements that have been modified since the previous run
of the TE Discovery task. The repository has been modified to reflect the changes.

Step5  Click Return to Logsto quit the current log with the option to open another |og.

TE Topology

The TE Topology tool provides a visual snapshot of the current state of the network. It cannot be used
to determine changes that have taken place in the network.

The stepsrequired to generate atopol ogy graph of the network are described in Chapter 4, “ TE Resource
Management.”

View Network Element Types

Another way to check the state of the network after running TE discovery isto go to the Traffic
Engineering Management Services window and sel ect the type of elements you want to verify.

For exampl e, to check the status of the nodes after running TE discovery, navigate Service | nventory >
Inventory and Connection Manager > Traffic Engineering Management > TE Nodes. Look at the
updated list of TE nodes to assess which nodes are in the network.

Do the same for TE Links, TE Primary Tunnels, TE Backup Tunnels, and so on.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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CHAPTER I

TE Resource Management

TE resource management is defined as the tuning of certain properties on the TE interfaces to optimize
the tunnel placement.

This chapter includes the following sections:
e Overview, page 4-1
e Modifying Network Resources, page 4-2
e ChangeLink Status, page 4-6

When atunnel placement is attempted and there is insufficient bandwidth, sometimes the resources on
the TE links can be changed and the tunnel placement retried.

Network resources in this context are understood to be routers in the TE network, the interfaces that
connect them, and the RSV P bandwidths and other properties configured on the links. Since ISC TEM
relies on the discovery process to add the network elements to the repository, the resources must be
discovered before resource management can be performed.

TE resource management is a manual process that should be performed on an as needed basis. If the
original configuration is already optimal, thereis no need for the user to do any resource management
tasks. If subsequent discovery unveilsany discrepancy, or if you experience difficulty achieving desired
results in protection planning or placing primary tunnels, adjustments on the resources may be
warranted.

An overview of the resource management process is provided in Figure 4-1.

[ oL-6376-01
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Figure 4-1 Resource Management Processes

TEM Services

Cancel
Assign TE Resources
Y
TE Links List
Edit Cancel
Interface
g A4
Cancel TE Resource 5
R Maodification <
A Continue <<Edit
Y
Modification
Confirmation
Audit Repair
v v Back
| | Computation < Proceed Moveable
Abort in Progress Abort » Tunnel Selection
(Audit) (Repair)
Cancel Y
Computation Results aiI
Changes
Save & ABack
Edit Deploy
SR| y v Reportsy,
Service Requests Reports §

Modifying Network Resources

The resource management tasks are first of all carried out from the TE Links List window.
To modify a TE link, use the following steps:

Step1  Navigate Service Inventory > Inventory and Connection Manager > Traffic Engineering
Management > Assign TE Resour ces.

The TE Links List window shown in Figure 4-2 appears.

r Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Step 2
Step 3
Step 4

Modifying Network Resources

Figure 4-2  TE Links List

TE Links List

TE Provider PADO

Shaw TE Links with | Device MName v| Matching [* Find

Showing 1 - 10 of 29 records

# 'l End Device A Irterface A End Device B Irterface B Lakel Admin Status
1. [ izctmgi FastEthernet30M ictmpd FastEthernet30 10.2.3.89=-=102.390 P
2 [ isctmp? FastEthernet0M izctmpes FastEthernet0i 10.2.2.33=-=10.2.2 46 P
3. [ izctmpd FasztEthernet2i izctmpd FastEthernet3i 10.2.3.106=-=10.23.105 P
4. [ izctmpd FasztEthernet1 H izctmpd FastEthernet0M 10.2.3.82=-=10.2.3.81 P
5 [ isctmpd POSED isctmpd POSED 1023 78=-=102377 UF
6. [ isctmps FasztEthernet3m0 izctmpd FasztEthernet1m0 10.2.2.81=-=102.254 P
7. [ isctmps FasztEthernetSm isctmpd FastEthernet4i0 10.2.2.222=-=10.22.209 P
g [ isctmpb FastEthernet0i izctmps FasztEtherneti 1022 78=-=102.265 LP
9. [ isctmp2 AThidi0 1 izctmpd AThidi0 1 10.2.3.62=-=1002 361 P
10, [ isctmp2 ATh30 .1 iCtmps AT 10.2.262=-=102.249 P

Rowes per page; Iﬂ 1] ] coto page:l1 of 3 B0

| Close | | Display | Details | | Show Tunnels ‘ ‘ Exlit: ‘ Change Status ‘

122704

‘ Proceed with Changes H Cancel |

For an explanation of the various window elements, see TE Links, page A-21.

Thelinkslist showsthe current active linksin the TE network. Use the arrowsto page forward as needed.
Select the desired link in the links list.

Click Edit > Interface A or Edit > Interface B to edit one of interfaces on the link.

The TE Resource Modification window appears as shown in Figure 4-3.

[ oL-6376-01
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Figure 4-3 TE Resource Modification
TE Resource Modification

SR Job ID: Mewy SR ID: Mewy
SR State: REQUESTED Type: ADD
Deviceirnierface: |i5|:1mp5 : FastEthemet3/0
Peer Device/nierface: |iscimp4 : FastEthermetl/0
Description: ﬂ
Lirk Bianchwicth (kps): [toooon
Max Glokal Poal (BCO)
Reservahble (kbps) = IEDD'I
Mz Sub Pool (BC1) |25U
Bandwidth (kbps) *:
Adtribute Bits (0x0-
OxFFFFFFFF) ™ oo
TE Metric *: f1
Propagation Delay IU
MWz Delay Increase i IU
Link Speed Factar ™ |1 q

Continue >> | Cancel |

Step 5

Mote; * - Required Field

For an explanation of the various fields, see TE Links, page A-21.

M ake the desired modifications and click Continue >> to proceed to the confirmation page as shown in
Figure 4-4 to verify the changes or click Cancel to quit without saving.

122761
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Modifying Network Resources

Figure 4-4 TE Resource Modification (Confirmation Page)

TE Resource Modification

SR Job 1D: Mew Provider: pacl SR ID: Mew
SR State: REQUESTED Creator: Type: ADD
Devicelnterface:

|isctmp5 : FastEthermet3/0

Peer Deviceldnterface:

|isdmp4 : FastEthemet1/0

]

Description _I
-

Link Banduwicth (kbps): [1o0000

Max Global Pool (BCO) |EDD1

Reservahle (kbps) =

Max Sub Pool (BC1) IEED

Bandswidth (kbps)

Attribute Bits (0x0- IU 0

OxFFFFFFFF) ™ x

TE hiatric [

Propagation Delay IU

Max Delay Increase i IU

Link Spesd Factor ™ |1 A

| << Edit H Proceed with Changes H Save & Deploy "

Mote; * - Reguired Field

122762

Step6  Click << Edit to return to the editable window or proceed in one of the following ways:

e Proceed with Changes >> (Figure 4-5)—If any change was made that impacts tunnel placement,
click Proceed with Changes >> to perform a Tunnel Audit or Tunnel Repair.

For a detailed explanation of Tunnel Audit and Tunnel Repair, see Chapter 6, “Advanced Primary
Tunnel Management.”

e Save & Deploy (Figure 4-6)—If the changes made do not affect tunnel placement, click Save &
Deploy to proceed. In this case, there is no need for performing a Tunnel Audit or a Tunnel Repair.

Figure 4-5 TE Links List - Proceed with Changes

Proceed with Changes => y

Tunnel Audit

122655

Tunnel Repair

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure 4-6 Save & Deploy Tunnels

Save & Deploy w

Deploy |

122661

Force Deploy

For an explanation of the options available under Proceed with Changes >> and Save & Deploy, see
Edit Interface, page A-26

N,

Note InISC TEM, service requests (SRs) are generally deployed from each TE service, not from the
Service Requests page in Inventory and Connection M anager.

After deployment, the SR status can be viewed from the SR window at Service I nventory >
Inventory and Connection Manager > Service Requests.

If the SR does not go to the Deployed state, go to the Task Log to see the deployment log
(Monitoring > Task Manager > L 0gs). Task logs are further described in TE Task Logs, page 10-1.

Change Link Status

Note

Step 1

Step 2

From the TE Links List window (Figure 4-2), you can also find out what effect it will haveif alink is
taken offline. This approach can be used to move tunnels off alink before actually shutting down the
interface.

Link statusin ISC TEM is of local significance. Changing link status as described in this section is not
provisioned down to the network.

To change the link status, use the following steps:

Navigate Service Inventory > Inventory and Connection Manager > Traffic Engineering
Management > Assign TE Resour ces.

The TE Links List window appears.

Select one or more links and click the Change Status button as shown in Figure 4-7.
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Figure 4-7 Change Link Status

TE Links List

TE Provider padd

Shawy TE Links with | Device Marme x| Matching [* Find

Showeing 1 - 10 of 31 records

# [ EndDevice & Irterface & End Device B Interface B Lakel Admin Status
1. [ isctmpt FastEthernet2000  isctinp3 FastEthernetlD  1022129<-=1022142 LR
2. [ isctmp? FastEtherneton izctmpes FastEthernetlD 1022 33=-=10.2.2 45 P
3. [ isctmps Ethernets/s izctmp3 FastEthernetDM 1022 254=-=10.2.2 241 P
4. [ isctmpa FastEthernet! A izctmps FasztEthernetd  102.382=-=10.2.3.81 P
5 [ isctmpd POSED isctmpg POSEMD 10.2.3.78=-=1023.77 Up
6. [ isctmpd FastEthernst2i izctmp3 FasztEthernet3 1023106=-=1023105 LP
7. [ igctmps FastEthernet30 izctmpd FastEthernet1Q  102281=-=10.2.2.04 Lp
8. v igctmps FastEthernet0 izctmps FastEthernetd 1022 73=-=1022E65 P
9. [ izctmpf FastEthernetSa0 izctmpd FastEthernetd 1022222==1022203 UP
10. [ isctmp2 AThE0.1 izctmps ATh0.1 102262=-=10.2.2.49 UP

Rowrs per page: lﬂ 14 { cota page:l'l— of 4 ([0

| Close || Display || Details ‘ Show Tunnels 'H Edit 'H Change Status v‘

Enable
Proceed with Change——— Tancel
Disable

122705

For an explanation of the various window elements, see TE Links, page A-21.
Step3  Select Enable or Disable to enable or disable the selected link.
Step4  Asan example, selecting Disable will change the link status to DOWN as shown in Figure 4-8.
Figure 4-8 Link Status Down
8. [ isctmps FastEthernet0in izctmps FasztEthernetdD  102.278=-=10.2.2.65 Dy

Similarly, use Enable to change the status back to UP.

Step5  Click Proceed with Changes >> to assess any impact on tunnel placement using Tunnel Audit or Tunnel
Repair and deploy the changes (see Figure 4-9).

Figure 4-9 TE Links List - Proceed with Changes

Proceed with Changes => y

Tunnel Audit

Tunnel Repair

122655

For adetailed explanation of Tunnel Audit and Tunnel Repair, see Chapter 6, “Advanced Primary Tunnel
Management.”.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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CHAPTER 5

Basic Tunnel Management

This chapter describes the processes involved in creating primary and backup tunnelswith ISC TEM. To
create a tunnel, certain steps must first be performed as described in previous chapters.

Primary tunnels are characterized by carrying traffic during normal operation. They have a prioritized
list of possible paths, by which traffic can berouted. At any onetime, the highest priority path available
will be used to route traffic. If thisfails, traffic will normally be re-routed viathe next available path
until ahigher priority path becomes available again.

Prior to setting up the tunnel, a TE policy governing the traffic must be defined. An explicit path is
created to establish the route and, in the case of aprimary tunnel, it is created as either a managed or an
unmanaged tunnel.

The purpose of abackup tunnel isto carry FRR protected traffic around afailed element until the routing
in the network has reconverged. It isintended to protect traffic travelling along primary tunnels. There
can be many backup tunnels protecting the same traffic through the use of load balancing.

If the network fails to reconverge, the backup tunnel will remain in place.

The difference between managed and unmanaged tunnelsis described in Managed/Unmanaged Primary
Tunnels, page 1-3.

The concept of bandwidth pools from which tunnels reserve bandwidth isimportant to understand. This
is described in Bandwidth Pools, page 1-4.

This chapter contains the foll owing sections:

e Create TE Policy, page 5-2

e Create Explicit Path, page 5-3

e Primary Tunnel Operations, page 5-7
— Create Primary Tunnel, page 5-7
— Edit Primary Tunnel, page 5-14
— Delete Primary Tunnel, page 5-17

e Backup Tunnel Operations, page 5-18
— Create Backup Tunnel, page 5-18
— Edit Backup Tunnel, page 5-22
— Delete Backup Tunnel, page 5-24

[ oL-6376-01
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I Create TE Policy

Create TE Policy

To create aprimary tunnel, each primary tunnel must be associated with a policy. A policy can be used
by multiple tunnels.

For backup tunnels, this step is not necessary. In this case, proceed to Create Explicit Path, page 5-3.
For other TE policy management operations, see TE Policies, page 9-2.

The TE policy isaset of rules governing the TE network and defines the Class-of-Service (for example,
gold, silver, bronze) for primary tunnel traffic.

ISC TEM has a notion of Managed and Unmanaged policies. Managed policies have setup/hold
priorities of 0/0 and can have additional pathing constraints such as protection level and max delay.
Tunnels with Unmanaged policies are provisioned by the system, but the system only tracks the
deployment, not the operation of the tunnel. Unmanaged policies cannot have a setup/hold priority of
zero.

Policies are managed under Policy Manager in Service Design. For amore detailed explanation of the
Policy Manager GUI, see TE Policies, page 9-2.

To create a TE policy, use the following steps:

Step1  Navigate to Service Design > Policy Manager.
Step2  Click the Policy Manager icon.

The Policies window in Figure 5-1 appears.

Figure 5-1  Policies Window

Policies
Show Palicies with | Folicy Mame | matehing [* of Type | Al ~| | _Fna_ |

Showing 1 - 7 of 7 records

= Policy Hame Type Crayner

1. [ 19C-Pa2E1 -isctmpt: Tunneld TE Provider - padl

2. [T I1sC-PEzE2-isctmpt: Tunneld TE Provider - padl

3. [ IsC-Pa2E3-isctmpd : Tunnels TE Provide|  MPLS Policy

4, [ man TE Global L2VPH Policy

5. [T pm-none TE Global WPLS Policy

6. [ umi TE Glabal QoS Policy

7. [ um2 TE Global IPsec Policy

Rows per page: Iﬂ |]<| <&H |> |>|]

Firewall Policy

Create 'H_ Edlit || Copy || Delete |

122651

Step3  Click Createand select TE Policy to set up anew TE policy.

To edit an existing policy, select the policy that you want to modify and click Edit. The TE Policy Editor
window in Figure 5-2 appears.

~

Note A policy that is being used by atunnel cannot be modified. You can use Edit to view the path.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Step 4

Step 5

Create Explicit Path

Figure 5-2  TE Policy Editor

TE Policy Editor

Palicy Mame " | {1 - B4 characters)
Crovmer

Managed: I

Fool Type: " Syl Pool (BC1) % Global Poal (BCOY

Setup Priority & |1

Hold Priarity f1

Affinity (0:x0-0xFFFFFFFFY; I

Affinty Magk (0x0-0xFFFFFFFF). I

FRR Protection Level: * Nane = Best Effort

| Save || Cancel |

Mote: * - Reguired Field

122718

For an explanation of the various window elements, see TE Policies, page 9-2.
Fill in the required fields marked with an asterisk (*) and any optional fields.

If you intend to use the TE policy for managed tunnels, make sure to check the Managed check box.
When setting up a policy for a managed tunnel, the Setup and Hold priorities are automatically set to
zero (highest priority). In the case of a policy for an unmanaged tunnel, you can specify the desired
Setup and Hold priority settings.

Click Save.

Create Explicit Path

Step 1

Step 2

This section describes how to create a TE explicit path. For other TE explicit path operations, see TE
Explicit Paths, page A-32.

Paths are defined between source and destination routers, possibly with one or more hops in between.
Paths are used for primary and backup tunnelsin the explicit path option(s).

If you intend to create an explicit path for managed tunnels, the path should not contain any non-TE
interfaces. Paths with non-TE interfaces will be filtered out by the tunnel path chooser of the tunnel
editor for managed tunnels and backup tunnels (not unmanaged tunnels).

To create or edit an explicit path, use the following steps:

Navigate to Service Inventory > Inventory and Connection Manager > Traffic Engineering
M anagement.

Click TE Explicit Paths. The TE Explicit Path List window appears. (see Figure 5-3)

[ oL-6376-01
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W Create Explicit Path

Figure 5-3  TE Explicit Path List

Cisco Systems Home | Shortcuts | Sccount | indes | Help | 2ot | Logout

IP Solution Center

|5er\ri:e Inventory | ’

Uzer: admin

+ Inventory and Connection Manager * Dep

You Arg Here: + Service Inventory & Invertory and Connection Manager = Traffic Enginesting Managemeant Custaomer: Mone

TE Explicit Path List
et enl 1

- Service Reguests Provider: pacl
n Traffic Engineering
Management
- Inwentary Manager
-+ Topology Tool

Show Paths with | All | Matering |* Find

Showing 1 - 10 of 82 records

. & [ Path Hame Head Dest
o Devices - ; ;
. Device Groups 1. [T amit-new izctmpt izctmpd
® Custamers 2. [ bugtest izctmp2 izctmpi
= Customer Sites - i - N
o CIHE it 3. [ igctmpd -=izctmp2-1 izctmpt izctmp2
= Providers 4. [ isctmp!-=izctmp2-2 izctmpl isctmp2
« Provider Regions [ . [ N
 PE Devices 5 [T isctmpl-=isctmpa-1 izctmpt izctmp3
w Access Domains E. I_ izctmp1 -=izctmpd-2 izctmpt izctmp3
= Resource Pools 7. [ isctmpl -sisctmpa-3 ictmp isctmp3
+« CE Routing Communities
1o WPz g I_ izctmp 1 -=izctmpd-1 izctmped izctmpd
- BAA SErvers 9. [ isctmp! -zizctmps-1 izctmpt isctmps
= Mamed Physical Circuits i : i i
0. [ isctmp! -sisctmps-1 izctmpt izctmpE

- NPC Rings 1

Rows per page: | 10 'I 1] ] Gato pa98:|1 of 3 (8] [ [»1

| Create H Edit H Delete ‘

122699

For an explanation of the various window elements, see Create/Edit Explicit Path, page A-33.

To create an explicit pathinthe TE Explicit Path List, click Create. The New TE Explicit Path window
in Figure 5-4 appears.

Step 3

To edit an explicit path in the explicit path list, select the explicit path that you want to modify and click
Edit. The TE Explicit Path Editor window in Figure 5-5 appears.

N,
Note  An explicit path that is being used by a tunnel cannot be modified. However, use Edit to view
the path.

0L-6376-01 |
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Create ExplicitPath

Figure 5-4 New TE Explicit Path

New TE Explicit Path

Path Name ™ I
Head Router I
Links:

Shiowving 0 of 0 records

# [T Device Outgoing Interface Outgoing IP Mesxt Hop  Incoming Interface Incoming I

Rows per page: I 10 vI 1< <] 5oto page:|1 of 1 2020

| Add Link | ‘ Delete Link ‘
Pravision Preference " Cutgoing Interface 1ol Incoming Interface i
| Save || Cancel |

Mote: * - Required Field

122643

Figure 5-5 TE Explicit Path Editor

TE Explicit Path Editor

Path Mame ™ |isctmp1—>isu:tmp3—2
Head Router ™ IiSC’(mp1
Links:

Shiowing 0 of O records

# [ Device Outgoing Interface Outgoing 1P Mesxt Hop Incaming Interface Incaming IP

1. [T isctmpl FastBthernet2ii il 102357 isctmpd FastBthernst2i 10,2358

2. [ isctmp@ POSSM 102369 izctmpd POSSO 10.23.70
ROWS per page: I 10 'I 1] ] Goto page:l1 of 1 B B0
| Add Link || Delete Link |
Pravision Preference " Outgoing Interface 0 Incoming Interface 8
| Save || Cancel |

Mote; * - Required Field
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For an explanation of the various window elements, see Create/Edit Explicit Path, page A-33 and Edit
TE SR (Primary or Backup), page A-51.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Step 4
Step 5
Step 6

Step 7

N,
Note If apathisused by any tunnel, no modifications are possible. The Outgoing I nterface and

Incoming I nter face links are not selectabl e and the Provision Preference line aswell asthe Add
Link, Delete Link, and Save buttons disappear.

Specify a pathname and select a head router.
Click Add Link. A blank line is added to the hop list table.

Now an outgoing or an incoming interface must be selected for the head router. Under Outgoing
Interface, click Add Link. The Select Next Hop window in Figure 5-6 appears.

Figure 5-6 Select Next Hop

Select Mext Hop for isctmp3
Showing 1 - 9 of 9 records

Dt going Inc:oming

# Interface Outgaing IP Mext Hop Interface Incaming IP
1. 7 FastBthernetid 10.2.2.142  isctmpl FastEthernst2/000 10.2.2.129

2| - izctmpx Ethernet0i 192.168.118.176
3. {7 FastBthernet3m0 102.3.90  isctmpl FastEthernet3/0M 102,389

4. " FaztBthernet3f 10.2.3.105 isctmpd FastEthernst2M  10.2.3.106

s O izctmpd Loophacko 192168.1158.213
6. { FastBthernetdd 10.2.2.241 isctmpd Ethernetsis 10.2.2.254

7. POSSO 102370  isctmpd POS50 102369

g izctmpdg Loophackd 192.168.115.219
9.

FasztEthernet1i 10.2.374  isctmpd FastBthernet1 1002373

Rovvs per page: |1E| 'I 1< ] zota FJ3981|1 of 1 B [0

| Select || Cancel |

122647

The next hop list contains all the possible next hops of the router (pop1-dus, for example), excluding
the ones already included in the explicit paths (to avoid path loops).

The next hop list contains TE interfaces and one non-TE interface for each router. For TE interfaces, the
Outgoing I nterface and Outgoing | P columns are populated by the application.

N

Note If anon-TE interfaceis selected, Provision Preference (Figure 5-4) is set to Incoming
Inter face. The provision preference cannot be set manually.

Select an interface and click Select. The corresponding link information isadded to the new explicit path
in the Links table as shown in Figure 5-7.

The incoming interface field is automatically populated.
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Figure 5-7 New Link for TE Explicit Path

New TE Explicit Path

Path Name ™ Inew_path
Head Router ™ IiSC’(mpS
Links:

Showving 0 of 0 recards

# [ Device Oubooing Interface Outgoing 1P Mext Hop o Incoming Interface Incoming 1P

1. [ isctmp3  FastBthernetDfl  102.2.241 isctmpd  Ethernets/s 10.2.2.254
Rows per page: I'IU v| 14 4 sota pageil'l of 1 B[l

‘ Add Link ‘ ‘ Delete Link ‘
Pravision Preference ™ Cutgoing Interface 1l Incoming Interface 9
| Save || Cancel |

Mote: * - Required Field

122645

Step8  To add another link, click Add Link again.

Step9  Tomodify an existing link, click thelink inthe Outgoing I nter face or the Incoming I nterface columns,
make the desired changes, and click Select.

Step10 Optionally, select Provision Preference by clicking either the Outgoing I nterface or the Incoming
Interface radio button.

A
Note If you try to select the Provision Preference before adding alink when non-TE interfaces are
present, the Add Link process overrides the Provision Preference and setsit to incoming.

Step11  Click Saveto keep the created TE explicit path or click Cancel to quit without saving.

Primary Tunnel Operations

ISC TEM allows you to perform anumber of primary tunnel operations, which are described in the
following.

Create Primary Tunnel

After aTE Policy and an explicit path have been set up, a primary tunnel can be created. There are two
types of primary tunnels:

e Managed Primary Tunnels
e Unmanaged Primary Tunnels

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Below, the GUI flow is described for creating unmanaged primary tunnels. It is very similar for managed
primary tunnels and the few differences that exist are described in Managed/Unmanaged Primary
Tunnels, page 1-3 and Create Unmanaged TE Tunnel, page A-58.

To create a managed or an unmanaged primary tunnel, use the following steps:

Step1  Navigate to Service Inventory > Inventory and Connection Manager > Traffic Engineering
M anagement.

Step2  Click Create Managed TE Tunnel. The TE Managed Primary Tunnels SR window appears .
or

Click Create Unmanaged TE Tunnel. The TE Unmanaged Primary Tunnels SR window in Figure 5-8
appears.

In this example, we will create an unmanaged tunnel.

Figure 5-8 TE Unmanaged Primary Tunnels SR

TE Unmanaged Primary Tunnels SR

SR Job ID: 1 Provider: padl SR State: REQUESTED
SR ID: Mew Creator: Type: ADD
Description:
=l
=
Shaw IExisting vl Tunnels with | All j hatching I* Find
Showing 1 - 2 of 2 records
. Deplay
# op Tunnel 0 T# Head Dest Palicy By AvtoEy Status Conformance
1. 1SC-P1 3 isctmp isctmpf SC 7 56 false  DEPLOYED Yes
) izctmpd: Tunnel3
20 I1SC-P41 1 izctmpl izctmp2 LINMm&n 44 false  DEPLOYED Yes
Rowws per page: I 10 vl I Gota page:l'l of 1 B[l
‘ Close H Display | Details ‘ Create H Edit H Delete |

‘ Save & Deploy 'H Cancel |

122770

For an explanation of the various window elements, see Create Managed TE Tunnel, page A-39 (same
for managed and unmanaged).

Step3  Click Create. The Create TE Unmanaged Primary Tunnel window in Figure 5-9 appears.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0



| Chapter5 Basic Tunnel Management
Primary Tunnel Operations 1l
Figure 5-9 Create TE Unmanaged Primary Tunnel
Create TE Unmanaged Primary Tunnel
SR Job ID: hewy SR ID: hevwy SR State: REQUESTED
Tunnel I0: Creator: Type: ADD
Head Device I
Destination Device I
TE Palicy ™ |
Tunnel Bandwidth (kbps): |
Luto Gen W
Tunnel Number: I
Customer: I
Ervatle; I
Freg (sec); I
Buto B
Mir (kbps): |
Max (khbps); I
Path Options:
Showing 0 of 0 records
'l Option # Path Mame Path Type  Lock Dowwn
Rows per page: I'ID 'l 14 4 Goto page:l1 of 1 [0
| Add | | Delete |
O O - :
u
o
Mote: * - Required Field @
For an explanation of the various window elements, see Create Managed TE Tunnel, page A-39 and
Create Unmanaged TE Tunnel, page A-58.
Step4  Toselect aHead Devicein the Create TE Unmanaged Primary Tunnel window, click the corresponding
Select button to open the Select Device for TE Head Router window shown in Figure 5-10.
Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure 5-10 Select Device for TE Head Router

Device for TE Head Router

Show Devices with: | Device Name j tatching I* Find

Showing 1 - 10 of 13 records

# Device Hame IGP I MPLS TE ID Admin Status
1. 00 isctmp 192168118176 192168118176 up
2. isctmp2 192.168.118.189 19216861 P
3. O isctmp3 192.168.118.215 192.168.118.215 up
4. isctmpd 192.168.118.213 192.168.118.213 P
5 O isctmpS 192.168.118.212 192.168.118.212 up
6, isctmpf 192.168.118.211 192.168.118.211 P
7.0 isctmp? 192.168.118.214 192.168.118.214 up
g isctmpd 192168118183 192.168.118.183 P
9. isctmpg 192.168.118.219 192.168.118.219 up
10,0 isctmpet 192.168.118.188 192.168.118.188 P

Rows per page: I 10 'I

[<] {] Goto page:l‘l of 2 [ [0

| Select || Cancel |

122630

For an explanation of the various window elements, see Create Managed TE Tunnel, page A-39 and
Create Unmanaged TE Tunnel, page A-58.

Step5  Select ahead device and click Select. The Select Device for TE Head Router window closes and the

prompt returns to the Create TE Unmanaged Primary Tunnel window.

Step6  To select aDestination Device in the Create TE Unmanaged Primary Tunnel window, click the
corresponding Select button to open the Select Device for TE Tail Router window shown in Figure 5-11.

r Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure 5-11 Select Device for TE Tail Router

Shiow Devices with: IDE‘\-’iCE Mame "I Matching I*

# Device Hame

Device for TE Tail Router

IGP ID

Find

Shioving 1 -10 of 13 recards

MPLS TE ID

Admin Status

izctimpt
izctmp2
izctmp3
izctmpd
izctmps
izctmpE
izctmp?
izctmpd

ol @ sl & Eoll @ Hal o o)

izctimps

= CEl BB -

)

izctmpe

Rowys per page: I 10 ‘I

192.168118.176
192.168118.189
192168 118.2135
192168118213
192168118212
192168118211
192168118214
192168 118.183
192.168118.219
192.168.118.188

1921681168176
19216861
182,168 1168.215
192168118213
192168118212
192168 118211
192168118214
192,168 115.183
192.1681168.219
192,168 116.188

UP
LP
LR
LP
Lp
LP
Lp
LP
UP
LP

<] ] coto page:l‘l of 2 (B8] [ [#]

‘ Select H Cancel ‘
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Primary Tunnel Operations 1l

For an explanation of the various window elements, see Create Managed TE Tunnel, page A-39 and
Create Unmanaged TE Tunnel, page A-58.

Step7  Select adestination device and click Select. The Select Device for TE Tail Router window closes and

the prompt returns to the Create TE Unmanaged Primary Tunnel window.

Step8  ToselectaTunnel Policy inthe Create TE Unmanaged Primary Tunnel window, click the corresponding
Select button to open the Select Unmanaged TE Tunnel Policy window shown in Figure 5-12.

Note  To create amanaged tunnel, make sure that one or more managed tunnel policies are available. If that is
not the case, go to Policy Manager (see Create TE Policy, page 5-2) and make sure to check the

Managed check box.

Figure 5-12 Select Unmanaged TE Tunnel Policy

Unmanaged TE Tunnel Policy

Show Policies with; | 211 Policies | matehing |* M

Showing 1 - 2 of 2 records
. Setup Holdd _ . FRR

# Policy Hame  Pool Type Priority Priority Affinity Affinity Mask Protection
1. & um GLOBAL 1 1 0x0 0xFFFF Mone
2. umz2 GLOoBAL 2 2 0x0 0xFFFF Mone

Rows per page: I 10 'I

1] 4] Goto page:l'l of 1 [ [0

‘ Select H Cancel ‘

122919
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Step 9
Step 10

Step 11

For an explanation of the various window elements, see Create Managed TE Tunnel, page A-39 and
Create Unmanaged TE Tunnel, page A-58.

Select a policy and click the Select button. This brings you back to the tunnel editor.

Click Add to set up path options for the tunnel. The Select TE Explicit Path window in Figure 5-13
appears.
The Path Options section provides two path types, Explicit Path and Dynamic Path.

An Explicit Path is afixed path from a specific head to a specific destination device.

A Dynamic Path is provisioned by allowing the head router to find a path. The dynamic keyword is
provisioned to the routers.

Figure 5-13 Select TE Explicit Path

TE Explicit Paths from isctmp3 to izctmpi

Showing 1 - 1 of 1 record
# Path Mame Head Dest

1. { Dynamic

Rows per page: |‘|[| vl <] {] cota page:l‘l of 4 [0

‘ Select H Cancel ‘

122662

For unmanaged tunnels, paths can be either explicit or dynamic.

Select the desired TE Explicit Path unless you prefer dynamic path only. If noneisavailable, you can set
one up first. To do so, see Create Explicit Path, page 5-3.

Click Select.
The selected path appears in the Path Options section of the create window as shown in Figure 5-14.

Figure 5-14 Path Options

Path Options:
Showing 1 - 2 of 2 recaords
' Option # Path Mame Path Type Lack Down
izctmp! -isctmpd Explicit
r |1 p p o r @
. - o
I |2 Cryriaimic Path Cryriaimic ' @

For explicit paths (<head device>-><destination_device>), you can click the pathname to open the
non-editable Explicit Path Viewer as shown in Figure 5-15.
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Figure 5-15 TE Explicit Path Viewer
Ty
Path hame ™ |i3|:tmp1—isctmp8
Head Router ™ Iisctmp'l
Lirks:
Shoving 0 of O records
# Device Outgoing Interface Outgoing IP Mext Hop Incoming Interface Incoming IP
1. izctmpl FastBthernet2i 0 102354 iscimpS  FastBthernet20 102353
2. izctmp8 FastBthernetOd 102381 isctmpd FastBthernet1M 102382
3. isctmpd FastBthernet4  10.2.2.209 isctmpS  FastBthernets0 1022222
4. izctmpE FastBthernetf 1022225 isctmpS FastBthernet0f 1022238
Raovwes per page:l‘]l] v| 1<] ] coto page:l‘l af 1 [ [0
Pravision Preference Outgoing Interface (g Incoming Interface -
Close
-~
Mote; * - Reguired Field oot
For an explanation of the various window elements, see Create/Edit Explicit Path, page A-33.

Step12 Inthe Create TE Unmanaged Tunnel window, click OK to accept the entered tunnel information or click
Cancel to quit and return to the TE Unmanaged Primary Tunnels SR window.

Step13  Inthe TE Unmanaged Primary Tunnel SR window, the Op field changes to ADD.

A
Note  The added tunnel can be reverted to its original state by selecting it and clicking Delete. The
ADD flag in the Op column disappears.

Step 14  Inthe TE Unmanaged Primary Tunnel window, click Save & Deploy (see Note) to either deploy the new
tunnel SR to the network or force deploy all tunnels, or you can create or edit more primary tunnels and
then save and deploy all changes.

For afurther description of save and deploy options, see Create Managed TE Tunnel, page A-39.

A

Note  For managed tunnels, there is a Proceed with Changes >> button that is used to continue with Save &
Deploy (see Chapter 6, “Advanced Primary Tunnel Management”).

A

Note  With the exception of TE Traffic Admission SRs, TE SRs are always deployed immediately from the
specific TE SR window, not from the Service Requests page in Inventory and Connection M anager.

Step15 The Service Requests window (Service I nventory > Inventory and Connection M anager > Service
Requests) appears (see Figure 5-16) and displays the state of the deployed SR.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure 5-16 Service Requests - Unmanaged Tunnels

Cisco SvsTems

Home | Shortcuts | Sccount | indes: | Help | About | Logout

IP Solution Center

|' Service Inventory |

+ Inventory and Connection Manager + Deployment Flow Manager

Uszer: admin

Customer: Mone

You Are Here: « Service Invertory * Inventory and Connection Manager * Service Reguests

rvice Requests
X sl 11111111

n Service Requests . ’ -
Show Services with | Job 10 - | Matching [* of Type | All A Find

+ Traffic Engineeting J 4 I e J \—‘

WETEES e Showing 1 - 3 of 3 records
= Imvenitory Manager -

Job Operation Customer " - o

+ Topology Tool # D State Type pType Creator Hame Policy Mame Last Modified Description
r— 1.1 [__|REQUESTED TE Turnel  MODIFY  acnin TIGI4 6:26 PM
» Device Graups 2. 2 [ |REGUESTED TE Tunnel  MODIFY  ackmin 7ISI04 4:27 PM
* Customers TE

« Customer Sites 3.1 3  [[oErLovED - . ADD  acmin 7i304 3:29 AM

« CPE Devices
= Providers . . Bol

Rowes per pags: I‘I i} Vl N] ﬂ Gato page.l‘l of 1 - ﬁ bl

= Provider Regions

« PE Devices

 Access Domains Auto Refresh: [v | Create v| | Details | Edit: | | Deploy "| | Decommission | | Purge ‘-|

.- Resource Pools

+- CE Routing Communitiss
= WPz

- AAA Servers

+ Mamed Physical Circuits

= MPC Rings
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If the SR does not go to the Deployed state, go to the Task Logs window to see the deployment log
(Monitoring > Task Manager > Logs) as described in SR Deployment Logs, page 10-1.

To edit the service request from the Service Requests window, go back to the TE Managed Primary
Tunnels SR or the TE Unmanaged Primary Tunnels SR window as described in Edit Primary Tunnel,
page 5-14.

Edit Primary Tunnel

Primary tunnel attributes can be modified in the primary tunnel editor
There are two ways to access the primary tunnel editor:
e from the managed or unmanaged primary tunnels SR window or

e from the Service Requests window.

Access from Primary Tunnel SR Window

Step 1

To access the primary tunnel editor from the primary tunnel SR window (TE Managed Primary Tunnels
SR or TE Unmanaged Primary Tunnels SR window) and edit a managed or an unmanaged primary
tunnel, use the following steps:

Navigate to Service Inventory > Inventory and Connection Manager > Traffic Engineering
Management.

r Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Step2  Click Create Managed TE Tunnel. The TE Managed Primary Tunnels SR window appears .
or
Click Create Unmanaged TE Tunnel. The TE Unmanaged Primary Tunnels SR window in Figure 5-8
appears.
Step3  To edit atunnel SR, select the desired SR and click Edit. The Edit TE Managed Primary Tunnel or the
Edit TE Unmanaged Primary Tunnel window in Figure 5-17 appears.
Figure 5-17 Edit TE Unmanaged Primary Tunnel
Edit TE Unmanaged Primary Tunnel
SR Job ID: 3 SRID: 11 SR State: DEFLOYED
Tunnel 10: [5C-P140 Creator: admin Type: ADD
Head Device " IiSC‘tmp5
Destination Device ™ IiSI::tmp9
TE Palicy *; [te_policyt
Turnel Bandwicth (kaps): 150
Tunnel Mumber: |3
Customer: I
Enahle: I
Freq (secl: I
Auto B
Min (kops): |
Mz (kbps): I
Path Options:
Showing 1 -1 of 1 record
' Option # Path Mame Path Tvpe  Lock Dowen
I |1 isctmps-=isctmps-3 Explicit -
Rowws per page: I 10 'I 14 Gota page:l'l of 1 B[l
‘ Add H Delete |
| OK || Cancel |
i
Mote: * - Required Field §
The primary tunnel editor isidentical to that of the create primary tunnel GUI. For an explanation of the
various window elements, see Create Managed TE Tunnel, page A-39 and Create Unmanaged TE
Tunnel, page A-58.
Step4  Make the desired changes and click OK or Cancel to discard the changes.
Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Step 5

Step 6

In the TE Unmanaged Primary Tunnel SR window, the Op field changes to MODIFY.

N,

Note  The modified tunnel can be reverted to its original state by selecting it and clicking Delete. The
MODIFY flag inthe Op column disappears.

Click Save & Deploy (see Note) to either deploy the new tunnel SR to the network or force deploy all
tunnels, or you can create or edit more primary tunnels and then save and deploy all changes.

The Service Reguests window (Service Inventory > Inventory and Connection M anager > Service
Requests) appears (see Figure 5-16) and displays the state of the deployed SR.

Access from Service Requests Window

Step 1
Step 2

Step 3

Step 4

To access the primary tunnel editor from the Service Requests window, assuming that the SR has been
created, use the following steps:

Navigate to Service Inventory > Inventory and Connection Manager > Service Reguests.

To edit the desired tunnel SR, select the SR in question and click Edit. The TE Primary Tunnel Type
Selection window in Figure 5-18 appears.

Figure 5-18 TE Primary Tunnel Type Selection

TE Primary Tunnel Type Selection

Edit Managed TE Tunnel
-::1 Edit SR for Managed Traffic Engineering Tunnels

Edit Unmanaged TE Tunnel
@ Edlit =R for Unmanaged Traffic Engineering Tunnels

122746

Specify the type of tunnel, managed or unmanaged. The TE Managed Primary Tunnel SR or the TE
Unmanaged Primary Tunnel SR window appears displaying the SR selected in the Service Requests
window. An example of the TE Unmanaged Primary Tunnel SR window is shown in Figure 5-8.
Select the tunnel SR and click Edit. The Edit TE Unmanaged Primary Tunnel window in Figure 5-17
appears.

Go to Access from Primary Tunnel SR Window, page 5-14 and continue the process from Step 4.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Delete Primary Tunnel

Step 1

Step 2

Step 3

Step 4

To delete amanaged or an unmanaged primary tunnel from the primary tunnel SR window (TE Managed
Primary Tunnels SR or TE Unmanaged Primary Tunnels SR window), use the following steps:

Navigate to Service Inventory > Inventory and Connection Manager > Traffic Engineering
M anagement.

Click Create Managed TE Tunnel. The TE Managed Primary Tunnels SR window appears .
or

Click Create Unmanaged TE Tunnel. The TE Unmanaged Primary Tunnels SR window in Figure 5-8
appears.

To deleteatunnel, select the desired tunnel(s) and click Delete. The Op field status changesto DELETE
as shown in Figure 5-19.

Figure 5-19 TE Unmanaged Primary Tunnels SR - Delete Requested

TE Unmanaged Primary Tunnels SR

SR Job ID: 1 Provider: padl SR State: REQUESTED
SR ID: Mew Creator: Type: DD
Description:
=l
=
Show IExisting 'I Tunnels with | All j atching I* Find
Showing 1 - 2 of 2 records
I op Tunnel ID T# Head Dest Palicy B AutoEW g‘f;'j;’ Conformance
1. - 15C-P1 3 izctmpl isctmph IBG{P 56 falze  DEPLOYED “es
: i=ctmpt: Tunnel3
2. [ DELETE ISC-P4# 1 izctmp1 izctmp2 unman 44 falze REQUESTED Yes
Rowws per page: I 10 'I [] ¢ zota page:l'l of1 [ [l
| Close || Display | Details | Create || Exlit: || Delete |
‘ Save & Deploy 'H Cancel ‘

122626

For an explanation of the various window elements, see Create Managed TE Tunnel, page A-39 and
Create Unmanaged TE Tunnel, page A-58.

N,

Note  The deleted tunnel can be reverted to its original state by selecting it and clicking Delete. The
DELETE flag in the Op column disappears.

Click Save & Deploy to either deploy the new tunnel SR to the network or force deploy all tunnels, or
you can create or edit more primary tunnels and then save and deploy all changes.

The Service Requests window (Service Inventory > Inventory and Connection M anager > Service
Requests) appears (see Figure 5-16) and displays the state of the deployed SR.

[ oL-6376-01
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Backup Tunnel Operations

ISC TEM allows you to perform a number of backup tunnel operations, which are described in the
following.

Create Backup Tunnel

Backup tunnels are created in much the same way as primary tunnels. In both cases, building an explicit
path is not required when an existing path already traverses the desired routers. A path can be used for
any number of tunnels within its bandwidth capacity.

A precondition for creating abackup tunnel isthe presence of an explicit path. To create an explicit path,
see Create Explicit Path, page 5-3.

To create a backup tunnel, use the following steps:

Step1  Navigate to Service Inventory > Inventory and Connection Manager > Traffic Engineering
M anagement.

Step2  Click Create TE Backup Tunnel. The TE Protection SR window in Figure 5-20 appears.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure 5-20 TE Protection SR

Cisco SYSTEMS Home | Shortcuts | Accourt | Index | Help | About | Logoot

IP Solution Center

|Ser1r||:e Inventory [ | |

Uszer: admin

+ Inventory and Connection Manager + Deployment Floy
You Are Here: + Service Invertory = Inventory and Connection Manager = Traffic Enginesring Management Custamer: Mone
Protection SR
e L L
' Service Requests SR Job ID: 2 Provider: pad SR State: REQUESTED
n Traffic Engineering SR ID: Mew Creator: Type: ADD
Management
- InveEntary Manager Description:

w Topology Tool

-
Devices LI

= Device Groups
Customers Shove IExisting 'l Tunnels with | A1 j Matohing I* i

« Customer Sites

-

Showing 1 - 10 of 13 records

« CPE Devices
> Providers * ™ Op Tunnelld = T# Head Dest Bty Quots [S)fgs: Conformance
« Provider Regions
« PE Devices 1. O ISC-B14 2 isctmpt izctmp? B00 DEPLOYED “Yes
 Aecess Domains 2| m ISCB15 5 isctmpd izctmp3 10 DEPLOYED es
- Resource Poals ; ;
.« CE Routing Communities i O ISC-B16 1 izctmpd izctmpf ] DEPLOYED Yes
= WPNs 4. ISC-B17 10  isctmpd isctmp? 6000 DEPLOYED Yes
[ SRS 5. [0 ISC-B15 1 izctmpt izctmp? S06 DEPLOYED M
= Mamed Physical Circuits ) ) SCtme SEUmR .
+ NPC Rings g [ Is2-B19 2 izctmpi izctmp? 208 DEPLOYED Yes
. ISC-B20 1 izctmps izctmpl 200 DEPLOYED Yes
g8 15C-B21 2 izctmps izctmpd 10 DEPLOYED Yes
9. - ISC-B22 1 izctmpd izctmp6 20 DEPLOYED Mo
0. [ ISC-B23 1 isctmp? izctmpf 00 DEPLOYED Yes
Rowes per page; I 10 vl 1 { zoto page:l‘l of 2 BB
| Close | | Display | | Details | | Create | | Exlit | | Delete |

| Audit SB || Save & Deploy 'H Cancel

For an explanation of the various window elements, see Create TE Backup Tunnel, page A-58.
Click Create. The Create TE Backup Tunnel window in Figure 5-21 appears.
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Figure 5-21 Create TE Backup Tunnel

Create TE Backup Tunnel

SR. Job ID: Mevw SR ID: ey SR State: REQUESTED
Tunnel I0: Creator: Type: ADD

Head Device ™ I
Destination Device I

Protected Irterfacers) = I

& Any Pool By |
Backup Bandwicth Limit (kbps): =
" Suk Pool (BC1) Ev | Global Poal (BCO) Evy |

Auto Gen [V

Tunnel Bandwidth (Kops): |

Tunnel Mumber:

i Glokal Pool (BCO)
Tunnel Pool Type:
" Sub Pool (BC1)

Setup Priority (0-7):

Hold Priority (0-7):

Affirity (0x0-0xFFFFFFFF):

Adfinity Mask (0x0-0xFFFFFFFF)

Path Options:
Showing 0 of 0 records
u Option & Path Mame Path Type Lock Down
Rows per page: I 10 'l 1] <] Goto 939311 of 1 B =1
‘ Add ‘ | Delete ‘
| 0K | | Cancel |

Mote: * - Required Field

129257

For an explanation of the various window elements, see Create TE Backup Tunnel, page A-58.

Step4  Select, at aminimum, a Head Device, a Destination Device, and a Protected | nterface. Also, specify
a Backup Bandwidth Limit greater than zero. Add other tunnel information as desired.
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Step 5

Step 6

Step 7

Step 8

Step 9

Backup Tunnel Operations

Figure 5-22 Select TE Protected Interface

TE Interfaces for igctmps

Showing 1 - 3 of 3 recaords

# 'l Interface Mame IP Acclress Mext Hop
1. [ ATMS©OA 102249 izctmp2

2. [T FastBthernet3in 102281 izctmpd

3. [T FastBtherneton 102217 izctmpel

Rives per page: I‘ID v| 1€] 4] zoto page:|1 of 1 B0

| Select || Cancel |

129262

For an explanation of the various window elements, see Select TE Protected Interface, page A-63.
Click Add to add just one path. The Select TE Explicit Path window in Figure 5-23 appears.

Figure 5-23 Select TE Explicit Path

TE Explict Path= from izctmp3 to isctmpd

Showing 1 -1 of 1 record
# Path Mame Head Dest

1. (7 isctmp3-sisctmpd-2 izctmp3 izctmps

Rows per page: |1D -] 14 <] Goto page:i of 1 (8] [ [»1

| Select || Cancel |

122609

Select an explicit path. It must match the head and destination of an existing path. If none is available,
you first must set one up. To do so, see Create Explicit Path, page 5-3.

Click Select. The selected path appears in the Path Options section of the page as shown in the Select
TE Explicit Path window in Figure 5-24.

Figure 5-24 Path Options

Path Options:
Showing 1 - 1 of 1 record
o Option # Path Mame Path Type Lock Down o
o
. o
- I] backup_path Explicit - g

For explicit paths, you can click the pathname to open the Explicit Path Viewer as shown in Figure 5-15.

In the Create TE Backup Tunnel window, click OK to accept the entered tunnel information or click
Cancel to quit the window without saving it. The window closes.

In the TE Protection SR window, the Op field changesto ADD.
S,

Note  The added tunnel can be reverted to its original state by selecting it and clicking Delete. The
ADD flag in the Op column disappears.

[ oL-6376-01
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Step10 Click Save & Deploy to either deploy the new tunnel SR to the network or force deploy all tunnels, or
you can create or edit more backup tunnels and then save and deploy all changes.

Figure 5-25 Save & Deploy Tunnels

Save & Deploy »

SR Tunnels Only

Force Deploy All Tunnels

122653

The Save & Deploy button provides two options:

— SR Tunnels Only—Deploy all tunnel changes that does not impact tunnel placement, or if no
changes were made to the SR, use this to re-deploy the SR that was in Requested or Invalid
state.

— Force Deploy All Tunnels—Force deployment of all tunnelsin this SR. This could be useful
when previous provisioning of the SR has failed, so that it is necessary to force through the
deployment of all tunnelsin the SR.

Note  With the exception of TE Traffic Admission SRs, TE SRs are always deployed immediately from the
specific TE SR window, not from the Service Requests page in I nventory and Connection M anager.

Step 11 The Service Requests window (Service I nventory > Inventory and Connection M anager > Service
Requests) appears and displays the state of the deployed SR.

If the SR does not go to the Deployed state, go to the Task Logs window to see the deployment log
(Monitoring > Task Manager > Logs) as described in SR Deployment Logs, page 10-1.

Edit Backup Tunnel

Backup tunnel attributes can be modified in the backup tunnel editor
There are two ways to access the backup tunnel editor:

e from the Protection SR window or

e from the Service Requests window.

From the Protection SR Window

To access the Protection SR window to edit a backup tunnel, use the following steps:

Step1  Navigate to Service Inventory > Inventory and Connection Manager > Traffic Engineering
Management > Create TE Backup Tunnel. The TE Protection SR window appears.

Step2  To edit atunnel SR, select the desired SR and click Edit. The Edit TE Backup Tunnel window in
Figure 5-26 appears.
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Figure 5-26 Edit TE Backup Tunnel
Edit TE Backup Tunnel
SR Job ID: 2 SRID: 4 SR State: DEPLCYED
Tunnel I0: 15C-B41 Creator: admin Type: ADD
Head Device " Iisdmp-q
Destination Device ™ IiSdmpE
Protected Irterfacers) IFastEthernetZ,-"U
 Any Pool By I
Biackup Bandwidth Limit (kkps): ™
ekt Bandwicth Lint (k<) & Sub Pool (BC1) By Iam Glokal Pool (BCO) EIWI
Tunnel Mumbet: IB
Tunnel Banewidth (kbps): ||J
% Gokal Pool (BCO)
Tunnel Pool Type:
£ Sub Paoal (BS1)
Setup Priorty (0-7) I
Hold Priarity (0-7): I
Attinity (0x0-0xFFFFFFFF): |DxD
Aftinity Mask (0x0-0xFFFFFFFF): IU)(U
Path Options:
Showing 1 -1 of 1 record
o COption # Path Mame Path Type Lock Doven
(i |1 iztmpd-=isctmp2-1 Explicit Il
Rows per page: |1D - 14 < Goto page1 ot 1 (Ba) [ 21
| Add || Delete |
| OK || Cancel |
Note: * - Required Field %
The backup tunnel editor isidentical to that of the create backup tunnel GUI. For an explanation of the
various window elements, see Create TE Backup Tunnel, page A-58.
Step3  Make the desired changes and click OK.
Step4  Inthe TE Protection window, the Op field changes to MODIFY.
N
Note = The modified tunnel can be reverted to its original state by selecting it and clicking Delete. The
MODIFY flag inthe Op column disappears.

Step5 Inthe TE Protection SR window, click Save & Deploy to either deploy the new tunnel SR to the network
or force deploy all tunnels, or you can create or edit more backup tunnels and then save and deploy all
changes.

The Save & Deploy button options are discussed in Create Managed TE Tunnel, page A-39.
Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
[ o0L-6376-01 .El



Chapter5  Basic Tunnel Management |

B Backup Tunnel Operations

Step 6

The Service Requests window (Service Inventory > Inventory and Connection M anager > Service
Requests) appears (see Figure 5-16) and displays the state of the deployed SR.

From the Service Requests Window

Step 1
Step 2

Step 3

To edit a backup tunnel from the Service Requests window, assuming that the SR has been created use
the following steps:

Navigate to Service Inventory > Inventory and Connection Manager > Service Reguests.

To edit the desired tunnel SR, select the SR in question and click Edit. The TE Protection SR window
appears displaying the SR selected in the Service Requests window. An example of the TE Protection
SR window is shown in Figure 5-20.

Select the tunnel SR and click Edit. The Edit TE Backup Tunnel window in Figure 5-26 appears.
Go to From the Protection SR Window, page 5-22 and continue the process from Step 3.

Delete Backup Tunnel

Step 1

Step 2

To delete a backup tunnel from the TE Protection SR window, use the following steps:

Navigate to Service Inventory > Inventory and Connection Manager > Traffic Engineering
Management > Create TE Backup Tunnel.

The TE Protection SR window in Figure 5-20 appears.

To delete atunnel SR, select the desired SR and click Delete. The Op field status changesto DELETE
as shown in Figure 5-27.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure 5-27 TE Protection SR - Delete Requested

TE Protection SR

SR Job ID: 2 Prowider: pacdl SR State: REQUESTED
SR ID: flewy Creator: Type: ADD
Description:

=]

=

Shiow IE:(isting 'l Tunnels with | Al j Matching I* Find

Showeing 1 - 5 of 5 recards

£ [ Cp Tunmel ID T# Head Dest By Gucta IDizpltssy Conformance
Status

1. O IZC-B31 1 izctmp isctmp3 10 DEPLOYED Mo
2. [ [DELETEISC-B46 4 izctmp isctmpd 120 REQUEZTED Yes
3. 0O I=C-B32 2 igctmps izctmpd 10 DEPLOYED ‘Yes
4. [ ISC-B34 1 izctmp3 izctmp 2000 DEPLOYED “es
- ISC-B35 1 izctmps izctmpd 300 DEFLOYED Yes

Rovvs per page: I]EI vl 1] <] Goto page:l‘l of 1 [ [0

‘ Close H Display H Details H Create H Edit H Delete ‘
| Audit SE || Save & Deploy 'H Cancel |

122625

For an explanation of the various window elements, see Create TE Backup Tunnel, page A-58.

N,

Note  The deleted tunnel can be reverted to its original state by selecting it and clicking Delete. The
DELETE flag in the Op column disappears.

Click Save & Deploy to either deploy the new tunnel SR to the network or force deploy all tunnels, or
you can create or edit more primary tunnels and then save and deploy all changes.

Step3  The Service Requests window (Service Inventory > Inventory and Connection Manager > Service
Requests) appears (see Figure 5-16) and displays the state of the deployed SR.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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CHAPTER
Advanced Primary Tunnel Management

In addition to the basic tunnel management tools described in Chapter 5, “Basic Tunnel Management”,
ISC TEM gives access to a set of advanced tunnel planning tools that provide optimal placement of
tunnel s to ensure efficient use of network resources.

The advanced primary tunnel management tools are available for managed tunnels. The difference
between managed and unmanaged tunnelsis described in the “Managed/Unmanaged Primary Tunnels’
section on page 1-3.

This chapter contains the foll owing sections:
e Tunnel Operations, page 6-1
— Create Primary Tunnel, page 6-2
— Edit Primary Tunnel, page 6-7
— Delete Primary Tunnel, page 6-7
— Admit Primary Tunnel, page 6-8
— Import Primary Tunnel, page 6-8
e Planning Strategy, page 6-10
e Placement Tools, page 6-11

Tunnel Audit, page 6-12

Tunnel Placement, page 6-16

Tunnel Repair, page 6-21

Grooming, page 6-25

Tunnel Operations

This section explains the advanced tunnel operationsin ISC TEM that incorporate the planning tools.
An overview of the primary tunnel management processis provided in Figure 6-1.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure 6-1 Primary Tunnel Management Processes
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Managed

Primary

Import

Select

Editor

OK .

Tunnel Management SR

Tunnel

~| Import

AAA

Cancel " |

ManaM

Tunnel
Type
Selection
A

A y
Back
(Audit)

\
Abort
(Audit)

Placement Repair

Unmanaged

Audit

v y Back y Back
Computation [<€
in Progress

Proceed

Moveable
Tunnel Selection

Save &
Deploy

Abort >
(Placement
or Repair)

Edit SR

Service
Requests

Cancel v

_ Save &
" Deploy

Computation Results
Changes

Back
(Placement,
Repair)

Reports

Back

116622

For Tunnel Type Selection, when you select Unmanaged the TE Unmanaged Primary Tunnel SR
window appears (see Chapter 5, “Basic Tunnel Management”).

All other elements in Figure 6-1 are described in this chapter.

Create Primary Tunnel

To create a TE managed primary tunnel with the RG license installed, use the following steps:

Step1  Navigate Service Inventory > Inventory and Connection Manager > Traffic Engineering
M anagement.
Step2 Click Create Managed TE Tunnel. The TE Managed Primary Tunnels SR window appears as shown in

Figure 6-2.

r Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure 6-2 TE Managed Primary Tunnels SR

Cisco SysTems Home | Shortouts | Accourt | Index | Help | Ahout | Logout

IP Solution Center

oy
| Service Inventory |

User: admin
+ Inventory and Connection Manager + De

You Are Here: + Service Inventory » Inventory sand Connection Manager > Traffic Mansgement Custamer: Mone
i1 11 e T
- Service Reguests SR Job ID: 1 Provider: PADD SR State: REQUESTED
» Traffic Management SRID: Mew Creator: Type: 800
- Invertary Manager —
+» Topology Taal (VeI
o =
- Devices LI
- Device Groups
» Customers
- Customer Stes Showe IE)(isting j Tunnels with | || j Mztching I* 1
= EAE RS Showing 1 - 7 of 7 records
» Providers Depio Allawe
« Provider Regicns # op  TumelD  T# Head Dest Policy B dutoBW T erified 1P
- PE Devices
- &ocess Domains 1. [0 I1SC-P1 3 izctmpl izctmpd ISC-P1-izctmpl: Tunnel3 200 false  DEPLOYED succeed false
- Resource Podls 2 ISC-P2 215 isctmp1 isctmp? ISC-P1-izctmpl: Tunnel3 300 false  DEPLOYED succeed false
+- CE Routing Communities A A )
- VPN - ISC-P3 212 isctmpt izctmps ISC-P1-izctmpl: Tunnel3 200 talze  DEPLOYED succeed falze
o ARS Servers ol I5C-P4 260 isctmpet isctmps Eivha 400 frue  DEPLOYED unknown false
» Mamed Physical Circuits 1Betmpe Tunnel 260
PC Rings X o L I1SC-P4-
5. O ISC-P5 25 isctmps isctmpE isctmpet Tunnel280 500 false  DEPLOYED succeed falze
B [ ISC-PE 3 izctmp? izctinps I1SC-P1-izctmpl: Tunnel3 400 falze  DEPLOYED succeed false
7. ISC-P7 1 isctmp3 isctmpd ISC-PT-isctmp3 Tunnel! 40000 false  DEPLOYED succeed falze
ROwWs per page: I 10~ 1] ¢ 3o to pags |1 of1 bl
| Close || Display || Details || Admit ‘ ‘ Create || Exlit || Delete. |
| Import ‘ ‘ Placement Tools v‘ | Proceed with Changes == v|| Save & Deploy v|| Cancel
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For an explanation of the various window elements, see Create Managed TE Tunnel, page A-39.
Step3  Click Create. The Create TE Managed Primary Tunnel window appears as shown in Figure 6-3.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0

[ oL-6376-01



Chapter 6  Advanced Primary Tunnel Management |

B Tunnel Operations

Figure 6-3 Create TE Managed Primary Tunnel

Create TE Managed Primary Tunnel

SR Job ID: kew SRID: Mew: SR State: REQUESTED
Tunnel I0: Creator: Type: ADD

Head Device I Select

Destination Device I Select

TE Policy ™ | Select

Tunnel Bandwidth (kbps): |

Auto Gen ¥
Tunnel Mumker: I
Customer: I
Erable: I
Freg (=zec): I
Avto B
Min (kbps): |
Mz (kbps): I
Path Options:
Showing 1 - 2 of 2 records
ol Option # Path Mame Path Type Lock Doswn
Il |1 System Path Explicit r
[ |2 Dynamic Path Dynamic o
Rows per page: I'ID 'I 1] coto pﬁgeih of 1 (=1
| Add H Delete ‘
| OK H Cancel |

hote: * - Reguired Field

129258

For an explanation of the various window elements, see Create Managed TE Tunnel, page A-39.
The Path Options section provides three path types, System Path, Explicit Path, and Dynamic Path.

A System Pathisan | SC system generated explicit path (immovable). Thefirst path has to be an explicit
path.

An Explicit Path is afixed path from a specific head to a specific destination device.

A Dynamic Path is provisioned by allowing the head router to find a path. The dynamic keyword is
provisioned to the routers.

Step4  Toselect aHead Device, click the corresponding Sel ect button to open the window shown in Figure 6-4.
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Step 5

Figure 6-4 Select Device for TE Head Router

Device for TE Head Router

Shiowy Devices with: I Device Name "I tatching I* Find

Showing 1 - 10 of 13 records

# Device Hame IGP I MPLS TE ID Admin Status
1. 00 isctmp 192168118176 192168118176 up
2. isctmp2 192.168.118.189 19216861 P
3. O isctmp3 192.168.118.215 192.168.118.215 up
4. isctmpd 192.168.118.213 192.168.118.213 P
5 O isctmpS 192.168.118.212 192.168.118.212 up
6, isctmpf 192.168.118.211 192.168.118.211 P
7.0 isctmp? 192.168.118.214 192.168.118.214 up
g isctmpd 192168118183 192.168.118.183 P
9. isctmpg 192.168.118.219 192.168.118.219 up
10,0 isctmpet 192.168.118.188 192.168.118.188 P

Rows per page: I 10 'I

[<] {] Goto page:l‘l of 2 [ [0

| Select || Cancel |

122630

Tunnel Operations W

For an explanation of the various window elements, see Create TE Managed Primary Tunnel SR, page

A-43.

Select a head device and click Select.

To select a Destination Device, click the corresponding Select button to open the window shown in

Figure 6-5.

[ oL-6376-01
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Figure 6-5 Select Device for TE Tail Router

Device for TE Tail Router

Show Devices with: | Device Mame j Matching I* Find

Shioving 1 -10 of 13 recards

# Device Hame IGP ID MPLS TE ID Admin Status
1. izctmpt 192168118176 192168118176 P
2. isctmp2 192.165.115.189 19216861 P
3.0 isctmp3 192168.118.215 192168.1158.215 P
4. isctmpd 192.168118.213 192.168.118.213 P
5 isctmpS 192.1658118.212 192.1658.118.212 UP
6 isctmpf 192.168.118.211 192.168.115.211 P
7.0 isctmp? 192.1658118.214 192.168.115.214 up
g izctmpd 192.168.118.183 192.168.115.183 P
9. izctmpd 192.165.1158.219 192.168.115.219 P
100 isctmpe 192.165.115.188 192.165.115.188 P

Fows per page: lﬂ I { zoto page:l‘l_ of 2 B

‘ Select | ‘ Cancel ‘

122631

For an explanation of the various window elements, see Create TE Managed Primary Tunnel SR, page
A-43.

Select atail device and click Select.

Step6  To select aTunnel Policy, click the corresponding Select button to open the window shown in
Figure 6-6.

Note If notunnel policiesare available, the reason could be that they are all unmanaged. To create a managed
tunnel, use the Policy M anager (see Create Primary Tunnel, page 6-2) and make sure to check the
M anaged check box.

Figure 6-6 Select Managed TE Tunnel Policy

hanaged TE Tunnel Policy

Show Policies with: | Al Policies | watching |* Find

Showing 1 - 2 of 2 records

_ Paool Setup Haold _ Affinity Delayed FRR
E EEIEREEE Type Priority  Priority Sy Mask Constraint Protection
1. & mar GLOBAL u] 0 Ox0 OxFFFF Mone
2. pm-none  GLOBAL u] 1] 0x0 OxFFFF Mone
Rowvs per page:l‘l[l vl 1] <] Goto page:|1 ot 1 B2l
| Select || Cancel | =
fu)
]
>

For an explanation of the various window elements, see Create TE Managed Primary Tunnel SR, page
A-43.
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Step 7
Step 8

Step 9

Step 10

Note

Step 11

Tunnel Operations W

Specify atunnel bandwidth greater than zero. Add other tunnel information as desired.

Optionally, if you want to specify an explicit path rather than using the system path provided by 1SC
TEM, delete the system path and subsequently add the explicit path. For a more detailed explanation of
this step, see Create Primary Tunnel, page 5-7.

In the Create TE Managed Tunnel window, click OK to accept the entered tunnel information or Cancel
to quit and return to the TE Managed Primary Tunnels SR window.

In the TE Managed Primary Tunnel SR window, the Op field changes to ADD to signify that an SR has
been added.

A
Note  The added tunnel can be reverted to its original state by selecting it and clicking Delete. The
ADD flag in the Op column disappears.

In the TE Managed Primary Tunnel SR window, you can create or edit more tunnels, or if you are done
with all the changes, proceed in one of the following two ways depending on which of the following
buttons are active:

e Proceed with Changes: The changes you entered impacts tunnel placement. Click on this to
continue with one of the planning flows described in the Placement Tool s (see Placement Tools,
page 6-11) until the SR is save and deployed.

e Save & Deploy: The changes you entered does not impact tunnel placement. Click on this to save
and deploy the SR. This function is further described in Create Managed TE Tunnel, page A-39.

With the exception of TE Traffic Admission SRs, TE SRs are always deployed immediately from the
specific TE SR screen, not from the Service Requests page in I nventory and Connection M anager.

The Service Requests window (Service Inventory > Inventory and Connection Manager > Service
Requests) opens and displays the state of the deployed SR.

If the SR does not go to the Deployed state, go to the Task Logs window to see the deployment log
(Monitoring > Task Manager > Logs) as described in Task Monitoring, page 10-1.

Edit Primary Tunnel

The only difference between creating and editing tunnelsis that in the tunnel editor, the head and
destination devices and tunnel number fields are not editable. Otherwise, you create and edit the same
attributes.

To edit a primary tunnel, see Chapter 5, “Basic Tunnel Management.”

Delete Primary Tunnel

To delete one or more tunnels, see Chapter 5, “Basic Tunnel Management.”.

[ oL-6376-01
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Admit Primary Tunnel

The Admit function is used to admit selected tunnels not previously verified into the managed topology.
This feature is used only for discovered tunnels that failed verification.

To admit a primary tunnel, use the following steps:

Step1  Inthe TE Managed Primary Tunnel SR, select one or more unverified tunnels to migrate.

Step2  Click Admit. The unverified tunnel(s) are verified and, if sucessful, and ADM I Tflag will appear in the
Op column.

Step3  Select Proceed with Changes >> > Tunnel Placement to determine if the tunnels can be placed. If not,
edit the tunnels and try again.

Import Primary Tunnel

This feature allows you to update tunnels in bulk through a file-based import mechanism. The datais
migrated into the managed primary tunnel service request.

Construct XML Import File

To import tunnels from afile, first construct an XML import file conforming to the structure defined in
the system supplied Document Type Definition (DTD) file (see Appendix C, “Document Type Definition
(DTD) File"), and save the XML file together with the DTD file on the ISC server under the same
directory. To create avalid import file, use the provided command line validation tool (see Command
Line Validation Tool, page 6-8).

The following files are necessary for importing data into the ISC TEM application and are included in
the installation:

e DTD and sample XML file for the import filein
< installedDir >/ resources/java/xml/com/cisco/vpnsc/ui/te

- Telmport.dtd
- samplexml
e Shell script for executing the command line validator in the <installedDir>/bin directory.
— ImportTeTunnels
Usage: importTeTunnels <importfile>

importfileisa XML file and must specify Telmport.dtd asits DTD. Telmport.dtd must be in the same
directory as importfile.

Command Line Validation Tool

The purpose of acommand line validator isto help construct avalid import file off-line that corresponds
to Telmport.dtd. Thetool helpsscreen out errors associated with filesthat are not well-formed and files
that do not conform to the rules set by the DTD.

For instructions on how to use the DTD file, see the DTD file documentation.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Thetool reads the import file line-by-line, echoes each line in on the output asit parses, and reports any
parsing error it encounters. The parsing and validation continues even when parsing errors are
encountered for as long as the file structure makes sense.

N,
Note  Thistool does not check for cross field validation or data integrity errors with respect to the ISC TEM
application.
Import Procedure
The file-based import feature is only enabled when there are no uncommitted new, changed, or deleted
tunnelsin the service request.
It provides away of adding, editing, deleting, or migrating many tunnels at a time.
To start the import procedure, use the following steps:
Step 1 Prepare the XML import file in accordance with the DTD file.
Step2  Goto Servicelnventory > Inventory and Connection M anager > Traffic Engineering M anagement.
Step3  Select provider if this has not been done earlier in the session.
Step4  Click Create Managed TE Tunnel. The TE Managed Primary Tunnels SR window appears as shown in
Figure 6-2.
Step5  Click Import to start the import process. The Select Import File window in Figure 6-7 appears.

N

Note  The Import button is only enabled when there are no uncommitted new, changed, or deleted
tunnels in the service request.

Figure 6-7 Select Import File

Look in; |j\zu bintgfdesresourcesfjavaixmlfcomfciscopvpnsciuif | Find

Showing 1 - 5 of 5 recaords

# File Mame Size Last Modified
1 *  zamplexml 994 Jume 9, 2004 11:34:24 AMPDT
2. goodxml 923 June 10, 2004 10:50:56 &M PDT
3. T migrate xml 363 June 11, 2004 3:23:36 PM PDT
4, (" alDataxml 11328 June 20, 2004 12:27:21 &8 PDT
5 {7 unitxml 1138 June 23, 2004 5:13:09 P POT
Rowws per page: I'ID 'I 14 ] zota FJ3981|1 of 1 [0
‘ Select ‘ ‘ Cancel ‘

122663

For an explanation of the various window elements, see Import Tunnel, page A-49.

The Select Import File window lists all the XML files and any directories under the directory name
shown in the Look in field.

The default directory shown in the Look in field in Figure 6-7 corresponds to the installation directory
in which the DTD and sample XML filesreside.

[ oL-6376-01
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Step 6

Step 7

Step 8

Select the desired XML file to be used for the import operation.

The system then parses the file. If any error is detected, it will be reported in the Tunnel Import Error
Status window shown in Figure 6-8.

Figure 6-8 Tunnel Import Error Status

Tunnel Import Error Status

Import File: fvob/ntgfdeyesourcesfavarmlicomicizcoivpnscilitesaliDats xml
Last Modified: Sun Jun 20 00:27:21 PDT 2004
Import Status: Partial Success

Error Report:

**% 4 ERRORS *=** ;l
ID aa: Tunhel3 already existcs on router isctumpl

ID @l: TunhelZOO0 on router isctmpi does not exist

ID @4: TunhellO on router isctiwp® does not existc

I @5: TunhelZlS on router isctmpS already used in import file

®x% 1 WARNINGS *+%
ID ml: non-conformant explicit paths removed from existing tunnel, default to system paths

[-|

Continue Cancel

122918

For an explanation of the various window elements, see Import Tunnel, page A-49.

The Tunnel Import Error Status window shows the URL of thefile, its last modified timestamp, the
import status, and any error/warning messages.

If the import operation failed, Cancel to return to the previous screen. If it is partially successful, the
Continue button is enabled, thereby providing an additional option to accept system treatment for
errors/warnings and continue with the import operation.

If the file is parsed successfully or you click Continue, all valid tunnelsin the file are added to the
service request and the TE Managed Primary Tunnels SR window is re-displayed in the SR view. The
imported tunnels are displayed with the appropriate tunnel Op type.

Planning Strategy

The main objective of using the planning tools is to achieve optimal overall network utilization while
causing minimal impact on any existing traffic on the network.

In most cases, the following strategy can be applied:

e Attempt to admit the new traffic optimising on utilisation (Placement feature) without allowing
existing traffic to be moved. This offers the possibility of accommodating the new traffic without
any changes to the existing traffic, while still optimising reserved bandwidth utilisation under the
constraint that existing tunnels do not move.

e |f thisfails, attempt to admit the same new traffic minimising change to existing traffic (Repair
feature) to see if the new traffic can be accommodated without affecting any more existing tunnels
than necessary.
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e |f this succeedsin placing the new traffic, but the user feels that the overall reserved bandwidth
utilisation is higher than would be preferred, consider grooming the network.

e |f the Repair fails, review the parameters that control how many changes can be considered.
Alternatively the specification to the desired traffic could be changed, or resource modifications
could be made.

This strategy reflects the different approaches taken by the different algorithms in searching for
solutions. However, other combinations are possible.

Placement Tools

Planning tools for primary tunnels are avail able in two buttons on the TE Primary Tunnel SR screen as
shown in Figure 6-9 and Figure 6-10 depending on whether an change has been made to the managed
primary tunnels.

e Proceed with Changes: Used when you have made changes (add/change/del ete/admit) to the tunnels.
Tunnel operations are described in Tunnel Operations, page 6-1. Then choose one of the placement
toolsto verify primary placement with the system and continue with deployment. Thisbuttonisalso
available in Resource Management.

e Placement Tools: Used to perform planning function on the existing network.

— The Tunnel Audit option should be used to verify the constraint-based placement of existing
managed primary tunnels with the existing network topology. You can use this option to find
out the optimality of your primary placement. |f you arerequiring protection levelsabove "Best
Effort" on your primary tunnels, it is al so important to perform an audit after any changes have
been made in the protection network. If the audit results in warnings/violations, you can use
the Tunnel Repair option help you find a solution.

— The Groom option isused for optimizing your primary placement. In all primary computation,
aquality report is produced which displays the optimality and utilization of the bandwidth
pools. You can perform a Tunnel Audit first to determine if grooming is needed on your
network.

They are accessed from two buttons in the TE Managed Primary Tunnels SR window as shown in
Figure 6-9 and Figure 6-10.

Figure 6-9 Proceed with Changes Button

Tunnel Audit
| Tunnel Placement

Tunnel Repair

Proceed with Changes >> »

122654

Figure 6-10 Placement Tools Button

I
Groom

Tunnel Audit

Tunnel Repair

122650

Placement Tools ¥
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Tunnel Audit

Step 1

Step 2

Step 3

The planning tools are described in detail in the following sections.

When any type of change is required, whether tunnel modifications or TE resource modifications, a
Tunnel Audit isrun to determine what inconsistencies the change might cause, if any. Tunnel Audit can
also be used anytime to check the for optimality of network utilization.

The audit can be performed from the primary tunnel window or from the TE Resource M odifications
window.

Tunnel Audit can also beinvoked from the Resource M anagement window (see Chapter 4, “ TE Resource
Management”).

To perform an audit on the created tunnel, use the following steps:

Navigate Service Inventory > Inventory and Connection Manager > Traffic Engineering
M anagement.

Click Create M anaged TE Tunnel. The TE Managed Primary Tunnels SR window appears as shown in
Figure 6-2.

Tunnel Audit can be used in two ways:

e When one or more tunnels have been created or their attributes altered (see Create Primary Tunnel,
page 6-2), Tunnel Audit can be activated by selecting Proceed with Changes >>.

¢ When no changes have taken place, Tunnel Audit can be accessed by sel ecting Placement Tools.

Asan example, assume that anew primary tunnel SR has been created. The TE Managed Primary Tunnel
SR window shown in Figure 6-11 appears.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0



| Chapter6 Advanced Primary Tunnel Management

Placement Tools I

Figure 6-11 TE Managed Primary Tunnel SR (Audit)

TE Managed Primary Tunnels SR

SR Job ID: 1 Provider: Praovider1 SR State: REQUESTED
SR ID: Mew Creator: Type: ADD
Description:

=l

[

Showy ISR VI Tunnels weith | 4] j Mtatching I* Find

Showing 1 -1 of 1 recard

. Deploy o Allowny
# v op Tunnel & T# Head Dest Paolicy B AutoEny Status “erified Reroute
1. ¥ ADD ISC-P5S isctmp3 isctmp? S 100 false  REGUESTED unknown true
: izctmpy: Tunnel2
Rowws per page: I 10 vI 1<] ] Goto page:l‘l of 1 [ 020
| Close || Display | | Details || Admit || Create || Edit || Delete |
| Import H Placement Tools H Proceed with Changes »> ‘-| Save & Deploy H Cancel |

Tunnel Placement

Tunnel Repair

122710

For an explanation of the various window elements, see Create Managed TE Tunnel, page A-39.
Step4  Select Proceed with Changes >> > Tunnel Audit.

The Computation In Progress window shown in Figure 6-12 appears.

Figure 6-12 Computation In Progress - Audit

Computation In Progress

Fleaze wait...

Tunnel Audit computation in progress

<< Abort Computation

122611

To abort the computation and return to the previous window, click << Abort Computation.
Step5 The TE Primary Tunnel Computation Results - Changes window in Figure 6-13 appears.
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Step 7

Figure 6-13 TE Primary Tunnel Computation Results - Changes

TE Primary Tunnel Computation Results - Changes

Computation Status: CONSTRANT _IOLATIONS_REPORTED Global Util. Subpool Util.
Tunnels - unplaced 1 of ¥ mowved: 0 Solution max. 0022 max.mod. 0.0 max. 0.0 max.meod. 0.0
Bandwigdth - unplaced 100 of 570 Original max. 0022 max.mod. 0.0 max. 0.0 max.mod. 0.0

Changes: 0 achieved of 1

Showing 1-1 of 1 records

# [ Achieved  Origin Type Ohject IT
1. [T no Uszer Tunnel Add Change IZC-P171
Riowes per page:l'l[l v| [<] <] coto page:l] of 1 B [0
| Close H Hsplay ‘ ‘ retail ‘

| << Back || View Report => |

Save & Deploy H Cancel |

122722

For an explanation of the various window elements, see Planning Tools, page A-51.

To obtain detailed information about the tunnel and whether the change request was achieved, select the
specific tunnel and click Detail. The detail section in the right side of the window appears as shown in
Figure 6-14.

Figure 6-14 TE Primary Tunnel Computation Results - Audit Changes (Details)

TE Primary Tunnel Computation Results - Changes

Computation Status: CONSTRAINT _VIOLATIONS_REPORTED Global Util. Subpool Util,

T Is - unpl. 110f7 0 Solution max. 0022 max.mod. 0.0 max. 00 max.mod. 0.0
Bandwicdth - unplaced 100 of 570 Original max. 0.022 max.mod. 0.0 max. 0.0 max.med. 0.0
Changes: 0 achieved of 1 Change Type: Tunnel &dd Change

Showing 1-1 of 1 records  Achieved: no
Description: & nevy tunnel has been requested, for which a path must be

# | Achieved  Origin Type Ohject ID calculsted by the system
1. ¥ no User Tunnel Add Change ISC-P171
Requested Tunnel
ID: ISC-P171
Rows per page: I'ID 'l 1] J coto page:|1 of 1 B0 Head: isotmp3
Tail: isctmp?
| Close || Display || Detail |

Policy: Gold Service
Bandwicdth: 100
Computed Path:

| << Back || View Report == |

Save & Deploy | | Cancel |

122728

For an explanation of the various window elements, see Planning Tools, page A-51.
A qualityReport is always generated. If the computation was successful, this will be the only report.

If awarning or aviolation was encountered, one or more warning or violation reports will also be
generated.

To view an audit report, click View Report >>. The TE Primary Tunnel Computation Results - Report
window in Figure 6-15 appears.
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Figure 6-15 TE Primary Tunnel Computation Results - Audit Report

TE Primary Tunnel Computation Results - Report

Computation Status: CONSTRAINT _VIOLATIONS_REFORTED Global Util. Subpool Util.

Tunnels - unplaced 1 of 7 moved: 0 Solution max. 0022 max.mod. 0.0 max. 1.0 max.meod. 0.0
Bandwidth - unplaced 100 of 570 Original max. 0.022 max.mod. 0.0 max. 0.0 max.mod. 0.0
Report:

Showing 1-2 of 2 records

# o Report Type Summary Info
1. [T qualityReport
2. I~ violstionMoPsthinTopology 1SC-P171

Rows per page: |1D 'l <] {] Goto page:l'l of 1 Bl

122735

For an explanation of the various window elements, see Planning Tools, page A-51.
In this case, as shown in Figure 6-15, both aqualityReport and a violation report have been generated.

Step8  To view the contents of the qualityReport, select the qualityReport and click the Detail button. The
TE Primary Tunnel Computation Results - Report (details) window in Figure 6-16 appears.

Figure 6-16 TE Managed Primary Tunnels SR - Audit qualityReport (Details)

TE Primary Tunnel Computation Results - Report

Computation Status: CONSTRAINT _VIOLATIONS_REPORTED Global Util. Subpool Util.
Tunnels - unplaced 1 of 7 mowved: 0 Solution max. 0022 max.mod. 0.0 max. 0.0 max.mod. 0.0
Bandwidth - unplaced 100 of 570 Original max. 0.022 max.mod. 0.0 max. 0.0 max.mod. 0.0
Report: Report Type: qualityReport
Showing 1-2 of 2 records  Description: relates to only 0 priority tunnels
# 'l Feport Type Summary Info Achievement: CONSTRAINT_IOLATIONS_REPORTED Solution:
Terminati COMPLETED Optimality:
1. v lityFeport
jlolait e Tunnel Placement:
2 I™" violatienhoPsthinTopalagy 1SC-P171 %Placed Placed Unplaced Total
Tunnels -solution 0.0 B 1 T
Rows per page: |1D vl ] coto page:h of 1) [> original [1000 |6 0 5
Bandwidth -selution |0.0 470 100 570
| original |[100.0 470 1] 470

Tunnels moved |E

TE-Metric Sum{Primary Tunnel Paths) -solution 149
original |149
Utilization:
Median |Max. Modifiable |[Mean Max.
G"_’:::lz;':: 00 00 7 341054E-4 |0.022
original |0.0 o0 7.341954E-4 |0.022
S“_';:;::i'on 00 00 00 00
original |0.0 0.0 0.0 0.0

122742

For an explanation of the various window elements, see Planning Tools, page A-51.
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Step 9

Step 10

Note

The qualityReport fields in the right window pane are described in TE Primary Tunnel Computation
Results - Report, page A-56.

To view the contents of the violation report, select the violation report and click the Detail button. The
TE Primary Tunnel Computation Results - Report (details) window in Figure 6-17 appears.

Figure 6-17 TE Managed Primary Tunnels SR - Audit Violation Report (Details_

TE Primary Tunnel Computation Results - Report

Computation Status: CONSTRAINT _VIOLATIONS_REPORTED Global Util. Subpool Util.

Tunnels - unplaced 1 of 7 mowved: 0 Solution max. 0022 max.mod. 0.0 max. 0.0 max.mod. 0.0
Bandwidth - unplaced 100 of 570 Original max. 0.022 max.mod. 0.0 max. 0.0 max.mod. 0.0
Report: Report Type: violstionMoPathinTopolocgy

Showing 1-2 of 2 records  Deseription: rrespective of other Primary Tunnels placed upon the topalogy, no

walid path iz possible for a regquested Primary Tunnel
# u Report Type Summary Info
R ted Primary Tunnel:

. [T qualtyReport Hame: ISC-P171 Pool: GLOBAL
2 ¥ viclationMaPathinTopalogy 1SC-P171 Head: isctmp3 Frr Protection: Link and SRELG

Tail: isctmp? Propagation Delay: Constrained/200

Bandwidth: 100 AffinityBits Mask: 0x0/0xFFFF

ROwWS per page: |1D 'l 1] ] zoto page:|1 of 1 [0 e

Requested Path:

122745

For an explanation of the various window elements, see Planning Tools, page A-51.

Thereport fieldsin the right window pane are described for each report in Appendix B, “Warnings and
Violations.”

Click << View Result to return to the Changes window (Figure 6-13 or Figure 6-14). If the proposed
changes were achieved, you can Save & Deploy to save the achievable changes to the repository and
implement the tunnel modifications on the network.

Save & Deploy will discard any changes that were not achievable.

Tunnel Placement

Step 1

Step 2

The Placement feature supports the admission of new tunnels into the network and the modification of
tunnels already admitted into the network. ISC TEM will attempt to implement the changes in such a
way that network utilization is optimized.

To place a created tunnel, use the following steps:

Navigate Service Inventory > Inventory and Connection Manager > Traffic Engineering
M anagement.

Click Create M anaged TE Tunnel. The TE Managed Primary Tunnels SR window appears as shown in
Figure 6-2.
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Step 4

Step 5

Placement Tools I

When one or more tunnels have been created or their attributes altered (see Create Primary Tunnel, page
6-2), select Proceed with Changes >> > Tunnel Placement. The Movable Tunnel Selection
(Placement) window shown in Figure 6-18 appears.

Figure 6-18 Movable Tunnel Selection - Placement

Movable Tunnel Selection

Computation Type Tunnel Placemert

Maximum computation duration {Timeout in sec)

" 100

Mumber of reroutable tunnels selected as movakle: 0of 0 Maon-reroutable tunnels: 5

Showe Tunnels with | All j stching I* Find

Showing 1-8 of 8 records

Al

# [ Movakle Reroute Tunmel ID - T# Head Dest Paolicy Bt
1. [ NA falze  ISC-P3 200 isctmp2 izctmpd 1ZC-P3-izctmp2; Tunnel200 0
20 Ma falze  [SC-P4 300  izctmp2 ictmps |1SC-P3-isctimp2: Tunnel200 0
3 ma false ISCP5 2 izctmp? izctmpd |1ZC-Po-izctmp?: Tunnel2 [=10]
4. [ Ma false ISCPE 3 izctmp? izctmp ISC-P3-isctmp2: Tunnel200 222
s [ ma falze  ISC-PE 11 isctmp? izctmpE |1SC-P5-izctmp 7 Tunnel2 25
6. MA falze  [SC-P3 12345 isctmp? izctmpd |1ZC-PA-izctmp?: Tunnel 23435 1234
7. Ma falze  ISC-P10 45 izctmp3 izctmpd |1SC-P3-isctmp2: Tunnel200 46
g [ ma falze  ISC-P11 2 izctmps izctmpd |1SC-P3-izctmp2: Tunnel200 20

Rowys per pene: I'I 1] VI <] <] zoto page:l'l of 1 B0

| Set Movable ‘

Set Unmovable ‘

| << Back || Proceed >~ || Cancel |

Mote: * - Reguired Field

122640

For an explanation of the various window elements, see Planning Tools, page A-51.
Set the movabl e and unmovable managed tunnels

The user can specify whether, when admitting a new tunnel, existing tunnels can be moved (re-routed).
Thisis configurable by the user. The default is that managed tunnels are not movable.

The user can also specify alimit on the maximum number of tunnel moves that are acceptable.
Click Proceed >>. The Computation In Progress window shown in Figure 6-19 appears.

[ oL-6376-01
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Figure 6-19 Computation In Progress - Placement

Computation In Progress

Flease wait...

Tunnel Placement computation in progress

<< Abort Computation

122615

To abort the computation and return to the previous window, click << Abort Computation.
The TE Primary Tunnel Computation Results - Changes window shown in Figure 6-20 appears.

Figure 6-20 TE Primary Tunnel Computation Results - Placement Changes

TE Primary Tunnel Computation Results - Changes

Computation Status: CONSTRAINT _VICLATIONS_REPORTED-PARTIAL _SOLUTION_FOURD Global Util. Subpool Util.
Tunnels - unplaced 1 of 6 moved: 0 Solution max. 0.022 max.mod. 000203 max. 0.0 max.mnod. 0.0
Bandwicdth - unplaced 100 of 450 Original max. 0.022 max.mod. 0.00203 max. 0.0 max.mod. 0.0

Changes: 0 achieved of 1

Showing 1-1 of 1 records

# [ Achieved  Origin Type Ohject ID
1. no Lser Turnel Add Change I1SC-P136
Rowes per page:lm Yl 1]  Goto page:|1 of 1 B [0
| Close | | Display | Detail |

<< Back || View Report >=

Save & Deploy | | Cancel |

122724

For an explanation of the various window elements, see Planning Tools, page A-51.

To obtain detailed information about the tunnel and whether the placement request was achieved, select
the specific tunnel and click Detail. The detail section in theright side of the window appears as shown
in Figure 6-13.
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Figure 6-21 TE Primary Tunnel Computation Results - Placement Changes (Details)

TE Primary Tunnel Computation Results - Changes

Computation Status: CONSTRAINT _VIOLATIONS _REPORTED-PARTIAL _SOLUTION_FOUMD Global Util. Subpool Lhil.

Tunnels - unplaced 1 of 6 mowved: 0 Solution max. 0.022 max.mod. 000203 max. 0.0 max.mod. 0.0

Bandwicdth - unplaced 100 of 450

Changes: 0 achieved of 1

Original max. 0.022 max.mod. 0.00203 max. 0.0 max.mod. 0.0

Change Type: Tunnel Add Change

Showing 1-1 of 1 recorgs  Achieved: no
Description: & nevy tunnel has been requested, for which a path must be

# |v Achieved Origin Type Ohject D e T -
1. ¥ no User Tunnel Add Change I1SC-P136
Requested Tunnel
1D: 1SC-P136
Rovvs per page: |1D 'l 1] 4] 5oto page:l'l of 1 B0 Head: isctmp3
Tail: isctmp?
| Close || Display || Detail |

Policy: Gold Service
Bandwidth: 100
Computed Path:

| << Back || View Report == |

Save & Deploy | | Cancel |

122730

For an explanation of the various window elements, see Planning Tools, page A-51.

If the placement request succeeded (Achieved: yes), the Detail pane will contain a Computed Path that
is selectable as shown in Figure 6-22.

Figure 6-22 TE Primary Tunnel Computation Results - Placement Changes Achieved (Details)

TE Primary Tunnel Computation Results - Changes

Computation Status: SUCCESS-S0LUTION_FOUMD Global Util. Subpool Util.

T Is - I I 0of1

Bandwidth - unplaced 0 of 10

Changes: 1 achiewved of 1

I: 0 Solution max. 6.6666666E-6  max.mod. 5 6666666E-6 max. 0.0  max.mod. 0.0

Original max. 0.0 max.mod. 0.0 max. 0.0 max.mod. 0.0

Change Type: Tunnel &dd Change

Showing 1-1 of 1 records  Achieved: yes
Description: & new tunnel has been requested, for which a path must be

# v Achieved Origin Type Ohject 0 calculated by the system
1. W yes Compute  Tunnel Add Change 1SC-PES29
Requested Tunnel
ID: ISC-PE529
Rows per page: I'ID 'l 1] 4] zoto page:|1 of 1 B2l Headk ATLANTA
Tail: DALLAS
| Close || Display || Detail |

Policy: Global Tunnels Mo Protection
Bandwidth: 10
Computed Path: ATLANTA-=DALLAS-2

| << Back || View Report >= || Save & Deploy "|| Cancel |

122731

To view the path information, click the blue link in the Computed Path field. The TE Explicit Path
window shown in Figure 6-23 appears.

[ oL-6376-01
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Figure 6-23 TE Explicit Path for Placement Request

Path Mame ™ ICumputed Path
Head Router ™ IiSI:TmpS
Links:

Showeing 1 - 3 of 3 records
# Device Outgoing Interface Outgoing 1P Mext Hop Incoming Interface Incoming IP
1.izctmp3 FastEthernet30 102390 isctmpl  FastEthernet30M 102389
2. jzctmp! FastBthernet! D 1022161 izctmpS  FastBthernet30 1022174
3. isctmps FastBthernetdfd 1022126 isctmp? FastBthernet1 1022113

ROwWS per page: I‘II] vl 14 { coto page:l‘l af 1 [ [0

Pravision Preference - Outgoing Interface (O Incaming Interface o

Close

Mote: * - Reguired Field

122732

To view the placement report(s), click View Report >> in the Changes window (Figure 6-22). The TE

Primary Tunnel Computation Results - Report window in Figure 6-24 appears.

Figure 6-24 TE Primary Tunnel Computation Results - Placement Report Window

TE Primary Tunnel Computation Results - Report

Computation Status: COMNSTRAINT _WIOLATIONS _REPORTED-PARTIAL_SOLUTION_FOURD
Tunnels - unplaced 1 of 6 mowved: 0
Bandwicdth - unplaced 100 of 450

Report:
Showving 1-2 of 2 records
# u Report Type Summary Info
1. T qualtyReport
2. [~ vidlationtoPathinTopology 1SC-P136

Rows per page: |1D 'l 1] ] zoto page:|1 of 1 [ [0

Global WHil. Subpool Util.
Solution max. 0.022 max.mod. 0.00203 max. 0.0 max.mod. 0.0
Original max. 0022 max.mod. 0.00203 max. 0.0 max.meod. 0.0

122741

For an explanation of the various window elements, see Planning Tools, page A-51.

A qualityReport is always generated. If the computation was successful, this will be the only report.

If awarning or aviolation was encountered, one or more warning or violation reports will be generated

aswell.

To view the contents of a placement report, select one of the reports and click the Detail button. In the
case of aqualityReport, the TE Primary Tunnel Computation Results - Report (details) window in

Figure 6-25 appearsin the report pane on the right.
For an example of a violation report, see Figure 6-17.
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Figure 6-25 TE Managed Primary Tunnels SR - Placement Report (Details)

TE Primary Tunnel Computation Results - Report

Computation Status: COMNSTRAINT _WIOLATIONS _REPORTED-PARTIAL_SOLUTION_FOURD Global Util.
Tunnels - unplaced 1 of 6 mowved: 0
Bandwicdth - unplaced 100 of 450

Subpool Util.
Solution max. 0.022 max.mod. 0.00203 max. 0.0 max.mod. 0.0
Original max. 0022 max.mod. 0.00203 max. 0.0 max.meod. 0.0

Report: Report Type: qualityReport
Showing 1-2 of 2 records  Description: relates to only 0 priority tunnels
# u Report Type Summary Info Achievement: Solution:
CONSTRAINT _WIOLATIONS_REPORTED PARTIAL _SOLUTION_FOUND
1. W qualityReport L Optimality:
- Termination: COMPLETED OPTIMAL_FOR_ALL_CRITERI
2. [~ vidlationtoPathinTopology 1SC-P136
Tunnel Placement:
o
s 2 FREE lﬂ |]<| <| Goto page:|1— o 1 |> |>|] “Placed |Placed |Unplaced Total
Tunnels -solution 0.0 5 1 B
Detail original |[100.0 & 1] &
Bandwidth -solution 0.0 350 100 450
| original |[100.0 350 1] 350
Tunnels moved |E
TE-Metric Sum{Primary Tunnel Paths) -solution |63
original |65
Utilization:
Median |Max. Modifiable |[Mean Max.
Global Pool |, |5 hnong 5 6O3ETE4E-4 |0.022
-solution
original |0.0 0.00203 56936754E-4 |0.022
SubPool ;- op 0o 0o
-solution
original |0.0 0.0 0.0 0.0

122738

For an explanation of the various window elements, see Planning Tools, page A-51.

The qualityReport fields in the right window pane are described in TE Primary Tunnel Computation
Results - Report, page A-56.

Step9  Click << View Result to return to the Changes window and click Save & Deploy to save the change to
the repository and implement the tunnel modifications on network.

Tunnel Repair

As changes are made to the bandwidth requirements or delay parameters of existing tunnels,
inconsistencies can arise with the Tunnel Placement. The user can run a Tunnel Repair to address such

inconsistencies. The objective of Tunnel Repair isto try to move as few existing tunnels as possible to
accommodate the changes.

Tunnel Repair can also be invoked from the Resource Management window (see Chapter 4, “TE
Resource Management”).

In the following, the case of an edited tunnel has been used:

Step1  Navigate Service Inventory > Inventory and Connection Manager > Traffic Engineering
Management > Create Managed TE Tunnel.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Step2 Click Create Managed TE Tunnel. The TE Managed Primary Tunnels SR window appears as shown in
Figure 6-2.

Tunnel Repair can be used in two ways:

e When one or more tunnels have been created or their attributes altered (see Create Primary Tunnel,
page 6-2), Tunnel Repair can be activated by selecting Proceed with Changes >> > Tunnel Repair.

¢ When no changes have taken place, Tunnel Repair can be accessed by selecting Placement Tools >
Tunnel Repair.

Step3  Asan example, let us say that a new primary tunnel SR has been created. Run Tunnel Repair on the
modified tunnels from the TE Managed Primary Tunnels SR window (Figure 6-11) by navigating

Proceed with Changes -> Tunnel Repair
The Movable Tunnel Selection window shown in Figure 6-26 appears.

Figure 6-26 Movable Tunnel Selection - Repair

Movable Tunnel Selection

Computation Type Tunnel Repair

Maximum computation duration {Timeout in sec)
w

100

Maximum number of tunnel moves I

Mumker of reroutable tunnels selected as movable: 4 of 4 Mon-reroutable tunnels: 2

Showy tunnels with |41 j matching I* Finitl

Showing 1-6 of 6 records

¥ Movable R':E:tve Tunnel D T# Head Dest Palicy By
1. [ yes true ISC-PEE 3 i=ctmpt izctmp2 I1SC-P1 -izctmpd: Tunneld4444 3

2. [ HA falze  ISC-P1 44444 jzctmpd izctmpE ISC-P1 -izctmpd: Tunneld4444 103
3 [ Ma falze  ISC-P2 44 i=ctmp2 izctmp3 |1SC-P2-izctinp2: Tunneldd 1]

4. [ yes true ISC-P132 3 i=ctmp2 izctmpd 1SC-P2-izctmp2: Tunneld4 120
5 [T yes true ISC-P135 2 i=ctmpg izctmp? 1SC-P2-izctmp2: Tunneld 4 100
B [ yes true ISC-P35 2 i=ctmpd izctmpE |1SC-P2-isctmp2: Tunneld4 100

Riowes: pet e I 10 vl [<] <] zoto page:l'l of 1 B0

| Set Movalile |

Set UnmovalHe |

| << Back || Proceed >> || Cancel |

Mote; * - Reguired Field

122642

For an explanation of the various window elements, see Planning Tools, page A-51.
Step4  Set the tunnels that should be movable.

Tunnel Repair will only move existing tunnelsif it hasto. If the user does not want certain tunnelsto
be moved during Tunnel Repair, these tunnels should be explicitly excluded from the selected list of
movable tunnels.

~

Note It isnot necessary to set modified tunnels to be movabl e as these are movabl e by deafult.
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Step5  Click Proceed >>. The Computation In Progress window shown in Figure 6-27 appears.

Figure 6-27 Computation In Progress - Repair

Computation In Progress

Please wai...

Tunnel Repair computation in progress

<< Abort Computation

122616

To abort the computation and return to the previous window, click << Abort Computation.
The TE Primary Tunnel Computation Results - Changes window shown in Figure 6-28 appears.

Figure 6-28 TE Primary Tunnel Computation Results - Repair Changes

TE Primary Tunnel Computation Results - Changes

Eomputation Status: CONSTRAINT _IOLATIONS_REPORTED-NC_SOLUTICN_EXISTS Global Util. Sub Pool Uil
T Is - unpl. doofd d:0 Solution max. 75.0% max.mod. 12.5% max. 90.0% max.mod. 70.0%
Bandwicdth - unplaced 43100 of 56430 Original max. 73.0% max.mod. 12.5% max. 90.0% max.mod. 70.0%

Changes: 0 achieved of 1
Showing 1 -1 of 1 record
# [ Achieved Origin Type Cihject 10

1. no User Tunnel Modify Change ISC-PE284

Rows per page: | 10 vl I ¢ coto pagerl1 of 1 [0

| Close || Display | Details

<< Back || View Report >>

Save & Deploy | | Cancel |

122726

For an explanation of the various window elements, see Planning Tools, page A-51.

Step6  To obtain detailed information about the tunnel and whether the change request was achieved, select the
specific tunnel and click Detail. The detail section in the right side of the window appears as shown in
Figure 6-29.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Step 8

Figure 6-29 TE Primary Tunnel Computation Results - Repair Changes (Details)

TE Primary Tunnel Computation Results - Changes

Computation Status: CONSTRAINT _VIOLATIONS_REPORTED-NO_SOLUTION_EXISTS Global Util. Sub Pool Util.
Tunnels - unplaced 0of 9 moved: 0 Solution max. 75.0% max.meod. 12.5% max. 30.0% max.mod. 70.0%
Bandwicdth - unplaced 43100 of 56430 Original max. 75.0% max.med. 12.:5% max. 30.0% max.mod. 70.0%
Changes: 0 achieved of 1 Change Type: Tunnel Modify Change
Showving 1 -1 of 1 record  Achiewved: no
# |v Achieved Origin Type Object ID Description: Reguest to modify one or more sttributes of an existing tunnel
1. % no L=er Tunnel Modify Change ISC-PE254 Requested Tunnel
Rowes per page: I 10 Yl |]<| <] Goto page:l'l af 1 |> |>|] ID: isctmpS: Tunnel3
Head: isctmpd
Tail: izctmpl

| Close || Display || Details _ .
Policy: ISC-PE262-izctmp!: Tunneld

Bandwicdth: 50000
Path: isctmpS-=isctmp1-2

Changed Attributes |New Value |Achieved
] |s0000 no

| << Back || View Report => | Save & Deploy || Cancel |

122733

For an explanation of the various window elements, see Planning Tools, page A-51.

To view arepair report, click View Report >>. The TE Primary Tunnel Computation Results - Report
window in Figure 6-30 appears.

Figure 6-30 TE Primary Tunnel Computation Results - Repair Report

TE Primary Tunnel Computation Results - Report

Computation Status: COMNSTRAINT _VICLATIONS _REPCORTED-NC_SOLUTION_EXISTS Global Util. Sub Pool Uil

T Is - unpl. doofg d:0 Solution max. 75.0% max.mod. 12.5% max. 930.0% max.mod. 70.0%
Bandwicdth - unplaced 43100 of 56430 Original max. 75.0% max.med. 12.5% max. 30.0% max.mod. 70.0%
Report:

Showing 1 - 2 of 2 records

# Report Type Summary Info

1. [T qualityReport
2. [ vinlstionLinkPoolOversubscribed isctmpQiFastBthernet2M GLOBAL_POOL

Rows per page: | 10 =] 1< 4] Goto page:[1 ot 1 (Ba) [ [0

122744

For an explanation of the various window elements, see Planning Tools, page A-51.
A qualityReport is always generated. If the computation was successful, this will be the only report.

If awarning or aviolation was encountered, one or more warning or violation reports will also be
generated.

To view the contents of the repair report, click the Detail button. In the case of aqualityReport, the TE
Primary Tunnel Computation Results - Report (details) window in Figure 6-31 appears.

For an example of a violation report, see Figure 6-17.
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Figure 6-31 TE Managed Primary Tunnels SR - Repair Report (Details)

TE Primary Tunnel Computation Results - Report

Computation Status: COMSTRAINT_VICLATIONS _REPCORTED-NC_SOLUTION_EXISTS Global Util. Sub Pool Util.
Tunnels - unplaced 0of 8 moved: 0 Solution max. 75.0% max.mod. 12 5% max. 30.0% max.mod. 70.0%
Bandwicdth - unplaced 43100 of 55430 Original max. 75.0% max.mod. 12.5% max. 30.0% max.mod. 70.0%
Report: Report Type: violationLinkPoolCversubscribed
Showing 1 - 2 of 2 records  Description: The specified banchwicdth pool for a directed link is over-subscribed
2 Report Type Summary Info by Primary Tunnels that pass through it
Directed Link:

o ualityReport
[ = B Head DeviceInterace: izctmpSi1 0.2.3.58

Tail DeviceInterace: izctmp1.M10.2.3.57

Rowes per page: I‘ID vl |]<| <| Goto page:l‘l of 1 |> |>|] Pool: GLOBAL_POOL

Pool Bandwidth: 20000

Primary Tunnel:
Head Tail

2. ¥ violstionLinkPoolOversubscribed isctmpdiFastEthernet2i GLOBAL_POOL

Hame o o Bandwidth [Pool Path
isctmp: Tunnel [isctmpd  [isctmp?! | 50000 cLopaL |SHmeS-
s & & sisctmp 2

122739

For an explanation of the various window elements, see Planning Tools, page A-51.

Thereport fieldsin the right window pane are described for each report in Appendix B, “Warnings and
Violations.”

Step9  Click << View Result to return to the Changes window and click Save & Deploy to save the change to
the repository and implement the tunnel modifications on network.

Grooming

The purpose of grooming is to analyze the tunnel pathing with respect to the network elements and
optimize resource all ocation.

Grooming isnot avail able when change requests have been created. In that case, only the placement tool s
under Proceed with Changes >> will be available.

To perform grooming on the network, use the following steps:

Step1  Navigate Service Inventory > Inventory and Connection Manager > Traffic Engineering
Management > Create Managed TE Tunnel.

Step2  Click Create Managed TE Tunnel. The TE Managed Primary Tunnels SR window appears as shown in
Figure 6-2.

Step3  Run Grooming by navigating
Placement Tools -> Groom

The Movable Tunnel Selection window shown in Figure 6-32 appears.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure 6-32 Movable Tunnel Selection

Movable Tunnel Selection

Computation Type Tunnel Placemert

Maximum computation duration {Timeout in sec)

" 100

Mumber of reroutable tunnels selected as movakle: 0of 0 Maon-reroutable tunnels: 5
Showe Tunnels with | All j stching I* Find

Showing 1-8 of 8 records

# [ Movable R‘;Eg"m‘; TunrellD T#  Head Diest Palicy Bty
1. [ NA falze  ISC-P3 200 isctmp2 izctmpd 1ZC-P3-izctmp2; Tunnel200 0
20 Ma falze  [SC-P4 300  izctmp2 ictmps |1SC-P3-isctimp2: Tunnel200 0
3 ma false ISCP5 2 izctmp? izctmpd |1ZC-Po-izctmp?: Tunnel2 [=10]
4. [ Ma false ISCPE 3 izctmp? izctmp ISC-P3-isctmp2: Tunnel200 222
s [ ma falze  ISC-PE 11 isctmp? izctmpE |1SC-P5-izctmp 7 Tunnel2 25
6. MA falze  [SC-P3 12345 isctmp? izctmpd |1ZC-PA-izctmp?: Tunnel 23435 1234
7. Ma falze  ISC-P10 45 izctmp3 izctmpd |1SC-P3-isctmp2: Tunnel200 46
g [ ma falze  ISC-P11 2 izctmps izctmpd |1SC-P3-izctmp2: Tunnel200 20

Rowys per pene: I'I 1] VI <] <] zoto page:l'l of 1 B0

| Set Movable ‘

Set Unmovable ‘

| << Back || Proceed >~ || Cancel |

Mote: * - Reguired Field

122640

For an explanation of the various window elements, see Planning Tools, page A-51.
Step4  Set the tunnels that should be movable.

Aswith Tunnel Repair, Grooming will only move existing tunnelsif it hasto. If you do not want certain
tunnel s to be moved during the Grooming process, these tunnels should be explicitly excluded from the
selected list of movable tunnels.

Step5  Click Proceed >>. The Computation In Progress window shown in Figure 6-33 appears.
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Figure 6-33 Computation In Progress - Grooming

Computation In Progress

Please wait...

Grooming computation in progress

<< Abort Computation

122614

To abort the computation and return to the previous window, click << Abort Computation.

The TE Primary Tunnel Computation Results - Changes window shown in Figure 6-34 appears.

Figure 6-34 TE Primary Tunnel Computation Results - Grooming Changes

TE Primary Tunnel Computation Results - Changes

Computation Status: SUCCESS-SOLUTION_FOUND Global LHil. Subpool Util.
Tunnels - unplaced 0 of € mowed: 1 Solution max. 0.022  max.mod. 00040 max. 0.0 max.mod. 0.0

Bandwicth - unplaced 0 of 470 Original max. 0022 max.mod. 00044 max. 0.0 max.mod. 0.0

Changes: 1 achieved of 1

Showing 1-1 of 1 records

# [ Achieved  Origin Type Ohject D

1./ [ yes Compute  Tunnel Modify Change I5C-P135

Rioves pier pame: I]EI vl 1] <] Goto page:l'l of 1 [ [0

‘ Close H hsplay H Detail ‘

<< Back || View Report >

‘ Save & Deploy 'H Cancel |

122723

For an explanation of the various window elements, see Planning Tools, page A-51.

Step6  To obtain detailed information about the Grooming and whether it succeeded, select the specific tunnel
and click Detail. The detail section in the right side of the window appears as shown in Figure 6-35.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure 6-35 TE Primary Tunnel Computation Results - Grooming Changes (Details)

TE Primary Tunnel Computation Results - Changes

Computation Status: SUCCESS-SOLUTION_FOUMD
T Is - 10o0f6 11
Bandwicdth - unplaced 0 of 470

Changes: 1 achieved of 1

Showing 1-1 of 1 records

# |v Achieved Origin Type Ohject 0

Global Uhil.

Solution max. 0.022 max.mod. 0.0040 max. 0.0 max.mod. 0.0

1. W vyes Tunnel Modify Change ISC-P135

Rowes per page: I 10 'l

Compute

1] J soto page:l'l of 1 B0

| Close || Display || Detail |

Subpool Uil

Original max. 0.022 max.med. 0.0044 max. 0.0 max.mod. 0.0

Change Type: Tunnel Modify Change
Achieved: ves
Description: Reguest to modify one or more attributes of an existing tunnel

Requested Tunnel

1Dz isctmp6: Tunnel2

Head: izctimpE

Tail: isctmp?

Policy: ISC-P2-izctmp2: Tunnel44
Bandwidth: 100

Path: Computed Path

Changed Attributes |Ilew Value Achieved

TE_EXFLICIT_PATH_ID |C0mputed Path | yes

| << Back || View Report >> || Save & Deploy '|| Cancel |

122729

For an explanation of the various window elements, see Planning Tools, page A-51.

To view a Grooming report, click View Report >>. The TE Primary Tunnel Computation Results -

Report window in Figure 6-30 appears.

Figure 6-36 TE Primary Tunnel Computation Results - Grooming Report

TE Primary Tunnel Computation Results - Report

Computation Status: SUCCESS-SOLUTION_FOLUND
Tunnels - unplaced D of & moved: 1

Bandwicdth - unplaced 0 of 470

Global Lhil.
Solution max. 0.022 max.mod. 0.0040 max. 0.0 max.maod. 0.0

Subpool Util.

Original max. 0022 max.mod. 0.0044 max. 0.0 max.mod. 0.0

Report:
Showing 1-1 of 1 records
# [~ Report Type Summary Info
1. [T oualityRepart

Rows per page: I 10 'I

1] ¢ Goto page:l] of 1 [0

122740

For an explanation of the various window elements, see Planning Tools, page A-51.

A qualityReport is always generated. If the computation was successful, this will be the only report.

If awarning or aviolation was encountered, one or more warning or violation reports will also be

generated.

To view the contents of the Grooming report, click the Detail button. In the case of aqualityReport, the
TE Primary Tunnel Computation Results - Report (details) window in Figure 6-37 appears.

For an example of a violation report, see Figure 6-17.
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Figure 6-37 TE Managed Primary Tunnels SR - Grooming Report (Details)

TE Primary Tunnel Computation Results - Report

Computation Status: SUCCESS-SOLUTION_FOUND Global Whil.
Tunnels - unplaced Dof E  moved: 1
Bandwidth - unplaced 0 of 470

Subpool il
Solution max. 0.022 max.mod. 0.0040 max. 0.0 max.mod. 0.0

Original max. 0.022 max.mod. 0.0044 max. 0.0 max.mod. 0.0

Report: Report Type: qualityReport
Showing 1-1 of 1 recorgs  Description: relates to only 0 priorty tunnets
# v Report Type Summary Info Achievement: SUCCESS  Solution: SCOLUTICN_FOURND
Termination: COMPLETED Optimality: OPTIMAL _FOR_ALL _CRITERIA,
! ol e Tunnel Placement:
I— Y%Placed |Placed |Unplaced |Total
oW per page: Iﬂ I qootopaeii o1 G B DI Tunnels  -solution [1000 |6 ] 6
Detail original 1000 =] 0 B
Bandwidth -solution 1000 470 1} 470
| original [100.0 470 o 470

Tunnels moved |1—

TE-Metric Sum{Primary Tunnel Paths) -solution 149
original |59
Utilization:
Median |Max. Modifiable |Mean Max.
Global Pool | 1 nnag 734195464 0022
-solution
original |0.0 0.0044 £.9971266E-4 |0.022
Sub Pool
_solution [j} on oo oo
original (0.0 0.0 0.0 oo

122737

For an explanation of the various window elements, see Planning Tools, page A-51.

The report fields in the right window pane are described for each report in Appendix B, “Warnings and
Violations.”

Step9  Click << View Result to return to the Changes window and click Save & Deploy to save the change to

the repository and implement the tunnel modifications on the network.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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CHAPTER 7

Protection Planning

This chapter describes the process of creating and managing the protection of network elements using
automated protection tools. See Chapter 5, “Basic Tunnel Management” for a description of the process
using the basic tools.

The purpose of protection planning is to protect selected elements in the network (links, routers, or
SRL Gs) against failure. Thefirst step istoidentify the elements that must be protected and then invoke
the protection tools to compute the protected tunnels. From the computation, the system responds for
each element with either a set of tunnels that protect the element or a set of violations and warnings that
help the user to determine why it could not be protected.

For successfully protected el ements the tunnel s can be deployed on the network. For elementsthat could
not be protected. the protection is either ignored or the constraints are altered on the protection case.
More specifically, this can involve changing the TE bandwidth settings of the links associated to the
element and then rerunning the protection computation on the altered network.

This chapter contains the foll owing sections:
e SRLG Operations, page 7-2
— Create SRLG, page 7-2
- Edit SRLG, page 7-4
- Delete SRLG, page 7-4
e Configure Element Protection, page 7-5
e Protection Tools, page 7-6
— Compute Backup, page 7-6
— Audit Protection, page 7-10
- Audit SR, page 7-12
An overview of the protection management processes is provided in Figure 7-1.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Create SRLG

Step 1

SRLG Operations

TE Protection

Computation Results

116621

Chapter7  Protection Planning |
I SRLG Operations
Figure 7-1  Protection Management Processes
’ TEM Services ‘
A A
De@ Delete
oo < Add Y Y oK
Pro?e?:?e q D Protection Protection | Cancel| Tunnel
Select Management SR Create Editor
Elements > .
Cancel . Edit
A A [Compute A | Audit
Save &
Backup SR Deplo
/Audit ploy
Protection
SR
Services
Request
Abort Abort
(CB/AP) \ (Audit SR) v
Computation
in Progress
Cancel Cancel | Accept
(CBI/AP) v (Audit SR) | Solution

It is not uncommon for links to have identical physical characteristics, such as being physically located
in the same conduit, or being connected to the same hardware. Asaresult, they could fail as a group
during asingle failure event. An SRL G addesses this problem by identifying links that could fail

together.

After SRLG modifications (create, edit, delete), use the protection planning functionsin the TE
Protection Management window to ensure that adequate protection is available on the network.

Creating a Shared-Risk Link Group (SRLG) isonly necessary if a shared risk link group has been
identified and it must be protected.

To create an SRLG, use the following steps:

Navigate to Service Inventory > Inventory and Connection Manager > Traffic Engineering
Management.

r Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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SRLG Operations
Step2  Click TE SRLGs. The TE SRLG List window in Figure 7-2 appears.
Figure 7-2 TE SRLG List
TE SRLG List
Provider: Provider1
Showy SRLG with I SRLG Name vI Matching I* Find
Showing 0 of 0 records
® SRLG Hame
Rowws per page: | 10 vl 1] ] Gato pa98:|1 of 1 (88 [ [»1
‘ Close H Display H Create H Edlit H Delete ‘ T
For an explanation of the various window elements, see Create/Edit TE SRLG, page A-30.
Step3  Tocreatean SRLG inthe TE SRLG List, click Create. The TE SRLG Editor window in Figure 7-3
appears.
Figure 7-3 TE SRLG Editor
TE SRLG Editor
Pravider Mame ™ IPrOVidEﬂ
SRLG Name ™ |
Links :
Showeing O of O records
# ' Device From Label Device To
Rowws per pane: I'I il vl <] ] Goto page:l‘l aof 1 [ 020
| Add Link || Remove Link |
‘ Save H Cancel ‘
OO,
Mote: * - Required Fisld E
For an explanation of the various window elements, see Create/Edit TE SRLG, page A-30.
Step4  Specify an SRLG Name.
Step5 Click Add Link. The Links associated with SRLG window in Figure 7-4 appears.
Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure 7-4  Links associated with SRLG

Links associsted with SRLG

Showy Links with: IDevice MName vl hiatching I* Find

Showing 1 - 10 of 32 records

& [ From Device Link To Device
1. - isctmpd 10.2.3117=-=102.3.118 isctmpd

2 izctmp¥ 10.22.33=-=102.24E izctmpes
3 O izctimpd 10.2.382=-=102381 izctmpd

4. isctmpd 10.2.3.106=-=102.3.105 isctmp3

5 O isctmpd 10.2.2 25842-210.2.2.241 isctmp3

E. [ izctmpd 10.2378=<-=1023.77 izctmpd

T O izctmps 102281=-=102.294 izctmp4

g [ izctmpE 1022 78=-=102.2E5 isctmps

9. - isctmpG 10.2.2222=--10.2.2.209 isctmpd

10. [ izctmp2 10.2.262=-=10.2.2.49 izctmps

Rows per page: Iﬂ I]Q <] Goto page:l'l_ of 4 |> [>|]

Select Cancel

122637

For an explanation of the various window elements, see Create/Edit TE SRLG, page A-30.

Step6  Select one or more links and click Select. The corresponding link information is added to the link list
and the Select window closes and returns to the SRLG editor.

Step7  Click Saveto save the SRLG. This closes the SRLG editor and brings back the TE SRLG List as the
active window, where the newly created SRLG is listed.

Edit SRLG

To edit an SRL G, use the following steps:

Step1  Navigate to Service Inventory > Inventory and Connection Manager > Traffic Engineering
Management.

Step2  Click TE SRLGs. The TE SRLG List window in Figure 7-2 appears.

Step3  Toeditan SRLG inthe TE SRLG List, from the TE SRLG List window select the SRLG that you want
to modify and click Edit. The TE SRLG Editor window in Figure 7-3 appears

Step4  Use Add Link and Remove Link to adjust to the desired set of links for the selected SRLG.
Step5  Click Save to save the changes.

Delete SRLG

To delete an SRLG, use the following steps:

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Step 1

Step 2
Step 3

Step 4

Configure Element Protection Il

Navigate to Service Inventory > Inventory and Connection Manager > Traffic Engineering
Management.

Click TE SRLGs. The TE SRLG List window in Figure 7-2 appears.

To delete an SRLG inthe TE SRLG List, from the TE SRLG List window select the SRLG(s) that you
want to delete and click Delete. The Delete Confirm window appears.

Click Delete to confirm. The Delete Confirm window closes. After the TE SRL G List window has been
updated, the deleted SRLG no longer appearsin the SRLG list.

Configure Element Protection

Step 1

Step 2

Before a protection computation can be performed, it is necessary to configure the network element
protection.

To do so, use the following steps:

Navigate Service Inventory > Inventory and Connection Manager > Traffic Engineering
Management > TE Protected Elements.

The TE Protection Management window in Figure 7-5 appears.

Figure 7-5 TE Protection Management

TE Protection Management

Provider: Provider1

Shiowy IAII Elements VI Matching I* Find
Showving 0 of 0 records
# [ Element Mame Type Protection Status
%Rowsperpage:lm VI |]<|<|Gotopage:|1 of 1 20
‘ Close ‘ ‘ splay ‘ Compute Backup ‘ | Audit Protection ‘ ‘ Add | ‘ Delete ‘

Cancel

122753

For an explanation of the various window elements, see Accessing Protection Management, page A-35.
First, decide which network elements must be protected.

In the TE Protection Management window, click Add to add a protection element. The Select Protection
Elements window in Figure 7-6 appears.

[ oL-6376-01
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Step 3

Figure 7-6  Select Protection Elements

Protection Elements for Providerd

Shay IAII Elements j Matching I* Find
Showing 1 - 10 of 45 recaords
£ [ Element Mame Type
1. [ 1023117=-=102.3118 Link
2. [ 1228102294 Lirk
3. [ 102378102377 Link
4. [ 1022254=-=102.2.241 Link
5 [T 1023106=>102.5105 Link
6. [ 102.3.82=-=10.2.381 Link
7. 102.233=-=102.245 Link
g [ 102370=-=1023F3 Link
9. [ 102374==102373 Link
10. [ izctmpt [T o
Rows per page: Iﬂ 14 coto p5933l1— of 5 Al
| Select || Cancel |

122665

For an explanation of the various window elements, see Accessing Protection Management, page A-35.

Select one or more elementsto be protected and click Select. The Sel ect Protection Element window closes
and the TE Protection Management window reappears.

Next, decide which protection tools should be applied.

Protection Tools

Relying on manual creation of backup tunnels as described in Chapter 5, “Basic Tunnel Management”
has its limitations, not just for larger and more complicated networks.

The protection tools available in ISC TEM provide a number of tools that automatically compute and
verify protection of specified network elements.

Compute Backup

Step 1

Step 2

Compute Backup isused to let ISC TEM automatically compute the necessary backup tunnelsto protect
specified network elements. The manual processis described in Chapter 5, “Basic Tunnel Management.”

To run Compute Backup, use the following steps:

Navigate Service Inventory > Inventory and Connection Manager > Traffic Engineering
Management > TE Protected Elements.

Configure the necessary protection elements as described in Configure Element Protection, page 7-5.
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Protection Tools I

Step3  If you only want to perform Compute Backup on selected tunnels (elements), select one or more
elements on which to cal culate a backup path.

Click Compute Backup and select one of the following:
e All Elements
e Selected Elements
The Computation In Progress window shown in Figure 7-7 appears.

Figure 7-7 FRR Computation In Progress - Compute Backup

Computation In Progress

Plzase wait...

FRR computation in progress

<< Abort Computation

122612

To abort the computation and return to the previous window, click << Abort Computation.

Step4  Thewindow in Figure 7-8 appears.

Figure 7-8 TE Protection Computation Results

TE Protection Computation Results

EIan \r‘inlat_inn and
Warning:
ShowIA” Elements 'l with name matching | Find
Showving 1 - 4 of 4 records
#1 Element Mame Type Report Status
1. [ 1022533=-=1022.46 Link MoSoltionExists
2. [ 1022353=-=102.2.45 Link violstionMoBackupTunnels MoSolutionExists
3 [ 1022.33=-=102.2.45 Link violstionMoBackupTunnels MoSolutionExists
4. [ isctmped Mode WalidTunnels
Rowsperpage:l‘lﬂ 'l I](](]Gotopage:l'l of 1 B[l
‘ Close H Display ‘ Details ‘
Backup Tunnels:
|'op | Tunnel D Head Dest [ | Bw | Path | Protection Type [Report |
| Accept Solution || Cancel |

122749
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For an explanation of the various window elements, see Compute Backup, page A-36.

Step5  Select arow corresponding to a specific warning or violation and click Detail to display a detailed
description in the right pane and backup tunnels associated with the selected item in the bottom pane as
shown in Figure 7-9.

For a description of warnings and violations, see Appendix B, “Warnings and Violations.”
Figure 7-9  TE Protection Computation Results with Backup Tunnels
TE Protection Computation Results
Element: Violation and Warning:
lﬁ' ; ' e - Report Type: violstionMoBackupTunnels
show | All Elements ORI TS MEERTY Find Description: There are no backup tunnels protecting this flovy through the
Showing 1 - 10 of 19 records  elemert
2 [ Elemert Matne Type Report Status Flow:
1. [ isctmp? Mode MoSolutionEsizts g:::ijnv:l;h Head Links ;::::rgh ;:iI!I(er Type
2. [ isctmp? Mode violationkoBackupTunnels MoSolutionE:x<ists - - -
= lizctmpa/0 2,350 [isctmaT isctmped | MMHOP
3. [ isctmp? Mode violationMoBackupTunnets MoSolutionE:xists
4 [ isctmp? Mode violationMoBackupTunnets MoSolutionE:xists
5. [0 isctmp? Modle vinlationMoBackupTunneks NoSolutionExists
6. [ isctmp? Modle vinlationMoBackupTunnek: NoSolutionExists
7. [ isctmpf Modle MoSolutionExists
8. [T isctmp6 Mocle violationMoBackupTunnels MoSolutionExists
9. [T isctmps Mocke violationMoBackupTunneks MoSolutionE:xists
10. [ isctmps Mo violationMoBackupTunneks MoSolutionExists
Rows per page: | 10 vl 1] { coto page:IW of 2 [ [0
| Close || Display H Details
Backup Tunnels:
Op | Tunnel 1D Head Dest TR B Path Protection Type Report
ADC |ISC-EISED izctmpt isctmps 200 Compted Path Protection
A0 |ISC-8328 isctmpd izctmp1 530 Computed Path Protection
ADD |ISC-8329 izctmpd izctmpl noog Computedd Path Pratection
DELETE |ISC-EI42 izctmpt izctnpE 200 Bug-test2 Activating
DELETE |ISC-EI48 izctmpd isctinped 1550 izctmpd-=izctmped-1 Activating
| Accept Solution || Cancel ‘ g
&
o
For an explanation of the various window elements, see Compute Backup, page A-36.
The Backup Tunnel table displays which new protection tunnels are required and any existing tunnels
that should be kept or deleted for each element.
Step6  Inthe TE Protection Computation Results window, check whether the proposed protection solution is

acceptable. It so, click Accept Solution. The TE Protection SR window in Figure 7-10 appears with all

tunnel additions and del etions computed by the system.

r Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Step 7

Note

Step 8

Figure 7-10 TE Protection SR - Computed Path

TE Protection SR

Protection Tools I

SR Job ID: 2 Provider: p0 SR State: REQUESTED
SR ID: Mewy Creator: Type: ADD
Description:
=
=
Showy ISR 'I Tunnels with | A1 j Matching I* Find
Showing 1 - 10 of 20 records
# [ Op Tunnell TR Head Dest Protects B Gt (el Conformance
1. [ ADD ISC-BHE isctmpt isctmps 2000 REQUESTED Yes
2. [ ADD |ISC-BHT isctmpd isctmp2 isctmps 2000 REQUESTED Yes
3. [ ADD ISC-B3HE izctmpe izctmp2 izctmps 2000 REQUESTED ‘ez
4. [ ADD |5C-B34 isctmpg izctmpd isctmps 1000 REQUESTED ‘ez
5 [ ADD I5C-B320 isctmp2 izctmpd isctmps 1000 REQUESTED Yes
E. [ ADD ISC-B321 izctmp4 izctmpd izctmpE 100 REQUESTED Yes
7. [T ADD ISc-B3Z2 izctmpd imctmp2 isctmpE 00 REQUESTED Yes
g [ ADD ISC-B323 isctmpd isctmps izctmpE s00 REQUESTED Yes
9. [T ADD ISC-B324 isctmp2 isctmpd izctmpE =0 REQUESTED Yes
0. [T ADD ISC-B325 isctmp2 isctmps izctmpB =0 REQUESTED Yes
Rows per page; |1D 'I I<] ] coto page:l‘l of 2 G [1
Close || Display || Details | Create || Edit || Delete |
| Audit SR H Save & Deploy '|| Cancel |

122755

For an explanation of the various window elements, see Create TE Backup Tunnel, page A-58.

Optionally, you can make tunnel changes here and then run Audit SR to ensure that you have the desired

level of protection before you deploy (see Audit SR, page 7-12).
Click Save & Deploy to deploy the new tunnel SR to the network.

With the exception of TE Traffic Admission SRs, TE SRs are always deployed immediately from the
specific TE SR screen, not from the Service Requests page in I nventory and Connection M anager.

The Service Requests window (Service Inventory > Inventory and Connection M anager > Service
Requests) opens and displays the state of the deployed SR.

If the SR does not go to the Deployed state, go to the Task Logs screen to see the deployment log
(Monitoring > Task Manager > Logs) as described in SR Deployment Logs, page 10-1.

[ oL-6376-01
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Audit Protection

Step 1

Step 2

Asopposed to the Compute Backup tool described on page 6, Audit Protection does not attempt to create
a backup solution. It seeks to verify protection of specified network elements with the current set of
backup tunnels and reports any warnings or violations that are discovered. It is recommended that any
time a change has been committed on the TE topology such as resources on TE links or SRLG
memebership, a protection audit be run to verify the protection status on all elements.

The computation will display the same computation result page as for Compute Backup. When you
return from computation result page, the Protection Status column in the TE Protection Management
window is updated to show the level of protection for each element.

This section describes the necessary stepsto perform Audit Protection on one or more network elements.
To run Audit Protection, use the following steps:

Navigate Service Inventory > Inventory and Connection Manager > Traffic Engineering
Management > TE Protected Elements.

The TE Protection Management window in Figure 7-5 appears.

If you only want to perform Audit Protection on selected tunnels (elements), select one or more tunnels
on which to calculate a backup path.

Click Audit Protection and select one of the following:
e All Elements
» Selected Elements
The Computation In Progress window shown in Figure 7-7 appears.

Figure 7-11 FRR Audit Computation in Progress - Audit Protection

Computation In Progress

Please wait...

FRR Audiit computation in progress

<< Abort Computation

122613

To abort the computation and return to the previous window, click << Abort Computation.
The TE Protection Computation Results window in Figure 7-12 appears.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0



| Chapter7 Protection Planning

Protection Tools I

Figure 7-12 TE Protection Computation Results

TE Protection Computation Results

Element: Violation and Warning:

Show IA” Elements 'l with name matching |* Find

Showing 1 - 10 of 37 records

# [ Element MName Type Repott Status
1. [ isctmp? Mode: Invalid Tunnels
2. v isctmp? Mode: violationBadBackupTunne! Invalid Tunnels
3. [ isctmp? Mode: vinlstionBadBackupTunnel InvalidTunnels
4. [ isctmp? Mo violstionMoBackupTunnels InvalidTunnels
s [ isctmp? Moce violgtionMoBackupTunnels InvalidTunnels
6. [ izctmp? Mode violstionMoBackupTunnels Invalid Tunnels
7. isctmp? Mode: vinlstionMoBackupTunnels InvalidTunnels
8. [ izctmp? Mode violstionMoBackupTunnels InvalidTunnels
9. [ izctmp? Mode violstionMoBackupTunnels InvalidTunnels
10, [ isctmp? Mode violstionMoBackupTunnels InvalidTunnels

Rows per page: Iﬂ [|<| <| Goto page:|1_ of 4 [> |>|]

| Close H Display H Details ‘

Backup Tunnels:

[op | Tunneli Hesd Dest [ | 8w | Path | Protection Type  Report |

‘ Accept Solution H Cancel ‘

122747

For an explanation of the various window elements, see Compute Backup, page A-36.
Step3  To view the backup tunnels for a particular element, select the element and click Details.
The TE Protection Computation Results window in Figure 7-13 appears.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Step 4

Step 5

Audit SR

Step 1

Step 2

Figure 7-13 TE Protection Computation Results with Backup Tunnels

TE Protection Computation Results

Element: Violation and Warning:

St IA” Elements v| with name matching | Find

Showing 1-1 of 1 records

2 v Eletnent Mame Type Report Status
1. [ izctmpd-9 Bundle SRLG YalidTunnels
ROWS per page: I'IEI 'l <] ] Goto page:l'l of 1 [ [0
‘ Close H Display H Show ‘

Backup Tunnels:

L8]] Tunnel 0 Head Dest T# B Path Protection Type  [Report
1=C-B15 izctmpd izctmps 1 Saa0 izctmpd-=izctmpd-1 Protection
1=C-B19 izctmps izctmpd 1 4000 izctmpS-=izctmpd-1 Praotection
Accept Solution | | Cancel |

122748

For an explanation of the various window elements, see Compute Backup, page A-36.

Select arow corresponding to a specific warning or violation and click Show to display a detailed
description in the right pane and backup tunnels associated with the selected item in the bottom pane as
shown in Figure 7-9.

Tunnels associated with awarning or violation are flagged in the Report column in the Backup Tunnels
table in the bottom pane.

The Accept Solution button is greyed out because the audit does not provide a solution but rather an
evaluation.

For a description of warnings and violations, see Appendix B, “Warnings and Violations.”

Click Cancel toreturnto the TE Protection Management window. The protection statusis updated in the
Protection Status column.

Audit SR audits protection of all elementsin the TE Protection Management window against backup
tunnelsinthe TE Protection SR window.

This feature can be used to audit the protection for manually added, modified, and del eted tunnelsin the
TE Protection SR window before deploying them.

To audit a TE backup tunnel SR, use the following steps:

Navigate to Service Inventory > Inventory and Connection Manager > Traffic Engineering
Management.

Click Create TE Backup Tunnel. The TE Protection SR window in Figure 7-14 appears.
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Figure 7-14 TE Protection SR
Cisco SYSTEMS Home | Shortcuts | Accourt | Index | Help | About | Logout
IP Solution Center
|5enri|:e Inventory | ’ Uzer admin
+ Inventory and Connection Manager + Def
You Are Here: + Service Inventary & Invertory and Connection Manaoer & Traffic Engineering Mansgement Custamer: Mone
Protection SR
[ el L 0
- Service Requests SR Job ID: 2 Provider: padl SR State: REQUESTED
n Traffic Engineering SR ID: MNew Creator: Type: 40D
Management
- Invertaory Manacger Description:
w Topology Tool ;I
= Devices LI
= Device Groups
& EVETETS Showe IExiSting 'I Tunnels with | All j tatching I* Find
= Customer Sites ———T T 3
.- CPE Devices oving 1 - [u} Fecards
> Praviders 3 [T ©Op TunmellD —T# Head Dest By Quiota gte;tlsz Confarmance
«= Prowider Regions
«« PE Devices 1. 1=C-B14 2 izctmpt izctmp? BO0 DEPLOYED Yes
' Access Domains 2 SC-B15 5 isctmpd isctmp3 10 DEPLOYED Yes
- Resource Pools ; A
.+ CE Routing Communities i - ISC-B16 1 izctmpd isctmpf 00 DEPLOYED Yes
- WPNs 4. - ISC-B17 10  isctmpd isctmp? BO00 DEPLOYED Yes
- AAN Servers i N
» Named Physical Circuits = IsCc-B1E 1 izctmpe izctmp? S06 DEPLOYVED Mo
= MPC Rings & [ I=C-B19 2 isctmpg isctmp? S06 DEFLOYED Yes
. O I=C-B20 1 izctmps izctmps =001 DEFLOYED Yes
a [ I15C-B21 2 izctmps izctmpd 10 DEFLOYED Yes
a - I5C-B2Z2 1 isctmpd isctmpE 20 DEPLOYED Mo
o, [ ISC-B23 1 isctmp? isctmpE 500 DEPLOYED Yes
Rovwvs per page: I 10 'l 1] ] catn p9991|1 of 2 B0
| Close || Display || Details || Create || Exlit || Delete |
| Audit SR H Save & Deploy 'H Cancel |
=+
L
[
b
For an explanation of the various window elements, see Create TE Backup Tunnel, page A-58.
Step3  To audit the protection SRs, click Audit SR.
The FRR Audit process begins and the TE Protection Computation Results window in Figure 7-12
appears.
See Audit Protection, page 7-10 for a description of the rest of the process. Detail and report windows
areidentical in these two processes.
Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Overview

CHAPTER 8

Traffic Admission

Tunnel admission isthe first step towards enabling services on TE tunnels. There are a number of
mechanisms that can be used for forwarding traffic into atunnel to provide basic IP connectivity. The
current implementation of Cisco IP Solution Center Traffic Engineering Management (ISC TEM) uses
static routing.

The TE Traffic Admission tool is used to assign traffic to traffic-engineered tunnels.
This chapter contains the foll owing sections:

e Overview, page 8-1

e Creating a TE Traffic Admission SR, page 8-1

e Deploying a TE Traffic Admission SR, page 8-4

e Viewing the SR State, page 8-5

Static routing is perhaps the simplest way of forwarding traffic into atunnel. Traffic that matches a
target destination prefix is routed into a particular tunnel.

While this achieves the basic goal of directing traffic into agiven tunnel, this approach has limitations.

First, the offering of differentiated Class-of-Service (CoS) treatment islimited to destination-based CoS.
As each source PE serves as an aggregation point for anumber of traffic flows, thereisno way to restrict
which traffic receives preferential treatment to a destination since access to atunnel is through general
routing. Second, it does not generally provide a scal able sol ution because the static routing mechanism
must capture both the large number of subnets that can be served by each PE router, and it must be able
to further capture CoS treatment for each of these subnets.

Static routing works best if there is no need to provide differentiated CoS treatment by destination. That
is, all packets destined for one or more particular prefixes all receive the same CoS.

Creating a TE Traffic Admission SR

Step 1

Step 2

To create a TE Traffic Admission SR, use the following steps:

Navigate Service Inventory > Inventory and Connection Manager > Traffic Engineering
M anagement.

Click TE Traffic Admission.

[ oL-6376-01
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The TE Traffic Admission Tunnel Selection window in Figure 8-1 appears.

Figure 8-1 TE Traffic Admission Tunnel Selection

Cisco SYsTEMS Home | Shortcuts | Accourt | index | Help | About | Logout

IP Solution Center

Servi:e Inventory | Uzer: admin

+ Inventory and Connection Manager + Deployment Flav

You Are Here: + Service Inventary ® Invertory and Connection Manaoer & Traffic Engineering Management Customer: Mone

[kl 11010

w Zervice Requests TE Provider Praovider]

Traffic Admission Tunnel Selection

n Traffic Engineering

Management Showy Tunnels with | 4] j Mstching I* Find

- Inventory Manager

+» Topolagy Tool Showing 1 - 10 of 12 records
- # Tunnel I T# Hesad Dest op Type Palicy Deploy Status
- Devices
.« Device Groups 1. @ I3C-P1 3 isctmp!  isctmpE ADD Unbansged  1SC-P1-isctmpd: Tunnel3 DEPLOYED
= Customers 2 0 I3CP2 4 izctmp!  izctmpE ADD Unbansged  1SC-P1-izctmpd:Tunnel3 DEPLOYED
= Customer Sites N i i
.- CPE Devices 3. 0 ISC-PSE 1 izctmp!  isctmp2  ADD Unbanaged  ISC-P1-isctmpl:Tunnel3 DEPLOYED
= Providers 4. € ISC-P3 200 izctinp2  isctmpd  ADD Managed ISC-P3-izctmp2: Tunnel 200 DEPLOYED
- Provicer Regi
P?;;::rce:gm”s 5 € ISC-P4 300  isctmp2 isctmpS ADD Managed  ISC-P3dsctmpZTunnel200  DEPLOYED
= Aocess Domains B IsC-Ps 2 izctmp?  izctmpd ADD Mansged ISC-PS-izctmp . Tunnel2 DEPLOYED
v (FESEE (ol 7.0 ISCPE 3 isctmp?  isctmpl  ADD Managed ISC-P3-izctmp2: Turnel200 DEPLOYED
+ CE Routing Communities
o WPNE g " ISCPT 4 isctnp?  isctmpd  ADD Unbansged 1SC-PY-isctmp?: Tunneld DEPLOYED
o AAS ZErvers 9. 1scPs M isctnp?  isctmpE ADD Managed ISC-PS-isctmpT: Tunnel2 DEPLOYED
= Mamed Physical Circuits i I :
PG Rings 10,  ISC-P3 12345 isctmp?  isctmpd  ADD Managed ISC-PO-isctmp?: Tunnel 2345 DEPLOYED
Rawes per page; I 10 vl [<] 4 oto page:|1 of 2 [> B0

122769

For an explanation of the various window elements, see Select TE Tunnel for Admission, page A-64.

The TE Traffic Admission Tunnel Selection window lists all primary tunnels, both managed and
unmanaged, that are not already associated with an admission SR.

The Deploy Status can be Pending, Deployed, or Functional.

Note  Backup tunnels are not displayed in the TE Traffic Admission Tunnel Selection window.

Step3  Select a TE tunnel by clicking the corresponding radio button and clicking Select. The TE Traffic
Admission SR window in Figure 8-2 appears.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Step 4

Step 5

Step 6

Step 7

Creating a TE Traffic Admission SR 1l

Figure 8-2 TE Traffic Admission SR

TE Traffic Admission SR

SR Job ID: SRID:
SR State; REQUESTED Type: ADD

Tunnz! Mame Iisu:tmp1 Tunnel138

Description I

Autoroute Announce £ on % off

Autoroute Metric I % apsoite © Relstive
Static Routes:
Showving O of O records
'l Dietination Mask Diztance
Rovws per page: I]EI vl [{] { coto page:l‘l of 1 [ [0
| Add || Edit || Delete |
| Save H Cancel ‘

Mote: * - Reguired Field

129264

For an explanation of the various fields and buttons, see TE Traffic Admission SR, page A-65.

When filling out the form, if Autoroute Announce is set to On, indicate whether Autoroute Metric
should be Absolute or Relative.

When clicking the Add button, the Add TE Static Route window in Figure 8-3 appears.

Figure 8-3 Add TE Static Route

Destination™ |

Wask I

Distance I

Mote: * - Reguired Figld

122765

In the Add TE Static Route window, specify at a minimum a Destination router and a network M ask.
Optionally specify an administrative Distance.

Click OK to accept the entries or Cancel to exit the screen.

Back in the main TE Traffic Admission SR window, you can add another TE Static Route or edit existing
routes.

Click Save SR to save the SR.

To deploy the SR from the Service Requests window, see Deploying a TE Traffic Admission SR, page
8-4.

[ oL-6376-01
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Deploying a TE Traffic Admission SR

As opposed to the TE Primary and Backup Tunnel SR screens, a TE Admission SR must be deployed
from the general Service Requests window.

To deploy a TE Admission SR, use the following steps:

Step1  Navigate Service Inventory > Inventory and Connection Manager > Service Requests.

Step2  Click TE Traffic Admission. The Service Requests window in Figure 8-4 appears.

Figure 8-4  Service Requests

Service Requests

Show Services with IJob 1D j Mtatching I* of Type | All j Find
Showing 1 - 5 of 5 records
# A State Type (CREiEn Creator (L Palicy Matne Last Maodified Description
1] . ki Type - Hame & . I
1.7 [ oEPLOVED TETumnel  MODIFY  adimin TH2004 2:34 PM
TE ) i
2.2 [[_JoEPLOVED - .. = MODFY sdmin TH2104 3:20 PM
SEVT-
73 [lnvete wes SDD admin customer!  LESSON-  7/11/04 5:30 AM
LS
4. 4  [[7]oEPLOVED IPsec ADD  admin h =il TH2I4 818 AM
TE . )
5. 13 [ |recuEsTED soimission “DD admin TH304 610 FM
Rovys per page: I'ID 'I I] ] Goto page:l'l of 1 [ (=0
Auto Refresh: v ‘ Create V‘ | Details | Edit ” Deploy H Decommission H Purge ‘
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The Service Requests window contains the following elements:

Job ID—Job ID for the SR.

State—Indicates whether the tunnel state is DEPLOY ED or NOT DEPLOY ED and whether it is
Conformed or Not Conformed.

Type—The type of service request, indicating which service issued the request. For a detailed
description of the possible service types, see Cisco I P Solution Center Infrastructure Reference, 4.0.

Operation Type—SR operation on the tunnel, can be either ADD, MODIFY, DELETE, or
ADMIT. Applicable only to tunnelsin the current SR.

Creator—ID for the user who created the SR.

Customer Name—Name of the customer to which the SR applies.
Policy Name—Name of the policy associated with the SR.

Last Modified—Date and time when the SR was last modified.
Description—SR description provided by the user.

Step3  Select the desired service request and click Deploy. A drop-down menu appears under the Deploy
button.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Viewing the SR State Wl

In the drop-down menu, select Deploy or Force Deploy. After having been successfully deployed, the
State of the SR changes to Deployed.

Viewing the SR State

To view a service request state, go to the Service Requests window under Inventory and Connection
Manager.

If the SR does not enter the Deployed state, go to the Task L ogs screen to see the deployment log
(Monitoring > Task Manager > Logs) as described in SR Deployment Logs, page 10-1.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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CHAPTER

Administration

A number of administrative featuresin Cisco | P Solution Center Traffic Engineering Management (ISC
TEM) are common to ISC. Instructions on how to use these features are described in detail in Cisco |P
Solution Center Infrastructure Reference, 4.0.

In this chapter, only TE-specific administrative features are described.
This chapter contains the foll owing sections:
e TE User Roles, page 9-1
e TE Policies, page 9-2
— Create Policy, page 9-2
- Edit Policy, page 9-4
- Delete Policy, page 9-5
e TE Tasks, page 9-5
— Creating a TE Task, page 9-6
—Creating a TE Functional Audit Task, page 9-6
—Creating a TE Interface Performance Task, page 9-11
e SR History, Config Audit Report, and Configlets, page 9-18
e Manage Lock, page 9-18.

TE User Roles

A TE user role can be a predefined or a user-specified role defining a set of permissions. For a detailed
description of user rolesin ISC and how to use them, see the Cisco IP Solution Center Infrastructure
Reference, 4.0.

To access the User Roles window and locate the TE user roles, navigate Administration > Security >
User Roles. The User Roles window in Figure 9-1 appears.

[ oL-6376-01
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Figure 9-1 User Roles

User Roles

“iew roles with | Mame j Matching | Find

Showing 11 - 20 of 20 records

& [ Hame Description

11. [ MATRole ISC ;:!redeflned role. | has the permizsion to manage Inventory and deploy NAT
Service Reguest.

12. [T MATServiceOpRaole ISC predefined role. | has the permission to deploy MAT Service Reguest.

13. [ QosRole I15C predeflned rolz. | has the permission to manage Inventory and deploy QoS
Service Request.

14, [T GoSServiceCpRole I1=C predefined role. t has the permission to deploy QoS Service Reguest.

15, [T SysAdminRole I12C predefined role. t has full permizsion.

16. [~ TERals ISC predeflned role.  has the permission to manage Inventory and deploy TE
Service Request.

17. [0 TEServiceOpRole ISC predefined rale. t has the permizsion to deploy TE Admission Service Request.

18, [T UserAdminRole ISC predefined role. t has full permizsion to manage User, Group and Role.

1=C predefined role. t has the permission to manage Inventory and deploy YPLS

18. [T VPL=Rale Service Request.

20 [T wPLSServiceopRale I5C predefined rale. t has the permission to deploy YPLS Service Request.
Rovws per page: I]EI vl [ { coto page:|2 of 2 [ [0
| Create | | Copy | | Edit | | Delete |

122871

For a description of the various window elements, see Cisco |P Solution Center Infrastructure Reference,
4.0.

There are two pre-defined TEM user roles:
e TERole—Grants full permission to TEM operations.
e TEServiceOpRole—Grants permission only to manage the TE Admission SR.

TE Policies

Policies are used to define common tunnel attributes. Attributes such as bandwidth pools, hold and setup
priority, and affinity bits, are set manually during policy creation as described below.

This section describes the following policy operations:
e Create Policy, page 9-2
e Edit Policy, page 9-4
e Delete Palicy, page 9-5

Create Policy

ISC TEM allows you to create TE-specific policiesin a manner similar to other 1SC policies.
To create a TE policy, you must access the Policy Manager. Use the following steps:

Step1  Navigate Service Design > Policy M anager.
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Step2  Click the Policy Manager icon.
The Policies window in Figure 9-2 appears.
Figure 9-2  Policies Window
Policies
Showy Policies with I Folicy Mame 'I Matching I* of Type IA” j Find
Showing 1 - 7 of 7 records
= Policy Hame Type Owener
1. [ 19C-Pa2E1 -isctmpt: Tunneld TE Provider - padl
2. [T I1sC-PEzE2-isctmpt: Tunneld TE Provider - padl
3. [T 1BC-Pa263-isctmpl: Tunnels TE Provide|  MPLS Policy
4. [ mam TE Global L2VPH Policy
5. [T pm-none TE Global VPLS Policy
B[] umi TE Global QoS Policy
7. [ um2 TE Global IPsec Policy
TE Poli
Rows per page: |1U v| Iq A A el
Firewall Policy
Create v‘ |_ Edlit || Copy || Delete | -
&
i
Step3  Click Createand select TE Policy to set up anew TE policy.
The TE Policy Editor window in Figure 9-3 appears.
Figure 9-3 TE Policy Editor
TE Policy Editor
Policy Natme & I (1 - 64 characters)
Crovmer IGIDbﬁ.I vI
Manaed: i~
Poal Type " Sub Pool (BC1) & Global pool (BC)
Setup Priority IU
Hold Priority * [o
Lffinity (Ox0-0xFFFFFFFF): |
Lffinity Mazk (0x0-0xFFFFFFFE): |
R i i Ll % None ~ Best Effort  Link & SRLG  Link, SRLG & Node
Delayed Constraint: [~ e Delay (meec) IIJ
‘ Save H Cancel |
O g
Mote: * - Reguired Field I
o
The TE Policy Editor window contains the following fields:
Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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e Policy Name—Name of the TE policy chosen by the user.
e Owner—The owner of the TE policy:

— Global—A global palicy.

— Provider—A provider policy.

— Customer—A customer policy.

¢ Managed—Check this box to make the policy to be used by managed tunnels. When clicked, both
the setup and hold priorities are set to zero and these are not editable. If the box s unchecked, the
setup/hold priorities can be set to a value between 1 and 7.

Clicking the M anaged check box will add some extrafields in the TE Policy Editor corresponding
to two additional protection levels for FRR Protection Level (Fast Re-Route) and a new field,
Delay Constraint.

e Pool Type—Tunnel bandwidth pool type.
— Sub Pool (BC1)—Bandwidth section nested inside the Global Pool part of the total bandwidth.
- Global Pool (BC0O)—Section of the total link bandwidth containing all Sub Pools for the link.

e Setup Priority—Priority used when signaling an L SP for the tunnel to determine, which of the
existing tunnels can be preempted. Valid values are from 0 to 7, where a lower number indicates a
higher priority. Therefore, an LSP with asetup priority of O can preempt any L SP with anon-0 hold
priority.

e Hold Priority—Priority associated with an L SP for the tunnel to determine if it should be
preempted by other L SPsthat are being signaled. Valid values are from 0 to 7, where alower number
indicates a higher priority.

e Affinity—Attribute values required for links carrying the tunnel (bit values are either 0 or 1).

e Affinity Mask—Which attribute values should be checked. If abit inthe mask is0, alink's attribute
value of that bit isirrelevant. If a bit in the mask is 1, the link's attribute value and the tunnel's
required affinity for that bit must match.

e FRR Protection Level—Level of Fast Reroute protection required on the primary tunnel.
— None—No backup tunnel needed.
— Best Effort—Use backup tunnel if available.
- Link & SRLG—Requires the path used by the tunnel to have link and SRLG protection.

- Link, SRLG & Node—Requires the path used by the tunnel to have link, SRLG, and node
protection.

e Delay Constraint—The path used by the tunnel is required to meet the delay constraint specified.
- Max Delay (msec)—Maximum delay allowed.
Two actions are available:
e Save—Save the TE policy with the current data.
e Cancel—Quit the TE Policy Editor and discard any changes.

Edit Policy

A policy can be edited only if it is not associated with a tunnel.
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To edit a TE policy, use the following steps:

Step1  Navigate Service Design > Policy M anager.
Step2  Click the Policy Manager icon.

The Policies window in Figure 9-2 appears.
Step3  Select thedesired policy and click Edit.

The TE Policy Editor window in Figure 9-3 appears. The TE Policy Editor window in Figure 9-3
appears. The policy editor is described in Create Policy, page 9-2. The only difference between the create
and edit processes is that the policy name and owner are not editable when editing a policy.

Step4  Makethedesired changesto the policy attributes and click Save. If the save operation succeeds, the new
TE policy now appearsin the Policies window. If not, the Status box will indicate the type of error that
occurred and, when possible, the corrective action required.

Delete Policy

A policy can be deleted only if it is not associated with atunnel.
To delete a TE policy, use the following steps:

Step1  Navigate Service Design > Policy M anager.
Step2  Click the Policy Manager icon.
The Policies window in Figure 9-2 appears.
Step3  Select thedesired policy and click Delete. The Confirm Delete window in Figure 9-4 appears

Figure 9-4 Policies - Confirm Delete

Confirm Delete

Confirm Delete
Showing 1 -1 of 1 recard
# Paolicy Mame Service Orpymer
1. testt TE Global
ROWS pet page: I‘ID 'l 14 zota page:l'l of 1 [ [0
| Delete || Cancel |

122652

Step4  Check the policy marked for deletion and click OK.
Step5  The Policies window refreshes and the selected policy disappears.

TE Tasks

ISC TEM currently offers three TE-specific tasks that are used in a manner similar to other 1SC tasks:

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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e TE Discovery—Populates the repository with data from the TE network. Discrepancies are
reconciled and/or reported.

e TE Functional Audit—Performs functional audit on TE Primary or Backup SRs in certain states.
e TE Interface Perfor mance—Calculates the interface/tunnel bandwidth utilization.

This section focuses on describing how to create TE Functional Audit and TE Interface Performance
tasks. Instructions on how to create a TE Discovery task are included in Chapter 3, “TE Network
Discovery”.

Creating a TE Task

TE tasks are managed in the ISC Task M anager, which is accessed as follows:

Step1  Navigate Monitoring > Task M anager.
The Tasks window in Figure 9-5 appears.

Figure 9-5 Tasks Window

Cisco SYsTEMS Home | Shortcuts | Accourt | index | Help | About | Logout

IP Solution Center

‘M‘""t‘"i"“ | User: admin
+ Task Manager * Fing * SLA + TE Performance Report +
“You &Are Here: + Monitoring & Task Mansget & Tasks Customer: Mone
RiE=l Shave Tasks with Task Name matching | of Type | j Find
Showing 1 - 4 of 4 records
# Task Hame Type Scheduls Creator Created on
Dieploy Primary SR-ID 4 2004-06-17 - . . 2004-06-17
- 17:87112.121 Service Deployment  Schedule TE Primary SR deployment adrmin 174712121
Deploy Backup SR-ID03 2004-06-17 2004-06-17
2. - 174500 724 Service Deployment  Schedule TE Backup SR deployment acdmin 17:45:00.724
" b . : - . 2004-06-12
3. [T TE Disc - isctmp2 TE Dizcovery Single run &t 2004-06-12 23:34:00.0 admin 2% 54 0 998
. . . 2004-06-12
4. [ LAB Discovery TE Discovery Single run &t 2004-06-12 15:35:00.0 admin 1534 54 268
Rowes per page: | 10 'l 1] 4] 9010939911 of 1 [0
[% Auto Refresh: [V Create "| | Details Schedules Delete | %
I
I
—

For a detailed description of the window elements in the Tasks window, see Cisco IP Solution Center
Infrastructure Reference, 4.0.

This page shows all collection and deployment tasks that have been executed. Note that a task could be
scheduled to happen once or there could be several scheduled runs of atask. The schedule can be viewed
by selecting a task and clicking Schedules.

Creating a TE Functional Audit Task
For each tunnel in the SR, the TE Functional Audit task checksthe L SP currently used on arouter against
the L SP stored in the repository:
e tunnel down—Ignore (do not check)
e tunnel up—Check the L SP used on the router against the one stored in the repository:
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— If they are the same, the tunnel and the SR are both set to Functional.
— If they are different, both the tunnel and the SR are set to Broken.
e tunnel missing from router—SR left untouched. The tunnel stateis set to L ost.

This task only performs functional audit on TE Primary or Backup SRs, which are not in one of the
following states:

e Closed

¢ Requested

e Invalid

e Failed Deploy

For adetailed explanation of the various states, see Cisco |P Solution Center Infrastructure Reference,
4.0.

To create a TE Functional Audit task, use the following steps:

Navigate Monitoring > Task M anager.
Click Audit > TE Functional Audit to open the Create Task window in Figure 9-6.

Figure 9-6 Create a TE Functional Audit Task

Create Task

Name " |TI'E Functional Audit 2004-10-15 13:42:13.462
Type: TE Functional Audit
Description: |crested on 2004-10-19 13:42:13.462 =]

[

Mote: * - Required Field

~Sfeplofa-
Hext = Cancel

For a detailed description of the window elements in the Create Task window, see Cisco |P Solution
Center Infrastructure Reference, 4.0.

122990

Modify the Name or Description fields as desired and click Next.
The Task Service Requests window in Figure 9-7 appears.

[ oL-6376-01
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Figure 9-7 Task Service Requests

Task Service Requests

Shawy Services with | Job ID j matching |~ of Type | All j Find

Showving O of 0 records

g Jok 1D State Type Customer Matme PN Mame
Raowvs per page: I 10 'l 14 ¢ Gota page:l'l of 1 [ [0

‘ Add ‘ ‘ Ielete ‘

-Steplof3-
< Back Hext = Finish Cancel

Step4  Click Add to add atask service request. The Select Service Request(s) window in Figure 9-8 appears.

122682

Figure 9-8 Select Service Request(s)

Showe Services with I Job 1D j Matching |~ Find

Showing 1 - 5 of 2 records

Job Operation Customer .
#0 0 State Type Toe Creator Hame Policy Mame

1. [T 1 DEPLOYED TE Tunnel MODIFY  admin

TE ;
2. [T 2 DEPLOYED Protection MODIFY  &dmin

303 mwALD MPLS ADD admin - customer! SEWT-LESSON-PLS

4. I- 4  DEPLOYED IPsec ADD addmin h =il
TE .
5. [T 15 REQUESTED A cimizsion MWODIFY  admin
Rowes per page: I 10 vI 1< < zote page:l‘l of 4 [ (21

| Select || Cancel |

122666

Step5  Select an SR using the Select button.

The Selected Service Request(s) window closes and the sel ected task(s) now appearsin the Task Service
Requests window. To add other SRs, repeat the procedure in Step 4 and Step 5.

Step6  In the Task Service Requests window, click Next. The Task Schedules window in Figure 9-9 appears.
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Figure 9-9 Task Schedules

Task Schedules

TETasks H

& Schedule Start Date and Time

Enel Date ancd Time

Showing 0 of O records

Mz Runs Iz Instances

Rowws per page: I 10 VI

|]<|<|Gotopage:|1 of 1 B0

| How || Create || Delete |

-Step2of3-

< Back

Hext >

Cancel

122679

Click Now to start the task immediately or Create to create atask schedule. The Task Schedule window

in Figure 9-10 appears.

Figure 9-10 Task Schedule

Task Schedule

Single rur; 1+ plome i once
Petiodic Run: pinute ¢ Hourly O Daily  © Weekly T Marthly
Periodic Run Attributes

Frur Imtersal:

P Limits:
Start Date and Time

Date: [October =] [19 =] |2004 ~|

Time: m W IPM 'l
End Date and Time {Default is unlimite)

Diater |Munth j |Dayj |Yearj

Time: IHDurj IMinj IAMj

| OK || Cancel |

122996

In the Task Schedule window, indicate when and how often to run the task.
Click OK. The scheduled task should now appear in the Task Schedules table.

The default setting isto schedule a single TE Functional Audit task to take place immediately (“Now”).

[ oL-6376-01
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Step10  Click Next. The Task Schedule window now shows the new task in its list of created tasks as shown in
Figure 9-11.

Figure 9-11 Task Schedule with Scheduling Data

Task Schedules

Showing 1 - 1 of 1 record

# ' Schedule Start Date and Time End Crate and Time Max Runs Max Instances
1, [ e rn at 20041018 g 10191344000 not spplicskle unlimited! unlimited!
1344:000
Rovwes per page: I 10 'l 14 ] zota page:l‘l of 1 [ (=0
| How | | Create | | Delete |

CEEE=Y
< Back Hext > Finish Cancel I
[y
Step11 A summary of the scheduled task appears as shown in Figure 9-12.
Figure 9-12 TE Functional Audit Task Summary
TE Func Audit Task Summary
Matne TE Functional Auclt 2004-10-1913:42:13.462
Description Created on 2004-10-19 13:42:13 462
Service Job D= 1
Schedules Single run st 2004-10-1913:44:00.0
-Step3of 3- =
< Back Hext > Finish Cancel 2
[y
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Click Finish. This adds the task to the list of created tasks in the Tasks window (Figure 9-5).

To view the task logs for the created tasks, see Viewing a Task Log, page 10-2.

Creating a TE Interface Performance Task

Step 1
Step 2

Thistask calculates interface/tunnel bandwidth utilization using the Simple Network Management
Protocol (SNMP).

Calculating utilization depends on how data is presented for the object you want to measure. Interface
utilization is the primary measure used for network utilization. Because MIB-I1 variables are stored as
counters, you must take two poll cycles and figure the difference between the two (hence, the delta used
in the equation).

Three variables are required:
e task duration—how long the task will run (in secs)
e frequency—how frequent the data will be collected (in secs)
¢ interval—the distance between two poll cycles (in ms).

The following explains the variables used in the formulas:

e delta(ifInOctets)—the delta between two poll cycles of collecting the SNMP ifInOctets object,
which represents the count of inbound octets of traffic

e delta(ifOutOctets)—the delta between two poll cycles of collecting the SNMP if OutOctets object,
which represents the count of outbound octets of traffic

e |fSpeed—the speed of the interface, as reported in the snmpifSpeed object.

A more accurate method is to measure the input utilization and output utilization separately, using the
following formula:

delta(ifInOctets) x 8 x 100
INpUt UtiliZati ON = === == m e o e e

(number of seconds in delta) x if Speed

delta(ifOutOctets) x 8 x 100
Output Utilization = === =m e

(number of secondsin delta) x if Speed

To create a TE Interface Performance task, use the following steps:

Navigate Monitoring > Task M anager.
Click Create to open the Create Task window in Figure 9-13.

[ oL-6376-01
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Step 4

Figure 9-13 Create TE Interface Performance Task

Create Task

Hame": |TE Intetface Perormance 2004-10-07 11:33:21.599
Type: TE Interface Performance
Deseription:  |-reated on 2004-10-07 11:33:21.599 =l

|

Mote: * - Reguired Field

-Steplof2-
< Back Hext = Finish Cancel

For a detailed description of the window elements in the Create Task window, see Cisco |P Solution
Center Infrastructure Reference, 4.0.

122991

Select TE Interface Performance in the drop-down list of the Type field.
The Select TE Provider window in Figure 9-14 appears.

Figure 9-14 Select TE Provider

Select TE Provider

Show TE Praviders with Name matching | Find

Showving 1 - 2 of 2 records
# Provider Matne

1. %  padd
2. provider

Rows per page: I 10 v| 14 < sota page:|1 of 1 (0

-Steptofd-
< Back Hext > Finish Cancel

122994

Click aradio button to select a TE provider.
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Step5  Click Next. The TE Performance Collection window in Figure 9-15 appears.

Figure 9-15 TE Performance Collection

TE Performance Collection

Task Duration (zec) |'| oaa
Task Frequency (sec) |1 oa
Task Interval (msec) I'I 1]
Targets
Showing 0 of 0 records
o Device Type Mame
Rows per page: I 10 v| 14 <] zota page:l‘l of 1 [> 20

‘ Add v‘ | Delete |

TE Tunnel

-Slep2ofd-
Hext” |} TELink

129001

Step6  Enter desired values in the Duration, Frequency, and I nterval fields.

Step7  Usethe Add button to select a tunnel or link on which to run the interface performance task:
e TE Tunnel—Add aTE tunnel. The Select Tunnel(s) window in Figure 9-16 appears.
e TE Link—Add a TE link. The Select Link(s) window in Figure 9-17 appears.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
[ oL-6376-01 .m



Chapter 9

Administration |

M TE Tasks

Figure 9-16 Select Tunnel(s) - Interface Performance

TE Provider padd

Showy m Tunnels with | Al j histching I* Find
Showing 1 - 10 of 10 records
# [ | Head Dest Tunnel Mame Tunnel I gte:tljg Policy Type
1. [ isctmpl isctmp2 isctmpd!: Tunnet ::‘51%-039 DEFLOYED  pm-none Managed
2 [ isctmpl isctmps isctmpd: Tunned LS?%'34 DEPLOYED  uml UnMaraged
3. [ isctmpl izctmps isctmpd: Tunneds ::‘S?%-SS LosT umi Unhlanaged
4. [ isctmp2 isctmpl  izctmp2 Tunnel200 :98?%-35 DEFLOYED  mani Managed
s [ isctmp? izctmps  isctmp?: Tunne300 ::‘S?%-SS DEFLOYED  mani Managed
6. [ isctmpd isctmp? izctmpd: Tunnels |PS1%_024 M LI pm-none Manzaged
7. [ isctmp? izctmpd izctmp? Tunne? :;S?%'B? DEPLOYED :g;ﬁ;?i'nnem Maraged
g. [ isctmp? isctmpf isctmp?: Tunned 4 :;‘S?%-SQ DEPLOYED :g;ﬁ;?iz_nnelz Managed
. [ isctmp? izctmpd isctmp? Tunnel 2345 LS?%;D LosT :g;ﬁ;?i%nema% Maraned
10. [ isctmp? isctmpl  isctmp?: Tunnels :;‘S?%-SS DEFLOYED  mant Managed

Rows per page: I 10 "I

[<] {] Goto page:l‘l of 1 [ [0

| Select H Cancel ‘

122995
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Figure 9-17 Select Link(s)

[Oovice Nome <lndewal- || |

Showing 1-10 of 28 records

[T izctmpl 10.22.110=-=102.2.97 izctmpT
2 [ isctmp2 10.22193=-=1022206  isctmpb
3. [ isctmpez 1023142210231 izctinph
4. [ igctmp3 102374=-=102.3.73 isctmpa
5. [ isctmp3 10.2.3.70=-=10.2.3.69 isctmpd
6 [ isctmp? 10.22.33=-=102.246 izctinpes
7. [ isctmpa 10.2.3.82=-=102.381 izctmpa
G [ isctmpd 10.22.235=-=10.2.2.225  isctmpd
. [ isctmpa 10.23106=-=1023105  isctmp3
10. [ isctmps 10.2.2.81=-=10.2.2.94 isctmpd

Rows per page: I 10 'l N] 4] Goto page:l'l of 3 i ﬁbl

| Select || Cancel |

122993

Step8  Select one or more of tunnels and links and click Next.
Step9  The Task Schedules window in Figure 9-18 appears.

Figure 9-18 Task Schedules

Task Schedules

Shiowving 0 of 0 records

ROves per page: I 10 vl 1< ] Goto page:|1 of 1 (88 [ [21

| How || Create || Delete |

122997
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Step10 Click Now or Createto create atask schedule. When you select Create to customize the schedule, the
Task Schedule window in Figure 9-19 appears (with Now, this step is skipped).

N,

Note  The default setti ng isto schedule asingle TE Interface Performance task to take place
immediately (“Now”).

Figure 9-19 Task Schedule

Task Schedule

Single run: & hoe " Onece
PeriodicRurc O Minute ¢ Hourly ¢ Daily  © weekly O Manthly

Periodic Run Attributes
) Intersal:
P Limits:

Start Date and Time
Date: | July =14 =] {2004 ~
Time: |5 =] [54 =] |PM ~|
End Date and Time {Default is unlimited)
Date: IMonth j |Dayj |Yearj
Titme: IHourj IMinj IAMj

| OK || Cancel |

122675

Step 11 In the Task Schedule window, make your selections to define when and how often to run the task.
Step12 Click OK. The scheduled task should now appear in the Task Schedules table as shown in Figure 9-20.
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Figure 9-20 Task Schedules with Scheduling Data

Task Schedules

Showing 1 - 1 of 1 record

# v Schedule Statt Date and Time Encd Date andd Time Max Runs Max Instances
Single run st 2004-10- e . L L
1. & 07 11-54:00 0 2004-10-07 11:54:00.0 naot applicakble unlirnited unlirnited
Rows per page: I 10 v| 1] <] Goto 939311 of 1 B =1
| How | ‘ Create ‘ | Delete ‘
-Step-Fofd-
< Back Hext > Finish Cancel

122993

Step13  Click Next. A summary of the scheduled task appears as shown in Figure 9-21.

Figure 9-21 Performance Task Summary

Performance Task Summary

Mame TE Interface Performance 2004-10-07 11:33:21 599
Taszk Duration (sec) 1000

Taszk Frequency (sec) 100

Task Interval (msec) 10

izctmp2 isctmp2: Tunnel200
i=ctmp2 isctmp2: Tunnel300

Devices

Schedules Single run at 2004-10-07 11:54:00.0

~Stepdofd- o
< Back Heot > Finish Cancel I
[y

Step14 Click Finish. This adds the task to the list of created tasks in the Tasks window (Figure 9-5).
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Figure 9-22 Performance Task Summary

Cisco SvsTems Home | Shortcuts | Accourt | index | Help | About | Logout

IP Solution Center

—_—— = = -_—
‘ ‘Monltorlrlﬂ | User: admin

+ Task Manager * Ping * SLA + TE Performance Report +

“You Are Here: + Monitoring > Task Mansger = Tasks Customer: Flone
el . L L
RiEE=K Show Tasks with Task Name matching |* of Type | * j Find
I Shovwing 1 - 4 of 4 records
# Task Hame Tvpe Schedule Creator Created on
1. 0 ?:F:?; ;Tg?w EDOAMEHET (e Deploymert  Schedule TE Primary SR deployment adkin 122030182_1121
' ?::ﬂg?ﬂgicz}rp SRS AT e Deploymert  Schedule TE Backup SR deployment adnin 12.’0,0:5_00%_;24
3. [T TE Dist - isctmp2 TE Dizcovery Single run st 2004-06-12 23:34:00.0 adrmin EED;DU?EEB
4. [T LABDiscovery TE Discovery Single run &t 2004-06-12 15:35:00.0 acdmin 1220;05?1-12258
Rowes per page: lﬂ ||<| Q Goto page:l‘l of 1 |> |>|]
Auto Refresh: [V Create "| | Details Schedules Delete |

122683

To view the TE Performance Report that is generated for TE Interface Performance task(s), see TE
Performance Reports, page 10-4.

To view the task logs for the created tasks, see Viewing a Task Log, page 10-2.

SR History, Config Audit Report, and Configlets

The history, config audit reports, and configlets associated with individual service requests can be
viewed from the Service Requests window when you click the Details button.

The history of an SR is essentially a state change report. It lists the various states that elements
associated with an SR has transitioned between and reports relevant details pertaining to these state
changes.

Configlets for devices associated with SRs are in simple scrollable text format.

Manage Lock

Whenever atask is performed that incurs a database update, which might affect the resource and hence
theresult of atunnel computation, it locks the system before the update and releases it at completion of
the update. If for some reason the lock is not released, other updates that require the lock are blocked.

The purpose of the lock feature is to prevent concurrent and mutually inconsistent planning activities
from being committed to the database. Meaning, if each user takes the same snapshot of the the
repository, performs computations, and tries to commit what he/she sees, the locking mechanism helps
synchroni ze the commit and ensures that no commit invalidates other commits.
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Manage Lock

If the system is locked for prolonged periods of time, the administrator should check if anyoneis
performing long planning tasks and take note of, which process locked the system and report it. If the
administrator is sure that no one is using the sytem, it can be unlocked by using the lock manager.

Each system lock is linked to a TE provider. To unlock the TE provider, use the following steps:

Navigate Service Inventory > Inventory and Connection Manager > Traffic Engineering
Management > TE Providers.

The TE Providers window in Figure 2-3 appears.
Select a TE provider that islocked by clicking the corresponding check box.
Click Manage L ock. The System Lock Management window in Figure 9-23 appears.

Figure 9-23 System Lock Management

Provider: IF’rD\.-’ider'I

User: Iadmin

Process: |TE Dizcovery Task

Timestamp: [Oct 1, 2003 10:05:44 Abd

Description: I

Lock
Status: & Lacked  Unlacked

| Unlock H Close

122757

Thetext fields in this window are read-only.
To unlock, click the Unlock button.

The System Lock Management window closes and the System Lock Statusfield in the TE Providers
window is updated accordingly.

[ oL-6376-01
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Task Monitoring

All deployment and collection tasks are monitored and the details of the tasks are logged. The
information can be viewed using the task monitoring pages.

This chapter contains the foll owing sections:
e TE Task Logs, page 10-1
e TE Performance Reports, page 10-4

TE Task Logs

The TE task logs are used to view the result of running one or more TE tasks as described in TE Tasks,
page 9-5.

Different task logs are generated by different events:
e SR deployment logs
e Logs generated by tasksissued from the Task Manager:
- TE Discovery log
— TE Functional Audit
- TE Interface Performance.

SR Deployment Logs

When any service request is deployed, whether a managed or unmanaged primary tunnel or a backup
tunnel, alog is generated. For tunnel SRs, deployment takes place in multiple phases depending on the
type of SR and the task logs are created similarly:

e Primary tunnel SR—a three-phase logging process corresponding to a three-phase deployment
(phases A, B, and C as shown in Figure 10-2)

e Protection SR—a two-phase logging process corresponding to a two-phase deployment

In addition to the deployment logs, a ConfigAudit log is created regardless of the type of SR deployment,
providing the deployment was successful.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Logs Created from Task Manager

Specific instructions for how to generate and view atask log for a TE Discovery task are found in Task
Logs, page 3-6.

Instructions for how to generate and view atask log for the TE Functional Audit and TE Interface
Performance tasks are found in Creating a TE Task, page 9-6.

Viewing a Task Log

To view the task log for a TE task, three sequential steps are required:

1. Access the Task Runtime Actions window.

2. Select aruntime action to open the Runtime Actions window.

3. Select aruntime action instance to view the desired log in the Task L og window.

To view the task logs, use the following steps. A task log from the deployment of a managed primary
tunnel has been used as an example.

Step1  Navigate Monitoring > Task M anager.

Step2  Select Logsin the table of contents on the left side of the Tasks window. The Task Runtime Actions
window in Figure 10-1 appears.

Figure 10-1 Task Runtime Actions

Runtime Actions

Task: Deploy Primary SR-D 9 2004-07-15 09:59:58.011_Fri_Jul_15_09:55:55_PDT_2004_2

Showing 1 - 4 of 4 recaords

# ' Runtime Task Hame Start Time End Time Status
1. [T Deployment Phase & 2004-07-16 09:59:59.605 falze Completed successfully
2. [T Deployment Phase B 2004-07-16 10:00:00.694 falze Completed successfully
3. [T Deployment Phase © 2004-07-16 10:00:02.028 falze Completed successfully
4, [ Configdudt 2004-07-16 10;00; 25651 falze Completed successfully
Raws per page: |1E| M| 14 <] Goto page:|1 of 1 (8] [ [»1
| Log | | OK |

122627

For an explanation of the various window elements, see Task Runtime Actions, page A-67.

Step3  Select aTask Log for viewing. A task that has been scheduled for multiple runs might have multiple
instances to view. Click the desired task in the Runtime Task Name column. The Runtime Actions
window in Figure 10-2 appears.
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Figure 10-2 Runtime Actions

Runtime Actions

Task: Deploy Primary SR-ID 9 2004-07-16 09:39:53 011 _Fri_Jul_16_09:59:58_PDT_2004_2

Shaowing 1 - 4 of 4 recards

# o Runtime Task Hame Start Time End Time Status

1. [ Deployment Phase & 2004-07-16 095959 605 falze Completed successiully
2. [T Deployment Phase B 2004-07-16 100000694 falze Completed successiully
3. [ Deployment Phase C 2004-07-16 100002028 falze Completed successully
4. [T Configauc 2004-07-16 10:00: 25 651 falze Completed successtully

ROWE [EF PR I 10 'I

1] €] Goto page:|1 of1 [ =1

| Log | | 0K

For an explanation of the various window elements, see Runtime Actions, page A-67.
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TE Task Logs W

To access the Task Log window from the Runtime Actions window, click the desired instance in the
Runtime Task Name field. The Task Log window in Figure 10-3 appears.

Figure 10-3 Task Log

Task Log

TE FuncAudit Task Log for Task: TE Functional Audit 2005-01-06 14:53:39.146_Thu_Jan_06_14:5410_PST_2005_3

Log Lewvel IWarning vl Componert: [*

Date
2005-01-06 14:54:13
2005-01-06 145416

Level
COFF
CFF

Component

GTL
GTL

Message

Started CS Job for zone=fcs, Job Log

CS Job Completed 1 for Collection Zone Jjcs Log:

Return to Logs

For an explanation of the various window elements, see Task Log, page A-68.

129263

The logged messages are shown in a table. Thisincludes the time the log message was created and the
severity level assigned to the log message.

[ oL-6376-01
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Thereis afilter setting for the logging, which defaultsto SEVERE. This means that only SEVERE
messages in the log are shown. There are several different filter settings that can be selected according
to the desired level of detail. To change the filter level, select the one that is required and click Filter.

How the log is structured depends on the type of task that was run.
Step5  Click Return to Logsto close the Task Log window.

TE Performance Reports

A TE Performance Report is created when you run a TE Interface Performance task as described in
Creating a TE Interface Performance Task, page 9-11.

It shows the traffic data collected from the TE Interface Performance task for selected tunnels and/or
links. The TE Interface Performance task can run multiple times.

To view a TE Performance Report, use the following steps:

Step1  Navigate Monitoring > TE Performance Report.
The TE Performance Report Table in Figure 10-4 appears.

Figure 10-4 TE Performance Report Table

TE Performance Report Tabhle

Traffic with | All j I* Finl

Performance Data:
Shovving 1-2 of 2 records
& StartTime EndTime Device Interface Octets In Octets Ot Speed Uil IR LRIl Ot

1. [T 2003-12-07 16:25:56 738 2003-1 2-07 164557 342 isctmp5 10.2251=-=102284 0 o 100000000 0.0 0.0

2. [T 2003-12-07 16:28:57 359 2003-12-07 16:45:37 482 isctmph 10.2.2.222=-=10.2 2203 0 0 100000000 00 0.0

Rows per page: I‘ID VI 1] ] Gota page:l‘l of 1 [z 21

| Cancel || Close || Display

Reconcile data: " pick Pesk { Pick Valley * Average { Pick First
Mate: * - Reguired Field

122717

For an explanation of the various window elementsin the report table, see TE Performance Reports, page
A-69.
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TE Topology

The TE Topology tool provides a graphical view of the network set up through the Cisco IP Solution
Center Traffic Engineering Management (1SC TEM) web client. It gives a graphical representation of
the various network elements, including devices, links, and tunnels.

This section describes how to use the topology tool. A definition of fields and buttons in the topology
GUI isfound in TE Topology, page A-5 in Appendix A, “ Traffic Engineering Management GUI".

This chapter contains the foll owing sections:
e Overview, page 11-1
e Accessing the TE Topology Tool Page, page 11-2
e Using the TE Topology Interface Applet, page 11-2

Overview

The TE Topology tool can be activated from various locations within ISC. However, in this user guide
the TE Topology tool is assumed to be accessed from the Traffic Engineering Management Services
page.

The TE Topology toal is used to visualize the TE network based on the data contained in the repository.
To that end, it provides a number of ways of manipulating the display, for example by applying
algorithms to the graph layout, importing maps, and so on.

The tool is accessed from a TE Topology Interface Applet that displays the TE topology through a Java
applet within the browser.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Accessing the TE Topology Tool Page

The TE Topology tool is accessed as follows:

Step1  Navigate Service Inventory > Inventory and Connection Manager > Traffic Engineering
Management > TE Topology.

The Topology Tool window in Figure 11-1 appears.

Figure 11-1 Topology Tool

Gisco SvsTems

Home | Shartcuts | dccount | indes | Help | Ahout | Logout

IP Solution Center

Seruice Inventory | ( ( User: admin
=]

+ Inventory and Connection Manager + [

You Are Here: « Service Invertory 2 Inventory and Connection Manager = Topalogy Tool Customer: Fone

e L

- Service Reguests

 Traffic Engineering
Management

o Inverntory Manager

n Topology Tool

 Devices
o Device Groups
= Customers
= Customer Sites
= CPE Devices
= Provicers
« Provider Regions
= PE Devices
- Access Domains

+ Resource Pools

++ CE Routing Communities

o WPRE

o AAS SErvers

= Mamed Physical Circuits
= MPC Rings

Topology Tool

Wiy topology maps.

e ISC-VPH Topology
“Jnll'lr—"“ Launches a Java™ Web Start application that presents graphical viewws of %PNs, Regions, and Access
s Daomaing.

e ISC-TEM Topology Interface Applet
QJIIHI%: Launches the ISC-TEM Topalogy Interface Applet.

Java Runtime Environment (JRE) and Java Webstart must be installed to run Inventory Manager. If you are having trouble
getting them to function properly or need to update your local JRE please dowwnload and install one appropriste for your
operating system.

JRE Description Platform Version Supported
Windowws (all languages, including Englizh) Windowes 1.4.2 04 es
Solaris SPARC 32-bit self-extracting file Solaris SPARC 1.4.2_04 ==
Linwzx self-extracting file Linuee 1.4.2 04 Mo
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For a detailed description of the Topology Tool page, see Cisco IP Solution Center Infrastructure
Reference, 4.0.

Step2  To start up the TE Topology tool, select ISC-TEM Topology I nterface Applet.

Using the TE Topology Interface Applet

The TE Topology Interface Applet (Topology Applet) provides a means of visualizing the network and
tunnels present in the network. The web-based GUI is the primary means of visualizing the network
information. The Topology Applet simply augments the web-based GUI to provide a different
presentation format to the user.

The features offered through the Topology Applet are:

TE Topology rendering

Highlighting of network elements

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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e Tunnel overlay (unmanaged, primary, and backup)
e Topology layout persistence
e Integration with web page content.

To access the Topology Applet, use the following steps:

Step1  Navigate to Service Inventory > Inventory and Connection Manager > Traffic Engineering
Management > Topology Tool.

Step2  Click ISC-TEM Topology I nterface Applet.
The security warning window in Figure 11-2 appears.

Figure 11-2 Security Warning

Warning - Security |

Doyou want to trust the signed applet distributed by "WYPHNSC Engineering"?

Fublisher authenticity verified by "Cisco Systems, Inc"

The security cedificate was issued by a company that is not trusted.
= Y

The security cerificate has expired or is not yet valid.
=F )

Caution: "WPNEC Engineering” assers that this content is safe. You should anly
accept this content ifyou trust "WPHSC Engineering” to rmake that asserion.

More Details

| es || Mo || Always |

129110

Step3  Click Yesor Always to accept the authenticity of the security certificate.
The Topology Display applet window in Figure 11-3 appears.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure 11-3 Topology Display Applet

Applet Repository File Map Graph Tunnels Algorithms View Tools

@ ’E” 100%

53| |ﬂmtia|iasing|| DuuhIeBuffer| ‘H|

1
Dect a1 PM M TYisualizerlm ntializeGragph
INFO: Initializing..

Dec 19, 2004 9:55:581 PM NTvVisualizerlm initializeGraph
IMFO: Creating igRunnable thread..

Cec 19, 2004 9:55:51 PM NTVisualizerlm initializeGraph
INFOQ: Creating iglnvoke thread..

Dec 189, 2004 8:55:51 PM MNTVisualizerim setProgressDialogyisible

-
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For an explanation of the various window elementsin all the menus of the Topology Display, see
Topology Display Window, page A-6.

Display/Save Layout

Use the two operations in the Repository menu, Layout Graph and Save Graph L ayout, to display or
save the current layout of the network graph.

Prior to generating the graph layout, the coordinates must be set on each of the network devices.
Otherwise, the graph will have arandom layout.

e Layout Graph—The graph islaid out from therepository. If agraph layout is already present, that
layout is cleared onceyou click Yesin the Clear Graph Layout confirmation box. If the layout has
not previously been saved, arandom layout of the repository contentsis drawn. If it has been saved
previously, the saved layout is redrawn.

e Save Graph L ayout—Save the current graph layout. Doing so will ensure that whenever the graph
layout is cleared with Layout Graph or the topology applet is closed, the same layout will be
created when the applet isrestarted. If a map was used, the map is also redrawn.
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Using Maps

Step 1

Step 2

Step 3

Loading a map

Step 1

Using the TE Topology Interface Applet Il

You can associate a map with each view. Currently, the topology viewer only supports mapsin the
Environmental Systems Research Institute, Inc. (ESRI) shape format. The following sections describe
how to load maps and selectively view map layers and data associated with each map.

The map features are accessed from the Map menu in the Topology window.
To access the Map menu, use the following steps:

Navigate Service Inventory > Inventory and Connection Manager > Traffic Engineering
Management > TE Topology.

Start the ISC TM Topology Interface Applet. If link and node data for your network is already in the
repository, a Progress Report lists the various network elements as the corresponding data is | oaded.

Select the M ap menu. The menu in Figure 11-4 appears.

Figure 11-4 The Map Menu

Map

L oad
Clear

122885

From the M ap menu, you can either load or clear (remove) maps as described in the following.

You might wish to set a background map showing the physical locations of the displayed devices. To
load a map, use the following steps:

In the menu bar, select Map > L oad
Providing the web map server is running, the Load Map window appears (see Figure 11-5).

[ oL-6376-01
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Step 2

Step 3

Step 4

Figure 11-5 Load Map

Look In: | v| Gal @ —d @E

T Asia projection
(3 Eurape mercator v
I Morth_America
1 Oceania longitude_range
1 South_America I -180 :l I 180 :‘
lj World latitude_range
[ [
File Narne: | |
Files of Type: | All Files -]
-
Open | | Cancel | %
™

For an explanation of the various window elements, see Load Map, page A-8.
Make your selections in the Load Map window.

The right-hand side of the window contains a small control panel, which allows you to select the
projection in which amap is shown. A map projection is a projection which maps a sphere onto a plane.
Typical projections are Mercator, Lambert, and Stereographic.

For more information on projections, consult the Map Projections section of Eric Weisstein's World of
M athematics at:

http://mathwor|d.wolfram.com/topics/M apPr oj ections.html

For each projection, you can also select the region of the map to be shown. In most cases, the predefined
values should be sufficient. The top level of the file hierarchy should contain folders for all major
regions, such as Asia, Europe, North America, Oceania, and so on.

If desired, make changes to the settings in the Longitude Range and Latitude Range fields.
Navigate to the desired folder.

Each folder can contain either complete maps or folders for countries. Each map is clearly distinguished
with the Map icon.

Select amap file and click Open to load the map.

Selecting the map file and clicking the Open button starts loading it. Maps can consist of several
components and thus a progress dial og is shown informing you which part of the map file is loaded.

A map similar to the one in Figure 11-6 appears.
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Figure 11-6 Loaded Map

3 Topology Display - Microsoft Internet Explorer provided by Cisco Syste| — |EI|E|

Applet Repository File Map Graph Tunnels Algorithms VYiew Tools

@ IE” 100%:
=

,e\ ‘nn‘tialiasing H DnuhIeBuffer| |”‘
1

INFO: Initializing..

Dec 19, 2004 8:55:51 PM MTWisualizerim initializeGraph

INFO: Creating igRunnahle thread..

Dec 19, 2004 3:55:51 PM MNTYisualizerim initializeGraph

INFO: Creating iglnvoke thread..

Dec 19, 2004 9:55:581 PM NTVisualizerlm setProgressDialogVisihle

-
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Step5  Usethe various functions in the menus of the Topology Display window to manipulate the display
contents in the Topology view. Some of these are described in subsequent sections. For amore complete
description of the menu functions available, see Topology Display, page A-5.

Adding new maps

You might need to add your own maps to the selection of maps available to the Topology Tool. Thisis
done by placing amap filein the

$1SC_HOM E/resour ces/webser ver /tomcat/webapps/ipsc-maps/data directory or a subdirectory
thereof within the ISC installation. To make this example more accessible, assume that you wish to add
amap of Toowong, a suburb of Brisbane, the capital of Queensland. The first step to do so isto obtain
maps from amap vendor. All maps must bein the ESRI shapefileformat (see ESRI shapefile technical
description). In addition, adatafile can accompany each shapefile. Datafiles contain information about
objects and the corresponding shapes are contained within the shape file. L et us assume that the vendor
provided four files:

e toowong_city.shp
e toowong_city.dbf
e toowong_street.shp

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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e toowong_street.dbf

We have to create a.map file that informs the TE Topology tool about layers of the map. In this case we
havetwo layers: acity and astreet layer. The map file, say, Toowong.map, would thus have the following
contents:

toowong city
toowong street

It lists all layers that create a map of Toowong. The order is important, as the first file forms the
background layer, with other layers placed on top of the preceding layers.

Having obtained shape and datafiles and having written the map file, decide on itslocation. As
mentioned, Toowong is a suburb of Brisbane, located in Queensland, Australia. All map files must be
located in or under the $1 SC_HOM E/resour ces/webserver /tomcat/webapps/ipsc-maps/data
directory. Since by default this directory contains adirectory called Oceania intended for all maps from
that region, simply create a path Australia/Queensland/Brisbane under the directory Oceania. Next,
place all fivefilesin thislocation. Oncethisis done, the map is automatically accessibleto the topol ogy
viewer.

Clearing Maps

To clear the active map, select Map > Clear (see Figure 11-3 and Figure 11-4).

Use this feature to clear (remove) the active map to leave only nodes and links in the corresponding
network.

Using Highlighting and Attributes

The Graph menu, shown in Figure 11-7, provides access to arange of tools to manage and manipulate
graphs.

Figure 11-7 Graph Menu

Graph

Clear Highlighting *| All Elements
Attributes Nodes

Clear Links

Antidlias Unmanaged Tunnels

BackingStore Primary Tunnels

DoubleBuffer Backup Tunnels

Unmanaged Tunnel Paths
Primary Tunnel Paths
Backup Tunnel Paths
Protected Elements
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For an explanation of the various menu items, see the following sections as well as Graph, page A-10.

Use the JavaServer Pages (to pagesto) to ook at the list of nodes, links, and tunnels. From the JSP pages,
select the display button at the bottom of the window to highlight elements.

Thetools in the Graph menu serve to modify the appearance of the topology.
These are described in the following sections.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Clear Highlighting

Clear Highlighting serves to remove highlighting from specific elements as listed in its submenus. For
adescription of the individual entries, see Graph, page A-10.

Add/Modify Attributes

When you select Attributes from the Graph menu, the Graphic Attributes window in Figure 11-8
appears.

Figure 11-8 Graphic Attributes

E [E> 100
—=l
ot 60
—
E 40
] =
AEEN= ==
B — 0
| Clase || Apply All | %

The Add/Modify Attributestool is used as follows:

Step1  Select graph elements (nodes/links) in the topology display. Use Ctrl/Shift to select multiple elements.
Step2  Navigate Graph > Attributesto open the Graphic Attributes window.
Step3  Change the desired attributes and click Apply All.

Note Only selected links (Step 1) are affected.

Clear Current Graph Layout

Use the Clear function in the Graph menu to remove the topology graph from the current view.

Although this is also achieved with Layout Graph in the Repository menu, Layout Graph re-creates
the graph last saved in the repository in addition to clearing the graph.

Using AntiAlias, BackingStore, DoubleBuffer
AntiAlias, found in the Graph menu, is used to create smoother lines and a more pleasant appearance
at the expense of performance.

BackingStore allows graphics content to be automatically saved when moved to the background and
regenerated when returned to the foreground. This helps avoid superfluous refreshing.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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DoubleBuffer enables double buffering for dragging elements on the graph.

Using Algorithms

In the Algorithmsmenu, shownin Figure 11-9, various algorithms can be used to enhance and otherwise
alter the graph layout.

S

Note  The algorithms only work when the nodes are interconnected with links.

Spring isagraph layout algorithm that optimizes the graph layout based on weights.
Randomize rearranges the nodes in the current topology layout at random.
If there are overlapping links, the layout can be optimized by selecting Optimize Links.

Figure 11-9 Algorithms Menu

Algorithms
Spring
Randomize
Optimize Links

122875

Spring Settings

For further explanation of the Algorithms menu, see Algorithms Menu, page A-12.

The spring settings are used to enhance the appearance of the topology display according to user
preferences. When selecting Spring Settings, the Spring Settings window in Figure 11-10 appears.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure 11-10 Spring Settings

Propagation
[V Propagate

[[] Specify lavout size:
Horizontal fvertical alignment
) Left (® Center [ Right

) Top @ Center

[v| Use objects’ sizes
[ Fix selected ohjects
[¥ Automatic edge length

Edge length constant
Repaint period |0.0
Epsilon (1.5

Single components settings
[v] Automatic horizontal spacing

Horizontal spacing

VYertical spacing |(10.0

122888

| Apphy || Reorder || Close |

For an explanation of the various fields in the Spring Settings window, see Algorithms, page A-12.
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APPENDIX A

Traffic Engineering Management GUI

This chapter describes the Cisco I P Solution Center Traffic Engineering Management (ISC TEM) GUI
and provides an explanation of the various fields, buttons, and other GUI elements. For a detailed
description of the process flows for the various I|SC TEM services, see the respective chapters and
sections elsewhere in this user guide.

In this chapter, the parts of the ISC GUI used by the ISC TEM component are described:
e TE Providers, page A-3
e TE Topology, page A-5
e TE Nodes, page A-18
e TELinks, page A-21
e TE SRLGs, page A-29
e TE Explicit Paths, page A-32
e TE Protected Elements, page A-35
e Assign TE Resources, page A-39
e Create Managed TE Tunnel, page A-39
e Create Unmanaged TE Tunnel, page A-58
e Create TE Backup Tunnel, page A-58
e TE Traffic Admission, page A-64
e Adminstration, page A-66
e Monitoring, page A-66

Accessing the TEM GUI

The Traffic Engineering Management GUI forms part of the general Cisco ISC GUI.
This section describes the GUI elements in the Traffic Engineering Management Services window.

To access the TEM GUI, go to Service Inventory > Inventory and Connection Manager > Traffic
Engineering Management. The Traffic Engineering Management Services window in Figure A-1
appears.

[ oL-6376-01
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Figure A-1 Traffic Engineering Management Services

Cisco SYsTEMS Home | Shorteuts | Accourt | Index | Help | About | Logoot

IP Solution Center

Ser\ri:e Inventory | User: admin

+ Inwventory and Connection Manager * Deployment Flos

You Are Here: + Service Inventory » Inventory and Connection Manager » Traffic Engineering Management Customer: [one

[kl 11111101

T T
 Zervice Reqguests .
n Traffic Engineering Provider Hame I
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- Invertary Manager Service Request Elements Service Request Forms
« Topology Tool

ffic Engineering Management Services

. X TE Providers Assign TE Resources
o BeiEes Wiewy TE Providers - — Assion or Manage TE Resources on
- Device Groups Devices Interfaces
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= Customer Sites TE Topology Create Manage«d TE Tunnel

- CPE Dievices :iev;;tTE Topology (E:re_ate or Ed_'r: SR flor Managed Traffic
+ Providers Fap nineeting Tunneks
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TE Explicit Paths
Manage TE Explicit
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TE Protected
Elements
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Metwork Elements

Mate: * - Reguired Fisld
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The main ISC TEM window includes the following service elements:

e Service Request Elements
— TE Providers—Create and manage TE Providers.
- TE Topology—View the ISC TEM application through atopology interface.
— TE Nodes—View TE nodes and node details.
— TE Links—View TE links.
- TE SRL Gs—Create and manage Shared Link Risk Groups (SRLGS).
- TE Explicit Paths—Create and manage TE explicit paths.
- TE Protected Elements—Manage protection of network elements.

e Service Request Forms
— Assign TE Resour ces—Assign or manage TE resources on device interfaces.
— Create Managed TE Tunnel—Create or edit SRs for managed TE tunnels.
— Create Unmanaged TE Tunnel—Create or edit SRs for unmanaged TE tunnels.
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— Create TE Backup Tunnel—Create or edit SRs for TE backup tunnels.
- TE Traffic Admission—Assign traffic to traffic-engineered tunnels.

TE Providers

This section describes the GUI elementsin the TE Providerstool.

To create a TE Provider, see Creating a TE Provider, page 2-4.

To access the TE Providers window, go to Service I nventory > I nventory and Connection Manager >
Traffic Engineering Management > TE Providers. The TE Providers window in Figure A-2 appears.

Figure A-2 TE Providers

TE Providers

Show Providers with Provider Mame matching |~ Find
S‘ Showing 1 -1 of 1 record
_ System Lock
& Provider Hame S
1. [ PpaDo Inlocked
Rows pet page:l‘ll] vl 1] <] Goto page:|1 ot 1 B2l
| Create | | Edit | | Delete | Manage Lock |
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The TE Providers window contains the following fields:

e Provider Name—Name of TE provider.

e System Lock Status—Indicates whether or not the system lock is activated (L ocked or Unlocked).
The following actions can be performed:

e Create—Create a TE provider.

e Edit—Edit the TE provider details.

e Delete—Delete a TE provider.

¢ Manage L ock—Manage the system lock status (see Manage Lock, page 9-18).

Create/Edit TE Provider

To access the Create/Edit TE Provider window, go to Service Inventory > Inventory and Connection
Manager > Traffic Engineering Management > TE Providersand click Create.

The Create/Edit TE Provider window in Figure A-3 appears.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure A-3 Create/Edit TE Provider

Create/Edit TE Provider

i

Provider Mame I Select

Primary Route Generation Parameters:

Default Primary RG Timeout (sec) |1 o

Backup Route Generation Parameters:

Backup G Timeout (sec) I'I non

FRR Protection Type % Sub Poal  any Poal
Defautt Link Speed Factor ™ |'| o

Minimurm Biancswicth Limit (kbps) |1 0

Max. Load Balancing Tunnel Count % I'I

Discovery Default Parameters:

Region for TE Devices = I
Customer for Primary Tunnels: I

| Save H Cancel |
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Mote: * - Reguired Figld

The Create/Edit TE Provider window contains the following fields:

Backup RG Timeout—Computation timeout for backup tunnels.

FRR Protection Type—Fast Re-Route (FRR) protection type:

Provider Name—Name of the provider to be associated with the TE provider.
Default Primary RG Timeout—Default computation timeout for primary tunnels.

— Sub Pool—Bandwidth section nested inside the Global Pool part of the total bandwidth.
— Any Pool—Sub Pool or Global Pool. Global Pool is the section of the total link bandwidth

containing all Sub Pools for the link.

to determine the amount of bandwidth that needs to be protected.

an element.

Region for TE Devices—Name of provider region.

Minimum Bandwidth Limit—Minimum bandwidth allowed for backup tunnels.

Customer for Primary Tunnels—Customer for primary TE tunnels.

Default Link Speed Factor—Default multiplication factor to be applied to the link speed in order

M ax. L oad Balancing Tunnel Count—Maximum number of tunnelsto be generated for protecting

For step-by-step instructions on how to create or edit TE providers, go to Creating a TE Provider, page

2-4,

r Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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TE Topology

This section describes the various fields, buttons, and other GUI elementsin the TE Topology GUI. For
instructions on how to use the TE Topology tool, see Chapter 11, “TE Topology”.

ISC TEM includes a TE Topology tool that isaccessed asaTE Topology | nterface Applet that displays
the TE topology through a Java applet within the browser.

For specific instructions on how to use the topology applet, see Using the TE Topology Interface Applet,
page 11-2.

Note  There are several ways to access the TE Topology tool, among others by using I nventory and
Connection Manager > Topology Tool and I nventory and Connection Manager > Traffic
Engineering M anagement > Topology Tool. Inthissection, it isassumed that the TE tools are accessed
from the Traffic Engineering Management Services page.

Topology Display

To access the TE Topology tool, go to Service Inventory > Inventory and Connection Manager >
Traffic Engineering Management > TE Topology and select | SC-TEM Topology Interface Applet

The topology display appears immediately as an separate window as shown in Figure A-4.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure A-4 Topology Display Window
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Dec 189, 2004 8:55:51 PM MNTVisualizerim setProgressDialogyisible

4]
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The Topology Display window contains the following menus:
e Repository—Discard or save the layout graph.
e File—Gain access to the print functionality.
e Map—Load or clear maps. Is used to associate a map with aview.
e Graph—Access arange of tools to manage and manipulate graphs.
e Tunnels—View or update the tunnel layout.
e Algorithms—Randomize or optimize links and set spring settings.
e View—Modify the zoom level in the current view.
e Tools—Modify the magnetic grid settings and the layer visibility.

The menus in the Topology Display window are described in more detail below with definitions for
individual entries.

The Topology Display window toolbar contains the elements shown in Table A-1.
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Table A-1 Topology Display Toolbar Elements

Icon Purpose

Print this view.

&
Zoom the graph by a factor of 200%.
]
Zoom the graph by a factor of 100%.
100%
Zoom the graph by a factor of 50%.
2

Toggle antialiasing on/off. When drawing a view, this
creates smoother lines and a more pleasant appearance at
Antialiasing | |the expense of performance.

Start/stop double buffering. This smoothes the lines when
dragging elements.

Double Buffer
Configure the magnetic grid in the current view.
Manage active layersin the current view.

For instructions on how to use the Topology Display, see Using the TE Topology Interface Applet, page
11-2.

Repository

The Repository menu in Figure A-5 serves to discard or save the layout graph.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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File

Map

Load Map

Figure A-5 Repository Menu

Repository

Layout Graph

122887

Sawve Graph Layout

The Repository menu contains the following elements:

e Layout Graph—If agraph layout is already present, the layout is cleared. If not, the layout of the
elements in the repository is drawn. If alayout has previously been saved, the saved layout is
re-created. Otherwise, a random layout is generated.

e Save Graph Layout—Save the current graph layout. Doing so ensures that whenever the graph
layout is cleared with Layout Graph or the Topology Display applet is closed, the same layout is
created when the applet is restarted.

The File menu in Figure A-6 provides access to the print functionality.

Figure A-6 File Menu
File
Print

122878

The File menu contains the following element:
e Print—Print the current topology view.

The Map menuin Figure A-7 serves to load or clear maps.

Figure A-7 Map Menu

Map

Load
Clear

122385

The Map menu contains the following elements:
e L oad—Opensthe Map Chooser for selecting a topology map.
e Clear—Clears the current topology map.

When selecting Load from the M ap menu, the Map Chooser window in Figure A-8 appears.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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TE Topology W

Look In: | v| Gal @ —d @E
1 Asia projection
T Europe M
1 North_America
1 Oceania longitude_range
] South_America I -180 :l I 180 :‘
lj World latitude_range
e
File Name: | |
Files of Type: | All Files |
.
| Open | | Cancel | %
o

The Map Chooser window contains the following elements:

e Look In—Change the location from where to load the map.

e File Name—Specify the desired file name.

e Files of Type—Select the file type of the files to be displayed.

e Open—Open the selected directory or atopology map.

e Cancel—Close the Map Chooser window.

e File Dialog Commands—Serves to determine the desired directory and level of detail of datafiles.

The Map Chooser window navigation toolbar contains the elements shown in Table A-2.

Table A-2 Map Chooser Toolbar Elements

Icon Purpose

Move to the parent directory of the current directory.

Return to the home directory.

Create anew folder in the selected directory or, if none are
selected, the current directory.

[ oL-6376-01
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Table A-2 Map Chooser Toolbar Elements (continued)

Icon Purpose

List the contents of the current directory.

8

Providetype, size, and date and time detail sabout files and

directories in the current directory.
o—

e Projection—Choose the projection in which amapisshown. A map projection isaprojection which
maps a sphere onto a plane. Typical projections are Mercator, Lambert, and Stereographic.

e Longitude Range—Choose a geographical longitude range.
e Latitude Range—Choose a geographical |atitude range.

Graph

The Graph menu in Figure A-9 provides access to a range of tools to manage and manipulate graphs.

Figure A-9 Graph Menu

Graph
Clear Highlighting *| All Elements
Attributes Nodes
TClear | Links
W Unmanaged Tunnels
BackingStore Primary Tunnels
DoubleBuffer Backup Tunnels
Unmanaged Tunnel Paths
Primary Tunnel Paths
Backup Tunnel Paths 2
Protected Elements %

The Graph menu contains the following elements:
e Clear Highlighting—Remove the highlighting of selected elements in the graph layout:
— All elements—Highlighting of all network elements in the graph is cleared.
— Nodes—Highlighting of al nodesin the graph is cleared.
— Links—Highlighting of al linksin the graph is cleared.
— Primary Tunnels—Highlighting of all primary tunnels in the graph is cleared.
— Backup Tunnels—Highlighting of all backup tunnelsin the graph is cleared.

- Unmanaged Tunnel Paths—Highlighting of all unmanaged tunnel paths in the graph is
cleared.

— Primary Tunnel Paths—Highlighting of all primary tunnel pathsin the graph is cleared.
— Backup Tunnel Paths—Highlighting of all backup tunnels paths in the graph is cleared.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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— Protected Elements—Highlighting of all protected elementsin the graph is cleared.
e Attributes—Opens the Graphics Attributes window in Figure A-10.

Figure A-10 Graphics Attributes Window

EN =l
[ 2| M = =
Zil = | =)=
é;f:f:}:;gé : : |' """ 'i H [i11]
===
é@ NEIES ==
L ==L
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Clase || Apply All |

To understand the tools in the Graphics Attributes window, mouse over the various attributes.
Choose the desired settings for line color, fill color and pattern, line thickness and style, arrow, and
transparency.

Click Apply All to activate your selections or Close to quit the Graphics Attributes window.

e Clear—As opposed to the Layout Graph item in the Repository menu, which also clears the
current graph from the topol ogy display, the Clear function inthe Graph menu only clearsthe graph
from the current view without re-creating it.

e AntiAlias—Activate antialiasing to smooth lines in the layout.

e BackingStore—Store graphics content when moved to the background and regenerate it when
moved to the foreground. This helps avoid superfluous refreshing.

¢ DoubleBuffer—Start/stop double buffering. Smoothes the lines when dragging elements.

The Tunnels menu in Figure A-11 is used to highlight TE tunnels in the network.

Figure A-11 Tunnels Menu

Tunnels

Layout | Unmanaged Tunnels
Update * Primary Tunnels

122590

Backup Tunnels

The Tunnels menu contains the following elements:
e Layout—Use L ayout the first time you want to highlight tunnels using the repository.
- Unmanaged Tunnels—Highlight unmanaged tunnels only.
— Primary Tunnels—Highlight primary tunnels only.
— Backup Tunnels—Highlight backup tunnels only.

[ oL-6376-01
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Algorithms

~

Note  Selecting L ayout repeatedly does not update the display.

e Update—Use Updateto update tunnelsin the display with the last instance of the repository.
- Unmanaged Tunnels—Update the highlighting of unmanaged tunnels.
- Primary Tunnels—Update the highlighting of primary tunnels.
- Backup Tunnels—Update the highlighting of backup tunnels.

In the Algorithms menu in Figure A-12 various algorithms can be used to enhance and otherwise alter
the graph layout.

Figure A-12 Algorithms Menu

Algorithms
Spring
Randomize
Optimize Links

122875

Spring Settings

The Algorithms menu contains the following elements:
e Spring—Appliesthe Spring algorithm to the current graph layout using the attribute settings in the
Spring Settings window.
¢ Randomize—Applies the Randomize algorithm to the nodes in the current topology layout.

e Optimize Links—This feature is used to move overlapping links apart when multiple links are
present between nodes using the Links Optimization a gorithm.

e Spring Settings—The spring settings are used to enhance the appearance of the topology display
by setting attributes according to user preferences. When selecting Spring Settings, the Spring
Settings window in Figure A-13 appears.
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Figure A-13 Spring Settings

Propagation
[¥l Propagate

[[] Specify lavout size:
Horizontal fvertical alignment
) Left (® Center [ Right

) Top @ Center

[v| Use objects’ sizes
[ Fix selected ohjects

[¥ Automatic edge length
Edge length constant
Repaint period 00 |
Epsilon [15 |

Single components settings
[v] Automatic horizontal spacing

Horizontal spacing

VYertical spacing |(10.0

| Apphy || Reorder || Close |
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The Spring Settings menu contains the following elements:
e Propagate—Propagate the various settings in the Spring Settings window to all child layouts.
e Specify layout size—Specify the layout size in pixels.
e Horizonal / vertical alignment—Align the topology graph in the Topology Display.
e Useobjects sizes—Use the objects’ actual layout sizes without scaling.
e Fix selected objects—Fix the location of selected objects in the Topology Display.

e Automatic edge length—Allow the topology application to automatically assign an appropriate
length to each link.

e Edgelength constant—If Automatic edge length is not selected, you can specify a fixed edge
length here.

e Repaint period—Sets the period (number of loops) used to repaint objects when the objects are
being laid out in a graph.

e Epsilon—The epsilon constant determines when the iterative process for the Spring algorithm

should stop. The greater this constant, the faster the layout, but the more distant the final position

from the optimal layout.

e Automatic horizontal spacing—Let the topology application automatically determine the
horizontal spacing between the devices in the graph.

e Horizontal spacing—Specify a fixed horizontal spacing between the devicesin the graph.
e Vertical spacing—Specify afixed vertical spacing between the devices in the graph.

[ oL-6376-01
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View

Tools

Grid

Once you have made your selections, you can do any of the following:
e Apply—Save the Spring settings.
e Reorder—Rerun the Spring algorithm to reorder the graph elements based on the Spring settings.
e Close—Close the Spring Settings window without saving the selections.

The View menu in Figure A-14 allows zooming in the current view.

Figure A-14 View Menu

Zoom In
Zoom Normal
Zoom Qut

122891

The View menu contains the following elements:
e Zoom | n—Increases the magnification level.
e Zoom Normal—Resets the magnification level to the default setting.
e Zoom Out—Decreases the magnification level.

The Tools menuin Figure A-15 allows you to modify the magnetic grid settings and the layer visibility.
Different network elements are drawn in different layers. Individual layers can be turned on or off using
the Layers menu.

Figure A-15 Tools Menu
Tools
Grid

Layers

122589

The Tools menu contains the foll owing elements:

e Grid—Allows you to add a background grid to the graph based on the selections in the M agnetic
Grid window.

e Layers—Allowsyou to select the layers to be dispayed in the graph using the Layer Visibility
window.

The Magnetic Grid window in Figure A-16 allowsyou to modify the magnetic grid settings. An activated
grid appears under the graph layout in the Topology Display.
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Figure A-16 Magnetic Grid

(@ Mot activated
() Activated but not visible

) Activated and visible
Grid spacing:

Grid color:
(®) Display Points
) Display Lines
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The Grid window contains the following elements:
e Not activated—Tells the application not to place a magnetic grid in the Topology Display.
e Activated but not visible—The network elements are not visible but still snaps to grid.
e Activated and visible—Make the grid active and visible in the Topology Display.
e Grid spacing—Set the spacing between the lines in the grid.

e Grid color—Click the square to open the color pal ette to set the grid line color as described in Grid
Color, page A-15.

e Display points—Display links using dotted lines.
e Display lines—Display links using solid lines.

Click OK to apply the settings or click Cancel to cancel the operation and return to the Topology Display
window.

Grid Color
The Grid Color window in Figure A-17 has three tabs:

Swatches—The Swatches pal ette (shown) provides color swatches for making rapid color choices.
HSB—The HSB palette in Figure A-18 is used to set hue, saturation, and brightness.

RGB—The RGB window in Figure A-19 is used to set the color intensity for red, green, and blue,
respectively.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure A-17 Edit Grid Color - Swatches

Recent:

Preview
[ ]

D Sample Text Sample Text

o
| ok || cancel || Reset | 7
>
Figure A-18 Edit Grid Color - HSB Settings
x|
Preview
L
D Sample Text Sample Text
-
| ok || cancel || Reset | 7
>
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Figure A-19 Edit Grid Color - RGB Settings
[ Swatches [HSB | RGB |
Red ) 212)
0 85 170 255
Green I 212 EI:
T 85 170 265
Blue : 212|=
0 85 170 255

Preview

D Sample Text Sample Text

| ok || cancel || Reset |
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Make the desired changes and click OK.
Click Reset to reapply the default settings.

Layers
The various network elements are organized into layers that can be turned on and off to display only the
part of the TE network that you want to see.
Select Tools > L ayers to access the Layer Visilibity window shown in Figure A-20.
Figure A-20 Layer Visibility
Visibility
Choose visible layers for view:
Layer name | yisible
Map Lines [¥] |~
Map Data [v] =
Modes [v]
Links [¥]
Unmanaged Tunnels J
Unmanaged Tunnel Paths J
Prirmary Tunnels [
Prirmary Tunnel Paths [
Computed Primary Tunnel Paths [
Backup Tunnels [
Backup Tunnel Paths J -
)
| Apphy | | Close | =
o
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In the Layer Visibility window, specify which layers should be visible by clicking the corresponding
check boxesin the Visible column:

e Map Lines—Select to display map lines.

e Map Data—Select to display map data.

¢ Nodes—Select to display TE nodes.

e Links—Select to display TE links.

e Unmanaged Tunnels—Select to display TE unmanaged tunnels.

¢ Unmanaged Tunnel Paths—Select to display TE unmanaged tunnel paths.
e Primary Tunnels—Select to display TE primary tunnels.

e Primary Tunnel Paths—Select to display TE primary tunnel paths.

e Computed Primary Tunnel Paths—Select to display paths for computed primary tunnels.
e Backup Tunnels—Select to display TE backup tunnels.

e Backup Tunnel Paths—Select to display TE backup tunnel paths.

Click Apply to apply the settings or click Close to cancel the changes and quit the Layer Visibility
window.

TE Nodes

This section describes the GUI elementsin the TE Nodes tool.

The nodes of the TE network can be viewed after running a T E Discovery task. For instructions on how
torun a TE Discovery task, see Chapter 3, “TE Network Discovery.”

The TE Nodes tool gives access to both textual and visual information about the nodes discovered in the
TE network.

To access the TE Nodes window, go to Service Inventory > Inventory and Connection Manager >
Traffic Engineering Management > TE Nodes. The TE Nodes List window in Figure A-21 appears.
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Figure A-21 TE Nodes List

TE Modes List

Provider: Provider1

Showy Devices with: Im TE routers matching |* Find
Showving 1 - 10 of 13 records
# Device Hame IGP ID MPLS TE ¥
1. [ isctmp 192168118176 192168118176
2. [ isctmp2 182168118189 1921681158189
3. [T isctmp3 192168118.215 192.168.118.215
4. [ isctmpd 192.168.118.213 192168118213
5. [T isctmps 192.168.1158.212 192.168.118.212
6. [ isctmps 192.168.118.211 192.168.118.211
7. [T isctmp? 192168.1158.214 192.168.1158.214
8. [ isctmps 192165.115.183 192.168.118.183
9. [ isctmpd 182.168118.219 182.168.118.219
10, [ isctmpet 182168118188 1921681158155
Rowes per page: Iﬂ [|<| <| Goto page:|1_ of 2 [> |>|]
o
‘ Close ‘ ‘ Display ‘ Details ‘ oot
>

The following actions can be performed:
e Close—Close the Topology Display, if open.
e Display—Show the topology for one or more nodes in the TE network.
e Details—Show details for a selected node.

e Find—You can search for particular devices by selecting the device type in the drop-down menu
Show Devices with and specify matching criteriain the TE routers matching field.

Display TE Nodes

The Topology Display can be invoked to highlight selected nodes.

Goto Servicelnventory >Inventory and Connection M anager > Traffic Engineering M anagement.
Click TE Nodes. Select one or more devices by clicking the corresponding check boxes. Click the
Display button. The Topology Display applet in Figure A-22 appears.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure A-22 TE Nodes Topology Display

Repository  File Map Graph Tunnels Algorithms WView Tools

& [on] o] sswolpowennal || 0]
-

For a description of how to use the Topology Display features, see Topology Display, page A-5.

View Node Details

To view the detailed information about a particular node, use the following steps, go to Service
Inventory > Inventory and Connection M anager > Traffic Engineering Management > TE Nodes.

Select a device by clicking the corresponding check box. Click the Detail button. The TE Node Details
window in Figure A-23 appears.

Figure A-23 TE Node Details

TE Hode Details

Fouter Name: izctmpE
IP Acidress: 192168.118.211
MPLE TE ICx 192168.118.211

FasztEthernetsi 10.2.2.206
FasztEthernetsi 10.2.2.222
Interfaces: FastEthernetOd) 102275
FasztEthernetDi 10.2.2.2235
Ethernetd2 10.2.3.1

Topology Map Coordinastes: (313.3186.16)
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The TE Node Details window contains the following fields:

e Router Name—Hostname of the router

e |P Address—IP address of the router

e MPLSTE ID—TE ID assigned by the router

e |nterfaces—TE interfaces on the routers

e Topology Map Coordinates—Coordinates of the nodes in the Topology Display.
Click OK to close the TE Node Details window.

TE Links

This section describes the GUI elementsin the TE Linkstool.

Thelinks of the TE network can be viewed after running a TE Discovery task. For instructions of how
torun a TE Discovery task, see Chapter 3, “TE Network Discovery.”

The TE Links window gives access to both textual and visual information about the links discovered in
the network.

To access the TE Links window, go to Service Inventory > Inventory and Connection M anager >
Traffic Engineering Management > TE Links. The TE Links List window in Figure A-24 appears.

Figure A-24 TE Links List

TE Links List

TE Provider PADO

Shaw TE Links with | Device MName v| Matching [* Find

Showing 1 - 10 of 29 records

# 'l End Device A Irterface A End Device B Irterface B Lakel Admin Status
1. [ izctmgi FastEthernet30M ictmpd FastEthernet30 10.2.3.89=-=102.390 P
2 [ isctmp? FastEthernet0M izctmpes FastEthernet0i 10.2.2.33=-=10.2.2 46 P
3. [ izctmpd FasztEthernet2i izctmpd FastEthernet3i 10.2.3.106=-=10.23.105 P
4. [ izctmpd FasztEthernet1 H izctmpd FastEthernet0M 10.2.3.82=-=10.2.3.81 P
5 [ isctmpd POSED isctmpd POSED 1023 78=-=102377 UF
6. [ isctmps FasztEthernet3m0 izctmpd FasztEthernet1m0 10.2.2.81=-=102.254 P
7. [ isctmps FasztEthernetSm isctmpd FastEthernet4i0 10.2.2.222=-=10.22.209 P
g [ isctmpb FastEthernet0i izctmps FasztEtherneti 1022 78=-=102.265 LP
9. [ isctmp2 AThidi0 1 izctmpd AThidi0 1 10.2.3.62=-=1002 361 P
10, [ isctmp2 ATh30 .1 iCtmps AT 10.2.262=-=102.249 P

Rowes per page; Iﬂ 4 cota page:|1_ of3 (> [0

| Close | | Display | Details | | Show Tunnels ‘ ‘ Exlit: ‘ Change Status ‘
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‘ Proceed with Changes H Cancel |

The columnsin the links list table provides the following information:
e End Device A—Hostname on endpoint A of the link.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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e |Interface A—Interface name on endpoint A of the link.

e End Device B—Hosthame on endpoint B of the link.

e |nterface B—Interface name on endpoint B of the link.

e Label—IP addresses of the interfaces on the link.

e Admin Status—Indicates whether the link is UP or DOWN.

A

Note Thisislocal to ISC TEM. It is not the network interface status.

The following actions can be performed:
e Close—Close the Topology Display applet if open.
e Display—Open the Topology Display applet to visualize one or more links in the TE network.
e Details—Show link details.
e Show Tunnels—Display only tunnels that meet the following criteria (see Figure A-25):
— All—Show all tunnels.
- Managed— Show managed tunnels.
- Unmanaged—Show unmanaged tunnels.
— All Primary—Show all primary tunnels.
- Backup—Show backup tunnels.
For more information about the Show Tunnels feature, see Show Tunnels, page A-25.

Figure A-25 Show Tunnels Options

All
Managed
Unmanaged
All Primary

Backup

Show Tunnels ¥
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e Edit:
- Interface A—Edit the resources associated with interface A on thelink.
— Interface B—Edit the resources associated with interface B on the link.
e Change Status:
- Enable—Make alink active (UP in the Admin Status column).
— Disable—Deactivate alink (DOWN in the Admin Status column).

e Proceed with Changes >> (see Figure A-26): For verifying a committing resource change that
might impact tunnel placement.

— Tunnel Audit—If you disable an interface, Tunnel Audit checks if the status change affects
Tunnel Placement.

— Tunnel Repair—If Tunnel Audit revealsthat Tunnel Placement isaffected, Tunnel Repair can
be used to move the tunnel away from the links to be disabled.
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Figure A-26 TE Links List - Proceed with Changes

Proceed with Changes => y
Tunnel Audit wn
] ul
N W
Tunnel Repair o
IEE— =

e Cancel—Cancel the operation and return to the Traffic Engineering Management Services window.

e Find—You can search for particular links by specifying a device type or alabel in the drop-down
menu Show TE Links with and specifying matching criteriain the Matching field.

Display TE Links

The Topology Display can be invoked to highlight selected links.

Go to Service Inventory > Inventory and Connection Manager > Traffic Engineering M anagement
> TE Links. Select one or more devices by clicking the corresponding check boxes. Click the Display
button. The Topology Display Applet in Figure A-4 appears.

For a description of how to use the Topology Display features, see Using the TE Topology | nterface
Applet, page 11-2.

For an explanation of the GUI elementsin the TE Topology Display applet, see Topology Display, page
A-5.

View Link Details

To view the detailed information about a particular link, go to Service Inventory > Inventory and
Connection Manager > Traffic Engineering Management > TE Links. Select adevice by clicking the
corresponding check box. Click the Detail button. The TE Objects Details window in Figure A-27
appears.

[ oL-6376-01
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Figure A-27 TE Objects Details

TE Objects Details

TE Link Details

Lirk: 102 262=-=1022.49
Device: izctmp2, Interface: ATMIM 1
Tmﬁ'&;ﬂ;" GlobalPool  SubPool
By (kbps) BV (khps)
far[0] 0 10000 1300
bv[1] 1} 10000 1500
(2] 0 10000 1500
]3] 1} 10000 1500
k(4] 1} 10000 1500
Encaint & k(3] 1} 10000 1500
k(6] 1} 10000 1500
b [7] 0 10000 -1
Globaltil: 0%, Subpooll kil 100%
Managed Total&llocated BW (kbps) O
Managed GlobalPool B (kbps) 10000
Managed SubPool BV (kbps) 1500
hanaged Glaballtil (%) 0.0%
Managed Subpooltil (%) 0.0%
Device: izctmps, Interface: ATMSM .1
Tmﬁ'ﬁjﬁfd GlobalPool  SubPoul
By (kbps) BV (khps)
ko[ 0] 1} 10000 2000
brv[1] 1} 10000 2000
(2] 1} 10000 2000
k[ 3] 1} 10000 2000
(4] 20 9350 1980
Encpoint B: fnar[3] 0 9350 1950
(6] 1} 9330 1980
[7] 0 9850 -1

GlobalLtil: 0%, Subpoolliil: 100%

Managed TotalAllocsted BW (kbps) O

Managed GlabalPool BW (kbps) 10000

Managed SubPool BV (kbps) 2000
Managed Glaball il (%) 0.0%
Managed Subpooltil (351 0.0%

Admin Status: UP

The TE Links Details contains the following fields:

Link—IP addresses of Endpoint A and Endpoint B.

Endpoint A/Endpoint B:

- Device—Hostname of the device.

— Interface—Interface name.

122715

— TotalAllocated BW—The total amount of allocated bandwidth on the link by tunnel hold

priority (bw[0]-bw[7]).

— GlobalPool BW—The alocated Global Pool bandwidth on the link by tunnel hold priority

(bw[0]-bw[7]).
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— SubPool BW—The allocated Sub Pool bandwidth on the link by tunnel hold priority
(bw[0]-bw[7]).

- GlobalUtil—Global Pool bandwidth utilization percentage.
— SubpoolUtil—Sub Pool bandwidth utilization percentage.

- Managed TotalAllocated BW—The total amount of allocated managed bandwidth (hold
priority 0).

- Managed GlobalPool BW—The total amount of allocated managed bandwidth (hold priority
0) in the Global Poal.

- Managed SubPool BW—The total amount of allocated managed bandwidth (hold priority 0)
in the Sub Pool.

- Managed GlobalUtil (% )—Global Pool bandwidth utilization percentage for a managed
tunnel.

— Managed SubpoolUtil (%)—Sub Pool bandwidth utilization percentage for a managed tunnel.
e Admin Status—Indicates whether the link is Up or Down.

Show Tunnels

This feature allows you to display which TE tunnels (primary and/or backup) a particular TE Link is
using and helps facilitate the tunnel planning and placement processes. In addition, you can see which
tunnels are impacted when an interface (or link) in the TE network is shut down.

To view specific types of tunnels using the Show Tunnels button, go to Service Inventory > I nventory
and Connection Manager > Traffic Engineering Management > TE Links. Select the desired link in
the TE LinksList (Figure A-24) and click Show Tunnels and select the type of tunnel you want to list.

The Show TE Tunnel List window in Figure A-28 appears.

Figure A-28 Show TE Tunnel List

Show TE Tunnel List

TE Link: izctmpd FastEthernet2M =-= isctmp3 FastBthernet3d (10.2.3106=-=102.53.103)
Type: Managed Primary Tunnels

Showing 1 -1 of 1 record

# [ Tunnel D T# Head  Dest Tunnel Type Deploy Status Palicy By BV Glucta
1. [T I18C-PT 1 izctmpd igctmpd Managed  DEPLOYED  ISC-P7-isctmpd: Tunnell 40000

Rawes per page:l‘l[l vl 1] <] Goto page:|1 of 1 B2

| Details | 0K |

122672

The TE Managed Primary Tunnels SR window contains the following elements:
The columnsin the tunnel list provides the following information:

e Tunnel | D—Unique tunnel identifier used within ISC TEM.

e T#—Tunnel number on the head router.

e Head—Hostname of the head router.

e Dest—Hostname of the destination router.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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e Tunnel Type—Type of tunnel (managed or unmanaged).

e Deploy Status—Tunnel deployment status.

e Policy—TE policy for the tunnel.

e BW-—Tunnel bandwidth. If the tunnel is auto-bw enabled, BW shows the higher of tunnel
bandwidth and maximum automatic bandwidth.

e BW Quota—The amount of bandwidth this backup tunnel can protect. The router limits the L SPs
that can use this backup tunnel so that the sum of the bandwidth of the L SPs does not exceed the
specified amount of bandwidth. If there are multiple backup tunnels, the router will use the best-fit
algorithm.

To view the tunnel details for a particular tunnel, select the tunnel in question and click Detail.
Figure A-29 Show Tunnels - TE Objects Details
TE Objects Details
TE Tunnel Details
Type: Managed TE Tunnel
isctmp3: Tunnell (ISC-P7)
Tunnel: isctmp3 =-= isctmpd
By 40000 kbps

Status: Ope up, Admin: up

State: DEPLOYED, Confarmed

LSP configured: 10.2.3.106

LSF in use: 1023106 =-=192.168.1158.213

ALtoBE Disabled

For an explanation of the various GUI elements, see View Managed Primary Tunnel Details, page A-42.
Edit Interface

To edit information about a particular link, go to Service Inventory > Inventory and Connection
Manager > Traffic Engineering Management > TE Links. Select the desired link inthe TE Links
List (Figure A-24). Click Edit > Interface A or Edit > Interface B to edit one of the interfaces on the
link.

The TE Resource Modification window in Figure A-30 appears.
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Figure A-30 TE Resource Modification

TE Resource Modification

SR Job ID: hlew
SR State: REQUESTED

Devicednterface:

Peer Devicelnterface:

Provider: padl SR ID: Mewy
Creator: Type: ADD

|i5|:1mp5 : FastEthemet3/0

|iscimp4 : FastEthermetl/0

Mote; * - Required Field

=l
Description:
=
Link Banetwidth (kbps: [toooon
Max Glokal Poal (BCO) IEDD'I
Reservahble (kbps) =
M= Sub Pool (BC1
" Pool (5E1) [250
Bandwidth (kbps)
Adtribute Bits (0x0- ID 0
OxFFFFFFFF) ™ *
TE Metric *: f1
Propagation Delay IU
MWz Delay Increase i IU
Link Speed Factar ™ |1 q
| Continue >> || Cancel |

122761

The TE Resource Modification window contains the following fields:

Device/l nterface—Name of device and interface.

Peer Device/l nter face—Name of device and interface for the other endpoint of the link.
Description—Service request description.

Link Bandwidth—Total bandwidth of the link.

Max Global (BC0) Reservable—Maximum amount of bandwidth, in kbps, that might be allocated
by Resource Reservation Protocol (RSVP) flows.

Max Sub Pool (BC1) Bandwidth—Maximum amount of bandwidth in kbps to be reserved to a
portion of the total. The range is from 1 to the value of Max Global Reservable.

Attribute Bits—Links attributes to be compared to atunnel's affinity bits during selection of apath.
Valid values are from 0x0 to OxFFFFFFFF, representing 32 attributes (bits) where the value of an
attributeis O or 1.

TE Metric—Metric used to override the Interior Gateway Protocol (IGP) administrative weight
(cost) of thelink.

Propagation Delay—The time it takes for traffic to travel along alink from the head interface to
the tail interface.

Max Delay I ncrease—Used in computations of FRR backup-tunnels to constrain the propagation
delay of a backup-tunnel for the link.

[ oL-6376-01
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e Link Speed Factor—Multiplication factor to be applied to the link speed in order to determine the
amount of bandwidth that needs to be protected.

The following actions can be performed:
e Continue >>—Proceed to the confirmation page shown in Figure A-31.
e Cancel—Cancel the operation and return to the TE Links List window.

Figure A-31 TE Resource Modification (Confirmation Page)

TE Resource Modification

SR Job 1D: Mew Provider: pacl SR ID: Mew
SR State: REQUESTED Creator: Type: ADD
Devicelnterface:

|isdmp5 . FastEthernet3/0

I S RN e |isdmp4  FastEthernet1 0

=
Description _I
-
Link Bandwicth (khps): [100000
Max Glakal Pool (BCO) IBEIIJ'I
Reservahle (kbps) =
ax Sub Poal (BCY
o Pacl (5E1) |250
Bancwviclth (kbps)
Attribute Bits (0x0-
, |ox0
0xFFFFFFFF) ™
TE Metric *: [
Propagation Delay ™ ID
Max Delay Increase %, ID
Link Spesd Factor ™ |1 A
| << Eqlit H Proceed with Changes H Save & Deploy v‘

Mote; * - Reguired Field

122762

The Confirmation Page provides a view-only snapshot of the SR data and offers the foll owing options:
e << Edit—Return to the TE Resource Modification window.

e Proceed with Changes >> (Figure A-32)—For verifying a committing resource change that can
impact tunnel placement.

— Tunnel Audit—If you change aresource, Tunnel Audit checks if the change affects Tunnel
Placement.

— Tunnel Repair—If Tunnel Audit revealsthat Tunnel Placement isaffected, Tunnel Repair can
be used to move the affected tunnel.
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TESRLGs WM

Figure A-32 TE Links List - Proceed with Changes

Proceed with Changes => y
Tunnel Audit wn
ul
N W
Tunnel Repair o
=

e Save & Deploy (Figure A-33)—For committing resource changes that do not impact tunnel
placement. There are two options for saving and deploying the resource modification SR to the
network:

— Deploy—Use Deploy when the service request state is Requested or I nvalid. This places the
Resource Modification SR in the deployment queue.

— ForceDeploy—Use For ce Deploy when the service request stateis Deployed or Failed Audit.
This could be useful when the provisioning failed, so that you need to force through the
deployment of the Resource Modification SR for this provider to the network.

Figure A-33 TE Links List - Save & Deploy Tunnels

Save & Deploy w

Deploy |

Force Deploy

122661

This section describes the GUI elementsin the TE SRLGs tool. It is used to manage Shared Risk Link
Groups (SRLGs) as part of ISC TEM protection management.

To access the TE SRL Gs window, go to Service Inventory > Inventory and Connection Manager >
Traffic Engineering Management > TE SRLGs. The TE SRLG List window in Figure A-37 appears.

Figure A-34 TE SRLG List

TE SRLG List

Provider: Provider1

Showy SRLG with I SRLG Name vI Matching I* Find
Showing 0 of 0 records
® SRLG Hame
Rowes per page:l‘l[l VI 1<] ] Goto page:|1 of 1 20
‘ Close H Display | Create H Edlit ‘ ‘ Delete ‘

122764

The TE SRLG List window lists SRLGs by name.
The following actions can be performed:
e Close—Close the Topology Display.

[ oL-6376-01
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e Display—Open the Topology Display applet to visualize the SRLG.
e Create—Create an SRLG.

e Edit—Edit an SRLG.

e Delete—Delete one or more SRLGs.

e Show SRL G with—You can search for particular SRLGs by specifying matching criteriain the

Matching field and clicking Find.

Create/Edit TE SRLG

This section describes the GUI elementsin the TE SRLG Editor, which is used to both create and edit

SRLGs.
The process of creating an SRLG is described in Create SRLG, page 7-2.

To access the TE SRL G Editor, go to Service Inventory > Inventory and Connection Manager >
Traffic Engineering Management > TE SRL Gs. In the TE SRLGs window, to create an SRLG click
Create or to edit or select an SRLG that you want to edit by clicking the corresponding check box and

clicking Edit.
In either case, the TE SRLG Editor window in Figure A-35 appears.

Figure A-35 TE SRLG Editor

TE SRLG Editor

Provicer Mame IPrOVidEﬂ

SRLG Mame ™ |

Links :

Showeing O of O records

# ' Device From Label Device To
Rows per page: I'ID VI ] < Goto page:l‘l of 1 (=1
| Add Link || Remove Link |
‘ Save ‘ ‘ Cancel ‘

Mote: * - Reqguired Field

122763
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The TE SRLG Editor window contains the following GUI elements:
e Provider Name—Name of the TE provider.
e SRLG Name—Unique name to identify the SRLG.
The columnsin the TE SRLG Editor provide the following information:

e Device From—Hostname of the TE device that the path originates from.

e Label—IP addresses of the source and destination interfaces.
e Device To—Hostname of the TE destination device.
The following actions can be performed:
e Add Link—Add alink to the SRLG.
¢ Remove Link—Remove selected links from the SRLG.
e Save—Save the created or modified SRLG.
e Cancel—Cancel the operation and return to the TE SRLG List window.

TESRLGs WM

When clicking Add Link to associate alink with the SRL G, the links associated with the SRLG window

in Figure A-36 appears. This table displays links that can be added to the SRLG.

Figure A-36 Links associated with SRLG

Links associsted with SRLG

Shiowy Links with: IDevice Mame j hiatching I* Find

Showing 1 - 10 of 32 records

& [ From Device Link To Device
1. - isctmpd 10.2.3117=-=102.3.118 isctmpd

2 izctmp¥ 10.22.33=-=102.24E izctmpes
3 O izctimpd 10.2.382=-=102381 izctmpd

4. isctmpd 10.2.3.106=-=102.3.105 isctmp3

5 O isctmpd 10.2.2 25842-210.2.2.241 isctmp3

E. [ izctmpd 10.2378=<-=1023.77 izctmpd

T O izctmps 102281=-=102.294 izctmp4

g [ izctmpE 1022 78=-=102.2E5 isctmps

9. - isctmpG 10.2.2222=--10.2.2.209 isctmpd

10. [ izctmp2 10.2.262=-=10.2.2.49 izctmps

Rows per page: Iﬂ I]<] <] Gaoto page:l'l_ of 4 |> [>|]

Select Cancel

122637

The columnsin the TE SRLG Editor provide the following information:
e From Device—Hostname of the TE device that the path originates from.
e Link—IP addresses of the source and destination devices.
e To Device—Hostname of the TE destination device.
The following actions can be performed:
e Select—Add selected links to the SRLG.

[ oL-6376-01
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e Cancel—Cancel the operation and return to the TE SRLG Editor window.

e Show Linkswith—You can search for particular links by specifying matching criteriain the
Matching field and clicking Find.

TE Explicit Paths

This section describes the GUI elementsin the TE Explicit Path tool.

TE explicit paths can be created after the execution of a TE Discovery task. For instructions on how to
create an explicit path, see Create Explicit Path, page 5-3.

To access the TE Explicit Path List window, go to Service Inventory > Inventory and Connection
Manager > Traffic Engineering Management > TE Explicit Paths. The TE Explicit Path List window
in Figure A-37 appears.

Figure A-37 TE Explicit Path List

Cisco SrsTems Home | Shortcuts | Sccount | indes | Help | 2ot | Logout

IP Solution Center

Service Inventory |

User: admin

+ Inventory and Connection Manager + Dep

You Are Here: + Service Inventory * Inventory and Connection Manager = Traffic Engineering Management Customer: Mone
TE Explicit Path List
11
« Zervice Reguests Provider: padl

n Traffic Engineering

Management Showy Paths with | A1 j histching I* Find

o nventory Manager

++ Topology Tool Shaowwing 1 - 10 of 52 recards
. & Path Hame Heaid Diest
- Devices - - B
 Device Groups 1. [ amit-new izctmpt izctmpd
» Customers 2. [ bugtest isctnp2 isctmp1
= Customer Sites C i C N
.- CPE Devices 3. [ isctmpt -sisctmp2-1 izctmpt izctmp2
= Providers 4. [ isctmpl-sisctmp2-2 izctmpt isctmp2
- Provider Redi
_PrEDS'e::rce:g'onS 5. [ isctmp! -sisctmp3-1 isctmpd isctmp3
- &ccess Domains 6. I- izctmp1 -=izctmp3-2 i=ctmpt izctmp3
o FEEELEE T 7. I isctmp? -sisctmp3-3 isctmpd isctmp3
-+ CE Routing Communities
Y 8. [ isctmp!-sisctmpd-1 isctmped isctmpd
o AAS Servers 9. [T isctmp?-sisctmps-1 izctmp izctmps
» Named Physical Circuits I . i I
o NPC Rings 10, [ isctmpi -sizctmps-1 isctmpd isctmpi

Rows per page: I 10 vI N] 'ﬁ] Goto page:|1 of 8 ﬁ ﬁ'

| Create || Edit || Delete |

122699

The columnsin the TE Explicit Path list provides the following information:
e Path Name—Name of the explicit path.
e Head—Hostname of the head router.
e Dest—Hosthame of the destination router.
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The following actions can be performed:
e Create—Create an explicit path.
e Edit—Edit an explicit path.
e Delete—Delete an explicit path.

e Find—You can search for particular links by selecting the search variable in the drop-down menu
Show Paths with and specify matching criteriain the M atching field.

Create/Edit Explicit Path

This section describes the elements in the create and edit explicit path windows.
To create or edit an explicit path, see Create Explicit Path, page 5-3.

To create or modify an explicit path, go to Service Inventory > I nventory and Connection M anager
> Traffic Engineering Management > TE Explicit Paths. In the TE Explicit Path List window, click
Create to create an explicit path. To edit an explicit path, select the explicit path that you want to edit
by clicking the corresponding check box and clicking Edit.

When clicking the Create button, the New TE Explicit Path window in Figure A-38 appears. A similar
window appears when clicking the Edit button.
Figure A-38 New TE Explicit Path

New TE Explicit Path

Path Name ™ I

Head Router I

Links:

Shiowving 0 of 0 records
# [T Device Outgoing Interface Outgoing IP Mesxt Hop  Incoming Interface Incoming I

ROWS per page: I‘IU vI 1] <] coto page:|1 of 1 20

| Add Link | ‘ Delete Link ‘
Pravision Preference " Cutgoing Interface 1ol Incoming Interface i
| Save || Cancel |

Mote: * - Required Field

122643

The New TE Explicit Path window contains the following GUI elements
e Path Name—Name of explicit path.
e Head Router—Name of the head router.
e Links (table)—Lists the links added for the current path and contains the following information:
— Device—Hostname of the TE device that the path originates from.

— Outgoing I nter face—Interface name of the outgoing interface from the originating device.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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— Outgoing | P—IP address of the outgoing interface.

— Next Hop—Hosthame of the next hop device.

- Incoming I nterface—Incoming interface name on the next hop device.
- Incoming | P—Incoming interface | P address on the next hop device.

e Provision Preference—Preference for provisioning the next-addr ess subcommand of the ip
explicit-path command. Choose between Outgoing I nterface and |ncoming I nterface.

— Outgoing I nter face—Outgoing interface on the router.
— Incoming I nterface—Incoming interface on the router.
The following actions can be performed:
e Add Link—Add alink to the explicit path.
e Delete Link—Deletealink in the explicit path.
e Save—Save all the explicit path data entered.
e Cancel—Cancel the operation and return to the TE Explicit Path List window.

Step5 When clicking Add Link to add a blank line to the hop list table, the Select Next Hop window in
Figure A-39 appears.

Figure A-39 Select Next Hop

Select Mext Hop for isctmp3

Showing 1 - 8 of 9 recaords
Ot ggaing
Interface

Inc:oming
Interface

E-S

Outgoing IP Mext Hop Incoming IP

-

w o - m ot B W R
ol o lel o Eell » Ral o Ko

FasztEthernetli0 10.2.2142  isctmp FastEthernet20/0 10.2.2129
izctmp Etherneti 192.168.118.176

FastEtherneti0 10.2.390  izctmp FastEthernet3Mi 10.2.3.89

FaztBthernet3i 10.2.3103 izctmpd FasztEthernet2f  10.2.3108

izctmpd Loophacko 192168118213
FaztEthernetdil 1022241 izctmpd EthernetSis 1022254
POS50 102370  isctmpd PS50 102369

izctmps Loaphacko 192.168.115.219

FastBthernet1i 102374 isctmpd FastBthernet1 102373

Rovvs per page: I'ID 'I 14 ] zota FJ3981|1 of 1 [ [0

| Select || Cancel |
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The columnsin the TE Explicit Path list provide the following information:
e Outgoing I nter face—Interface name of the outgoing interface from the originating device.
e Outgoing | P—IP address of the outgoing interface.
e Next Hop—Hostname of the next hop device.
e Incoming I nterface—Incoming interface name on the next hop device.

e Incoming | P—Incoming interface | P address on the next hop device.
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TE Protected Elements 1l

This section describes the TE Protected Elements GUI.

For instructions on how to configure protected elements, see Configure Element Protection, page 7-5.

Accessing Protection Management

To access the TE Protection Management window, go to Service Inventory > | nventory and
Connection Manager > Traffic Engineering Management. Click TE Protected Elements.

The TE Protection Management window in Figure A-40 appears.

Figure A-40 TE Protection Management

TE Protection Management

Provider: Provider1

Shiowy IAII Elements VI Matching I* Find

#

-

Showving 0 of 0 records

Element Mame Type Protection Status

% Rioves pEr page; I 10 'I

|]<|<|Gotopage:|1 of 1 20

‘ Close H splay

‘ﬁompme Backup H Audit Protection H Add H Delete ‘

Cancel

122753

The columnsin the TE Protection Management table provide the following information:

¢ Element Name—Name of the network element to be protected.

¢ Type—Network element type (node, link, or SRLG).

e Protection Status—The protection status displayed is determined from the last time an audit was
performed. The audit is performed either explicitly by the user or when the protection SR is
deployed. The protection status is stated for each network element as either Protected, Not Fully
Protected, or Unknown. Click on the column header, Protected, to sort elements according to

protection status.

The following actions can be performed:

e Close—Close topology.

¢ Display—Open the Topology Display applet to visualize one or more protected el ements.

Figure A-41 Compute Backup Button

Compute Backup

All Elements

Selected Elements

122617
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e Compute Backup (Figure A-41)—Automatically calculate the optimal backup tunnel for:
- All Elements—all network elements listed, whether selected or not.

- Selected Elements—all selected network elements.

Figure A-42 Audit Protection

Auwdlit Protection

All Elements

122607

Selected Elements

Audit Protection (Figure A-42)—Perform a protection audit on:
— All Elements—all network elements listed, whether selected or not.
— Selected Elements—all selected network elements.
e Add—Add anew protection element.
¢ Delete—Delete a protection element.
e Cancel—Cancel the operation and return to the Traffic Engineering Management Services window.

e Find—You can search for particular elements by selecting the All, Node, Link, or SRLG in the
Show drop-down menu and specify matching criteria in the Matching field.

Compute Backup

This section describes the Compute Backup GUI.

For instructions on how to run Compute Backup on all or selected elements, see Configure Element
Protection, page 7-5.

To run Compute Backup, go to Service Inventory > Inventory and Connection Manager > Traffic
Engineering Management > TE Protected Elements. The TE Protection Management window in
Figure A-40 appears.

In the TE Protection Management window, select one or more elements for which you want ISC TEM
to calculate a backup path.

Click Compute Backup and select one of the following:
e All Elements
e Selected Elements

The window in Figure A-43 appears.
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Figure A-43 TE Protection Computation Results

TE Protection Computation Results

Element: Violation and Warning:
Shiowe IA” Elements 'l with name matching | Find
Showing 1 - 10 of 37 records
# [ Element MName Type Repott Status
1. [ isctmp? Mode: Invalid Tunnels
2. v isctmp? Mode: violationBadBackupTunne! Invalid Tunnels
3. [ isctmp? Mode: vinlstionBadBackupTunnel InvalidTunnels
4. [ isctmp? Mo violstionMoBackupTunnels InvalidTunnels
s [ isctmp? Moce violgtionMoBackupTunnels InvalidTunnels
6. [ izctmp? Mode violstionMoBackupTunnels Invalid Tunnels
7. isctmp? Mode: vinlstionMoBackupTunnels InvalidTunnels
8. [ izctmp? Mode violstionMoBackupTunnels InvalidTunnels
9. [ izctmp? Mode violstionMoBackupTunnels InvalidTunnels
10, [ isctmp? Mode violstionMoBackupTunnels InvalidTunnels

Raows per page: I 10 'l

Backup Tunnels:

|]<|<|Gotopage:|1 of 4 (8a) [ 2]

| Close H Display H Details

|Op | Tunnel IT

Head

Dest [ | 8w | Path | Protection Type  Report |

‘ Accept Solution H Cancel ‘

122747

The Element: table displays the outcome of the computation for each element in the protection
computation. The status for each element isindicated by at least one row per element in the table. If the
statusis not valid, the table will contain one row per warning or violation.

The Element: table contains the following columns:

¢ Element Name—Name of the network element to be protected.

¢ Type—Network element type (node, link, or SRLG).

e Report—Warning or computation on the network element reported by the computation engine.

e Status—Computation status of the network element.

The following actions can be performed:

e Close—Close the Topology Display applet if open.

e Display—Open the Topology Display applet to visualize one or more protected elements and their
protection tunnel(s). The Topology Display is shown in Figure A-4.

e Details—List backup tunnels and violations/warnings for the selected network element. The
information is displayed in the Backup Tunnels: section and the Violation and Warning: section,
if applicable, as shown in Figure A-44.

Violation and Warning: pane—Describes the selected violation/warning and any relevant details about
the corresponding link or flow.

[ oL-6376-01
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Figure A-44 TE Protection Computation Results with Backup Tunnels

TE Protection Computation Results

Element:

LA

Shiow I All Elements 'I with name matching |

Element Mame

Type

Violation and Warning:

Find

Showing 1 - 4 of 4 recaords

Statuz

1. [ 102233=-=1022.46 Link
I 1022332102245 Link

2
3. [ 102233=-=102246 Link
4

. ¥ isctmpd

Mode

Rows per page: I 10 'I

MoSolutionExists

violationtMoBackupTunnels MoSolutionExists

vinlationMoBackupTunnels MoSolutionExists

YalidTunnels

1] ] Goto page:l‘l of 1 [ (20

| Close | | Display | | Details
Backup Tunnels:
Op Tuninel IO Head Dest T# B Path Protection Type Report

ADD (ISC-BE1 izctmpS izctmp2 500 Computed Path Protection

ADD  (ISC-BE2 izctmp2 izctmpd 36 izctmp2-=izctmp3-2 Protection

ADLD  ISC-BEE izctmp3 izctmpd 736 izctmp3-=izctmpd-1 Protection

ADD ISC-BES izctmpd izctmps S000 Computed Path Protection

ADD  ISC-BE3 izctmp2 izctmps 2500 izctmp2-=izctmps-2 Protection

ADD (ISC-BE0 izctmps izctmpd 736 Computed Path Protection

ADD  ISC-BE4 izctmpd izctmp2 S000 izctmp-=izctmp2-2 Protection

ADD |SC-BET izctmp3 izctmp2 2200 izctmp3-=isctmp2-1 Protection

ADD  ISC-BES izctmp3 izctmps 2200 izctmp3-=izctmps-1 Protection

DELETE ISC-B33 izctmps izctmpd 2 10 izctmpS-=izctmpd -1 Side-effect

DELETE |SC-B28 izctmp2 izctmpl 1 100 izctmp2-=isctmpd -1 Activating

DELETE ISC-B29 izctmp2 izctmp3 2 45 izctmp2-=izctmp3-1 Activating

DELETE ISC-B33 izctmpd izctmpd 3 10 izctmpS-=izctmps-2 Activating
D

Accept Solution || Cancel | 'ﬁ

—

The columns in the tunnel list provide the following information:

e Op—SR operation on the tunnel. This can be either of the following:
— ADD—Indicates a new tunnel calculated by the computation.

- DELETE—Signifiesthat the computation found an existing backup tunnel that do not provide
adequate protection on the element and, therefore, should be del eted.

e Tunnel | D—Unique tunnel identifier used within ISC TEM.

e Head—Hostname of the head router.
e Dest—Hostname of the destination router.
e T#—Tunnel number on the head router.

e BW-—The amount of bandwidth this backup tunnel can protect. The router limits the L SPs that can
use this backup tunnel so that the sum of the bandwidth of the L SPs does not exceed the specified
amount of bandwidth. If there are multiple backup tunnels, the router will use the best-fit algorithm.

e Path—Tunnel path in the form of either a computed path or an existing path . Click to view the path.

e Protection Type—Protection side-effect from activating the tunnel.
e Report—If it saysyesin the Report field, the tunnel is associated with the sel ected

violation/warning. A blank field indicates that no report was generated.
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The following actions can be performed (buttons):

e Accept Solution—A ccept the proposed element protection solution and place the backup tunnelsin
the TE Protection SR window for further action.

e Cancel—Discard the proposed element protection solution and return to the TE Protection
M anagement window.

e Find—You can search for particular elements by selecting the element type in the drop-down menu
Show and specifying matching criteriain the with name matching field.

Audit Protection

This section describes the Audit Protection GUI.

For instructions on how to run Audit Protection on all or selected elements, see Configure Element
Protection, page 7-5.

To run Audit Protection, go to Service I nventory > I nventory and Connection Manager > Traffic
Engineering Management > TE Protected Elements. The TE Protection Management window in
Figure A-40 appears.

In the TE Protection Management window, select one or more elements for which you want ISC TEM
to perform an Audit Protection computation.

Click Audit Protection and select one of the following:
e All Elements
e Selected Elements

ISC TEM reports FRR Audit Protection in progress and the same computation result window as for
Compute Backup in Figure A-43 appears.

The GUI for the rest of the processis identical to that described for Compute Backup, page A-36.

Assign TE Resources

To access the TE Resource Management part of the TEM GUI, click Assign TE Resour cesinthe Traffic
Engineering Management Services window (see Figure A-1).

The graphical user interface for Assign TE Resourcesisidentical to that of TE Links. For an
explanation of the GUI elements of this window, see TE Links, page A-21.

The process of assigning TE resources is explained in Chapter 4, “TE Resource Management.”

Create Managed TE Tunnel

In this section, the GUI used to create managed traffic engineering tunnelsis explained. For step-by-step
instructions on how to create a managed TE tunnel, see Chapter 5, “Basic Tunnel Management.”

To access the Create Managed TE Tunnel window, go to Service Inventory > Inventory and
Connection Manager > Traffic Engineering M anagement > Create Managed TE Tunnel.

The TE Managed Primary Tunnels SR window in Figure A-45 appears.

[ oL-6376-01
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Figure A-45 TE Managed Primary Tunnels SR
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The TE Managed Primary Tunnels SR window contains the following elements:
The columnsin the tunnel list provides the following information:
e Op—SR operation on the tunnel. This can be one of the following:
— ADD—Indicates a newly added tunnel.
- MODIFY—Indicates a modified existing tunnel.
— DELETE—Indicates an existing tunnel to be deleted.
- ADMIT—Indicates an existing tunnel to be admitted by tunnel computation.
e Tunnel | D—Unique tunnel identifier used within ISC TEM.
e T#—Tunnel number on the head router.
e Head—Hostname of the head router.
e Dest—Hosthame of the destination router.
e Policy—TE policy for the tunnel.

e BW-—The amount of bandwidth this backup tunnel can protect. The router limits the L SPs that can
use this backup tunnel so that the sum of the bandwidth of the L SPs does not exceed the specified
amount of bandwidth. If there are multiple backup tunnels, the router will use the best-fit algorithm.
If the tunnel isauto-bw enabled, BW showsthe higher of tunnel bandwidth and maximum automatic
bandwidth.

e AutoBW—Auto Bandwidth enabled if true, otherwise false.
e Deploy Status—Tunnel deployment status.
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Verified—Indicates whether tunnel verification was successful (succeed, failed, or unknown).

Allow Reroute—Specifies whether reroute is allowed (true or false). If reroute is not allowed, the
tunnel cannot be set to movable, and hence cannot be rerouted by the repair operation.

The following actions can be performed (buttons):

Close—Close the Topology Display applet if open.

Display—Open a Topology Display for the network and highlight the selected primary tunnel(s).
Selected tunnels are marked in color with directional arrows.

Details—Open the TE Tunnel Details window, which provides type, status, L SP, and other
information about the tunnel.

Admit—Admit selected tunnels not previously verified into the managed topology. This featureis
used only for discovered tunnels that failed verification or for migrating unmanaged tunnels.

Create—Create a managed primary tunnel.
Edit—Edit a selected primary tunnel.
Delete—Delete selected primary tunnels.

I mport—Import tunnel data from import XML file.

Placement Tools—These tools are available only when no change has been made to the tunnels.
Apply the following functions against the current topology and tunnels:

— Groom—Analyze elements (nodes, links, or SRLGS) in the TE network and opti mize the way
they handle the network traffic.

— Tunnel Audit—Determine if any inconsistencies exist in the TE network.

— Tunnel Repair—Resolveinconsistencies in the TE network by moving as few existing tunnels
as possible to accomodate the changes.

The Placement Tools GUI is described in Planning Tools, page A-51.

Proceed with Changes >>—For verifying changes in tunnels. When tunnels have been created,
deleted, admitted, or their attributes altered, you can proceed with one of the following placement
tools:

— Tunnel Audit—Determine what inconsistencies modifications to tunnels or network elements
might cause.

— Tunnel Placement—Admit new tunnels and modify tunnels already admitted into the network.

— Tunnel Repair—Resolve inconsistencies caused by changes to bandwidth requirements or
delay parameters of existing tunnels by moving as few existing tunnels as possible to
accomodate the changes.

Save & Deploy (Figure A-46)—For committing tunnel changes that do not impact tunnel
placement. There are two options for saving and deploying SR tunnels to the network:

— SR Tunnels Only—Deploy all tunnel changes that does not impact tunnel placement, or if no
changes were made to the SR, use this to re-deploy the SR that was in Requested or Invalid
state.

— Force Deploy All Tunnels—Force deployment of all tunnelsin this SR. This could be useful
when previous provisioning of the SR has failed, so that it is necessary to force through the
deployment of all tunnelsin the SR.

[ oL-6376-01
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Figure A-46 Save & Deploy Tunnels

Save & Deploy »

SR Tunnels Only

Force Deploy All Tunnels

122653

e Cancel—Cancel the operation and return to the Traffic Engineering Management Services window.

Thetunnel SR search tool allowsyou to look for particular tunnels by selecting tunnel characteristicsin
the drop-down menu tunnels with and specify matching criteriain the M atching field:

e Show:
— Existing—Show existing tunnels already deployed in the TE network.
— SR—Show tunnels not yet deployed in the TE network.
e Tunnelswith:
— All—Show all managed tunnels under the current provider.
— Tunnel Number—Tunnel number on the head router.
— Head Device—Full or partial name of the tunnel head device.
— Destination Device—Full or partial host name of the tail device of the tunnel.
- Head, Dest Devices—Exact host name of the head and tail devices of the tunnel.
— Deploy Status—Tunnel deployment status.
— Policy Name—Name of the TE policy.

e Matching/Equal—Specify matching criteria for your search. Wildcards are accepted. Matching
changesto Equal if Head, Dest Device is selected in the drop-down menu. For Equal, the exact
host name of the head or tail device must be entered (wildcards not accepted).

e Find—Click the Find button when the search criteria has been entered.

View Managed Primary Tunnel Details

This section describes the elements in the TE Managed Primary Tunnel Details window.

To view the details of a TE managed primary tunnel, go to Service Inventory > Inventory and
Connection Manager > Traffic Engineering M anagement. > Create Managed TE Tunnel. The TE
Managed Primary Tunnels SR window in Figure A-45 appears.

To view the details of a particular managed primary tunnel, select the desired tunnel by first clicking the
corresponding check box and then clicking the Details button. When clicking Details, the TE Tunnel
Details window in Figure A-47 appears.
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Figure A-47 TE Tunnel Details
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AutoBy: Dizakled
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The TE Tunnel Details window contains the following elements:
e Type—Managed or unmanaged.
e Tunnel—Tunnel name, head and destination routers, and total bandwidth.

e Status—The operational and administrative status of the TE tunnels as of the latest TE Discovery
task.

e State—Indicates whether the tunnel state is DEPLOY ED or NOT DEPL QY ED and whether it is
Conformed or Not Conformed.

e L SP configured—IP address of the tunnel’s Label-Switched Path (L SP) interface on the head
router.

e LSPinuse—Actua LSPinthe network as of the latest TE Discovery task.
e AutoBW—Auto Bandwidth Enabled or Disabled.

Create TE Managed Primary Tunnel SR

This section describes the GUI elementsin the Create TE Managed Primary Tunnel SR and Edit TE
Managed Primary Tunnel windows. The create feature is here used as an example.

To create a TE Managed Primary Tunnel SR, see Chapter 5, “Basic Tunnel Management.”

To access the Create TE Managed Primary Tunnel SR window, go to Service Inventory > Inventory
and Connection Manager > Traffic Engineering Management > Create Managed TE Tunnel. The
TE Managed Primary Tunnels SR window appears. Click Create, to open the Create TE Managed
Primary Tunnel window as shown Figure A-48.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure A-48 Create TE Managed Primary Tunnel
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The Create TE Managed Primary Tunnel window contains the following elements:

e Head Device—Head device for the tunnel.

e Destination Device—Destination device for the tunnel.

e Tunnel Policy—A set of rules established for atunnel.

e Tunnel Bandwidth—Total allocated bandwidth of the tunnel.

e Tunnel Number—Tunnel number corresponding to the tunnel interface name.

- Auto Gen—Check this box to generate the tunnel number automatically. Otherwise, enter a

desired number.
e Customer—Selected customer for the tunnel.

e Auto BW—A way to configure a tunnel for automatic bandwidth adjustment and to control the

manner in which the bandwidth for atunnel is adjusted.
- Enable—Check this box to enable automatic bandwidth.
— Freg—Interval between bandwidth adjustments.

r Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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- Min—Minimum automatic bandwidth, in kbps, for this tunnel.
- Max—Maximum automatic bandwidth, in kbps, for this tunnel.
Path options:
e Option #—Sequential number of available explicit paths.

e Path Name—Name of the explicit path. In case of an existing path, the nameisaURL that linksto
the Explicit Path Viewer (see Figure 5-15).

— System Path—ISC system generated explicit path (immovable). For managed tunnels, the first
path has to be an explicit path. If a tunnel contains a system path, the planning function will
generate an optimal path for the tunnel.

— Dynamic Path—A dynamic path is provisioned by allowing the head router to find a path. The
dynamic keyword is provisioned to the routers.

e Path Type—Path option type, Explicit or Dynamic.

e Lock Down—Disables reoptimization check on the tunnel, if checked, meaning the path cannot be
changed.

The following actions can be performed:
e Add—Add apath option. This opens the Select TE Explicit Path window in Figure A-52.
e Delete—Delete a path option.
e OK—Accept all changes and return to the TE Managed Primary Tunnels SR window.
e Cancel—Cancel the operation and return to the TE Managed Primary Tunnels SR window.

Select Devices and Policy

To select aHead Device in the Create TE Managed Primary Tunnel window (Figure A-48), click the
corresponding Select button to open the Select Device for TE Head Router window shown in
Figure A-49.
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Figure A-49 Select Device for TE Head Router
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The Select Device for TE Head Router window contains the following elements:
e Device Name—Hostname for the device.
e |GP ID—Interior Gateway Protocol (IGP) ID.
e MPLSTE ID—TE ID assigned by the router.
e Admin Status—Indicates whether the router is UP or DOWN.
The following actions can be performed:
e Select—Accept the selected device and return to the previous window.
e Cancel—Cancel the operation and return to the previous window.

e Find—You can search for particular devices by selecting the device type in the drop-down menu
Show Devices with and specify matching criteriain the M atching field.
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Create Managed TE Tunnel

For a description of the GUI elements in the Select Device for TE Tail Router window, see the

explanation for the Select Device for TE Head Router window.

Figure A-51 Select Managed TE Tunnel Policy
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The Select Managed TE Tunnel Policy window contains the following elements:

e Policy Name—Name of the TE policy.
e Pool Type—Tunnel bandwidth pool type.

- SUB POOL —Bandwidth section nested inside the Global Pool part of the total bandwidth.

— GLOBAL—Section of the total link bandwidth containing all Sub Pools for the link.

e Setup Priority—Priority used when signaling an LSP for the tunnel to determine, which of the

existing tunnels can be preempted. Valid values are from 0 to 7, where a lower number indicates a
higher priority. Therefore, an LSP with asetup priority of 0 can preempt any L SP with anon-0 hold

priority.
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e Hold Priority—Priority associated with an L SP for the tunnel to determine if it should be
preempted by other L SPsthat are being signaled. Valid values are from 0 to 7, where alower number
indicates a higher priority.

e Affinity—Attribute values required for links carrying the tunnel (bit values are either 0 or 1).

e Affinity M ask—Attribute values to be checked. If a bit in the mask is 0, alink's attribute value of
that bit isirrelevant. If abit in the mask is 1, the link's attribute value and the tunnel's required
affinity for that bit must match.

e Delayed Constraint—Delay constraint for the path used by the tunnel.

¢ FRR Protection—Used to enable an MPL S traffic engineering tunnel to use a backup tunnel in the
event of alink failure if a backup tunnel exists.

— None—No backup tunnel needed.
— Best Effort—Use backup tunnel if available.

— Link and SRL G—Specifies that primary tunnels should be routed only through links and
SRL Gsthat are protected by FRR backup tunnels.

- Link, SRL G and Node—Specifies that primary tunnels should be routed only through links,
SRL Gs and nodes that are protected by FRR backup tunnels.

Select TE Explicit Path

An explicit path is added to atunnel by clicking Add in the tunnel editor. The Select TE Explicit Path
window in Figure A-52 appears.

Figure A-52 Select TE Explicit Path
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Two path types are available:
Explicit Path—A fixed path from a specific head to a specific destination device.

Dynamic Path—A path that is provisioned by allowing the head router to find the path. The dynamic
I0S keyword is provisioned to the routers. This signifies that the router calculates avalid path.

Explicit Path Viewer

When creating aprimary tunnel, the Path Optionslist by default suggests a System path and aDynamic
path. If an explicit path isadded, thislink will be selectable as shown in the Path Options section of the
create window in Figure A-53. By clicking an explicit path link, a non-editable Explicit Path Viewer in
Figure A-54 appears.
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Figure A-53 Path Options
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For an explanation of the various GUI elements, see Create Managed TE Tunnel, page A-39.
Figure A-54 TE Explicit Path Viewer
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For an explanation of the various GUI elements, see Create/Edit Explicit Path, page A-33.

Import Tunnel
This section describes the GUI elements in the import tunnel feature.
For instructions on how to import TE tunnels, see the Import Primary Tunnel, page 6-8.
The tunnel import function is found under Service Inventory > Inventory and Connection M anager
> Traffic Engineering Management > Create Managed TE Tunnel, which opens the TE Managed
Primary Tunnels SR window (see Figure A-62).
When you click Import to start the import process, the Select Import File window in Figure A-55
appears.
A
Note  The Import button is only enabled when there are no uncommitted new, changed, or deleted
tunnels in the service request.
Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure A-55 Select Import File
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The Select Managed TE Tunnel Policy window contains the following elements:
e File Name—Name of XML file.
e Size—Sizein kilobytes of XML file.
e Last Modified—Date and time when the file was last modified.
The following actions can be performed:
e Select—Accept the selected XML file(s) and start the tunnel import operation.

e Cancel—Cancel the tunnel import operation and return to the TE Managed Primary Tunnels SR
window.

e Find—Specify the directory containing the XML import files and directoriesto import in the L ook
in field and click Find. This brings up the data import directory and the XML files contained are
listed in the accompanying table.

e Up—Go to the parent directory.

Import Error Status Window

When you click Select to start the import operation, the system parses the file, and if any error is
detected, it will be reported in the Tunnel Import Error Status window shown in Figure A-56.
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Figure A-56 Tunnel Import Error Status
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The Tunnel Import Error Status window contains the following elements:
e |Import File—Directory containing XML import files and directories.
e Last Modified—Date and time when the file was last modified.
e Import Status—There are two possible Import Status values:
- Failed—Ciritical errors are present and the import process cannot continue.

— Partial Success—Thereare either non-critical errorsor warningsor bothin thefile. Inthiscase
the error tunnel isreported and skipped and the warning tunnel is processed with certain defaults
applied. Thereisno “Success” status because when there are no errors or warnings, the Tunnel
Import Error Status window will not appear.

The following actions can be performed:

e Continue—If the import operation is partially successful, click Continue to accept system
treatment for errors/warnings and continue with the import operation.

e Cancel—Cancel import operation and return to the previous window.

Edit TE SR (Primary or Backup)

The tunnels editor windows differ only very slightly from the create tunnel windows. All fieldsin the
editor windows are found in the create windows for both primary managed, primary unmanaged, and
backup tunnels (see Chapter 5, “Basic Tunnel Management”).

The only difference from the create window is that the head and destination device and tunnel number
fields are not editable and the Path Optionstable lists existing path options on the tunnel rather than the
default System and Dynamic paths.

Planning Tools

This section describes the GUI elements in the sequence of windows used by the planning tools Tunnel
Audit, Tunnel Placement, Tunnel Repair, and Grooming. Screenshots from Tunnel Repair has been used
as an example but it covers the GUI elements for all four processes.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
[ oL-6376-01 .m



Appendix A Traffic Engineering Management GUI |

I Create Managed TE Tunnel

To use the planning tools, see Placement Tools, page 6-11

To access the Create TE Managed Primary Tunnel SR window, go to Service Inventory > Inventory
and Connection Manager > Traffic Engineering Management > Create Managed TE Tunnel. The
TE Managed Primary Tunnels SR window in Figure A-62 appears.

There are two ways to activate the planning tools:

e When one or more tunnels have been created or their attributes altered (see Create Primary Tunnel,
page 6-2), Tunnel Audit, Tunnel Placement, and Tunnel Repair can be activated by selecting
Proceed with Changes >>.

¢ When no changes have taken place, Grooming, Tunnel Audit, and Tunnel Repair can be accessed by
selecting Placement Tools.

Asan example, assume that we run Tunnel Repair on a set of tunnels as described in Tunnel Repair, page

6-21.

Movable Tunnel Selection Window

When selecting Tunnel Repair from the Placement Tools button, the Movable Tunnel Selection
window in Figure A-57 appears.

Figure A-57 Movable Tunnel Selection
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The Movable Tunnel Selection window contains the following elements:

Computation Type—Indicates which tool is used for the computation (Placement, Repair,
Grooming).

Maximum computation duration—The maximum amount of time allowed for the computation
before timeout occurs.

Maximum number of tunnel moves—The maximum number of tunnels that can be moved during
Tunnel Repair.

Number of reroutable tunnels selected as movable—Indicates how many reroutable tunnels
among the ones shown in the tunnel list are movable.

Non-reroutable—Indicates how many tunnels among the ones shown in the tunnel list are not
movable. Thisis set in the tunnel editor.

Find—You can search for particular tunnels by selecting the search variable in the drop-down menu
Show tunnelswith, specifying matching criteria, and clicking Find.

Show tunnelswith options:
— All—Show all managed tunnels under the current provider.
— Tunnel Number—Tunnel number on the head router.
— Head Device—Full or partial name of the tunnel head device.
— Destination Device—Full or partial host name of the tail device of the tunnel.
- Head, Dest Devices—Exact host name of the head and tail devices of the tunnel.
— Deploy Status—Tunnel deployment status.
— Policy Name—Name of the TE policy.

matching/equal—Specify matching criteria for your search. Wildcards are accepted. matching
changesto equal if Head, Dest Deviceis selected in the drop-down menu. For equal, the exact host
name of the head or tail device must be entered (wildcards not accepted).

M ovable—Indicates whether the tunnel is movable (yes, no or NA). This setting can is toggled by
clicking Set Movable and Set Unmovable.

Allow Reroute—Specifies whether reroute is allowed (true or false). If reroute is not allowed, the
tunnel cannot be set to movable.

Tunnel | D—Unique tunnel identifier used within ISC TEM.
T#—Tunnel number on the head router.

Head—Hostname of the head router.

Dest—Hostname of the destination router.

Policy—TE policy for the tunnel.

BW —The tunnel bandwidth. If the tunnel is auto-bw enabled, BW shows the higher of tunnel
bandwidth and maximum automatic bandwidth.

The following actions can be performed:

Set M ovable—Set selected tunnel to movable.

Set Unmovable—Set selected tunnel to unmovable.

<< Back—Return to the previous window.

Proceed >>—Proceed to computation.

Cancel—Cancel the operation and return to the previous window.

[ oL-6376-01
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TE Primary Tunnel Computation SR - Changes Window

Still using Tunnel Repair asan example, after selecting Proceed >> from the Movable Tunnel Selection
window, the TE Primary Tunnel Computation Results - Changes window in Figure A-58 appears.

The figure shows the computation results window after clicking Detail to obtain detailed information
about the tunnel and view the status of the change request.

Figure A-58 TE Primary Tunnel Computation Results - Tunnel Repair Changes (Details)

TE Primary Tunnel Computation Results - Changes

Computation Status: CONSTRAINT _VIOLATIONS_REPORTED-NO_SOLUTION_EXISTS Global Util. Sub Pool Util.
Tunnels - unplaced 0of 9 moved: 0 Solution max. 75.0% max.meod. 12.5% max. 30.0% max.mod. 70.0%
Bandwicdth - unplaced 43100 of 56430 Original max. 75.0% max.med. 12.:5% max. 30.0% max.mod. 70.0%
Changes: 0 achieved of 1 Change Type: Tunnel Modify Change
Showving 1 -1 of 1 record  Achiewved: no
# |v Achieved Origin Type Object ID Description: Reguest to modify one or more sttributes of an existing tunnel
1. % no L=er Tunnel Modify Change ISC-PE254 Requested Tunnel
Rowes per page: I 10 Yl |]<| <] Goto page:l'l af 1 |> |>|] ID: izctmpS: Tunnel3
Head: isctmpd
Tail: izctmpl

| Close || Display || Details _ .
Policy: ISC-PE262-izctmp!: Tunneld

Bandwidth: 50000
Path: isctmpS-=isctmp1-2

Changed Attributes |New Value |Achieved

] |s0000 no

| << Back || View Report =>

Save & Deploy | | Cancel |
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The TE Primary Tunnel Computation Results - Changes window contains the following elements:
Status section (top):
e Computation Status—Indicates whether the computation succeeded or failed.
e Tunnels:
— unplaced—Number of unplaced tunnels out of the total.
— moved—Number of tunnels that were moved.

e Bandwidth - unplaced—Amount of bandwidth that was not placed out of the total available
bandwith.

e Global Util.—Global Pool bandwidth utilization percentage.
e Sub Pool Util.—Sub Pool bandwidth utilization percentage
e Solution—Utilization for the generated solution.
e Original—Utilization for the original solution.
Changes section (left):
e Changes—Number of changes achieved out of the total number of changes.
— Achieved—Indicates whether a specific change is successful (Yes or No).

- Origin—The originator of the change. Can be user (change by user) or compute (from a
computation, e.g. rerouting of a tunnel).
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- Type—The type of change requested: Tunnel Add Change, Tunnel M odify Change, Tunnel
Remove Change, or Element M odify Change.

— Object ID—A tunnel or link ID.
Information section (right):

e Change Type—The type of change requested: Tunnel Add Change, Tunnel M odify Change,
Tunnel Remove Change, or Element M odify Change.

e Achieved—Indicates whether a specific change is successful (Yes or No).
e Description—Description of the computation attempt.
e |ID—Tunnel ID.
e Head—Hostname of the head router.
e Tail—Hostname of the destination router.
e Policy—TE policy for the tunnel.
e Bandwidth—Bandwidth used in computation.
e Path—Tunnel path in the form of either a computed path or an existing path . Click to view the path.
e Changed attribute table:
— Changed Attributes—L ists the tunnel attributes that have changed.
— New Value—New value of the attribute.
— Achieved—Indicates whether a specific change is successful (Yes or No).
The following actions can be performed:
¢ Close—Close the Topology Display applet if open.

e Display—Invoke the Topology Display to view selected links and/or tunnels in the network.
Selected links/tunnels are displayed with a unique color.

e Detail—Open the detail panel in the right side of the Computation Result window to see the
tunnel/link information.

e << Back—Return to the previous window.
e View Report >>—View alist of generated reports. The Report window appears (see Figure A-60).

e Save & Deploy (Figure A-59)—For committing all user originated and system computed changes.
There are two options for saving and deploying tunnel SRsto the network:

— Deploy Achieved Changes—Place all achieved changes in the deployment queue.

— Force Deploy All Tunnels—Force deployment of all elementsin the SR. This could be useful
when previous provisioning of the SR has failed, so that it is necessary to force through the
deployment of all tunnelsin the SR.

Figure A-59 Save & Deploy

Save & Deploy

Deploy Achieved Changes

Force Deploy All Tunnels

122660

e Cancel—Cancel the operation and return to either the Links List, TE Managed Primary Tunnels SR,
or the TE Resource Management SR window depending on the originating flow.
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TE Primary Tunnel Computation Results - Report

To view the computation reports, click View Report >>. The TE Primary Tunnel Computation Results
- Report window in Figure A-60 appears.

In this case, there is both a quality report and aviolation report. In that case, a detail report such as the

violation report in Figure A-61 will appear. Warning and violation reports have different fields and they
are all described in Appendix B, “Warnings and Violations.”

Select the desired report and click the Detail button

Figure A-60 TE Managed Primary Tunnels SR - Tunnel Repair Report (Details)

TE Primary Tunnel Computation Results - Report

Computation Status: CONSTRAINT _VIOLATIONS_REPORTED-NO_SOLUTION_EXISTS Global Util. Sub Pool Util.
Tunnels - unplaced 0of 9 mowved: 0
Bandwidth - unplaced 43100 of 56490

Solution max. 75.0% max.mod. 12.5% max. 30.0% max.mod. 70.0%
Original max. 75.0% max.mod. 12.5% max. 90.0% max.mod. 70.0%

Report: Report Type: qualityReport
Showing 1 - 2 of 2 records  Deseription: relates to only O priority tunnels
# Report Type Summary Info Achievement: Solution:
1. [ quaityReport COMSTRAINT _WIOLATIONS_REPCORTED MO _SOLUTION_EXISTS
2. [ violstionLinkPoclOver subscribed isctmp@F astEthernetz/ GLOBAL_PooL  Termination: COMPLETED o, pThen

MO _OPTIMALITY _PROOF

Rows per page: I 10 vl |]<| <| Goto page:l'l of 1 |> |>|] Tunnel Placement:

| |%PIaced |Placed |Un|)lal:ed Total

Details Tunnels -Solution [100.0 g o] 9
original [100.0 a a 9

Bandwidth -Solution |0.0 T390 49100 6490

original [100.0 7380 |0 7330

Tunnels moved |E

TE-Metric Sum{Primary Tunnel Paths) -Selution 113

original 113
Utilization:
“%Median %Mean |%:Max. |%Max. Modifiable

e [T 347|750 125

-solution

original 0.0 347 750 125
SMEEEE (g 1048 |s00 700

-solution

original |0.0 1048 (900 0.0
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The TE Primary Tunnel Computation Results - Report window contains the following elements:
Status section (top): described above (Figure A-58).
Report section (left):

e Report Type—Therearethree basic report types: aqualityReport (generated every time), warning
reports, and violation reports.

e Summary Info—Summary information about the findings of the report.
Information section (right):

e Report Type—See description above.

e Description—Specific information about the report.

e Achievement—Success or failure of the computation attempt/solution (Yes or No).
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e Solution—Indicates whether a solution was found.

e Termination—Indicates whether the computation was completed.

e Optimality—Indicates whether the computation was optimal.
Tables:

e Tunnel Placement: Tables that compares various tunnel placement attributes of the original
configuration with the solution configuration.

— Tunnels: Attributes of the original and computed tunnels.

— Bandwidth: Attributes of the tunnel bandwidth.

- % Placed—Percentage of tunnels that were successfully placed.

— Placed—Number of tunnels that were successfully placed.

— Unplaced—Number of tunnels that were not placed.

— Total—Total number of tunnels.

— Tunnels moved—Number of tunnels moved from their original paths.

— TE-Metric Sum (Primary Tunnel Paths)—TE metric sum for the computed and the original
paths.

e Utilization:Table that compares various utilization measurements of the original configuration with
the solution configuration

— Global Pool—Comparison data for various Global Pool attributes.
— Sub Pool—Comparison data for various Sub Pool attributes.
- Median—{to be added]
- Max. Modifiable—[to be added]
- Mean—to be added]
- Max.—[to be added]
The following actions can be performed:
Changes actions (buttons, |eft):

e Detail—When areport is selected, the Detail button displays the contents of the report, which can
contain warnings or violations, in the right window pane.

N
Note  For adescription of possible warnings and violationsin ISC TEM, see Appendix B, “Warnings
and Violations.”

e << View Result—Return to the Changes window.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure A-61 TE Managed Primary Tunnels SR - Violation Report (Details)

TE Primary Tunnel Computation Results - Report

Computation Status: COMSTRAINT_VICLATIONS _REPCORTED-NC_SOLUTION_EXISTS Global Util. Sub Pool Util.
Tunnels - unplaced 0of 8 moved: 0
Bandwidth - unplaced 43100 of 56490

Solution max. 75.0% max.mod. 12.5% max. 90.0% max.mod. 70.0%
Original max. 75.0% max.mod. 12.5% max. 90.0% max.mod. 70.0%

Report: Report Type: violationLinkPoolCversubscribed
Showing 1 - 2 of 2 records  Description: The specified banchwicdth pool for a directed link is over-subscribed
2 Report Type Summary Info by Primary Tunnels that pass through it
Directed Link:
1. [T qualityReport ireetedtimn

Head DeviceInterace: izctmpSi1 0.2.3.58
Tail DeviceInterace: izctmp1.M10.2.3.57

s P S m 0 |]<| <| Goto page:|—1 of 1 |> |>|] Pool: GLOBAL_POOL

Pool Bandwidth: 20000

Primary Tunnel:

2. ¥ violstionLinkPoolOversubscribed isctmpdiFastEthernet2i GLOBAL_POOL

Hame Eeafl Ia“. Bandwidth [Pool Path
isctmp: Tunnel [isctmpd  [isctmp?! | 50000 cLopaL |SHmeS-
s & & sisctmp 2
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In Figure A-61, the top status section and the left Report section contain the sasmefields asin
Figure A-60.

Create Unmanaged TE Tunnel

The only two differences between the managed and the unmanaged tunnel GUls is that the path option

table does not automatically populate the two System/Dynamic paths and that the Confor mance status
isonly indicated for unmanaged primary tunnels.

For adescription of the rest of the GUI, see Create Managed TE Tunnel, page A-39.

Create TE Backup Tunnel

To access the TE Protection SR window for managing backup tunnels, go to Service Inventory >
Inventory and Connection Manager > Traffic Engineering Management > Create TE Backup
Tunnel. The TE Protection SR window in Figure A-62 appears.
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Figure A-62 TE Protection SR

Home | Shortcuts | Accourt | Index | Help | About | Logoot

Cisco SysTems

IP Solution Center

Ser\ri:e Inventory |

Uszer: admin

+ Inventory and Connection Manager + Deployment Floy
You Are Here: + Service Inwventory = Inventory and Connection Manager * Traffic Enginesring Management Customer: Mone
Protection SR
e L L
' Service Requests SR Job ID: 2 Provider: pad SR State: REQUESTED
n Traffic Engineering SR ID: Mew Creator: Type: ADD
Management
- InveEntary Manager Description:

w Topology Tool

-
Devices LI

Device Groups
Customers Shove IExisting 'l Tunnels with | A1 j Matohing I* i

« Customer Sites

 a

Showing 1 - 10 of 13 records

« CPE Devices
> Providers * ™ Op Tunnelld = T# Head Dest Bty Quots [S)fgs: Conformance
« Provider Regions
« PE Devices 1. O ISC-B14 2 isctmpt izctmp? B00 DEPLOYED “Yes
 Aecess Domains 2| m ISCB15 5 isctmpd izctmp3 10 DEPLOYED es
- Resource Poals ; ;
.« CE Routing Communities i O ISC-B16 1 izctmpd izctmpf ] DEPLOYED Yes
= WPNs 4. ISC-B17 10  isctmpd isctmp? 6000 DEPLOYED Yes
[ SRS 5. [0 ISC-B15 1 izctmpt izctmp? S06 DEPLOYED M
= Mamed Physical Circuits ) ) SCtme SEUmR .
+ NPC Rings g [ Is2-B19 2 izctmpi izctmp? 208 DEPLOYED Yes
. ISC-B20 1 izctmps izctmpl 200 DEPLOYED Yes
g8 15C-B21 2 izctmps izctmpd 10 DEPLOYED Yes
9. - ISC-B22 1 izctmpd izctmp6 20 DEPLOYED Mo
0. [ ISC-B23 1 isctmp? izctmpf 00 DEPLOYED Yes
Rowes per page; I 10 vl 1 { zoto page:l‘l of 2 BB
| Close | | Display | | Details | | Create | | Edlit | | Delete |

|Au<lil: SR || Save & Deploy 'H Cancel |
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The TE Protection SR window contains the following elements:
The columnsin the tunnel list provides the following information:
e Op—Current SR operation on the tunnel. This can be one of the following:
— ADD—Indicates a newly added tunnel, either calculated by the system or entered by the user.
- MODIFY—Indicates a modified existing tunnel.

— DELETE—Indicates an existing tunnel to be deleted, either computed by the system or
originated by the user.

e Tunnel | D—Unique tunnel identifier used within ISC TEM.
e Head—Hostname of the head router.

¢ Dest—Hostname of the destination router.

e T#—Tunnel number on the head router.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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e BW Quota—The amount of bandwidth this backup tunnel can protect. The router limits the L SPs
that can use this backup tunnel so that the sum of the bandwidth of the L SPs does not exceed the
specified amount of bandwidth. If there are multiple backup tunnels, the router will use the best-fit
algorithm.

e Deploy Status—Tunnel deployment status.

e Conformance—Indicates whether the tunnel isfound to be conformant when running discovery. A
tunnel isnon-conformant if it has anon-zero bandwidth reservation and a zero hold or setup priority.
If atunnel isentered through ISC TEM, it is always conformant.

The following actions can be performed (buttons):
e Close—Close the Topology Display applet if open.

e Display—Open a Topology Display for the network and highlight the selected backup tunnel(s).
The selected tunnel (s) is/are marked in color with directional arrows.

e Details—Open the TE Tunnel Details window, which provides type, status, L SP, and other
information about the tunnel.

e Create—Create a backup tunnel.
e Edit—Edit the selected backup tunnel.
e Delete—Delete the selected backup tunnels.

e Audit SR—Audit protection of protected elements using all existing backup tunnels and proposed
changesin the SR.

e Save& Deploy (Figure A-63)—For committing resource changesin the SR. Two optionsfor saving
and deploying Backup Tunnel SRs to the network:

— SR TunnelsOnly—Deploy all tunnel changesin the SR, or if no changes were made to the SR,
use thisto re-deploy the SR that was in Requested or Invalid state.

— Force Deploy All Tunnels—Force deployment of all tunnelsin this SR. This could be useful
when previous provisioning of the SR has failed, so that it is necessary to force through the
deployment of all tunnelsin the SR.

Figure A-63 Save & Deploy Tunnels

Save & Deploy »

SR Tunnels Only

Force Deploy All Tunnels

122653

e Cancel—Cancel the operation and return to the Traffic Engineering Management Services window.

Thetunnel SR search tool allowsyou to look for particular tunnels by selecting tunnel characteristicsin
the drop-down menu tunnels with and specify matching criteriain the M atching field:

e Show:
— Existing—Show existing tunnels already deployed in the network.
— SR—Show tunnels not yet deployed in the network.
e tunnelswith:
— All—Show all managed tunnels under the current provider.
— Tunnel Number—Tunnel number on the head router.
— Head Device—Full or partial name of the tunnel head device.
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Destination Device—Full or partial host name of the tail device of the tunnel.

Head, Dest Devices—Exact host name of the head and tail devices of the tunnel.

Tunnel Status—Tunnel deployment status.
- Conformance—Conformant or non-conformant tunnel.

e matching/equal—Specify matching criteriafor your search. Wildcards are accepted. matching
changesto equal if Head, Dest Deviceis selected in the drop-down menu. For equal, the exact host
name of the head or tail device must be entered (wildcards not accepted).

¢ Find—Click the Find button when the search criteria has been entered.

Create TE Backup Tunnel Window

From the TE Protection SR window, click Create to access the Create TE Backup Tunnel window shown
in Figure A-64.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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Figure A-64 Create TE Backup Tunnel

Create TE Backup Tunnel

SR. Job ID: Mevw SR ID: ey SR State: REQUESTED
Tunnel I0: Creator: Type: ADD

Head Device ™ I
Destination Device I

Protected Irterfacers) = I

& Any Pool By |
Backup Bandwicth Limit (kbps): =
" Suk Pool (BC1) Ev | Global Poal (BCO) Evy |

Auto Gen [V

Tunnel Bandwidth (Kops): |

Tunnel Mumber:

i Glokal Pool (BCO)
Tunnel Pool Type:
" Sub Pool (BC1)

Setup Priority (0-7):

Hold Priority (0-7):

|
|
Astfinity (D0-0xFFFFFFFF: |
|

Atfinity Mask (0:0-0:xFFFFFFFF):
Path Options:
Showing 0 of 0 records
u Option & Path Mame Path Type Lock Down
Rows per page:l‘ll] vl 1] ] zota FJ3981|1 of 1 B [0
‘ Add ‘ | Delete ‘
| 0K | | Cancel |

Mote: * - Required Field

129257

The Create TE Backup Tunnel window contains the following elements:
e Head Device—Head device for the tunnel. For selecting devices, see Figure A-49.
¢ Destination Device—Destination device for the tunnel. For selecting devices, see Figure A-50.
e Protected I nterface—Interface(s) on the head router that this backup tunnel protects.
e Backup Bandwidth Limit—Bandwidth protected by the backup tunnel.

- Any Pool BW—Bandwidth set aside for the protection of either the Sub Pool or the Global
Pool.

— Sub Pool (BC1) BW—Bandwidth set aside for the Sub Pool.
- Global Pool (BC0) BW—Bandwidth set aside for the Global Pool.
e Tunnel Number—Tunnel number corresponding to the tunnel interface name.
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— Auto Gen—Check this box to generate the tunnel number at provisioning time. Otherwise,
enter a desired number.

e Tunnel Bandwidth—Total allocated bandwidth of this backup tunnel (display only).

e Tunnel Pool Type—Tunnel bandwidth pool type (display only).
- Global Pool (BC0)—Section of the total link bandwidth containing all Sub Pools for the link.
— SubPool (BC1)—Bandwidth section nested inside the Global Pool part of the total bandwidth.

e Setup Priority (0-7), Hold Priority (0-7), Affinity, Affinity M ask—Should not normally be used
for backup tunnels. See definitions accompanying Figure A-51.

Path options:
e Option #—Sequential number of available explicit paths.
e Path Name—Name of the explicit path.
e Path Type—Explicit path type (Explicit or Dynamic)
e Lock Down—Disables reoptimization check on the tunnel, if checked.
The following actions can be performed (buttons):
e Add—Add apath option. This opens the Select TE Explicit Path window in Figure A-52.
¢ Delete—Delete a path option.
e OK—Accept all changes and return to the TE Managed Primary Tunnels SR window.
e Cancel—Cancel the operation and return to the TE Managed Primary Tunnels SR window.

Select TE Protected Interface

When clicking the Select button in the backup tunnel editor to select a TE protected interface, the
window in Figure A-65 appears.

Figure A-65 Select TE Protected Interface

TE Interfaces for isctmps

Showing 1 - 3 of 3 records

# [ Interface Mame IP &ddress ezt Hop
1. [ ATMSOA 102248 isctmp2
2. [ FastEthernet3m 102281 izctmpd
3. [ FastEtherneton 102217 izctmpe
Rows per page: |1E| +| 144 seto page]l of 1 (8] [ [»1
| Select | | Cancel |

129262

The Select TE Protected Interface window contains the following elements:
¢ Interface Name—Name of the interface to be protected.
e |P Address—IP address of the interface.

e Next Hop—Name of the next hop device.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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The following actions can be performed:

Select—A ccept the selected interface and return to the previous window.

Cancel—Cancel the operation and return to the previous window.

TE Traffic Admission

This section describes the GUI elementsin the TE Traffic Admission SR window.

To assign traffic to traffic-engineered tunnels, see Chapter 8, “ Traffic Admission.”

Select TE Tunnel for Admission

To access the TE Traffic Admission SR window, go to Service Inventory > Inventory and Connection
Manager > Traffic Engineering Management > TE Traffic Admission.

Prior to reaching the main TE Traffic Admission SR window, atunnel has to be selected as shown in
Figure A-66.

Figure A-66 Select TE Tunnel for Admission

Cisco SysTems

IP Solution Cenfter

Servi:e Inventory |

Home | Shortcuts | Accourt | ncex | Help | About | Logout

Uzer: admin

+ |Inwentory and Connection Manager * Deployment Flo

ager * Dev

You Are Here: + Service Inventory > Inventory and Connection Manager * Traffic Engineering Management

e e 11 1
 Service Requests
n Traffic Engineering
Management
o Inventory Manager
++ Topalogy Toal

 Devices

o Device Groups

> Customers
= Customer Sites
= CPE Devices

= Provicers
« Provider Regions
= PE Devices
- Acceszs Domains

 Rezource Pools

++ CE Routing Communities

WP

o BAL Sepvers

= Mamed Phygical Circuits
= MPC Ring=

TE Traffic Admission Tunnel Selection

Customer: Mone

TE Provider Provider1

Show Tunnels with | A1

| Matching [*

Find

Showing 1 - 10 of 12 records

# Turnel 10 T# Head Dzt O Tiypee: Pualicy Deploy Status
1. @ 15C-P1 3 izctmpl  isctmpE  ADD Unbanaged  1SC-P1-izctmpl: Tunnels DEPLOYED
2.  Isc-p2 4 izctmpd  isctmpE ADD UnManaged  1SC-P1-isctmpt: Tunnels DEPLOYED
3. 7 ISCPSE 1 izctmpl  isctmp?  ADD UnManaged  1SC-P1-isctmpl: Tunnels DEPLOYED
4. " 1SCP3 200 izctmp?  isctmpl  ADD Managed ISC-P3-izctmp2: Tunnel200 DEPLOYED
5 0 13C-P4 300 izctmp?  izctmpS  ADD Managed |1SC-P3-izctmp2: Tunnel200 DEPLOYED
6. I3C-P5 2 izctmp?  izctmpd  ADD Managed |SC-P5-izctmp?: Tunnel2 DEPLOYED
7. I5C-PE 3 izctmp?  isctmpl  ADD  Managed I5C-P3-izctmp2: Tunnel200 DEPLOYED
8.  ISC-PF 4 izctmp?  isctmpd  ADD Unbanaged  ISC-PY-izctmp? Tunneld DEPLOYED
9.  IsC-Pg 11 izctmp?  isctmps  ADD  Managed 1SC-Po-izctmp?: Tunnel2 DEPLOYED
10.  ISC-P9 12345 isctmp?  izctmpd  ADD Managed ISC-PO-izctmp?: Tunnel 2345 DEPLOYED

Rows per page: I 10 'l

<] ] Goto page:|1 of 2 (8] [ ]

The TE Traffic Admission SR list contains the following columns:
e Op Type—SR operation on the tunnel, can be either ADD, MODIFY, DELETE, or ADMIT.
e Tunnel | D—Unique tunnel identifier used within ISC TEM.
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e T#—Tunnel number on the head router.

e Head—Hostname of the head router.

e Dest—Hostname of the destination router.

e Deploy Status—Can be Pending, Deployed, or Functional.
e Type—Managed or unmanaged.

e Policy—Tunnel policy.

TE Traffic Admission SR

After selecting aTE tunnel by clicking the corresponding radio button and clicking Select, the TE Traffic
Admission SR window in Figure A-67 appears.

Figure A-67 TE Traffic Admission SR

TE Traffic Admission SR

SR Job ID: SRID:
SR State; REQUESTED Type: ADD

Tunnel Mame |isu:tmp'| Tunnel138

Description I

Autoroute Announce © on % Off

Autoroute Metric I % abzoite ¢ Relstive
Static Routes:
Showving 0 of O records
o Destination Mask Distance
Rows per page: |1D 'I 1] ¢ oto pag&h of 1 [
| Add | | Edit || Delete |
| Save H Cancel ‘

Mote: * - Reguired Field

129264

The main TE Traffic Admission SR window contains the following fields:
e Tunnel—Tunnel name.
e Description—Service request description.

e Autoroute announce—Used to specify that the Interior Gateway Protocol (IGP) should use the
tunnel (if the tunnel is up) in its enhanced shortest path first (SPF) calculation.

- On—Autoroute announce is enabl ed.
- Off—Autoroute announce is disabled.

e AutorouteM etric—Used to specify the Multiprotocol Label Switching (MPLS) traffic engineering
tunnel metric that the Interior Gateway Protocol (IGP) enhanced shortest path first (SPF) cal culation
uses.

- Absolute—Absolute metric mode; you can enter a positive metric val ue.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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- Relative—Relative metric mode; you can enter a positive, negative, or zero value.
e Static Routes—Lists any static routes that the tunnel uses.
e Destination—Name of the static route for the tunnel destination.
e Mask—Prefix mask for the destination.
e Distance—Administrative distance (cost).
The following actions can be performed:
e Add—Add static route.
e Edit—Edit selected static route.
e Delete—Delete selected static routes.
e Save SR—Save service request to the SR pool.
e Cancel—Cancel the operation and return to the previous window.

Adminstration

Asthe administrative features of ISC TEM are general to | SC, some features are described in Chapter 9,
“Administration”, othersin Cisco IP Solution Center Infrastructure Reference, 4.0.

For further clarification, see Chapter 9, “Administration”.

Monitoring

This section describes the GUI elements in the foll owing windows:
e TE Task Logs (see also TE Task Logs, page 10-1)
e TE Performance Reports (see also TE Performance Reports, page 10-4).

TE Task Logs

The TE task logs are used to view the result of running one or more TE tasks as described in TE Task
Logs, page 10-1.

To view the task log for a TE task, three sequential steps are required:
1. Access the Task Runtime Actions window.

2. Select aruntime action to reach the Runtime Actions window.

3. Select the desired log in the Task Log window.

Each window in this process is described as follows.

Note Specific instructions for how to view atask log for a TE Discovery task are found in the TE Discovery
Task Logs, page 3-6.
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Task Runtime Actions

To access the Task Runtime Actions window, go to Monitoring > Task M anager. Select L ogs in the
table of contentson the | eft side of the Tasks window. The Task Runtime Actionswindow in Figure A-68

appears.

Figure A-68 Task Runtime Actions

Task Runtime Actions

Show Rurtime Tasks with Task Mame matching | of Type | j Find
Showing 1 - 3 of 3 records
2 Runtime Task Hame Type Start Time: End Time Status
Deploy Primary SRAD 9 2004-07-16 i 2004-07-16 2004-07-16
1 T o m Fri_Jul_18_05:5a58_POT_2004 o oo Yioe Deployment oo 2o 20 =ng 10:00:47 767 [ compisted successtuly
Deploy Primary SRAD 8 2004-07-16 ) 2004-07-16 2004-07-16
2. T (556:49.895 Fri_Jul_15_0%:55:50_POT_2004_1 SSrVice Deployment 1o o ce gug 09:57: 39,638 [ ] compieted successtuly
Deploy Primary SRAD 7 2004-07-15 ) 2004-0716 2004-07-16
3. g 5336 BA7_Fri_Jul_16_N2-53 38_POT_2004_p o Yioe Deployment Lo oo o 42 09:55:14 964 [ compisted successtuly
Riowes per page:I'ID VI 1€ coto page:|1 of 1 B0
Auto Refresh: v | Instances | | Delete |

122629

The Task Runtime Actions window contains the following GUI elements:

¢ Runtime Task Name—Automatically attributed task name specifying when the runtime task was
created.

e Type—Type of task, either TE Discovery, TE Functional Audit, or TE Interface Perfor mance.
e Start Time—The date and time when the runtime task was started.
e End Time —The date and time when the runtime task ended.
e Status—Indicates the result of the runtime task.
Search fields:

e Show Runtime Taskswith Task Name matching—Type afilter string matching part of the desired
Runtime Task Name.

e of type—The type of task created using the Task Manager. The following types are available:
— TE Discovery—Search for a TE Discovery task.
- TE Functional Audit—Search for a TE Functional Audit task.
— TE Interface Perfor mance—Search for a TE Interface Performance task.

Runtime Actions

To access the Runtime Actions window, go to the Task Runtime Actions window and click the desired
task in the Runtime Task Name field. This open the Runtime Actions window shown in Figure A-69.
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Figure A-69 Runtime Actions
Runtime Actions
Task: Deploy Primary SR-ID'3 2004-07-16 09:59:58.011 _Fri_Jul_16_09:53:55_P0T_2004 _2
Showing 1 - 4 of 4 recaords
# ' Runtime Task Hame Start Time End Time Status
1. [T Deployment Phase & 2004-07-16 09:59:59.605 falze Completed successfully
2. [T Deployment Phase B 2004-07-16 10:00:00.694 falze Completed successfully
3. [T Deployment Phase © 2004-07-16 10:00:02.028 falze Completed successfully
4, [ Configdudt 2004-07-16 10;00; 25651 falze Completed successfully
Raws per page: |1E| M| 14 <] Goto page:|1 of 1 (8] [ [»1
| Log | | 0K | [
o
L]
o
The Runtime Actions window contains the following GUI elements:
¢ Refresh—Refresh the Runtime Actions table to list recently completed tasks.
e Action—Name of the Runtime Actions log.
e Start Time—The date and time when the runtime task was started.
e End Time —The date and time when the runtime task ended.
e Status—Indicates the result of the runtime task.
Task Log

To access the Task Log window, go to the Runtime Actions window and click the desired log in the
Action field or select a check box and click L og. The Task Log window in Figure A-70 appears.
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Figure A-70 Task Log

Task Log

TE FuncAudit Task Log for Task: TE Functional Audit 2005-01-06 14:53:39.146_Thu_Jan_06_14:5410_PST_2005_3

Log Lewvel IWarning vl Componert: [*

Date Level Component Message
2005-01-06 14:54:13 OFF GTL Started CS Job for zone=fcs, Job Log
2005-01-06 14:54:16 OFF GTL CS Job Completed 1 for Collection Zone Jjcs Log:

Return to Logs

129263

How thelog is structured depends on the type of task that was run.

The following actions can be performed:
e Filter—Select the desired log level, optionally enter exact Component name, and click Find.
e Return to L ogs—Return to the Runtime Actions window.

TE Performance Reports

Performance reports are created when you run a TE Interface Per formance task as described in
Creating a TE Interface Performance Task, page 9-11.

To view a performance report, go to Monitoring > TE Performance Report. The TE Performance
Report Table in Figure A-71 appears.
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Figure A-71 TE Performance Report Table

TE Performance Report Tabhle

Traffic with | All j I* Finl

Performance Data:
Shovving 1-2 of 2 records
& StartTime EndTime Device Interface Octets In Octets Ot Speed Uil IR LRIl Ot

1. [T 2003-12-07 16:25:56 738 2003-1 2-07 164557 342 isctmp5 10.2251=-=102284 0 o 100000000 0.0 0.0

2. [T 2003-12-07 16:28:57 359 2003-12-07 16:45:37 482 isctmph 10.2.2.222=-=10.2 2203 0 0 100000000 00 0.0

Rows per page: I‘ID VI 1] ] Gota page:l‘l of 1 [z 21
| Cancel | | Close | | Display

Reconcile date: {~ pick Peak { Pick Walley * sverage { Pick First
Mate: * - Reguired Field

122717

The TE Performance Report Table window contains the following GUI elements:

e Report table—The table shows alist of Interface Performance tasks
— Start Time—The date and time when the runtime task was started.
- End Time—The date and time when the runtime task ended.
— Device—Name of the device.
— Interface—IP addresses of the interfaces on the link.
— Octets In—Number of inbound octets of traffic.
— Octets Out—Number of outbound octets of traffic.
— Speed—Speed of the interface.
— Util In—Interface utilization for inbound traffic.
— Util Out—Interface utilization for outbound traffic

e Reconcile Data—When an Interface Performance task has been run multiple times on an interface,
you can choose to reconcile the data according to the following criteria:

— Pick Peak—Select the highest interface utilization.
- Pick Valley—Select the lowest interface utilization.
- Average—Select the average interface utilization.
— Pick First—Select the first occurrence of interface utilization.
You can perform the following actions:
e Find—Filter out performance data according the criteria selected in the drop-down menu.
e Cancel—Quit the report page.
e Close—Close the Topology Display applet if open.

e Display—Invoke the Topology Display to view selected links and/or tunnels in the network.
Selected links/tunnels are displayed with a unique color.
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APPENDIX B

Warnings and Violations

Thisappendix lists warnings and viol ations that might be invoked when using the planning toolsin Cisco
IP Solution Center Traffic Engineering Management (1SC TEM) (computation engine).

Warnings and violations are tied in with the planning tools (see the “ Planning Tools” section on
page 1-4). They are issued under the following circumstances:

e During an attempt to audit, place, repair, or groom a primary managed tunnel.

e During an attempt to protect selected network elements (links, routers, or SRLGS). Here, they help
determine the cause of the failed protection (see Chapter 7, “Protection Planning”).

When the off-line backup route generation is called to determine if certain elements can be
protected, the backup route generator responds for each element with either a set of tunnels that
protect the element or a set of violations and warnings that help determine why the element could
not be protected.

This appendix contains the following sections:
e Warnings, page B-1
e Violations, page B-3

In the following, the term DirectedLink refers to a router interface.

This class is characterized by all reports that are warnings. They are considered less severe than
violations in the sense that they don’t prevent the computation of a protection path.

Protection Computation Warnings

WarningFixVetoed

A fix of this element would have caused a neighbouring element to become unprotected. Thisfix is
vetoed and no changes are proposed.

WarningRouterNotConformant
This element or any adjacent routers is/are not Protocol Conformant. It cannot therefore be protected.

[ oL-6376-01
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Fields:
e Report Type—Name of report type.
e Description—Description of the problem signaled by the violation.

e Non-conformant router—Router that does not support traffic engineering.

WarningTunnelBandwidthQuotaTooSmall
The bandwidth of a backup tunnel that protects this element is below the minimum allowed bandwidth
capacity.
Fields:
e  Minimum allowed bandwidth quota—Minimum bandwidth allowed to protect the element in
guestion.
e Actual tunnel bandwidth quota—Actual bandwidth of the backup tunnel.

WarningTunnelNumberToolarge
There are too many backup tunnels for a flow through this element.

Fields:
e Maximum tunnel number allowed—M aximum number of tunnels allowed for a given network
element.

e Actual Tunnel Count—Actual number of tunnels imposed on this network element.

e Flow:
- Maximum Bandwidth—M aximum bandwidth for the traffic flow that needs to be protected.
- Head Links—Protected interface for this flow.

— Through Router —Protected device through which the regular traffic flow passes. If the
protected element is a link, the Through Router field will not appear.

— Tail Router—Host name of destination (tail) router.

- Type (NHop, NNHop)—Next hop type: NHOP for link (no through router) and NNHOP for
node.

WarningZeroProtectedFlow
A flow through this element is protected by a backup tunnel, but has a maximum flow of zero.

Fields:
e Flow:
- Maximum Bandwidth—Maximum available bandwidth on the element.
- Head Links—Protected interface for this flow.

— Through Router —Protected device through which the regular traffic flow passes. If the
protected element is a link, the Through Router field will not appear.

— Tail Router—Host name of destination (tail) router.

— Type (NHop, NNHop)—Next hop type: NHOP for link (no through router) and NNHOP for
node.
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Violations

This class is specialized by al reports that are violations. They are considered more "severe" than
warnings because unlike warnigns, they will prevent the computation of a protection path.

Primary Placement Computation Violations

ViolationFrrProtectionlnadequate
The FRR protection for a tunnel does not meet the specified protection level.

Fields:
¢ Report Type—Name of report type.
e Description—Description of the problem signaled by the violation.

¢ Required FRR Protection Level—Used to enable an MPLS traffic engineering tunnel to use a
backup tunnel in the event of alink failure if abackup tunnel exists. Possible levels are None, Best
Effort, Link and SRLG, and Link, SRLG and Node.

e Primary Tunnel:
— Name—Tunnel identifier composed of a name and a tunnel number.
— Head—Host name of head router.
— Tail—Host name of destination (tail) router.
e Path—Tunnel Path
— Node—Device host name. Is only displayed if the protection level is"Link, SRLG & Node".

— Protected (Node)—Indicates whether each node is protected (Yes) or not (No). Isonly
displayed if the protection level is"“Link, SRLG & Node".

— Link Label—IP addresses of the interfaces on the link.
— Protected (Link)—Indicates whether each link is protected (Yes) or not (No).

ViolationInconsistentResourceAttributeChanges

A Topology-change attempts to modify one or more attributes on aresource causing a pair of its
attributes to become inconsistent.

Fields:

¢ Report Type—Quality report, warning report, or violation report.

e Description—Description of the problem signaled by the violation.

e Resource—
- |d—Id for head device or head interface representing the network resource.
- Type—Resource device or interface.

e Attributes:
— Attribute—Names of inconsistent attributes.
- New Value—New attribute value proposed by user.

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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ViolationInconsistentTunnelAttributeChanges

A Tunnel-change attempts to modify one or more attributes on atunnel causing a pair of its attributes to
become inconsistent.

Fields:

¢ Report Type—Quality report, warning report, or violation report.

e Description—Description of the problem signaled by the violation.

e Tunnel:
— Name—Tunnel identifier composed of a nhame and a tunnel number.
- Head—Host name of head router.
— Tail—Host name of destination (tail) router.

e Attributes:
— Attribute—Names of inconsistent attributes.
- New Value—New attribute value proposed by user.

ViolationLinkAffinityMismatch

A least one directed link in the path of a Primary Tunnel does not have attribute flags that match the
affinity bits and mask of the Tunnel.

Fields:
¢ Report Type—Quality report, warning report, or violation report.
e Description—Description of the problem signaled by the violation.
e Primary Tunnel:
— Name—Tunnel identifier composed of a nhame and a tunnel number.
— Head—Host name of head router.
— Tail—Host name of destination (tail) router.
Affinity Bits/Mask—Affinity bits and mask of the tunnel.
e Path—Name of tunnel path.

— Outgoing Interface—Host name/IP address of outgoing interface.

— Attribute Flags—L inks attributes to be compared to the tunnel's affinity bits. All have to be
identical to have avalid path. The violation is triggered when at least one is different.

ViolationLinkPoolOversubscribed

The specified bandwidth pool for a directed link is over-subscribed by Primary Tunnels that pass
through it.

Fields:
¢ Report Type—Quality report, warning report, or violation report.
e Description—Description of the problem signaled by the violation.
e Directed Link:
— Head Devicel/lnterface—Host name for the head device and | P address of interface.
— Tail Device/lnterface—Host name for the destination (tail) device or interface.
— Pool—Global pool or sub pool.
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— Pool Bandwidth—The allocated global pool or sub pool bandwidth on the link.
e Primary Tunnel (table)—Specifies how many tunnels are using the link resource.

— Name—Tunnel identifier composed of a nhame and a tunnel number.

— Head—Host name of head router.

— Tail—Host name of destination (tail) router.

- Bandwidth—Total bandwidth of the tunnel.

— Pool—Global pool or sub pool.

— Path—Name of tunnel path.

ViolationMaxReRoutesExceeded
This number of Primary Tunnel re-routes in this solution exceeds the specified maximum.

Fields:
e Report Type—Quality report, warning report, or violation report.
e Description—Description of the problem signaled by the violation.
e Number of re-routes in solution—Number of re-routes proposed by the computation engine.
e Specified maximum number of re-routes—Maximum number of re-routes allowed.

ViolationNoPathinLayout

In the presence of other Primary Tunnels that have already been placed on the topology, no legitimate
path is possible for arequested Primary Tunnel. Note: If a user requested path was specified this only
means that the Primary Tunnel could not be placed on that requested path in the presence of other
Primary Tunnels.

Fields:

e Report Type—Quality report, warning report, or violation report.

e Description—Description of the problem signaled by the violation.

e Requested Primary Tunnel:
— Name—Tunnel identifier composed of a nhame and a tunnel number.
— Head—Host name of head router.
— Tail—Host name of destination (tail) router.
- Bandwidth—Total bandwidth of the tunnel.
- Requested Path—User-specified path for the tunnel.
— Pool—Global pool or sub pool.

— FrrProtection—Possible protection levels are None, Best Effort, Link and SRL G, and Link,
SRLG and Node.

— Propagation Delay—The time it takes for traffic to travel along a link from the head interface
to the tail interface.

- AffinityBits/Mask—Affinity bits and mask of the tunnel.

ViolationNoPathinTopology

Irrespective of other Primary Tunnels placed upon the topology, no valid path is possible for arequested
Primary Tunnel. Note: If a user requested path was specified this only means that the Primary Tunnel
could not be placed on that requested path irrespective of other tunnels.

[ oL-6376-01
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Fields:

¢ Report Type—Quality report, warning report, or violation report.

e Description—Description of the problem signaled by the violation.

e Requested Primary Tunnel:

Name—Tunnel identifier composed of a name and a tunnel number.
Head—Host name of head router.

Tail—Host name of (destination) tail router.

Bandwidth—Total bandwidth of the tunnel.

Requested Path—User-specified path for the tunnel.

Pool—Global pool or sub pool.

FrrProtection—Possible protection levels are None, Best Effort, Link and SRLG, and Link,
SRLG and Node.

Propagation Delay (optional)—The maximum time allowed for traffic to travel along the
requested path..

AffinityBits/Mask—Affinity bits and mask of the tunnel.

ViolationNoTunnelForDemand

No path implements arequested PrimaryTunnel, even though there exists avalid path in the network that
this tunnel could take.

Fields:

¢ Report Type—Quality report, warning report, or violation report.

e Description—Description of the problem signaled by the violation.

e Requested Primary Tunnel:

Name—Tunnel identifier composed of a name and a tunnel number.
Head—Host name of head router.

Tail—Host name of destination (tail) router.

Bandwidth—Total bandwidth of the tunnel.

Requested Path—User-specified path for the tunnel.

Pool—Global pool or sub pool.

FrrProtection—Possible protection levels are None, Best Effort, Link and SRLG, and Link,
SRLG and Node.

Propagation Delay (optional)—The maximum time allowed for traffic to travel along the
requested path.

AffinityBits/Mask—Affinity bits and mask of the tunnel.

ViolationPathMismatch
A Primary Tunnel has a different path to that specified for it in the User Specified Path.

Fields:

¢ Report Type—Quality report, warning report, or violation report.

e Description—Description of the problem signaled by the violation.
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e Primary Tunnel:

Name—Tunnel identifier composed of a name and a tunnel number.
Head—Host name of head router.

Tail—Host name of destination (tail) router.

Actual Path—Actual path of the tunnel associated with the violation.
Requested Path—User-specified path for the tunnel.

ViolationPathNotConnected

The path of a Primary Tunnel is not “connected”, that is. it does not form a connected sequence of
admin-up links between the tunnel head and tail, or it contains loops.

Fields:

¢ Report Type—Quality report, warning report, or violation report.

e Description—Description of the problem signaled by the violation.

e Primary Tunnel:

Name—Tunnel identifier composed of a name and a tunnel number.
Head—Host name of head router.

Tail—Host name of destination (tail) router.

Path—Name of tunnel path.

ViolationPathUsesMissingLinks

A Tunnel-change attempts to create or modify a Tunnel so that its path or “User Requested Path” uses
one or more directed links that do not exist in this topol ogy.

Fields:

e Report Type—Quality report, warning report, or violation report.

e Description—Description of the problem signaled by the violation.

e Primary Tunnel:

Name—Tunnel identifier composed of a name and a tunnel number.
Head—Host name of head router.

Tail—Host name of destination (tail) router.

Change Type—Add Tunnel/Modify Tunnel.

Path Type—Requested/Actual.

Path—Name of tunnel path.

Outgoing Interface—Yes or No depending on whether alink is missing.

Incoming Interface—Yes or No depending on whether alink is missing.

ViolationPrimaryTunnelDelayTooLong
A Primary Tunnel has a propagation delay that is larger than the Maximum Propagation Delay specified

for it.
Fields:

¢ Report Type—Quality report, warning report, or violation report.
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e Description—Description of the problem signaled by the violation.

e Required Max Propagation Delay—The maximum time allowed for traffic to travel along the
requested path.

e Primary Tunnel:
— Name—Tunnel identifier composed of a nhame and a tunnel number.
— Head—Host name of head router.
— Tail—Host name of destination (tail) router.
— Path—Name of tunnel path.

— Actual Propagation Delay (table)—The time it takes for traffic to travel along each link in the
entire path.

- Link—Link segments in path.
- Propagation Delay—Travel time for the traffic for each link segment.

ViolationResourceldUnknown

A change attempts to remove or modify aresource (link, router or SRLG) with an Id, when no resource
with that Id exists.

Fields:
¢ Report Type—Quality report, warning report, or violation report.
e Description—Description of the problem signaled by the violation.
e Resource to be removed:
- |d—Id for head device or head interface representing the network resource.
- Type—Resource device or interface.

ViolationTunnelldinUse
A change attempts to add a Primary Tunnel with an Id that already exists.

Fields:

¢ Report Type—Quality report, warning report, or violation report.

e Description—Description of the problem signaled by the violation.

e Tunnel to Add:
— Name—Tunnel identifier composed of a hame and a tunnel number.
— Head—Host name of head router.
— Tail—Host name of destination (tail) router.

e Existing Tunnel:
— Name—Tunnel identifier composed of a nhame and a tunnel number.
— Head—Host name of head router.
— Tail—Host name of destination (tail) router.

ViolationTunnelldUnknown
A change attempts to remove or modify a Primary Tunnel with an Id when no tunnel with that 1d exists.

Fields:

Cisco IP Solution Center Traffic Engineering Management User Guide, 4.0
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e Report Type—Quality report, warning report, or violation report.
e Description—Description of the problem signaled by the violation.
e Tunnel to Remove:

— Id—Unique tunnel identifier used within ISC TEM.

Protection Computation Violations

ViolationAggregateBandwidthOnLink

The bandwidth of backup tunnels for this element, which pass through the link, have a maximum
bandwidth quota that exceeds the backup bandwidth of the link.

Fields:
¢ Required Bandwidth (due to tunnels)—Required bandwidth for the tunnels on the link.
e Link:
- Backup Bandwidth—Total available bandwidth of the link.
— Head Router—Host name of the head router.
— Head Interface—IP address of the head interface.
— Tail Router—Host name of destination (tail) router.
— Tail Interface—IP address of the destination (tail) interface.
— Label—IP addresses of the interfaces on the link.
— Admin Status—Indicates whether the link is Up or Down.

ViolationBadBackupTunnel
The tunnel does not protect a flow over this element.

ViolationBandwidthProtectionMismatch

The tunnel backup bandwidth quotas of all the tunnels protecting a flow do not add up exactly to the
maximum bandwidth of that flow.

Fields:
e Protected bandwidth—The protectable bandwidth of the protection path.
e Flow:
— Maximum Bandwidth—Maximum available bandwidth on the element.
- Head Links—Protected interface for this flow.

— Through Router —Protected device through which the regular traffic flow passes. If the
protected element is a link, the Through Router field will not appear.

— Tail Router—Host name of destination (tail) router.

— Type (NHop, NNHop)—Next hop type: NHOP for link (no through router) and NNHOP for
node.

ViolationLinkLevelTunnelDelayToolLarge
The delay of the backup tunnel is greater than that allowed.

Fields:
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e Maximum allowed delay—Maximum delay allowed on the backup tunnel.
e Actual delay of tunnel—Actual delay of the backup tunnel.

ViolationNoBackupTunnels
There are no backup tunnels protecting this flow through the element.

Fields:
e Flow:
- Maximum Bandwidth—Maximum available bandwidth on the element.
- Head Links—Protected interface for this flow.

— Through Router —Protected device through which the regular traffic flow passes. If the
protected element is a link, the Through Router field will not appear.

— Tail Router—Host name of destination (tail) router.

- Type (NHop, NNHop)—Next hop type: NHOP for link (no through router) and NNHOP for
node.

ViolationPassesThroughSRLG

A backup tunnel is protecting a flow over this element that starts at alink within an Shared risk link
group(SRLG). However that tunnel also passes through another link in the same SRLG.

Fields:

e Link:
- Backup Bandwidth—Total available bandwidth of the link.
- Head Router—Host name of the head router.
— Head Interface—IP address of the head interface.
— Tail Router—Host name of destination (tail) router.
— Tail Interface—IP address of the destination (tail) interface.
— Label—IP addresses of the interfaces on the link.
— Admin Status—Indicates whether the link is Up or Down.

e SRLG—User-defined SRLG name.

e Flow:
- Maximum Bandwidth—Maximum available bandwidth on the element.
- Head Links—Protected interface for this flow.

— Through Router —Protected device through which the regular traffic flow passes. If the
protected element is a link, the Through Router field will not appear.

— Tail Router—Host name of destination (tail) router.

- Type (NHop, NNHop)—Next hop type: NHOP for link (no through router) and NNHOP for
node.

ViolationUsesFailedElement
A backup tunnel that protects this element also usesit.
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Document Type Definition (DTD) File

The Document Type Definition (DTD) file provides the rules required by the XML import file for
importing bulk datainto ISC TEM.

For instructions on how to import tunnelsinto ISC TEM, see the “Import Primary Tunnel” section on
page 6-8.

The following shows an example of aDTD file.

<?xml version="1.0" encoding="UTF-8"?>

<!--

<!--

Data Definition for file based tunnel import -->

Import File Structure -->

<!ELEMENT IMPORT DATA (TUN_ADD|TUN CHANGE|TUN DELETE|TUN MIGRATE)+ >

<!--

Notes on attributes:
importId:must be unique within the file,
it is alphanumeric, must begin with alpha character,
and no special character
head, tail:hostname of valid TE enabled device
policy:name of existing managed tunnel policy
bw: must be numeric and values between 0-2147483647
tnum:is the number portion of a tunnel interface
E.g. for "interface tunnel3", use tnum="3"
must be numeric and values between 0-65535

Tunnel Add

#IMPLIED attributes are optional, if not specified, defaults to null

If tnum is not specified, system will generate tunnel number

To enable auto bandwidth, specify AUTOBW element

bw is required if autobw is not enabled

By default, tunnel will be created with a system path and a dynamic path

<!ELEMENT TUN ADD (AUTOBW?) >
<!ATTLIST TUN_ADD

importId ID #REQUIRED

head CDATA #REQUIRED
tail CDATA #REQUIRED
policy CDATA #REQUIRED
bw CDATA #IMPLIED

tnum CDATA #IMPLIED>
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<!-- Tunnel Change

- #IMPLIED attributes are optional, if not specified, value on existing
tunnel is kept
- To enable auto-bw, or to change auto-bw parameters, specify AUTOBW element
- To disable auto-bw, set disableAutoBw="yes" and do not specify AUTOBW element
- Existing tunnel path cannot be changed directly, setting reroutable="true"
will enable system to reroute the tunnel if necessary

<!ELEMENT TUN CHANGE (AUTOBW?) >
<!ATTLIST TUN CHANGE
importId ID #REQUIRED

head CDATA #REQUIRED

tnum CDATA #REQUIRED

policy CDATA #IMPLIED

bw CDATA #IMPLIED

disableAutoBw (yes) #IMPLIED

reroutable (true|false) #IMPLIED>

<!-- Tunnel Delete

- all attributes are required to identify tunnel to be deleted

<!ELEMENT TUN DELETE EMPTY>
<!ATTLIST TUN DELETE
importId ID #REQUIRED
head CDATA #REQUIRED
tnum CDATA #REQUIRED>

<!-- Tunnel Migrate

- #IMPLIED attributes are optional, if not specified, value on existing
tunnel is kept

- All comments under Tunnel Change (above) applies to Tunnel Migrate

- only unmanaged primary tunnel can be migrated

- for tunnels with unmanaged tunnel policy, must specify a managed policy

- for tunnels that was non-conformant:
if bw was zero, specify a new bw or enable auto-bw
if path was dynamic or non-conformant, the path options will be
replaced with a system path and a dynamic path, and reroutable will
be set to true.

- reroutable attribute applicable only for tunnel that had a conformant first

explicit path (i.e. explicit path with no loopback)

<!ELEMENT TUN MIGRATE (AUTOBW?) >
<!ATTLIST TUN MIGRATE
importId ID #REQUIRED
head CDATA #REQUIRED
tnum CDATA #REQUIRED
policy CDATA #IMPLIED
bw CDATA #IMPLIED
disableAutoBw (yes) #IMPLIED
reroutable (true|false) #IMPLIED>
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<!-- Auto Bandwdith

- #IMPLIED attributes are optional, if not specified, value is set to null
for TUN ADD and existing value is kept TUN_ CHANGE

- maxBw is required when used in TUN_ADD or if existing tunnel is not auto-bw
enabled

- minBw and maxBw must be numeric and values between 0-2147483647

- maxBw must be greater than minBw if specified

- freqg must be numeric and values between 300-604800

<!ELEMENT AUTOBW EMPTY>
<!ATTLIST AUTOBW
freq CDATA #IMPLIED
minBw CDATA #IMPLIED
maxBw CDATA #IMPLIED>
<?xml version="1.0" encoding="UTF-8"?>
<!DOCTYPE IMPORT DATA SYSTEM "TeImport.dtd"s>

<IMPORT_ DATA>

<!-- Add New Managed Tunnel -->
<TUN_ADD importId="al" head="isctmp3" tail="isctmpl" policy="mgdPolicy" bw="400" />
<TUN_ADD importId="a2" head="isctmp2" tail="isctmp9" policy="mgdPolicy" >
<AUTOBW freg="300" minBw="100" maxBw="200"/>
</TUN_ADD>

<!-- Modify Existing Tunnel -->
<TUN_CHANGE importId="c1l" head="isctmp2" tnum="200" bw="30" />
<TUN_CHANGE importId="c2" head="isctmp4" tnum="2" policy="mgdPolicy" reroutable="true"/>
<TUN_CHANGE importId="c3" head="isctmp5" tnum="46">
<AUTOBW freg="300" minBw="100" maxBw="200"/>
</TUN_CHANGE>
<TUN_CHANGE importId="c4" head="isctmp2" tnum="200" bw="30" disableAutoBw="yes"/>

<!-- Delete Existing Tunnel -->
<TUN_DELETE importId="dl" head="isctmp3" tnum="45"/>

<!-- Migrate Tunnel -->
<TUN_MIGRATE importId="ml" head="isctmp2" tnum="3" policy="mgdPolicy"/>
<TUN_MIGRATE importId="m2" head="isctmp5" tnum="1" policy="mgdPolicy"/>

</IMPORT DATA>
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