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Preface 

This section contains information about the purpose, audience and revision history 
of this document. 

Document Purpose 

This document provides instructions for how to use the StadiumVision Director Bulk 
Administration Tool to perform a bulk upload of information about DMPs, IP Phones, 
and third-party touch screens. 
Note: This document describes how to use the Bulk Administration Tool provided 
with StadiumVision Director version 2.3. This information does not apply to previous 
versions of the tool. 

Document Audience 

This document is written for Customer Facing Engineers (CFEs) who are 
responsible for designing and deploying a StadiumVision network.   

Related Documentation 

• StadiumVision Video Endpoint Design and Implementation Guide 
• StadiumVision 2.3 Release Notes 

Document History 

Table 1. Revision History 

Date Comments 

3/9/2011 First release for Cisco StadiumVision Director Release 2.3. 

What’s New 
In StadiumVision Director version 2.3, the following changes have been made to the 
Bulk Administration Tool: 

• DMPs, luxury suites and local control devices (IP Phone, AMX or Crestron touch 
panels) can be loaded into the StadiumVision Director database in a bulk 
manner.  

• Bulk association of DMP to Location is enabled.  A new column labeled “Entry 
Type” has been added to the CSV to support the location association. 
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• Can be used in connection with an off-the-shelf bar code scanner for capturing 
DMP MAC addresses and TV Location IDs.  

• The tool is now integrated into the StadiumVision Director UI. It no longer needs 
to be installed separately on the administrator’s PC. This ensures that the right 
version of BAT is always used.  

• Incremental updates are supported, allowing the tool and the StadiumVision 
Director UI to be used interchangeably.  

• CSV data is validated upon upload and any errors detected are logged in a 
separate file.  

• Existing database records can be deleted or modified in bulk. A new column 
labeled “Operation Type” has been added to the CSV to support the these 
actions. 

• Existing data in the database can be exported to a CSV file. 
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Bulk Administration Tool Overview 

The StadiumVision Bulk Administration Tool provides an alternative to manually 
defining DMPs, IP Phones, and third-party touch panels in StadiumVision Director. 
As the name implies, it is intended for adding, deleting, or modifying device 
definitions in the StadiumVision Director database in bulk. 

In addition to defining the DMPs, you can use the Bulk Administration Tool to 
associate the DMP with a particular location or TV. This is referred to as linking or 
creating a DMP-to-location mapping. 

Requirements and Recommendations 
• You must be logged in as an Administrator to use the Bulk Administration Tool.  
• Before using the tool, it is recommended that you determine the TV locations 

and a naming convention. This will aid in problem isolation and troubleshooting – 
enabling you to more easily identify a TV or DMP that is experiencing difficulty. 

• To avoid errors due to truncation, limit the contents of the CSV fields to 200 
characters in length. 

How It Works 
The Bulk Administration Tool for StadiumVision provides an alternative to manually  
adding, updating or deleting device information in the StadiumVision Director 
database. Device information can include DMPs, IP Phones, and third-party touch 
screens used for local TV control. 
The Bulk Administration Tool uses a comma separated value (CSV) file as the 
mechanism for importing and exporting data. This file can be edited using a 
standard spreadsheet application, such as Microsoft Excel. The format of the CSV 
file is described in the “Bulk Administration Tool CSV File Format” section. 
Before the data is imported, the Bulk Administration Tool gets the current 
configuration from StadiumVision Director (which may be null, if this is the first time 
you are using the tool), merges the two sets of information, and checks for errors. If 
no errors are found, the Bulk Administration Tool synchronizes the database . If 
errors are found, the Bulk Administration Tool returns an error message, as 
described in the “Possible Error Messages” section. 
In previous versions of StadiumVision Director, you used a series of Java 
commands to control the Bulk Administration Tool. Starting with StadiumVision 
Director version 2.3, the tool has been integrated into the SV Director UI.  
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Before you Begin 
The input and output files used by the Bulk Administration Tool should be stored in 
the root directory: /var/sv/bat  
CSV uploads and downloads should go to a different location. Create sub 
directories, as needed, to keep input and output files in separate folders.  
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Using the Bulk Administration Tool 

At a high-level, the process for using the Bulk Administration Tool to add, change or 
remove device information is: 
1. Access the tool through the StadiumVision Director Control Panel. 
2. Export the current CSV file (which may be empty if this is a new installation and 

no devices have been defined). 
3. Edit the CSV file. 
4. Import the CSV file. 
5. Check for error messages and resolve any errors. 
If you want to use the Bulk Administration Tool to modify only the mapping of DMPs 
to location, see the “Modifying DMP to Location Mapping” section. 

Accessing the Bulk Administration Tool 
To access the Bulk Administration Tool: 
1. Log in to SV Director as the Administrator. 
2. Select Control Panel from the SV Director main screen. 
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Figure 1. StadiumVision Director Main Screen 

 
3. Select Setup > Devices. A tabbed window is displayed. 

 
The Bulk Administration Tool is accessed from the Locations & DMPs tab. 

Exporting/Downloading the CSV File  
To export the CSV file: 
1. Go to the Locations & DMPs tab. 
2. Click Export.  
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3. In the Export CSV File window, click Download. 
4. In the Select Location window, navigate to the directory where you want to 

download the file, specify the name you wish to use, and click Save. 

Editing the CSV File 
To edit the CSV file: 
1. Open the file using an standard spreadsheet tool, such as Microsoft Excel.  

If this is the first time you have exported the CSV file and no DMPs, IP Phones, 
or 3rd party devices are defined in StadiumVision Director, the spreadsheet will 
contain only headings. 

2. Edit the fields in the column below each heading as needed. For a description of 
each column, see the “Bulk Administration Tool CSV File Format” section. 

3. Save the modified file. 

Example of a Bulk Administration Tool CSV File 
The following illustration shows an example of a modified CSV file in which one 
entry has been deleted, one entry has been updated, and several entries have been 
created. 
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Importing/Uploading the CSV File 
To import the CSV file: 
1. Go to the Locations & DMPs tab. 
2. Click Import.  
3. In the Select File to Upload window, navigate to the directory where you stored 

the file, select the file that you wish to upload, and click Open. 
When the importing is complete, a message is displayed that show the total number 
of records that were processed, the number that were successfully processed, and 
the number that failed. If any records failed, the message box allows you to click 
Download to download a CSV file that includes only the rows that contain errors 
along with an indicator of the error (error message). 
Refer to the “Possible Error Messages” section for a listing of error messages, their 
meanings, and recommended resolutions. 

DMP to Location Mapping (Link and Unlink) 
There are two options for using a CSV file to map (link) DMPs to Locations – either 
from the Locations & DMPs tab or from the Locations-DMP Mapping tab. 
You can remove the mapping (unlink) using a CSV file only from the Locations-DMP 
Mapping tab. 

Locations & DMPs Tab 
You can set the DMP-to-location mapping (link) when you import the CSV file on the 
Locations & DMPs tab. To link the DMP to a location, you must include the following 
information in the CSV file: 

• The MAC address of the DMP. 
• The IP Address of the DMP. 
• The location Name 
• All the other fields are optional 

Locations-DMP Mapping Tab 
As an alternative, after you have defined all the DMPs and Locations while in the 
Locations & DMP Mapping tab, you can set or modify the mapping (or linking) of 
DMPs to locations, using a CSV file in the Locations-DMP Mapping tab.. The CSV 
file and process used in this method is slightly different.  
To link the DMP to a location, you must include the following information in the 
imported CSV file: 

• The MAC address of the DMP. 
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• The Location Name. 
• The LocationID is optional 
To unlink the DMP from a location, simply remove the MAC address from the 
imported CSV file. 
To set or modify the mapping using a CSV file on the Locations-DMP Mapping tab: 
1. On the Control Panel, go to Setup > Devices. 
2. Click on the Locations-DMP Mapping tab. 
3. To download a list of MAC addresses for the DMPs in the system, click Export 

under the Available Devices column and save the file to the desired location. 
The result is a file that contains only MAC addresses. 

4. To download the current mapping of DMPs to Locations, click Export under the 
Locations column and save the file to the desired location. The result is a file that 
contains MAC addresses, Location names and Location IDs.  

5. Use a spreadsheet application to modify the file downloaded in Step 4.  
- Add a MAC address to “Link” a DMP to a location. You can enter the MAC 

addresses or copy them from the Available Devices file (downloaded in Step 
3). 

- Delete the MAC address to “Unlink” a DMP from a location. 
6. Save the file. 
7. On the Locations-DMP Mapping tab under the Locations column, click Import. 
8. In the Select File to Upload window, navigate to the directory where you stored 

the file, select the file that you wish to upload, and click Open. 
When the importing is complete, a message is displayed that show the total number 
of records that were processed, the number that were successfully processed, and 
the number that failed. If any records failed, the message box allows you to click 
Download to download a CSV file that includes only the rows that contain errors 
along with an indicator of the error (error message). 
Refer to the “Possible Error Messages” section for a listing of error messages, their 
meanings, and recommended resolutions. 

Bulk Administration Tool CSV File Format 
The format of the CSV file differs depending on whether you are using export/import 
from the Locations & DMPs tab or from the Locations-DMP Mapping tab. 

Locations & DMPs CSV File 
The fields (or columns) in the CSV file used on the Locations & DMPs tab are as 
follows. 
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Field Required Description Possible Values 

Operation Type Yes Indicates the action that you want to take 
with this entry. 

• Create – Creates an entry 
• Delete – Deletes the entry that 

matches the data in this row 
• Update – Updates the entry 

with data in this row 

Entry Type Yes, for DMPs 
and Locations. 
This field does 
not apply to IP 
Phones and 
3rd party 
devices. 

Indicates the type of entry to which the 
information in this row applies. 

• DMP – The entry is for a DMP. 
Data supplied should include 
MAC address, IP address, 
Name, and TV Type. 

• LOCATION –The entry is for 
the physical location of the TV 
to which the DMP is attached. 
Data supplied should include 
the  Location Name and the 
Location ID (optional). 

• LOCATIONn – The entry is for 
both the DMP and the location. 

MAC Address Yes, if 
performing a 
link operation. 

The MAC address of the device. May be in the form 
AA:BB:CC:DD:EE:FF or 
aabb.ccdd.eeff or aabbccddeeff 
The only permitted characters are 
0-F and colon, dash, period as 
shown above and letters are not 
case sensitive. 

IP Address Yes The IP address of the device. For DMPs, 
this is the static address that was 
assigned to the DMP when it was 
installed.  

Must be unique, valid IPv4 address 
(e.g. 0.0.0.256 is not permitted). 
StadiumVision Director does not 
validate the address or check for 
duplicates; it only verifies that the 
IP Address is in the correct format. 

Name Yes The human readable name that  you 
would like to use to refer to this device.  
 

Should only use A-Z a-z 0-9 space 
_ - 
Invalid Characters % * , : ? = / \ " ' [ 
] ( ) + 
Not to exceed 200 characters and 
spaces.  
Note: StadiumVision Director does 
not prevent use of the same name 
for different devices. Therefore, 
ensure that you define unique 
names to each device. 
See the StadiumVision Video 
Endpoint Design and 
Implementation Guide for 
recommended naming best 
practices. 

Old Name No The existing human readable name of the 
device.  
This field is required if the operation type 
is Update and the Name is being 
changed. 

Must match an existing device 
name. 

Model Name Yes, if device 
is a DMP 

The model of the DMP. DMP-4305 or DMP-4310 
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Field Required Description Possible Values 

LocationID No This is user assigned and has no special 
meaning to StadiumVision Director. The 
LocationID is intended used to easily 
identify the physical location of the 
devices. For example, a location that is 
identified by the Architectural Diagram or 
Map used to install TVs at a venue. 

Should only use A-Z a-z 0-9 space 
_ - 
Invalid Characters % * , : ? = / \ " ' [ 
] ( ) + 
Not to exceed 200 characters and 
spaces.  
Note: StadiumVision Director does 
not prevent use of the same name 
for different devices. Therefore, 
ensure that you define unique 
names to each device. 

State No The current state of the DMP.  This field 
is provided in the export process for 
convenience. It is not used during the 
import process. 

Not  used during import. 

Service Type No For IP Phones that are used for local 
control, this indicates the StadiumVision 
service to be run on the phone. (Note: 
The specified service must be loaded into 
CUAE as part of the Luxury Suite Control 
application).   
 

• Luxury Suite service includes 
support for both StadiumVision 
Director Video Management 
Services and Commerce 
Services.  

• AdminOffice service includes 
support for only the 
StadiumVision Director Video 
Management Services. This is 
designed for use in locations 
where a Cisco IP Phone will be 
used for local TV control and 
there is no need for commerce 
integration, such as an 
administrative office. 

Description No A text description of the device. Should only use A-Z a-z 0-9 space 
_ - 
Invalid Characters % * , : ? = / \ " ' [ 
] ( ) + 
Not to exceed 200 characters and 
spaces.  

TV Type No The device specification associated with 
the model of the TV to which the DMP is 
attached. All TVs of the same model 
should have the same TV Type. This 
information is used for managing the RS-
232 codes for each model.  

Must match the name of an existing 
device specification. Device 
specifications are created in the 
Control Panel under Setup > 
Devices > Device Specifications. 

Suite Control Type Yes, if device 
is associated 
with a local 
control area 

The device to be used for local TV control 
in the luxury suite or other local control 
area. 

Infrared, IP Phone, or 3rd Party  

Suite Name Yes, if device 
is associated 
with a local 
control area 

The name of the luxury suite or other 
local control area.  

Should only use A-Z a-z 0-9 space 
_ - 
Invalid Characters % * , : ? = / \ " ' [ 
] ( ) + 
Not to exceed 200 characters and 
spaces.  
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Field Required Description Possible Values 

Old Suite Name No The name of an existing luxury suite or 
other local control area.  
This field is required if the operation type 
is Update and the Suite Name is being 
changed. 

Must match an existing suite name. 

Suite DMP Logical 
ID 

Yes, if device 
is associated 
with a local 
control area 

For a given suite, the logical number for 
each device. This determines the order in 
which the TV labels are displayed on the 
IP phone.  For example, in a given suite, 
Main may be 1, Bar may be 2, outside 
may be 3. 

A numeric value 1 through x, where 
x is the total number of TVs/DMPs 
in the suite. 

TV Name No The label shown on the TV when the 
banner is brought up on the TV. This is 
also the name displayed on the IP phone 
identify the TV. For example, the label 
may be a description of the TV's location 
in the suite, like Main or Bar. 

Alphanumeric text. Because this 
name (or label) is displayed on the 
IP Phone, the name should be 
limited to 12 characters or less. 
Due to the space allotted for display 
labels on the IP Phone interface, 
more than 12 characters may have 
undesirable results. 

Suite Controller IP Yes, if device 
is associated 
with a local 
control area 
(not required if 
Suite Control 
Type is 
Infrared) 

The IP address of the IP phone or third 
party device that will be controlling this 
suite. 

Must be unique. Must be a valid 
IPv4 address (e.g. 0.0.0.256 is not 
permitted). StadiumVision Director 
does not validate the address or 
check for duplicates; it only verifies 
that the IP Address is in the correct 
format. 

Suite Controller 
MAC 

No The MAC address of the IP phone or third 
party device that will be controlling this 
suite. 

May be in the form 
AA:BB:CC:DD:EE:FF or 
aabb.ccdd.eeff or aabbccddeeff 
The only permitted characters are 
0-F and colon, dash, period as 
shown above and letters are not 
case sensitive. 

Suite Controller 
Name 

Yes, if device 
is associated 
with a local 
control area 
(not required if 
Suite Control 
Type is 
Infrared) 

The human readable name of the local 
control device.  

Should only use A-Z a-z 0-9 space 
_ - 
Invalid Characters % * , : ? = / \ " ' [ 
] ( ) + 
Not to exceed 200 characters and 
spaces.  
 

Old Suite Controller 
Name  

No The existing human readable name of the 
local control device.  
This field is required if the operation type 
is Update and the Suite Controller Name 
is being changed. 

Must match an existing device 
name. 

External Suite ID No The suite ID used to identify this suite in 
the Point of Sale system.  

The external suite ID must match 
value configured in the Point of 
Sale system.  

External Suite 
Name  

No The suite name used to identify this suite 
in the Point of Sale system.  

The external suite name (if 
configured)  must match value 
configured in the Point of Sale 
system. 
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Field Required Description Possible Values 

Vendor Installation No The name of a point of sale vendor that 
will service this luxury suite. 

Alphanumeric text. The vendor 
installation must match the name 
configured in SV director. 

Store No The name of the store (within the vendor 
installation) that will service this luxury 
suite 

Alphanumeric text. The store must 
match the store name configured in 
SV director. 

Group1 - 8 No The name of each group with which the 
DMP is associated.  
Note: You should add all DMPs to the 
nonevent_group. 

Alphanumeric text. The group must 
match the group name configured 
in SV Director. 

Locations-DMP Mapping CSV File 
The fields (or columns) in the CSV file used on the Locations-DMP Mapping tab are 
as follows. 

Field Description Possible Values 

MAC Address The MAC address of the device.  May be in the form AA:BB:CC:DD:EE:FF or 
aabb.ccdd.eeff or aabbccddeeff The only 
permitted characters are 0-F and colon, dash, 
period as shown above and letters are not case 
sensitive. 

LocationID This is user assigned and has no special 
meaning to StadiumVision Director. The 
LocationID is intended used to easily identify the 
physical location of the devices. For example, a 
location that is identified by the Architectural 
Diagram or Map used to install TVs at a venue. 

Should only use A-Z a-z 0-9 space _ - 
Invalid Characters % * , : ? = / \ " ' [ ] ( ) + 
Not to exceed 200 characters and spaces.  
See the StadiumVision Video Endpoint Design 
and Implementation Guide for recommended 
naming best practices. 

LocationName This is the name column in the sne_device table. 
To be most effective a naming convention is 
typically employed by the user. This naming 
convention may use a hierarchic naming 
convention to efficiently identify a location and 
make its assignment to Zones and Groups more 
natural. Note that SV Director does not enforce 
any naming convention, however, it does 
enforce uniqueness for the name attribute. 

Should only use A-Z a-z 0-9 space _ - 
Invalid Characters % * , : ? = / \ " ' [ ] ( ) + 
Not to exceed 200 characters and spaces.  
See the StadiumVision Video Endpoint Design 
and Implementation Guide for recommended 
naming best practices. 
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Possible Error Messages 

Following is the list of validation/error messages which are generated in the Error 
column of the error CSV file generated by the Bulk Administration Tool.  

Message Description  Resolution 

Invalid Device MAC Address:{MAC}  The MAC address entered was not 
12 valid hexadecimal characters.  
The Bulk Administration Tool 
translates the MAC address entered  
into a valid MAC format ( for 
example, 00:0f:01:02:03:04) after 
which the tool validates the format 
and characters. 

Enter 12 valid hexadecimal 
characters in the row that 
contains this error. 

Invalid Suite Controller MAC Address:{MAC}  The MAC address entered was not 
12 valid hexadecimal characters.  
The Bulk Administration Tool 
translates the MAC address entered  
into a valid MAC format ( for 
example, 00:0f:01:02:03:04) after 
which the tool validates the format 
and characters. 

Enter 12 valid hexadecimal 
characters in the row that 
contains this error. 

Invalid Suite Controller MAC Address:{MAC}  The MAC address entered was not 
12 valid hexadecimal characters.  
The Bulk Administration Tool 
translates the MAC address entered  
into a valid MAC format ( for 
example, 00:0f:01:02:03:04) after 
which the tool validates the format 
and characters. 

Enter 12 valid hexadecimal 
characters in the row that 
contains this error. 

Device named {device name} has empty IP 
Address  

The IP address of the device either 
was not entered or was entered as 
blank. 

Enter a valid IP address in the 
row that contains this error. 

Invalid IP Address Format:{IP Address}  The format of IP address entered 
was incorrect.  

Correct the format of the IP 
address in the row that contains 
this error. 

Invalid Controller IP Address Format{IP 
Address} 

The format of IP address entered 
was incorrect.  

Correct the format of the IP 
address in the row that contains 
this error. 

Suite Controller Ip Address is empty The IP address of the Suite 
Controller either was not entered or 
was entered as blank. 

Enter a valid IP address in the 
row that contains this error. 

Device Name has invalid character colon  The device name contains a colon, 
which is not allowed.  

Remove or replace the colon 
from the device name in the row 
that contains this error.  
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Device Name is Empty  The device name either was not 
entered or was entered  as blank. 

Enter the device name in the row 
that contains this error. 

Invalid Model Name  The device model is invalid. Only 
DMP-4305G and DMP-4310G are 
valid entries. 

Enter a valid model name (DMP-
4305G or DMP-4310). 

Duplicate entry '{value}' for key 1  
Duplicate entry '{value}' for key 2  
Duplicate entry '{value}' for key 3 

A duplicate value was entered for 
one of the following fields:  Name, 
MAC address, or LocationID. 

Search for {value} in the row that 
contains this error and correct 
the duplication. 

Invalid CSV File Heading(Column #1 should 
be MAC , and Column #2 should be 
LocationName or LocationID  

When importing a CSV file on the 
Locations-DMP Mapping tab, the first 
row of the CSV file (which is the 
header) is incorrect. 

Check the input CSV file. The 
first entry in the row should be 
MAC address, the second 
column should be LocationName 
or LocationID. Other columns 
are ignored. 

Source Device is null  The Source Device referred to by the 
MAC address in the CSV file, does 
not exists in in the database.  

Verify the MAC address using 
Export. 

Destination Device is null  The Destination Device referred to by 
the LocationName or Location ID in 
the CSV file does not exists in the 
database. 

Verify the LocationName or 
LocationID using Export. 

Source and Destination Device are the 
same 

The Source MAC address and 
Destination Location specified in the 
CSV file refers to the same device. 
For Link Operation these should be 
different. 

Verify the Source MAC address 
and Destination Location using 
Export. 

Invalid source or destination id The Source Device or the Destination 
Device ID specified does not exists in 
the database.  
This message is generated when the  
Link Operation is performed using 
the UI. 

Verify the Source Device ID and 
the Destination Device ID using 
Export. 

Invalid Source and Destination device id 
specified in LinkRequestVO 

The Source Device or the Destination 
Device ID specified does not exists in 
the database.  
This message is generated when the  
Link Operation is performed using 
the UI. 

Verify the Source Device ID and 
the Destination Device ID using 
Export. 

Error: Could not get the source device, 
ID:{SourceDeviceID} 

The Source Device ID specified does 
not exists in the database.  
This message is generated when the  
Link Operation is performed using 
the UI. 

Verify the Source Device ID 
using Export. 

Error: Could not get the Destination device, 
ID:{DestinationDeviceID} 

The Destination Device ID specified 
does not exists in the database.  
This message is generated when the  
Link Operation is performed using 
the UI. 

Verify the Destination Device ID 
using Export. 
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Source Device MAC address is null or 
empty 

The MAC address for the Source 
Device is empty or null. 

The Source MAC address must 
exist before performing a Link 
Operation. Run getStatus before 
running the Link Operation. 

Link Unsuccessful, For SouceMAC : 
{SourceDevice MAC Address} , Destination 
Location Name : {destnLocName} Exception 
Message: {Exception Message returned 
from Data Access Layer} 

This is a  Duplicate or Database low 
level error.  

Report this error to the escalation 
team. 

Invalid Destination ID Specified , 
ID:{Destination ID} 

The Destination ID specified in the 
Unlink Operation is invalid. 

Specify a valid Destination ID. 

UnLink Unsuccessful, Destination : 
{destiondeviceid} Exception Message:{Data 
Access Layer exception 

This is a  Duplicate or Database low 
level error.  

Report this error to the escalation 
team. 

Destination Device:{destiondeviceid} not 
found 

The Destination Device ID specified 
in the Unlink Operation does not exist 
in the database.  

Enter a valid Destination Device 
ID. 

Destination Object Types is invalid for link 
operation( it should be Type- #2 or Type - 
#3) 

In the linking process, the Destination 
Object  can be a LOCATION (Type 
2) or a LOCATIONn (Type 3).  

Verify that the destination object 
being linked is either a 
LOCATION or a LOCATIONn. 

Source Object Type is invalid for link 
operation(It should be #1 or #3 

In the linking process, the Source 
Object can be a DMP (Type 1) or a 
LOCATIONn (Type 3). 

Verify that the source object 
being linked is either a DMP and 
a LOCATIONn. 

Source , Destination Object Type 
combination is invalid for link operation 

In the linking process: 
• The Destination Object  can be a 

LOCATION (Type 2) or a 
LOCATIONn (Type 3). 

• The Source Object can be a DMP 
(Type 1) or a LOCATIONn (Type 
3). 

Verify that the source and 
destination object types are 
correct. 

Mac Address is null or empty The Source Device MAC is null or 
empty .  
This message is generated when the  
Link Operation is performed using 
the UI.  

Check the Source Device MAC 
address. If it is empty, run 
getstat(). 

Destination Object Type invalid for Unlink 
operation( it should be Type- #3) 

In the unlinking process, the 
Destination Object  must be a 
LOCATIONn (Type 3). 

Verify that the destination object 
being unlinked is either a 
LOCATIONn. 

Could not get the device , ID:{deviceid} 
,Exception:{Data Access Layer Exception} 

An error occurred while retrieving the 
Device information for export . 

Verify that the device ID being 
exported exists in the database. 
If it exists, then further 
troubleshooting is required 
based on the Data Access Layer 
Exception. Contact the 
escalation team. 
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